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Till statsradet och chefen for
Justitiedepartementet

Chefen for Justitiedepartementet beslutade den 7 februari 2025 att
ge en sirskild utredare 1 uppdrag att foresld utokade mojligheter att
anvinda biometri i Kriminalvirdens verksamhet.! Syftet med
utredningen var att sikerstilla att Kriminalvirden har tillging till
lampliga och flexibla biometriska verktyg for att kunna bedriva en si
effektiv verksamhet som mojligt samtidigt som sikerheten stirks.

Utredaren skulle sirskilt beakta det som framgir av Kriminal-
virdens framstillan till regeringen samt noga viga verksamhetens
behov mot den enskildes ritt till skydd fér sin personliga integritet
och gora en integritetsanalys. Utover det skulle utredaren analysera
och sikerstilla att de forslag som limnas ir férenliga med
regeringsformen och Sveriges internationella dtaganden. Utredaren
skulle ha en nira dialog med Kriminalvirden och inhimta
synpunkter frin Polismyndigheten och andra berérda myndigheter
och organisationer. Utredaren skulle dven hilla sig informerad om
det arbete som bedrivits inom Regeringskansliet avseende det
omride som uppdraget avser. Slutligen skulle utredaren limna
fullstindiga forfattningsforslag.

Till sdrskild utredare férordnades hovrittsrddet tillika vice
ordféranden Lars Wallinder.

Kriminalvrden har vid genomférandet av uppdraget bistdtt med
en referensgrupp.

Amnessakkunniga Malin Bengtsson férordnades den 10 februari
2025 att bitrida som sekreterare.

! Justitiedepartementet, Uppdrag att foresli utdkade méjligheter att anvinda biometri i
Kriminalvirdens verksamhet, 2025-02-07, Ju2025/00324.



Utredaren éverlimnar hirmed promemorian Utdkade majligheter
for Kriminalvdrden att anvinda biometri m.m. (Ds2025:31).
Uppdraget dr med detta slutfort.

Stockholm i1 januari 2026

Lars Wallinder

/Malin Bengtsson
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Sammanfattning

Uppdraget

Utredningen har haft i uppdrag att foresld utékade mojligheter att
anvinda biometri 1 Kriminalvirdens verksamhet och limna
fullstindiga forfattningsforslag.

I uppdraget har bl.a. ingdtt att noga viga verksamhetens behov
mot den enskildes ritt till skydd fér sin personliga integritet och
gora en integritetsanalys samt analysera och sikerstilla att de f6rslag
som limnas dr forenliga med regeringsformen och Sveriges
internationella dtaganden. Uppdraget har ocksd innefattat en nira
dialog med Kriminalvirden och Polismyndigheten samt inhimtande
av synpunkter frdn andra berérda myndigheter och organisationer.

Overviaganden och forslag
Inledning

Kriminalvirden har under de senaste ren sett ett stadigt 6kande
kapacitetsbehov inom sin verksamhet. Med anledning av kommande
och pigdende lagstiftningsreformer pd framfér allt straffrittens
omrédde riknar Kriminalvirden med att behéva utéka verksamheten
kraftigt pd ett sitt som tidigare aldrig har gjorts. For att fortsatt
kunna bedriva en lagenlig och siker verksamhet och samtidigt utka
verksamheten har Kriminalvirden identifierat en rad &tgirder som
myndigheten behover vidta, bla. en utokad digitalisering och
anvindning av biometri.

Biometri dr ett samlingsnamn for sidan automatiserad teknik
som syftar till att identifiera en person eller avgéra om en pdstddd
identitet dr riktig. Identifieringen sker genom en mitning av fysiska
karaktirsdrag hos den som ska identifieras. Biometriska underlag ir
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det material som samlas in eller tas fram f6r biometrisk analys. Det
kan handla om biologiskt material som salivprov och andra prover
frin kroppen som tas vid en kroppsbesiktigning men iven
fingeravtryck, fotografier och rostprov. De biometriska uppgifter
som tas fram ur underlaget kan sedan anvindas som referensmall vid
biometrisk autentisering. Med biometrisk autentisering avses
verifiering av en persons identitet med hjilp av automatiserad teknik
som baseras pd mitning av fysiska karaktirsdrag hos personen,
sdsom monster av fingeravtryck, ansiktsgeometri och rost. Med
verifiering menas kontroll av att en person ir den som han eller hon
utger sig for att vara. Det finns olika metoder for autentisering
genom biometri, t.ex. fingeravtrycksanalys, dna-analys, ansiktsigen-
kinning, rostigenkinning och handstilsanalys.

Utékad anvandning av biometriska underlag och biometriska
uppgifter

Kriminalvirdens mojligheter att anvinda biometriska underlag i
verksamheten utdkas. Idag fir Kriminalvirden ta fotografiav intagna
1 fingelse och de som ska verkstilla fingelsestraff med elektronisk
overvakning 1 kontrollerat boende. Den méjligheten utokas s att
Kriminalvirden fir ta fotografi dven av de personer som omfattas av
hikteslagen och av de som ska verkstilla en pdféljd inom frivirden.
Dessutom fir Kriminalvirden bla. mgjlighet att frin samma
personer, utdver fotografi, ta de biometriska underlagen finger-
avtryck och réstprov.

De biometriska underlagen fir anvindas fér biometrisk autenti-
sering eller annan identifiering. Det innebir att Kriminalvirden kan
anvinda ansiktsigenkinning for att t.ex. avgéra om en pdstddd
identitet ir riktig vid daglig nirvarokontroll i anstalt eller f6r att
mojliggora sikrare forflyttningar av intagna inom en kriminal-
virdsanstalt eller mellan anstalter.

Genom de nya reglerna fr Kriminalvirden ocksi méjlighet att
anvinda biometriska uppgifter for att géra sokningar bland de
uppgifter som myndigheten har. Det kan behévas for att t.ex.
undersdka vilken intagen som befunnit sig 1 ett visst utrymme vid
ett visst tillfille eller for att undersdka om personer som ror sig pa
anstaltsomrddet ir intagna eller obehériga. Kriminalvirden fir ocksd
anvinda de biometriska underlagen f6r manuell jimférelse.
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Upptagning av biometriska underlag for jamforelse med
uppgifter i polisens biometriregister

Kriminalvirden fir mojlighet att ta de biometriska underlagen
fotografi och fingeravtryck frin en person som instiller sig hos
Kriminalvirden i syfte att verkstilla ett fingelsestraff eller en pafoljd
inom frivirden, men som inte kan identifiera sig. Upptagningen fir
endast ske for biometrisk autentisering, d.v.s. jimfoérelse, med
motsvarande uppgifter frin polisens biometriregister eller annan
identifiering. Kriminalvirden har enligt en sekretessbrytande
bestimmelse ritt att ta del av uppgifter 1 polisens biometriregister.
Genom den mojligheten kan Kriminalvirden kontrollera upptagna
biometriska underlag med uppgifter frdn polisens biometriregister i
syfte att sikerstilla identiteten for att verkstillighet ska kunna
paborjas.

Anvandning av andra personers biometriska underlag och
uppgifter

Den elektroniska kommunikation som en intagen 1 hikte respektive
anstalt har med andra personer fir, om det ir nodvindigt av
sikerhetsskil, kontrolleras med biometrisk autentisering. Sddan
kontroll kommer i och med utredningens forslag att kunna
genomféras med rostigenkinning. Det innebir att Kriminalvirden,
utdver intagna 1 hikte och anstalt, kommer att {3 ta réstprov av de
personer som ska ha elektronisk kommunikation med en intagen,
nir det ir nédvindigt av sikerhetsskil. Nir det giller den som ir
under femton &r fir réstprov endast upptas om det ir limpligt.

Skydd for den personliga integriteten uppratthalls

Utredningens forslag ir forenliga med skyddet for den personliga
integriteten enligt Europakonventionen, EU:s rittighetsstadga och
regeringsformen. Forslagen har ocksd utformats i enlighet med
rddande dataskyddsregelverk. En rad skyddsdtgirder for de enskilda
som beroras av lagforslagen har infoérts som t.ex. regler om lingsta
tid f6r behandling av biometriska uppgifter.
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Utvidgad maojlighet fér polisen att kroppsvisitera

En polisman ska i Polismyndighetens lokaler eller transportmedel,
eller 1lokaler som stillts till myndighetens férfogande, fa genomfora
kroppsvisitation i samband med upptagning av biometriska
underlag, om det ir nédvindigt av sikerhetsskil for att soka efter
vapen eller andra farliga féremal.

Ikrafttradande m.m.

Utredningens férslag genomfors genom indringar av polislagen
(1984:387), fingelselagen (2010:610), hikteslagen (2010:611),
kriminalvirdsdatalagen  (2018:1235), lagen (2018:1699) om
kriminalvdrdens behandling av personuppgifter inom brottsdata-
lagens omrdde, lagen (2020:616) om verkstillighet av ungdoms-
overvakning, lagen (2025:1053) om verkstillighet av fingelsestraff
med elektronisk  &vervakning, kriminalvirdsdataférordningen
(2018:1236) och férordningen (2025:145) om upptagning av
biometriska underlag i brottsbekimpningen. Det ska ocksd inforas
en ny lag (2026:000) om anvindning av biometri inom delar av
Kriminalvirdens verksamhet. Andringarna féresl3s trida i kraft den
1januari 2027. Det finns inte ndgot behov av &vergings-
bestimmelser.

Konsekvenser

Forslagen beror sd gott som bara Kriminalvirden och innebir att
myndigheten kan etablera digitaliserade l6sningar med biometrisk
autentisering, itgirder som kan vintas vara till stor nytta for att
stirka sikerheten och effektivisera verksamheten.

Forslagen kommer innebira kostnader f6r Kriminalvirden. Hur
stora kostnaderna blir beror pd i vilken skala Kriminalvirden viljer
att implementera digitala 16sningar for biometrisk autentisering.
Samtidigt kommer forslagen att leda till resursbesparingar. Det ir
dock forenat med betydande svirigheter att pd férhand uppskatta
hur stora de ekonomiska konsekvenserna av forslagen kommer att

bli.
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Forslagen innebir en 6kad risk for intring 1 skyddet {6r privatliv
och den personliga integriteten men bidrar samtidigt till en 6kad
trygghet for intagna samt personer som ska verkstilla en pifoljd
inom Kriminalvirden, personal och anhériga som vistas eller har
kontakt med intagna.

Forslaget  rorande  polislagen  bedéms  innebira  viss
resurseffektivisering men inte innebira nigra beaktansvirda
ekonomiska konsekvenser 1 évrigt. Forslaget kommer innebira en
viss 6kning av antalet enskilda som blir féremal for kroppsvisitation
men kan samtidigt antas medféra 6kad sikerhet och trygghet for
Polismyndighetens anstillda 1 samband med upptagning av
biometriska underlag.
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1 Forfattningsforslag

1.1 Forslag till lag om anvandning av biometri inom
delar av Kriminalvardens verksamhet

Hirigenom foreskrivs f6ljande.

Lagens tillimpningsomrade

1§ Lagen innehdller bestimmelser om Kriminalvirdens mojlighet
att ta fotografi, fingeravtryck och réstprov av personer som har
démts till villkorlig dom med féreskrift om samhillstjanst eller
skyddstillsyn eller har frigetts villkorligt frn fingelse och stir under
overvakning enligt 26 kap. 12 § brottsbalken (1962:700).

Lagen innehdller ocksd bestimmelser om Kriminalvirdens
mojlighet att ta fotografi och fingeravtryck av den som 1 syfte att
verkstilla ett fingelsestraff eller en paféljd instiller sig hos
Kriminalvirden men inte kan identifiera sig.

2§ Andra bestimmelser om upptagning av fotografi, finger-
avtryck och réstprov inom Kriminalvirdens verksamhet finns i
fingelselagen (2010:610), hikteslagen (2010:611), lagen (2020:616)
om verkstillighet av ungdomsovervakning och lagen (2025:1053)
om verkstillighet av fingelsestraff med elektronisk ¢vervakning.

Sirskilda bestimmelser om hur Kriminalvirden fir behandla
fotografier, fingeravtryck och réstprov samt biometriska uppgifter
som Kriminalvirden upptar enligt denna lag finns i lagen
(2018:1699) om kriminalvdrdens behandling av personuppgifter
inom brottsdatalagens omrade.
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Upptagning av fotografi, fingeravtryck och rostprov

3§ Fotografi, fingeravtryck och réstprov fir tas av den som har
domts till villkorlig dom med foéreskrift om samhillstjianst eller
skyddstillsyn eller den som har frigetts villkorligt frin fingelse och
stdr under 6vervakning enligt 26 kap. 12 § brottsbalken (1962:700),
for biometrisk autentisering eller annan identifiering av honom eller
henne.

Med fingeravtryck avses dven handavtryck.

Upptagning av fotografi och fingeravtryck i vissa fall

4§ Fotografi och fingeravtryck far tas av en person som, i syfte att
verkstilla ett fingelsestraff eller en pdfoljd, instiller sig hos
Kriminalvirden men inte kan identifiera sig, for biometrisk
autentisering mot uppgifter i biometriregister som fors enligt lagen
(2018:1693) om polisens behandling av personuppgifter inom
brottsdatalagens omride, eller annan identifiering av honom eller
henne.
Med fingeravtryck avses dven handavtryck.

Ovriga bestimmelser

5§ En upptagning som avses 13 och 4 §§ fir vidtas endast om den
stdr i rimlig proportion till syftet med upptagningen. Om en mindre
ingripande dtgird ir tillricklig ska den anvindas.

6§ Regeringen eller den myndighet som regeringen bestimmer
kan med st6d av 8 kap. 7§ regeringsformen meddela nirmare
foreskrifter om verkstillighet av lagen.

Denna lag trider i kraft den 1 januari 2027.
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1.2
(1984:387)

Forfattningsforslag

Forslag till lag om andring i polislagen

Hirigenom foreskrivs i1 friga om polislagen (1984:387) att 19 a § ska

ha foljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

19a§

En polisman fir i samband
med ett forhér som hills i
Polismyndighetens, Sikerhets-
polisens eller Ekobrottsmyndig-
hetens lokaler kroppsvisitera
forhorspersonen, om det ir
nodvindigt av sikerhetsskil for
att soka efter vapen eller andra
farliga féremal.

En polisman fir i samband
med ett forhér som hills i
Polismyndighetens, Sikerhets-
polisens eller Ekobrottsmyndig-
hetens lokaler kroppsvisitera
forhorspersonen, om det ir
nodvindigt av sikerhetsskil for
att soka efter vapen eller andra
farliga foremal. Detsamma géller
i samband med en upptagning av
biometriska underlag som utfors i
Polismyndighetens lokaler eller
transportmedel, eller i lokaler som
stillts  till  myndighetens  for-
fogande.
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1.3
(2010:610)

Ds 2025:31

Forslag till lag om andring i fangelselagen

Hirigenom foreskrivs i friga om fingelselagen (2010:610)
dels att 7 kap. 4 och 5 §§ och 8 kap. 1 och 7 a § ska ha féljande

lydelse,

dels att det ska inforas en ny paragraf 8 kap. 1 a § och nirmast fére

8 kap. 1 § en ny rubrik av f6ljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

7 kap.
438
En intagen fir std i férbindelse med en annan person genom
elektronisk kommunikation i den utstrickning det limpligen kan
ske. Sidan kommunikation fir dock vigras om den

1. kan dventyra sikerheten pd
ett sitt som inte kan avhjilpas
genom avlyssning enligt 5 §,

1. kan dventyra sikerheten pd
ett sitt som inte kan avhjilpas
genom avlyssning eller kontroll
med  biometrisk  autentisering

enligt 5§,

2. kan motverka den intagnes anpassning i samhillet, eller
3. pd annat sitt kan vara till skada f6r den intagne eller nigon

annan.

7 kap.

Elektronisk kommunikation
mellan en intagen och en annan
person fir avlyssnas om det ir
nddvindigt av sikerhetsskil. De
som ska kommunicera med
varandra ska i férvig informeras
om kontrollen.

Elektronisk kommunikation
mellan en intagen och en
advokat som Dbitrider den

24

5§

Elektronisk kommunikation
mellan en intagen och en annan

person  fir avlyssnas  och
kontrolleras  med  biometrisk
autentisering  om  det  ir

nddvindigt av sikerhetsskil. De
som ska kommunicera med
varandra ska i férvig informeras
om sddan avlyssning och kontroll.

Elektronisk kommunikation
mellan en intagen och en
advokat som bitrider den
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intagne i en rittslig angeligenhet  intagne 1 en rittslig angeligenhet

far inte avlyssnas. far  inte  avlyssnas  eller
kontrolleras  med  biometrisk
autentisering.
8 kap.

1§
Lydelse enligt prop. 2025/26:48  Féreslagen lydelse

Fotografering Upptagning av fotografi,
fingeravtryck och réstprov

Fotografi far tas av en intagen Fotografi, fingeravtryck och
for  biometrisk  autentisering  rdstprov fir tas av en intagen for
eller annan identifiering av biometrisk autentisering eller
honom eller henne. annan identifiering av honom

eller henne.
Med fingeraviryck avses dven
handavtryck.

la§

Réstprov fdr tas av en person
som  ska  ha  elektronisk
kommunikation med en intagen,
for biometrisk autentisering 1
samband ~ med  elektronisk
kommunikation, ndr
forutsittningar for kontroll med
biometrisk  autentisering enligt
7 kap. 5 § foreligger.

En upptagning enligt forsta
stycket fir endast wvidtas mot
ndgon som dr under femton dr om
det dr lampligt.

7a§
Fingeravtryck, salivprov for dna-analys och fotografi av ansikte
ska tas av en intagen vid verkstillighet av en dom eller ett beslut pd
fingelse, om sidana uppgifter om den intagne inte finns i
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biometriregister som férs enligt lagen (2018:1693) om polisens
behandling av personuppgifter inom brottsdatalagens omride.
Upptagningen ska goéras s& snart som mojligt efter det att
verkstilligheten har inletts.

Fingeravtryck, salivprov for dna-analys och fotografi av ansikte
far tas pd nytt, om det finns sirskilda skal.

Med fingeravtryck avses dven
handavtryck.

Upptagningen ska utféras av Kriminalvirden eller, om det ir
limpligare, Polismyndigheten. Om  Kriminalvirden utfér
upptagningen ska underlagen och de biometriska uppgifter som tas
fram ur dessa forstoras av Kriminalvirden omedelbart efter det att
underlagen har tagits emot av Polismyndigheten.

Bestimmelserna giller inte vid verkstillighet av beslut om
forvandling av boter enligt botesverkstillighetslagen (1979:189) i de
fall f6rvandlingsstraffet endast avser brott dir fingelse inte ingdr 1
straffskalan. Bestimmelserna giller inte heller vid verkstillighet av
beslut om férvandling av vite enligt den lagen.

Denna lag trider 1 kraft den 1 januari 2027.
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1.4
(2010:611)

Forfattningsforslag

Forslag till lag om andring i hdkteslagen

Hirigenom foéreskrivs i friga om hikteslagen (2010:611)
dels att 3 kap. 4 och 5 §§ och 4 kap. 1 § ska ha foljande lydelse,
dels att nuvarande 4 kap. 1 § ska betecknas 4 kap. 1 b §,
dels att rubriken nirmast fére nuvarande 4 kap. 1§ ska sittas

nirmast fére den nya 4 kap. 1 b §,

dels att det ska inféras en ny paragraf 4 kap. 1a§ och att det
nirmast fore 4 kap. 1 § ska inféras en ny rubrik av f6ljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

3 kap.
43§
En intagen fir std i férbindelse med en annan person genom
elektronisk kommunikation i1 den utstrickning det limpligen kan

ske.

Elektronisk kommunikation
far vigras om den kan iventyra
sikerheten pd ett sitt som inte
kan avhjilpas genom avlyssning
enligt 5§. Om den intagne har
utsett en forsvarare som inte

uppfyller de krav som stills i

21 kap. 5§ forsta stycket
rittegdngsbalken,  fir  dock
elektronisk kommunikation
mellan den  intagne och

forsvararen endast vigras om det
ir nodvindigt for att avvirja fara
for ndgons liv, fysiska hilsa eller

frihet.

Elektronisk kommunikation
far vigras om den kan dventyra
sikerheten pd ett sitt som inte
kan avhjilpas genom avlyssning
eller kontroll med biometrisk
autentisering enligt 5§. Om den
intagne har utsett en forsvarare
som inte uppfyller de krav som
stills 1 21 kap. 5 § forsta stycket

rittegdngsbalken,  f&r  dock
elektronisk kommunikation
mellan  den  intagne och

forsvararen endast vigras om det
ir nddvindigt {6r att avvirja fara
for ndgons liv, fysiska hilsa eller

frihet.

Elektronisk kommunikation mellan en intagen och hans eller

hennes offentliga forsvarare fir inte vigras. Detsamma giller
elektronisk kommunikation mellan en intagen och en férsvarare
som den intagne har utsett om fdrsvararen uppfyller de krav som
stills 1 21 kap. 5 § forsta stycket rittegdngsbalken.
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3 kap.

Elektronisk kommunikation
mellan en intagen och en annan
person fir avlyssnas, om det ir
nddvindigt av sikerhetsskil. De
som ska
varandra ska i férvig informeras
om kontrollen.

kommunicera med

Elektronisk kommunikation
mellan en intagen och hans eller

5§

Elektronisk kommunikation
mellan en intagen och en annan

person  fir avlyssnas  och
kontrolleras  med  biometrisk
autentisering, om  det  ir

nodvindigt av sikerhetsskil. De
som ska kommunicera med
varandra ska i férvig informeras
om sddan avlyssning och kontroll.

Elektronisk kommunikation
mellan en intagen och hans eller

hennes forsvarare fir inte hennes {érsvarare fir inte
avlyssnas. avlyssnas eller kontrolleras med
biometrisk autentisering.
4 kap.
Upptagning av fotografi,
fingeravtryck och réstprov
5§

Kriminalvdrden — fir  ta
fotografi,  fingeravitryck  och
réstprov  av en intagen for
biometrisk  autentisering  eller

28

annan identifiering av honom
eller henne.

Med fingeravtryck avses dven
handavtryck.

Upptagning  enligt
bestimmelse fdr inte genomforas
om det kan antas att den intagne
kommer att vara intagen i hikte
eller annan forvaringslokal endast
under begrinsad tid.
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la§

Kriminalvdrden — fir  ta
rostprov av en person som ska ha
elektronisk kommunikation med
en intagen, for  biometrisk
autentisering 1 samband med
elektronisk kommunikation, ndr
forutsittningar for kontroll med
biometrisk  autentisering enligt
3 kap. 5 § foreligger.

En upptagning enligt forsta
stycket fir endast wvidtas mot
ndgon som dr under femton dr om
det dr limpligt.

Denna lag trider i kraft den 1 januari 2027.
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1.5 Forslag till lag om andring i
kriminalvardsdatalagen (2018:1235)

Hirigenom féreskrivs 1 friga om  kriminalvirdsdatalagen
(2018:1235) att 6 § ska ha foljande lydelse.

Nuvarande lydelse Foreslagen lydelse
6§

Det ir forbjudet att utféra sokningar i syfte att f3 fram ett urval
av personer grundat pd kinsliga personuppgifter.

Sokforbudet  hindrar inte sokning 1 personuppgifter i
sikerhetsregistret 1 syfte att fi fram ett urval av personer grundat pd
etniskt ursprung, politiska 3sikter, religios eller filosofisk
overtygelse eller uppgifter som ror hilsa, sexualliv eller sexuell
liggning.

Sokforbudet  hindrar  inte
sGkning i personuppgifter i syfte att
fa fram ett wrval av personer
grundat pd biometriska uppgifter.

Denna lag trider 1 kraft den 1 januari 2027.
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1.6

Forfattningsforslag

Forslag till lag om dndring i lagen (2018:1699)

om kriminalvardens behandling av
personuppgifter inom brottsdatalagens omrade

Hirigenom féreskrivs 1 friga om lagen (2018:1699) om kriminal-
vardens behandling av personuppgifter inom brottsdatalagens

omride

dels att 3 kap. 5 § och 5 kap. 10 § ska ha féljande lydelse,
dels att 5 kap. 11 § ska betecknas 5 kap. 16 §,
dels att det ska inforas fem nya paragrafer, 5 kap. 11, 12, 13, 14

och 15 §§, av féljande lydelse.

Lydelse enligt prop. 2025/26:48

Foreslagen lydelse

3 kap.
5§

Sokforbudet 1 2 kap. 14§
brottsdatalagen (2018:1177)
hindrar inte sékningar i syfte att
fi fram ett urval av personer
grundat pd etniskt ursprung,
politiska 3sikter, religiés eller
filosofisk  overtygelse  eller
uppgifter som ror hilsa, sexualliv
eller sexuell laggmng, om sok-
ningen gors i personuppgifter
som har gjorts gemensamt
tillgingliga med st6d av 2 § 1, 2,
3 eller 5.

Sokforbudet 1 2 kap. 14§
brottsdatalagen (2018:1177)
hindrar inte sékningar i syfte att
fd fram ett urval av personer
grundat pd etniskt ursprung,
politiska 3sikter, religiés eller
filosofisk  overtygelse  eller
uppgifter som ror  hilsa,
sexualliv, sexuell liggning eller
biometriska uppngter om sok-
ningen gors 1 personuppgifter
som har gjorts gemensamt
tillgingliga med st6d av 2 § 1, 2,
3 eller 5.

5 kap.
10 §

Biometriska uppgifter som
har tagits fram fér biometrisk
autentisering av en person som
démts till fingelse, far
behandlas lingre in tre manader
efter det att det senaste

inte

Biometriska uppgifter som
har tagits fram for biometrisk
autentisering av en person som
domts till en pdfélid som ska
verkstdllas inom Kriminalvdrden,
fir inte behandlas lingre in tre
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fangelsestraffet helt har verk-
stillts eller upphért av annat

skil.
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minader efter att den senaste
pafoliden helt har verkstillts eller

upphért av annat skil.

11§

Biometriska uppgifter som har
tagits  fram  for  biometrisk
autentisering av en person som
har varit anhdllen eller hiktad och
som inte har domts till en pdafolid
som  ska  wverkstillas  inom
Kriminalvdrden, far inte behand-
las lingre dn tre mdnader efter det

att anbdllandet eller hikiningen
hévdes.

12§

Uppgifter om en person som, i
syfte att verkstdlla ett fangelsestraff
eller en pafolid, har instdllt sig hos
Kriminalvdrden men inte kunnat
identifiera sig och som efter en
jamforelse  enligt 4§  lag
(2026:000) om anvindning av
biometri inom delar av Kriminal-
vdrdens verksambet, fortfarande
inte har kunnat identifieras, fir
inte lingre behandlas.

13§

Réstprov  och  biometriska
uppgifter som har tagits fram for
biometrisk autentisering enligt
8 kap. la§  fingelselagen
(2010:610), far inte bebandlas
lingre dn den tidpunkt da den
intagne, som den elektroniska
kommunikationen har skett med,
friges fran anstalt.
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14§

Biometriska uppgifter som har
tagits  fram  for  biometrisk
autentisering enligt 4kap 1a§
héikteslagen (2010:611), far inte
lingre bebandlas om anbdllandet
eller hiktningen av den intagne
med vilken den elektroniska
kommunikationen har skett, hivs.

15§

Réstprov som har tagits med
stod av 4 kap. 1a§ hikteslagen
(2010:611) far inte bebandlas
lingre dn tvd dr frin det ant
anbdllandet eller hiktningen av
den intagne med vilken den
elektroniska  kommunikationen
har skett, hivdes.

Rdéstproven  fdr dock inte
lingre bebandlas om den intagne,
med wvilken den elektroniska
kommunikationen har skett, inom
tvddrsperioden  frikinns  eller
doms till en annan pdfolid dn
fingelse.

Om den intagne, med vilken
den elektroniska kommunika-
tionen har skett, pibérjar verk-
stillighet av fingelse i kriminal-
vdrdsanstalt inom tvddrsperioden
far réstprovet behandlas i enlighet
med vad som anges i 13 §.

Denna lag trider i kraft den 1 januari 2027.
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1.7 Forslag till lag om dndring i lagen (2020:616)
om verkstallighet av ungdomsévervakning

Hirigenom foreskrivs 1 friga om lagen (2020:616) om verkstillighet
av ungdomsovervakning att det ska inforas en ny paragraf 9 a § och
nirmast fére 9 a § en ny rubrik av féljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

Upptagning av fotografi,
fingeravtryck och réstprov

9a§

Fotografi, fingeravtryck och
rostprov far tas av den domde for
biometrisk  autentisering eller
annan identifiering av honom
eller henne.

Med fingeravtryck avses dven
handavtryck.

Denna lag trider 1 kraft den 1 januari 2027.
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1.8 Forslag till lag om dndring i lagen (2025:1053)
om verkstallighet av fangelsestraff med
elektronisk 6vervakning

Hirigenom foreskrivs 1 frdga om lagen (2025:1053) om verk-
stillighet av fingelsestraff med elektronisk &vervakning att 2 kap.

6 och 7 §§ ska ha féljande lydelse.

Nuvarande lydelse Foreslagen lydelse

2 kap.
6§

Vid verkstillighet enligt denna lag ska Kriminalvirden foreligga
den démde att instilla sig for upptagning av fingeravtryck, salivprov
fér dna-analys och fotografi av ansikte om sidana uppgifter om den
démde inte finns 1 biometriregister som fors enligt lagen
(2018:1693) om polisens behandling av personuppgifter inom
brottsdatalagens omride. Upptagningen ska géras sd snart som
mojligt efter det att verkstilligheten har inletts. Av foreliggandet ska
det framg3 att beslutet om verkstillighet kan komma att upphivas
om foreliggandet inte foljs.

Med fingeraviryck avses dven
handavtryck.

Kriminalvirden fir foreligga den démde att instilla sig f6r sddan
upptagning pa nytt, om det finns sirskilda skal.

Upptagningen ska utféras av Polismyndigheten.

2 kap.

78
Lydelse enligt prop. 2025/26:48  Féreslagen lydelse

Fotografi fir tas av den Fotografi, fingeravtryck och
domde fér biometrisk autenti- rdstprov fir tas av den domde for
sering eller annan identifiering biometrisk autentisering eller
av honom eller henne. annan identifiering av honom

eller henne.
Med fingeraviryck avses dven
handavtryck.
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En upptagning enligt denna
bestimmelse fdr endast anvindas
om den stdr i rimlig proportion till
syftet med upptagningen. Om en
mindre ingripande dtgird dr
tillricklig ska den anvindas.

Denna lag trider 1 kraft den 1 januari 2027.
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1.9 Forslag till forordning om andring i
Kriminalvardsdataférordningen (2018:1236)

Hirigenom féreskrivs 1 friga om Kriminalvirdsdataférordningen
(2018:1236) att det ska inforas tvd nya paragrafer 3 a och 3 b §§ med
foljande lydelse.

Nuvarande lydelse Foreslagen lydelse

3a§

Biometriska uppgifter som har
tagits fram for biometrisk antenti-
sering av en fribetsberévad, ska
gallras senast tre mdnader efter det
att fribetsberévandet upphorde.

3b§

Réstprov  och  biometriska
uppgifter som har tagits fram for
biometrisk autentisering enligt
4 kap 1 § hikteslagen (2010:611),
ska gallras senast da
fribetsberévandet av den intagne,
med vilken den elektroniska
kommunikationen  har  skett,

upphorde.

Denna foérordning trider i kraft den 1 januari 2027.
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Forslag till forordning om andring i férordningen

(2025:145) om upptagning av biometriska
underlag i brottsbekampningen

Hirigenom foreskrivs 1 friga om férordning (2025:145) om
upptagning av biometriska underlag i brottsbekimpningen att 1§

ska ha foljande lydelse.

Nuvarande lydelse

Denna férordning innehiller
bestimmelser om upptagning av
prov fér dna-analys, finger-
avtryck, fotografi, video, rést-
prov, handstilsprov samt avtryck
av fot och o6ra (biometriska
underlag) enligt rittegings-
balken, lagen (1964:167) med
sirskilda bestimmelser om unga
lagovertridare, lagen (1994:451)
om intensivévervakning med
elektronisk kontroll, fingelse-
lagen (2010:610) och lagen
(2022:700) om sirskild kontroll
av vissa utlinningar.

Foreslagen lydelse

1§

Denna férordning innehiller
bestimmelser om upptagning av
prov for dna-analys, finger-
avtryck, fotografi, video, rést-
prov, handstilsprov samt avtryck
av fot och o6ra (biometriska
underlag) enligt rittegings-
balken, lagen (1964:167) med
sirskilda bestimmelser om unga
lagovertridare, 2 kap. 6 § lagen
(2025:1053) om verkstillighet av
fingelsestraff ~med  elektronisk
dvervakning, 8 kap. 7a§
fingelselagen (2010:610) och
lagen (2022:700) om sirskild

kontroll av vissa utlinningar.

Denna férordning trider i kraft den 1 januari 2027.
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2 Utredningens uppdrag och
arbete

2.1 Uppdraget

Utredningen har haft 1 uppdrag, foranlett av en hemstillan till
Justitiedepartementet fr&n Kriminalvirden, att foresld utokade
mojligheter att anvinda biometri 1 Kriminalvirdens verksamhet och
limna fullstindiga forfattningsforslag. Uppdraget for utrednings-
arbetet bifogas som bilaga. Hemstillan finns tillginglig 1
Justitiedepartementet (Ju 2005:A).

Vid genomférandet av uppdraget skulle utredningen sirskilt
beakta det som framgir av Kriminalvirdens hemstillan. I uppdraget
har ingdtt bl.a. att

— noga viga verksamhetens behov mot den enskildes ritt till skydd
for sin personliga integritet och gora en integritetsanalys,

— analysera och sikerstilla att de foérslag som limnas dr forenliga
med regeringsformen och Sveriges internationella dtaganden,

— ha en nira dialog med Kriminalvirden och inhimta synpunkter
frdin Polismyndigheten och andra berérda myndigheter och
organisationer i den omfattning det beh6vs samt

— hdlla sig informerad om det arbete som bedrivs inom
Regeringskansliet pd det omrdde som uppdraget avser.

2.2 Genomforandet av uppdraget

Utredningsarbetet pibérjades 1 mitten av februari 2025 och har
bedrivits pa sedvanligt sitt. Regelbundna sammantriden har héllits
med den referensgrupp som Kriminalvirden har utsett.
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Referensgruppen har bestdtt av Martin Lorentzon, enhetschef vid
rittsavdelningen, Fredrik Olausson, expert vid avdelningen for
anstalt, hikte och frivird, Emma Samuelsson och Christina
Thingwall, experter vid avdelningen for verksamhetsinnehall, Kajsa
Kellerborg och Paul Yifter Svensson, verksjurister vid
rittsavdelningen, Adrian Ranedel och Paul Nowotny, experter vid
sikerhetsavdelningen, Kenneth Eriksson, IT-strateg vid IT-
avdelningen och Ola Olsson, expert vid transportavdelningen.
Utredningen har haft méte med referensgruppen

— den 6 mars 2025,

— den 10 april 2025,

— den 7 maj 2025,

— den 11 juni 2025,

— den 20 augusti 2025,

— den 17 september 2025,
— den 15 oktober 2025,

— den 30 oktober 2025 och
— den 12 november 2025.

Utredningen har i Kriminalvirdens regi genomfort studiebesok vid
foljande delar av Kriminalvirdens verksamhet.

Anstalten Skogome, den 8 april 2025
Hiktet Sollentuna, den 26 maj 2025
Frivirden Sollentuna, den 26 maj 2025

— Anstalten Asptuna, den 16 juli 2025

Vid studiebesdket pi anstalten Asptuna triffade utredningen
anstaltens fortroenderdd och inhimtade synpunkter fr@n dess
medlemmar.

Utredningen ha haft samrdd med Polismyndigheten den 16 april,
den 28 april och den 25 november 2025. Utéver det har framtagandet
av kapitlet om polisens utvidgade mojligheter att kroppsvisitera
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skett 1 samverkan med juristen Gabriel Eriksson vid Polismyndig-
heten.

Utredningen har ocksd haft kontakt med foretridare for
Integritetsskyddsmyndigheten  (IMY) den 13 maj och den
5 september 2025.

Den 19 september 2025 genomférde utredningen en hearing med
representanter f6r Advokatsamfundet genom advokaterna Thomas
Bodstréom, Peter Hellman, Caroline Olstedt Carlstrém och Erica
Wiking Higer samt juristen vid Advokatsamfundet Katja Rekstad.

Dirutdver har utredningen haft 16pande kontakt med Justitie-
departementet avseende beredningen av lagstiftningsirendet om en
ny lagstiftning fér Kriminalvdrdens personuppgiftsbehandling.'

2.3 Avgransning

Under behovsdialogen med Kriminalvirden har det inte
framkommit nigot behov av sirskild reglering rérande anvindning
av biometriska uppgifter inom den transportverksamhet som
Kriminalvirden bedriver. Den verksamheten kommer dirfor inte att
behandlas sirskilt 1 utredningens forslag.

2.4 Promemorians disposition

Promemorian inleds med en sammanfattning och utredningens
forslag pd forfattningsindringar. 1 detta kapitel beskrivs
utredningens uppdrag och hur arbetet har bedrivits. Direfter f6ljer i
kapitel tre till fyra, redogorelser av relevant gillande ritt rorande
grundliggande fri- och rittigheter och dataskydd. Direfter foljer i
kapitel fem en 6versiktlig redogérelse 6ver biometriska underlag och
biometriska uppgifter. I kapitel sex finns en redogorelse av
Kriminalvdrdens uppdrag och verksamhet och 1 kapitel sju finns en
beskrivning av  framfér alltc  Kriminalvirdens foérestiende
kapacitetsutokning. Direfter foljer 1 kapitel dtta en redogorelse av
Kriminalvirdens nuvarande méjlighet att anvinda biometri och i
efterfoljande kapitel nio redogérs f6r Kriminalvirdens mojlighet att
anvinda tving for att uppta biometriska underlag. I kapitel tio

! Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling.
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redogors bla. for de sekretessbestimmelser som ir relevanta for
Kriminalvirdens verksamhet. I kapitel elva finns en internationell
utblick som beskriver hur biometriska uppgifter anvinds 1
fingelseanstalter i andra linder i Europa. Direfter foljer 1 kapitel tolv
en redogorelse av polisens biometriregister, vilka biometriska
underlag som dir finns registrerade och hur andra myndigheter i viss
utstrickning har tillgdng till registren.

Efter de inledande kapitlen redogérs i kapitel tretton fér de
synpunkter som framkom under utredningens sammantriffande
med fértroenderddet pd anstalten Asptuna respektive i1 hearingen
med representanter fér Advokatsamfundet.

Direfter foljer 1 kapitel fjorton till sjutton beskrivningar av de
behov av biometrianvindning som finns inom hiktes-, fingelse- och
frivirdsverksamheten samt forslag p& hur anvindningen av sidana
uppgifter bor utdkas. I kapitel arton redogérs f6r hur utredningens
forslag forhdller sig till dataskyddsregelverket. Direfter foljer i
kapitel nitton de 6verviganden utredningen har gjort betriffande
mojligheten att ge Kriminalvirden tllging wll polisens
biometriregister. Lingsta tid f6r behandling av uppgifter redogérs
for 1 kapitel 20.

I kapitel 21 foreslds att polisen ska ges mojlighet att
kroppsvisitera personer som ska limna biometriska underlag.

I kapitel 22 finns 6verviganden om ikrafttridande och
overgdngsbestimmelser. Efter det foljer kapitel 23 med en
integritetsanalys pd sammanhillen och 6vergripande nivd avseende
forslagens samlade effekt f6r enskildas personliga integritet. I kapitel
24 finns en beskrivning av konsekvenserna av férslagen.
Forfattningskommentaren finns i kapitel 25.
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3 Grundlaggande fri- och
rattigheter

3.1 Inledning

En insamling av biometriska underlag genom tving utgér ett intring
i den enskildes grundliggande fri- och rittigheter. Enligt uppdraget
ska utredaren dirfor noga viga verksamhetens behov mot den
enskildes ritt till skydd foér sin personliga integritet och gora en
integritetsanalys. Utredaren ska vidare analysera och sikerstilla att
de forslag som limnas ir forenliga med regeringsformen och
Sveriges internationella dtaganden.

I detta kapitel redogérs dirfor for bestimmelserna om
grundliggande fri- och rittigheter som avser att skydda mot ingrepp
1 den fysiska och psykiska integriteten. EU:s dataskyddsreform och
det regelverk som giller for att behandla personuppgifter inom
brottsbekimpningen och inom Kriminalvirdens verksamhet
behandlas nirmare 1 kapitel 4.

3.2 Regeringsformen
3.2.1 Skydd mot patvingade kroppsliga ingrepp
Bakgrund

I 2 kap. regeringsformen finns bestimmelser om grundliggande fri-
och rittigheter. Av 2 kap. 6 § forsta stycket framgdr att var och en
gentemot det allminna ir skyddad mot pdtvingade kroppsliga
ingrepp. Var och en ir dessutom skyddad mot kroppsvisitation,
husrannsakan och liknande intrdng samt mot undersékning av brev
eller annan fortrolig foérsindelse och mot hemlig avlyssning eller
upptagning av telefonsamtal eller annat fortroligt meddelande.
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Kroppsligt ingrepp

Som kroppsligt ingrepp riknas frimst vild mot minniskokroppen
men dven likarundersékningar, smirre ingrepp som vaccinering och
blodprovstagning.' Aven urinprovtagning har bedémts som sidant
kroppsligt ingrepp som avses i bestimmelsen.” Detsamma giller
tagande av salivprov fér dna-analys genom si kallad topsning.’
Skyddet mot pitvingade kroppsliga ingrepp anses ocksd omfatta
fingeravtryck men diremot inte réstprov och fotografering.* Att
fotografera nigon kan didremot i vissa fall utgora ett sidant intring i
den personliga integriteten som avses 1 2 kap. 6 § andra stycket’.

Tvangsingrepp

For att bestimmelsen 1 2 kap. 6 § forsta stycket regeringsformen ska
vara tillimplig ska det vara friga om tvingsingrepp.® Regeringen har
1 olika sammanhang uttryckt att ett samtycke innebir att det inte ir
frdga om nigon tvingsmedelsanvindning eftersom ingreppet d4 inte
ir pdtvingat.” I litteraturen har det emellertid framhallits att ett
ingrepp ir patvingat om det allminna disponerar éver maktmedel for
att genomdriva dtgirden som t.ex. direkt vdldsanvindning eller om
den enskildes motstind bryts genom hot om nigon sanktion.®
Under senare r har det blivit en vedertagen uppfattning att det
skulle strida mot meningen med skyddet fér minskliga fri- och
rittigheter om en enskild som ir skiligen misstinkt for brott skulle
kunna avstd frdn skyddet genom att t.ex. samtycka till en
kroppsbesiktning.” JO har dessutom uttalat att utgingspunkten
borde vara att pi omriden dir det finns sirskilda regler f6r nir och

! Prop. 1975/76:209, om dndring i regeringsformen, s. 147.

2 JO:s beslut 2009-03-27, dnr 5978-2006, JO:s beslut 2016-03-23, dnr 38-2015, jfr
Konstitutionsutskottets yttrande 2009/10:KU9y.

3 Prop. 2005/06:29, Utvidgad anvindning av DNA-tekniken inom brottsbekimpningen m.m.,
s. 19 och JO:s beslut 2009-12-23, dnr 2703-2008.

* Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 54.

5 Prop. 2009/10:80, En reformerad grundlag, s. 177.

¢JO:s beslut 2010-04-26, dnr 479-2010 och JO:s beslut 2016-06-30 dnr 6442-2014.

7 Se tex. prop. 1993/94:24, med forslag till dndrade regler om kroppsvisitation och
kroppsbesiktning, m.m., s. 39 och prop. 2005/06:29, Utvidgad anvindning av DNA-tekniken
inom brottsbekimpningen m.m., s. 25 f.

§ Petrén, Gustaf, Ragnemalm, Hans, Sveriges grundlagar, 12 uppl., 1980, s. 54 {.

° Lindberg, Gunnel, Straffprocessuella tvingsmedel, 5 uppl. 2022, s. 99 {.
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hur tvingsmedel fir anvindas, ett samtycke inte kan ersitta de
forutsittningar som stills i lag for att dtgirden ska f4 vidtas."

3.2.2  Skydd mot betydande intrang i den personliga
integriteten

Personliga forhillanden

Av 2 kap. 6 § andra stycket regeringsformen framgér att var och en
gentemot det allminna ir skyddad mot betydande intring i den
personliga integriteten, om det sker utan samtycke och innebir
overvakning eller Kkartliggning av den enskildes personliga
forhdllanden. Uttrycket enskildas personliga forhllanden avses ha
samma innebérd som i tryckfrihetsférordningen och offentlighets-
och sekretesslagen (2009:400) (OSL). Det innebir information som
ir knuten till den enskildes person, t.ex. uppgifter om namn och
andra personliga identifikationsuppgifter, adress, familjeférhillan-
den, hilsa, vandel, fotografisk bild, uppgift om anstillning och dven
uppgift om en persons ekonomi."

Betydande intring

Vid bedémning av vilka 8tgirder som kan anses utgéra ett betydande
intring ska bdde &tgirdens omfattning och arten av det intring som
ftgirden innebir beaktas. Aven itgirdens indamil och andra
omstindigheter kan ha betydelse vid bedémningen. Bestimmelsen
omfattar endast sddana intring som p.g.a. dtgirdens intensitet eller
omfattning eller av hinsyn till uppgifternas integritetskinsliga natur
eller andra omstindigheter innebir ett betydande ingrepp i den
enskildes privata sfir."

19J0:s beslut 2021-05-25 dnr 7070-2019.
" Prop. 2009/10:80, En reformerad grundlag, s. 177.
12 Prop. 2009/10:80, En reformerad grundlag, s. 250.
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Overvakning eller kartliggning

Avgorande f6r om en dtgird ska anses innebira 6vervakning eller
kartliggning ir inte dess huvudsakliga syfte utan vilken effekt som
dtgirden har. Vad som avses med &vervakning respektive
kartliggning fir bedémas med utgdngspunkt frdn vad som enligt
normalt sprdkbruk liggs i dessa begrepp."

I férarbetena till 2 kap. 6 § andra stycket regeringsformen uttalas
att registrering av personuppgifter i polisens belastningsregister kan
sigas innebira en kartliggning av alla dem som har démts eller pd
annat sitt lagforts f6r brott, dven om registrets uttalade indamal ir
att ge information 4t olika myndigheter om belastningsuppgifter
som behdvs bla. for att utreda brott och bestimma straff. Som
exempel nimns ocksd polisens misstanke-, fingeravtrycks- och dna-
register. I samma férarbeten konstateras att en &tgird frin det
allminnas sida som vidtas primirt 1 syfte att ge myndigheterna
underlag for beslutsfattande 1 enskilda fall, exempelvis insamling av
uppgifter av visst slag for beslut om t.ex. beskattning kan, dven om
avsikten inte ir att kartligga enskilda, i minga fall anses innebira
kartliggning av enskildas férhillanden. Skatteverkets databaser
nimns som exempel."

3.2.3 Mojlighet att gora begransningar

Enligt 2 kap. 20 § regeringsformen fir rittigheterna 1 2 kap. 6§
begrinsas genom lag. Begrinsningar kan dock inte géras hur som
helst utan méiste uppfylla kriterierna i 2 kap. 21§. Av den
bestimmelsen framgir att begrinsningar miste tillgodose indamail
som ir godtagbara i ett demokratiskt samhille. Vidare fir en
begrinsning aldrig g utéver vad som ir nédvindigt med hinsyn till
det indamal som har féranlett den och inte heller stricka sig sd lingt
att den utgér ett hot mot den fria dsiktsbildningen sdsom en av
folkstyrelsens grundvalar. Begrinsningen far inte heller goras enbart
p.g-a. politisk, religits, kulturell eller annan sidan 4skddning.

Nir det giller andra in svenska medborgare fir skyddet begrinsas
genom lag utan att de sirskilda krav som foljer av 2 kap. 21§ ir
uppfyllda, se 2 kap. 25 § forsta stycket 3.

13 Prop. 2009/10:80, En reformerad grundlag, s. 250.
!4 Prop. 2009/10:80, En reformerad grundlag, s. 180.
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3.3 Europakonventionen
3.3.1  Skydd fér grundldggande fri- och rattigheter
Giller som svensk lag

Europeiska konventionen om skydd fér de minskliga rittigheterna'
(Europakonventionen) ratificerades i Sverige 1952 och giller sedan
1995 som svensk lag.'® Europakonventionen innehéller
bestimmelser om grundliggande fri- och rittigheter. Enligt 2 kap.
19 § regeringsformen fir inte lag eller féreskrift meddelas 1 strid med
Europakonventionen.

Artikel 3

Enligt konventionens artikel 3 fir ingen utsittas for tortyr eller
ominsklig eller férnedrande behandling eller bestraffning.

Artikel 8

En annan bestimmelse som ir av vikt {6r integriteten ir artikel 8
som handlar om ritt till skydd for privat- och familjeliv, hem och
korrespondens. Rittigheterna i artikel 8 innefattar ett krav pd
statsmakterna att inte agera pd sitt som krinker den enskildes
rittigheter, d.v.s. en negativ skyldighet, men ocks3 ett krav pd en
positiv skyldighet att sikerstilla att dessa rittigheter &tnjuter ett
effektive skydd i praktiken och att individen faktiskt kan
tillgodogora sig rittigheterna.'”

Det materiella tillimpningsomridet for artikel 8 dr vidstrickt.
Det ir individens privatliv som skyddas vilket syftar pd den
personliga sfiren hos en individ. Om nigot faller in under skyddet
for privatlivet beror pd hur nira férknippat det ir med individens
personliga autonomi och relationer. Av naturliga skil faller frigor
rorande dvervakning av individen in under artikel 8. Hir omfattas

5 Europeiska konventionen angdende skydd fér de minskliga rittigheterna och de
grundliggande friheterna (4 november 1950).

16 Lagen (1994:1219) om den europeiska konventionen angiende skydd fér de minskliga
rittigheterna och de grundliggande friheterna.

17 Se t.ex. Europadomstolens dom i Airey mot Irland, mal nr 6289/73, dom den 9 oktober
1979, och 1 X och Y mot Nederlinderna, mil nr 8978/80, dom den 26 mars 1985, och i
Séderman mot Sverige, mil nr 5786/08, dom den 12 november 2013.
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exempelvis olika former av avlyssning av telekommunikation'®
liksom GPS-6vervakning."” Utdver det innefattas 6vervakning av
den enskilde med kamera, inte bara i hemmet utan dven systematisk
overvakning och insamling av uppgifter om den enskilde p& allmin
plats.” Provtagning fér dna-analys och fingeravtryck® utgor enligt
Europadomstolen ett intring i privatlivet liksom att ta fotografier av
en person utan dennes samtycke” samt bruk av
ansiktsigenkinning.” Aven kroppsbesiktning i syfte att utreda brott
omfattas®* samt kroppsvisitation.”

Dataskydd ir en viktig del av skyddet av privatlivet och omfattar
insamling, lagring, behandling och spridning av uppgifter om
individen utan dennes samtycke, oberoende av om uppgifterna ir
offentliga.”

3.3.2 Maojlighet att gora begransningar

Medan rittigheterna i artikel 3 4r absoluta och inte fir inskrinkas,
kan rittigheterna 1 artikel 8 begrinsas. En sddan begrinsning miste
dock, enligt artikeln, géras med stdd av lag och endast om det i ett
demokratiskt samhille ir nédvindigt med hinsyn till den nationella
sikerheten, den allminna sikerheten eller landets ekonomiska
vilstdnd, till férebyggande av oordning eller brott, till skydd for
hilsa eller moral eller f6r andra personers fri- och rittigheter.
Europadomstolen har tolkat de syften for vilka intrdng tilldts
timligen extensivt samtidigt som domstolen avgér vad som kan

18 Se t.ex. Europadomstolens dom 1 Huvig mot Frankrike, mal nr 11105/84, dom den 24 april

1990.

Y Se t.ex. Europadomstolens dom i Uzun mot Tyskland, mil nr 35623/05, dom den 2
september 2010.

20 Europadomstolens dom i Peck mot Storbritannien, mil nr 44647/98, dom den 28 januari
2003.

2! Europadomstolens dom i S. och Marper mot Storbritannien, mil nr 30562/04 och 30566/04,
dom den 4 december 2008.

22 Se t.ex. Europadomstolens dom i von Hannover mot Tyskland, mil nr 59320/00, dom den
24 juni 2024,

2 Europadomstolens dom i Glukhin mot Ryssland, mal nr 11519/20, dom den 4 juli 2023.

2+ Europadomstolens dom 1 Wainwright mot Storbritannien, mél nr 12350/04, dom den 26
september 2006.

% Se t.ex. Europadomstolens dom 1 Gillian och Quinton mot Storbritannien, mil nr 4158/05,
dom den 12 januari 2010 och dom i1 Beghal mot Storbritannien, mél nr 4755/16, dom den 28
februari 2019.

26 Se t.ex. Europadomstolens dom i Rotaru mot Ruminien, mal nr 28341/95, dom den 4 maj
2000 och dom i Satakunnan Markkinapérssi Oy och Satamedia Oy mot Finland, mil nr
931/13, dom den 27 juni 2017.
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anses nodvindigt for att tillgodose ett 1 och for sig legitimt syfte. Ett
rittighetsintring bedéms sdledes nédvindigt endast om det svarar
mot ett mycket angeliget socialt behov och om det stir i rimlig
proportion till det syfte som ska uppngs.”” Staterna har dock en viss
fri bedémningsmarginal inom vilket Europadomstolen viljer att
avstd frin att gora en egen bedomning och sdledes liter konventions-
staterna fi tolkningsféretride rorande noédvindigheten av och
proportionaliteten hos en 4tgird.” Bedémningsmarginalen har
utvecklats i Europadomstolens praxis men har sedermera kommit att
skrivas in i konventionens ingress.”

En inskrinkning av rittigheterna mdiste ocksi vara
proportionerlig, d.v.s. uppnd en rittslig balans mellan allminna och
enskilda intressen.™

34 EU:s rattighetsstadga
3.4.1  Skydd fér grundldggande fri- och rattigheter
Bindande for Sverige

Europeiska unionens stadga om de grundliggande rittigheterna®
(EU:s rittighetsstadga) tridde i kraft med Lissabonférdraget den 1
december 2009 och ir bindande f6r Sverige, precis som for dvriga
EU-linder. Raittighetsstadgan har féretride framfér svensk
lagstiftning, 1 de delar som faller inom ramen for férdragens
tillimpningsomride.

Artikel 7 och 8

Rittighetsstadgan bestar av 54 artiklar. Artikel 7 stadgar att var och
en har ritt till respekt for sitt privatliv och familjeliv, sin bostad och

2 Ehrenkrona, Carl Henrik, Lag (1994:1219) om den europeiska konventionen angdende skydd
for de mdénskliga rittigheterna och de grundliggande fribeterna, artikel 8, Karnov (JUNO)
(besokt 2025-11-18).

28 Se t.ex. Europadomstolens dom i Dudgeon mot Storbritannien, mél nr 7525/76, dom den
22 oktober 1981.

¥ Explanatory report to Protocol No. 15 amending the Convention for the Protection of
Human Rights and Fundamental Freedoms, p. 7.

30 Se t.ex. Europadomstolens dom i Aycaguer mot Frankrike, mal nr 8806/12, dom den 22 juni
2017.

3! Europeiska unionens stadga om de grundliggande rittigheterna (2016/C 202/02).
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sina kommunikationer. I artikel 8 finns en bestimmelse om skydd
av personuppgifter. Enligt den har var och en ritt till skydd av de
personuppgifter som ror honom eller henne. Vidare anges att
uppgifter ska behandlas lagenligt f6r bestimda indamil och pa
grundval av den berérda personens samtycke eller ndgon annan
legitim och lagenlig grund. Det framgdr att var och en har ritt att £3
tillgdng till insamlade uppgifter som rér honom eller henne och att
f3 rittelse av dem.

3.4.2 Mojlighet att gora begransningar

Det framgdr av artikel 52 att de rittigheter som anges i
rittighetsstadgan ~ kan  begrinsas.  Forutsittningarna  for
begrinsningar ir att de ska goras i lag och vara férenliga med det
visentliga innehillet i stadgans rittigheter och friheter. Vidare fir
begrinsningar endast, med beaktande av proportionalitetsprincipen,
goras om de ir nédvindiga och faktiskt svarar mot mal av allmint
samhillsintresse som erkinns av unionen eller behovet av skydd for
andra minniskors rittigheter och friheter. Det anges ocksd 1
bestimmelsen att, 1 den m&n som stadgan omfattar rittigheter som
motsvarar sidana som garanteras av Europakonventionen, ska de ha
samma innebdrd och rickvidd som dir. Det hindrar emellertid inte
unionsritten frin att tillférsikra ett mer lingtgdende skydd.

3.5 Barnkonventionen
3.5.1  Galler som svensk lag

Den 20 november 1989 antog FN:s generalférsamling en konven-
tion om barnets rittigheter (barnkonventionen).” Barnkonven-
tionen innehiller minskliga rittigheter f6r barn. Ar 1990 ratificerade
Sverige barnkonventionen och sedan 2020 giller den som svensk
lag.” Det innebir att de rittigheter som féljer av barnkonventionen
ska beaktas vid rittstillimpningen som t.ex. vid avvigningar och
bedémningar som gors i beslutsprocesser i ml och drenden som ror

2 Forenta nationernas konvention om barnets rittigheter, 20 november 1989.
3 Tag (2018:1197) om Forenta nationernas konvention om barnets rittigheter.
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barn. Ny lagstiftning méste ocksd vara férenlig med barnkonven-
tionen.

3.5.2  Skydd enligt flera artiklar

Enligt artikel 1 avses med barn varje minniska under 18 4r, om
barnet inte har blivit myndigt tidigare. I artikel 3 fastslis den
grundliggande principen om att barnets bista alltid ska beaktas vid
alla &tgirder som berdr barn. Vidare framgir av artikel 16 att inget
barn fir utsittas f6r godtyckliga eller olagliga ingripanden 1 sitt
privat- och familjeliv, sitt hem eller sin korrespondens och inte heller
for olagliga angrepp pd sin heder och sitt anseende. Bestimmelsen
ger barn skydd mot sidana ingripanden eller angrepp.

I artikel 40 finns en bestimmelse som tillférsikrar barn som
misstinks, dtalas eller befunnits skyldig till brott ritten att behandlas
pa ett sitt som frimjar barnets kinsla av virdighet och virde. Vidare
ska barn behandlas p3 ett sitt som stirker barnets respekt for andras
minskliga rittigheter och grundliggande friheter och som tar
hinsyn till barnets dlder och det énskvirda i att frimja att barnet
dteranpassas till och tar pa sig en konstruktiv roll i samhillet.

3.6 FN:s allmadnna forklaring
3.6.1 Gemensam viljeyttring

Efter andra virldskriget fanns en stark vilja att p8 internationell nivd
skapa en gemensam &verenskommelse om universella rittigheter.
Mot den bakgrunden antog FN:s generalférsamling den 10
december 1948 en allmin férklaring om de minskliga rittigheterna.™
Den allminna férklaringen dr varken bindande eller inforlivad i
svensk ritt men hivdas utgéra sedvaneritt.”

3 Forenta nationernas allminna férklaring om de minskliga rittigheterna, 10 december 1948.
3 Staaf, Annika, Zanderin, Lars, Nystrém, Birgitta, Rdtt och réttssystem — En introduktion for
professionsutbildningar, 2022, s. 43.
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3.6.2  Skydd enligt artikel 5 och artikel 12

Forklaringen bestdr av 30 artiklar och 1 artikel 5 finns ett skydd mot
tortyr eller grym, ominsklig eller fornedrande behandling eller
bestraffning. I artikel 12 regleras skydd for den personliga
integriteten. Av bestimmelsen framgir att ingen fir utsittas for
godtyckligt ingripande 1 fr8ga om privatliv, familj, hem eller
korrespondens och inte heller fér angrepp pd sin heder eller sitt
anseende. Var och en har ritt tll lagens skydd mot sidana
ingripanden och angrepp. I artikel 7 respektive artikel 17 1 1966 &rs
FN-konvention om medborgerliga och politiska rittigheter finns
samma skydd.

3.6.3  Majlighet att gora begransningar i rattigheterna

Begrinsningar av rittigheten fir enligt artikel 29 enbart faststillas 1
lag och enbart i syfte att trygga tillborlig hinsyn till och respekt for
andras rittigheter och friheter samt for att tillgodose ett
demokratiskt samhilles berittigade krav pd moral, allmin ordning
och allmin vilfird.

3.7 Tvangsmedel
3.7.1  Vad ar ett tvangsmedel?

Ett patvingat kroppsligt ingrepp kan ocksd utgora ett tvingsmedel
som kriver sirskilda avvigningar. I svensk ritt saknas definition av
vad som utgor ett tvingsmedel. Med begreppet brukar emellertid
avses en myndighets direkta ingripande mot en person eller
egendom, vilket syftar till att stadkomma ett konkret resultat, och
som innebir nigon form av intring i den enskildes rittssfir.’
Diremot krivs inte att ndgot tving faktiskt vidtas, vilket dr fallet vid
t.ex. hemlig avlyssning av elektronisk kommunikation, dir den
berorde inte ens ir medveten om 3tgirden, men kan antas motsitta
sig den om han eller hon skulle {8 kinnedom om saken.”” Det bor
dessutom vara frdga om en 4tgird som syftar till att dstadkomma ett

3 SOU 1995:47, Tvdngsmedel enligt 27 och 28 kap. RB samt polislagen: slutbetinkande av
Polisrittsutredningen, s. 137 {.
37 SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 129.
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konkret resultat, d.v.s. inte endast ett rittsligt resultat, och som
medfoér synbara eller kinnbara verkningar for den som 3tgirden
riktar sig mot.”

3.7.2  Grundlaggande principer for tvangsmedel
Flera krav

Tvingsmedelsanvindning behover, utéver de krav som stills upp for
begrinsningen av grundliggande fri- och rittigheter, uppfylla
legalitetsprincipen, indamélsprincipen, behovsprincipen  och
proportionalitetsprincipen.

Legalitetsprincipen

Legalitetsprincipen kommer till uttryck i regeringsformen,
Europakonventionen samt EU:s rittighetsstadga och beskriver de
offentliga aktdrernas normbundenhet. Nir det giller tvingsmedel
stiller legalitetsprincipen bl.a. krav pd att lagstiftningen inte fir
innehilla vaga, obestimda och méngtydiga rekvisit. P4 s3 vis utgor
legalitetsprincipen ett skydd mot godtyckliga ingripanden som
skulle kunna hota legitimiteten och den allminna rittssikerheten i
samhillet.

Andamélsprincipen

Andamélsprincipen innebir att en myndighets befogenhet att
anvinda ett tvingsmedel ska vara bundet till det indamal for vilket
tvéngsmedlet har, d.v.s. bara {or de i lagstiftningen angivna syftena.
Principen hirleds ur regleringen 1 2 kap. 20 och 21 §§ regerings-
formen, dir det foreskrivs att begrinsningar 1 de grundliggande fri-
och rittigheterna fir goras endast f6r indamdl som dr godtagbara 1
ett demokratiskt sambhille, att sddana begrinsningar aldrig fir gd
utdver vad som ir nddvindigt med hinsyn till de dndamdl som
foranlett dem och att begrinsningarna ska ha lagform.

3% SOU 1995:47, Tvdngsmedel enligt 27 och 28 kap. RB samt polislagen: slutbetinkande av
Polisrittsutredningen, s. 137 {.
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P3 motsvarande sitt uttrycks det i Europakonventionen, dir det
framgr att en inskrinkning ska vara nédvindig 1 ett demokratiskt
samhille, vilket innebir att inskrinkningen méiste svara mot ett
tringande socialt behov.”” Av artikel 8 framgir uttryckligen att
inskrinkningar miste vara nédvindiga med hinsyn till den nationella
sikerheten, den allminna sikerheten eller landets ekonomiska
vilstdnd, till férebyggande av oordning eller brott, till skydd for
hilsa eller moral eller till skydd fér andra personers fri- och
rittigheter. Kravet pd legitimt indamal orsakar sillan problem for
konventionsstaterna eftersom de godtagbara indamilen i
bestimmelsen ir s pass vida.*

I artikel 52 1 EU:s rittighetsstadga finns en generell férutsittning
for begrinsningar av samtliga rittigheter, som férutom att nd upp
till kravet pd nédvindighet och proportionalitet miste svara mot
”mal av allmint sambhillsintresse som erkinns av unionen eller
behovet av skydd for andra minniskors rittigheter och friheter”.
Samtidigt anges att de rittigheter 1 stadgan som motsvarar
rittigheter i konventionen ska ha samma innebérd och rickvidd som
dessa. Begrinsning av konventionsrittigheter som omfattas av
stadgan mdste dirfér sannolikt nd upp till kraven 1 bida
begrinsningsklausulerna.*

Andamilsprincipen kan sigas vara overordnad behovs- och
proportionalitetsprinciperna. Forst om indamalet ir tillitet kommer
frigan om tvingsmedlet faktiskt behdévs och om ingripandet ir
proportionerligt under bedémning.*

Andamalsprincipen ska terspeglas i lagstiftningen genom att det
for varje enskilt tvingsmedel anges f6r vilket eller vilka indamal det
fir anvindas. Som exempel kan nimnas att hiktning enligt
huvudregeln fir beslutas bara for att begrinsa risken for att den
misstinkte avviker, forsvdrar utredningen eller fortsitter sin
brottsliga verksamhet.

¥ Europadomstolens dom i Silver m.fl. mot Storbritannien, mal nr 7136/75, dom den 25 mars
1983.

0 Ett exempel pd nir Europadomstolen dock underkint dindamalet ir nir hinvisning gjorts till
behovet av att uppritthilla moral som ett indamal for att férbjuda privata samkénade sexuella
relationer mellan samtyckande vuxna, se Europadomstolens dom i Dudgeon mot
Storbritannien, mal nr 7525/76, dom den 22 oktober 1981.

# Derlén, Mattias, Lindholm, Johan, Naarttijirvi, Markus, Konstitutionell ritt, 3 uppl. 2025,
s.324 1.

# Lindberg, Gunnel, Straffprocessuella tvangsmedel — nér och hur far de anvindas? 5 uppl., 2022,
s. 65.
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Behovsprincipen

Behovsprincipen innebir att ett tvingsmedel fir anvindas endast om
det finns ett pdtagligt behov av tvingsmedlet och om det avsedda
resultatet inte kan uppnds med andra, mindre ingripande, medel.
Vidare innebir principen att ett tvingsmedel ska upphora s& snart
syftet med det har uppndtts eller det av andra skil inte lingre finns
behov av det. Nodvindighetskravet, sisom uttryckt 1 2 kap. 21§
regeringsformen, och behovsprincipen kan sigas 1 viss utstrickning
dverlappa varandra. Skillnaden bestar i att behovsprincipen tenderar
att avse en mer konkret situation medan nédvindighetskravet
snarare riktar sig till lagstiftaren.”

Atgirder som uteslutande eller huvudsakligen syftar till att gora
det littare eller bekvimare fér myndigheten att fullgdéra sina
uppgifter anses strida mot behovsprincipen.**

Proportionalitetsprincipen

Proportionalitetsprincipen innebir att ett tvingsmedel bara fir
anvindas om skilen for &tgirden uppviger det intring eller men 1
ovrigt som dtgirden innebir f6r den som utsitts for tvingsmedlet.
Det innebir att en tvingsdtgird i friga om art, styrka, rickvidd och
varaktighet ska std 1 rimlig proportion till vad som kan vinnas med
dtgirden.®”

Aven om proportionalitetsprincipen inte ir sirskilt lagfist giller
den generellt vid anvindande av tvingsmedel.*

Proportionalitetsprincipen giller inte bara vid beslut om
tvingsmedel, utan ocksd vid verkstillighet av den 4tgird som
beslutet avser, se 8 och 10 §§ polislagen.

# Derlén, Mattias, Lindholm, Johan, Naarttijirvi, Markus, Konstitutionell ritt, 3 uppl. 2025,
s. 327.

# SOU 1984:54, Tvdngsmedel — anonymitet — integritet: betinkande, s. 77 {. och JO:s beslut
1996-12-11, dnr 1366-1995.

+ Se t.ex. prop. 2016/17:165, Kroppsbesiktning i syfte att utreda dlder i brottmdlsprocessen, s. 10.
# Prop. 1988/89:124, om vissa tvdngsmedelsfragor, s. 26 f. samt prop. 1993/94:24, med férslag
till Gndrade regler om kroppsvisitation och kroppsbesiktning, m.m., s. 23.
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4 Dataskydd

4.1 Inledning
4.1.1 Skydd for den personliga integriteten

Dataskydd handlar om att skydda personuppgifter och sikerstilla
att dessa behandlas pd ett lagligt och korrekt sitt. Det innebir att
skydda individer frin otilliten insamling, anvindning, lagring eller
spridning av deras personliga information. Dataskydd har sin grund
1 de minskliga rittigheterna och d frimst de rittigheter som handlar
om skydd fér den personliga integriteten och som anges 1 bl.a. artikel
8 1 Europakonventionen och artikel 8 1 EU:s rittighetsstadga, se
kapitel 3.

4.1.2 Dataskyddskonventionen

Ar 1981 antog Europaridets ministerkommitté en konvention till
skydd for enskilda vid automatisk behandling av personuppgifter,
den  sk. dataskyddskonventionen.!  Konventionen, som
undertecknades av Sverige redan den 28 januari 1981 och som tridde
1 kraft den 1 oktober 1985, ger en rittslig ram for skyddet for
personuppgifter och var den forsta internationella och bindande
overenskommelsen om dataskydd. Konventionen syftar till att
sikerstilla att varje medlemsstat har regler for att skydda individer
mot missbruk av deras personuppgifter och att det finns rittsliga
garantier f6r hur personuppgifter samlas in, lagras och behandlas.
Dess syfte ir att skydda individens ritt till privatliv och sikerstilla
att personuppgifter behandlas pd ett rittvist, transparent och sikert
satt.

! Europarddets konvention (CETS 108) av den 28 januari 1981 om skydd for enskilda vid
automatisk databehandling av personuppgifter.
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I maj 2018 antog ministerkommittén ett indringsprotokoll” till
dataskyddskonventionen vars syfte ir att hantera forestdende
utmaningar som den tekniska utvecklingen respektive den okade
globaliseringen av information f6r med sig. Sverige har undertecknat
indringsprotokollet.

4.2 Dataskyddsreformen
4.2.1  Tva rattsakter

Under 2015 enades EU om en genomgripande reform av EU:s regler
om skydd foér personuppgifter. Reformen forverkligades genom tvd
nya EU-rittsakter som tridde 1 kraft under 2018. Det var dels en
allmin dataskyddsférordning’, dels ett dataskyddsdirektiv®.
Forordningar ir direke tillimpliga i hela EU den dag de trider i kraft.
Direktiv méste inférlivas i EU-lindernas nationella lagstiftningar.
Dataskyddsforordningen syftar till att generellt inom EU skydda
fysiska personers grundliggande fri- och rittigheter nir det giller
behandling av personuppgifter. Dataskyddsdirektivet giller endast
nir behériga myndigheter utfér personuppgiftsbehandling 1 syfte att
forebygga, forhindra, utreda, avsloja eller lagfora brott eller
verkstilla straffrittsliga pafoljder, 1 vilket dven ingdr att skydda mot
samt forebygga och forhindra hot mot den allminna sikerheten. Det
omrdde som dataskyddsdirektivet reglerar omfattas inte av
dataskyddsforordningens tillimpningsomride.

2 Protocol amending the Convention for the Protection of Individuals with regard to
Automatic Processing of Personal Data (CETS No. 223).

3 Europaparlamentets och ridets férordning (EU) 2016/679 av den 27 april 2016 om skydd
for fysiska personer med avseende pd behandling av personuppgifter och om det fria flodet av
sidana uppgifter och om upphivande av direktiv 95/46/EG.

* Europaparlamentets och ridets direktiv (EU) 2016/680 av den 27 april 2016 om skydd foér
fysiska personer med avseende pa behériga myndigheters behandling av personuppgifter fér
att forebygga, forhindra, utreda, avsldja eller lagféra brott eller verkstilla straffrittsliga
pafsljder, och det fria flédet av sidana uppgifter och om upphivande av ridets rambeslut
2008/977/RIF.
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4.2.2 Dataskyddsférordningen
Forhallande till svensk ritt

Dataskyddsférordningen ersatte 1995 &rs dataskyddsdirektiv’.
Direktivet hade genomforts i svensk ritt genom personuppgifts-
lagen (1998:204) och personuppgiftstérordningen (1998:1191), som
sedermera alltsi upphivdes. Dataskyddsférordningen ir direkt
tillimplig och giller som lag 1 Sverige. Den kompletteras av lagen
(2018:218) med kompletterande bestimmelser till EU:s dataskydds-
forordning, den s.k. dataskyddslagen, tillsammans med férord-
ningen (2018:219) med kompletterande bestimmelser till EU:s
dataskyddsférordning.

Nir dataskyddsférordningen tridde 1 kraft behévde vissa
anpassningar goras av regleringen av personuppgifter for olika
myndigheter. S&dana anpassningar finns f6r Kriminalvirden 1
kriminalvirdsdatalagen (2018:1235) som tridde 1 kraft den 1 augusti
2018, och 1 kriminalvirdsdataférordningen (2018:1236).

Syftet med dataskyddsférordningen

Syftet med dataskyddsférordningen, eller GDPR som den oftast
kallas, dr att skydda fysiska personers grundliggande fri- och
rittigheter, sirskilt vad giller skydd vid behandling av personupp-
gifter. Ett annat syfte dr att nd en likvirdig nivd nir det giller skyddet
foér personuppgifter inom medlemslinderna samt att sikerstilla ett
fritt fléde av personuppgifter inom unionen. Av artikel 2 framgar att
férordningen inte ska tillimpas nir behoriga myndigheter utfér
personuppgiftsbehandling i syfte att férebygga, forhindra, utreda,
avsloja eller lagfora brott eller verkstilla straffrittsliga pafoljder, i
vilket dven ingdr att skydda mot samt férebygga och forhindra hot
mot den allminna sikerheten. D3 ir i stillet dataskyddsdirektivet
tillimpligt.

5> Europaparlamentets och ridets direktiv 95/46/EG av den 24 oktober 1995 om skydd foér
enskilda personer med avseende p4 behandling av personuppgifter och om det fria flsdet av
sddana uppgifter.
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Behandling av personuppgifter

Av artikel 2 framgar att férordningen ska tillimpas pd behandling av
personuppgifter som helt eller delvis foretas pd automatisk vig och
annan behandling in automatisk som ingdr eller kommer att ingd i
ett register. Med personuppgifter avses, enligt artikel 4, varje
upplysning som avser en identifierad eller identifierbar fysisk
person, s.k. registrerad, som t.ex. namn, identifikationsnummer eller
faktorer som ir specifika fér den fysiska personens fysiska,
fysiologiska, genetiska, psykiska, ekonomiska, kulturella eller sociala
identitet.

Vad som avses med behandling av personuppgifter framgir av
artikel 4. Det handlar t.ex. om registrering, strukturering, lagring,
anvindning, framtagning och spridning av personuppgifter. Av
samma artikel framgdr att den personuppgiftsansvarige ir en fysisk
eller juridisk person, offentlig myndighet, institution eller annat
organ som ensamt eller tillsammans med andra bestimmer
indamilen och medlen f6r behandlingen.

Rittslig grund for behandlingen

For att personuppgifter ska & behandlas krivs att nigon av de
foljande 1 artikel 6 angivna rittsliga grunderna ir uppfyllda.

a) Den registrerade har limnat sitt samtycke till behandlingen.
b) Behandlingen dr nédvindig f6r att fullgdra ett avtal.

¢) Behandlingen dr nédvindig for att fullgora en riteslig forpliktelse
som &vilar den personuppgiftsansvarige.

d) Behandlingen ir nédvindig for att skydda intressen som ir av
grundliggande betydelse for den registrerade eller f6r en annan
fysisk person.

e) Behandlingen ir nédvindig for att utféra en uppgift av allmint
intresse eller som ett led i den personuppgiftsansvariges myndig-
hetsutévning.

f) Behandlingen ir nédvindig fér indamél som rér den personupp-
giftsansvariges eller en tredje parts berittigade intressen, om inte
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den registrerades intressen eller grundliggande rittigheter och
friheter viger tyngre och kriver skydd av personuppgifter.

Behandling som grundar sig pd en rittslig forpliktelse som den
personuppgiftsansvarige har att utféra, eller behandling som krivs
for att utfora en uppgift av allmint intresse eller som ett led i
myndighetsutévning, miste som utgingpunkt ha en grund i
unionsritten eller 1 en medlemsstats nationella ritt, se artikel 6.3. Av
ordalydelsen 1 artikeln framgdr att det som ska faststillas i
unionsritten eller 1 nationell ritt ir den grund f6r behandlingen som
avses 1 artikel 6.1 ¢ och e. Det krivs sdledes inte en reglering 1
unionsritten eller 1 nationell ritt av den personuppgiftsbehandling
som ska ske med stod av dessa rittsliga grunder. Det som méste ha
stod 1 rittsordningen ir i stillet den rittsliga forpliktelsen respektive
uppgiften av allmint intresse eller ritten att utdéva myndighet.®
Enligt dataskyddsforordningen ir det lagstiftarens sak att genom
lagstiftning tillhandahilla den rittsliga grunden fér de offentliga
myndigheternas behandling av personuppgifter.’

Som anges ovan ir det en férutsittning fér en tilldten
personuppgiftsbehandling att den ir nédvindig for att exempelvis
fullgora en rittslig forpliktelse eller skydda ett visst intresse. Det
unionsrittsliga begreppet “nddvindig” har dock inte samma strikta
inneboérd som det svenska ordet nédvindig, d.v.s. att nigonting
absolut erfordras eller inte kan underldtas. Nodvindighetsrekvisitet,
som fanns med redan i artikel 7 1 1995 irs dataskyddsdirektiv, har
t.ex. inte ansetts utgora ett krav pd att det ska vara oméjligt att utfora
uppgiften av allmint intresse utan att behandlingsdtgirden méste
vidtas. Trots att en arbetsuppgift skulle kunna utféras utan att
personuppgifter behandlas pd visst sitt kan behandlingen anses
nédvindig om den innebir effektivitetsvinster.®

Principer vid personuppgiftsbehandling

I artikel 5 faststills grundprinciperna fér vad som ska gilla vid
behandling av personuppgifter. Det handlar om att personuppgifter

¢ Prop. 2017/18:105, Ny dataskyddslag, s. 49.

7 Skil 47 till dataskyddsférordningen.

$ EU-domstolens dom den 16 december 2008 i mél C-524/06, Heinz Huber mot Tyskland
och prop. 2017/18:105, Ny dataskyddslag, s. 46 {.
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ska behandlas pd ett lagligt, korrekt och 6ppet sitt. Vidare ska
uppgifterna vara riktiga och om nédvindigt uppdaterade, de fr inte
lagras lingre dn f6r det syfte de samlades in och de ska behandlas s&
att limplig sikerhet och skydd mot obehorig dtkomst eller forlust
sikerstills.

Andamal

Av artikel 5 framgdr ocksd att uppgifter ska samlas in endast for
sirskilda, uttryckligt angivna och berittigade indamél samt inte
behandlas p8 ett sitt som ir oférenligt med dessa indamadl. Principen
om att indamdlen ska vara berittigade en direkt koppling till de
rittsliga grunderna 1 artikel 6. Ett indamil som inte ir berittigat i
forhillande till den tillimpliga rittsliga grunden ir sdledes inte
forenligt med artikel 5. Ett tydligt angivet indamdl ir f6r 6vrigt som
regel en forutsittning f6r att man ska kunna bedéma om en viss
behandling ir laglig, d.v.s. om den ir nédvindig i ndgot av de
sammanhang som riknas upp i artikel 6.1 b—f.”

Andamilet med behandlingen ir avgorande for flera av de
grundliggande principer f{ér personuppgiftsbehandling som
uttrycks 1 artikel 5 1 dataskyddsférordningen. Exempelvis innebir
principen om indamilsbegrinsning, den s.k. finalitetsprincipen, att
uppgifter inte fir vidarebehandlas f6r indamil som ir ofdrenliga
med insamlingsindamilet. Vidare kan nimnas att principen om
uppgiftsminimering innebir att de personuppgifter som behandlas
ska vara adekvata, relevanta och inte fér omfattande 1 férhillande till
de indamal for vilka de behandlas.

Av  definitionen av begreppet personuppgiftsansvarig 1
dataskyddsforordningen framgir att det ir den personuppgifts-
ansvarige som bestimmer indaméilen och medlen fér behandlingen,
se artikel 4. Av artikel 5 framgar vidare att det ir den personuppgifts-
ansvarige som ska ansvara for och kunna visa att de grundliggande
principerna fér behandling efterlevs, den s.k. principen om
ansvarsskyldighet. Som utgdngspunkt ir det allts den personupp-
giftsansvarige som ansvarar foér att formulera sirskilda och
berittigade indamdl fér behandlingen av personuppgifter i det

9 Prop. 2017/18:105, Ny dataskyddslag, s. 47.
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enskilda fallet. Sirskilda indam4l kan ocksd framg8 av unionsritten
eller medlemsstaternas nationella ritt.

Kinsliga personuppgifter

I dataskyddsférordningens artikel 9 finns bestimmelser om det som
brukar kallas kinsliga personuppgifter. Dir stadgas att behandling
av personuppgifter som avslojar ras eller etniskt ursprung, politiska
dsikter, religios eller filosofisk overtygelse eller medlemskap 1
fackforening och behandling av genetiska uppgifter, biometriska
uppgifter for att entydigt identifiera en fysisk person, uppgifter om
hilsa eller uppgifter om en fysisk persons sexualliv eller sexuella
liggning ska vara férbjuden. I samma artikel framgdr emellertid de
situationer nir forbudet inte giller. Det handlar t.ex. om nir den
registrerade har gett sitt samtycke till behandlingen, nir den
registrerade har offentliggjort uppgifterna och nir behandlingen ir
noédvindig med hinsyn till ett viktigt allmint intresse och uppfyller
vissa specifika dtgirder for att sikerstilla de registrerades rittigheter.
Vad giller behandlingen av genetiska eller biometriska uppgifter,
eller uppgifter om hilsa, fir medlemsstaterna behilla eller inféra
ytterligare villkor och begrinsningar, se artikel 9.

Nir det giller personuppgifter som rér fillande domar 1 brottma3l
och lagovertridelser som innefattar brott eller dirmed
sammanhingande sikerhetsdtgirder finns reglering i artikel 10. Den
kategori av personuppgifter fir endast utféras under kontroll av en
myndighet eller nir behandlingen ir tilliten enligt antingen
unionsritten eller medlemsstaternas nationella ritt och limpliga
skyddsdtgirder har faststillts for de registrerades rittigheter och
friheter.

De registrerades rittigheter

I flera artiklar framgir de registrerades rittigheter. Det handlar bl.a.
om artiklarna 16-18 dir de registrerades ritt till att f3 sina
personuppgifter rittade, raderade eller begrinsade nir vissa
omstindigheter foreligger, regleras. Av artikel 19 framgér att den
personuppgiftsansvarige som huvudregel ska underritta andra
mottagare av personuppgifterna om den korrigering som har gjorts.
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Den registrerade har enligt artikel 20 ritt att 1 vissa fall 6verfora sina
personuppgifter till en annan personuppgiftsansvarig. Av artikel 21
framgdr att den registrerade alltid har ritt att gora invindningar mot
en behandling av personuppgifter som utférs bl.a. som ett led i
myndighetsutévning, se artikel 6.1 e.

Tekniska och organisatoriska dtgirder

Den personuppgiftsansvariges ansvar framgir av artikel 24. Dir
stadgas att den personuppgiftsansvarige med hinsyn till
behandlingens art, omfattning, sammanhang och indamil samt
risker ska vidta limpliga tekniska och organisatoriska &tgirder for
att sikerstilla att personuppgiftsbehandlingen sker i enlighet med
dataskyddsforordningen. Av artikel 32 framgdr vidare att den
personuppgiftsansvarige, med beaktande av den senaste
utvecklingen och genomférandekostnader och med hinsyn ill
behandlingens art, omfattning, sammanhang och indamil samt
riskerna for fysiska personers rittigheter och friheter, miste vidta
limpliga tekniska och organisatoriska dtgirder for att sikerstilla en
limplig sikerhetsnivd i férhillande till risken.

Register 6ver personuppgiftsbehandling

Av artikel 30 framgir att varje personuppgiftsansvarig ska féra ett
register over de behandlingar av personuppgifter som denne utfor.
Syftet med forteckningen ir att den ska kunna visas upp for
tillsynsmyndigheten, se artikel 30. Samtidigt innebir registret en
mojlighet f6r den personuppgiftsansvarige att ha ordning och reda
pd behandlingarna for att dirmed kunna uppfylla kraven enligt
dataskyddsforordningen, som t.ex. kravet pd att den personuppgifts-
ansvarige ska ansvara for och kunna visa att alla principer fér
personuppgiftsbehandling som anges 1 artikel 5 efterlevs (ansvars-
skyldighet) samt kravet enligt artikel 24 p3 att den personuppgifts-
ansvarige vidtar limpliga tekniska och organisatoriska dtgirder.
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4.2.3 Dataskyddsdirektivet
Forhillande till svensk ritt

Dataskyddsdirektivet inférdes 1 syfte att sikerstilla en enhetlig och
hég skyddsnivd for fysiska personers personuppgifter och for att
underlitta utbytet av personuppgifter mellan behériga myndigheter
1 medlemsstaterna for att sikerstilla ett effektivt straffrittsligt och
polisiirt samarbete.'” Genom brottsdatalagen (2018:1177) och
brottsdataférordningen (2018:1202) genomfordes dataskydds-
direktivet 1 svensk ritt. Brottsdatalagen dr emellertid subsidiir i
forhillande till annan lagstiftning som mer pé detaljniva ir anpassad
till olika myndigheters verksamhet. Fér Kriminalvirden giller lag
(2018:1699) om kriminalvirdens behandling av personuppgifter
inom brottsdatalagens omride (Kriminalvdrdens brottsdatalag) och
férordning (2018:1746) om kriminalvirdens behandling av
personuppgifter inom brottsdatalagens omride (Kriminalvirdens
brottsdataférordning). Kriminalvirdens brottsdatalag innehéller
sdlunda bestimmelser som innebir preciseringar, undantag eller
avvikelser frén brottsdatalagen.

Syftet med dataskyddsdirektivet

Det framgdr av artikel 1 1 dataskyddsdirektivet att det dir faststills
bestimmelser om skydd fér fysiska personer med avseende pd
behandling av personuppgifter som utférs av behoriga myndigheter
1 syfte att forebygga, forhindra, utreda, avslsja eller lagféra brott
eller verkstilla straffrittsliga pdfsljder, inklusive att skydda mot
samt forebygga och forhindra hot mot den allminna sikerheten. Av
artikel 2 framgir att direktivets tillimpningsomridde ir den
personuppgiftsbehandling som utfors av behoriga myndigheter for
de indam&l som anges 1 artikel 1.

Behandling av personuppgifter

Det anges 1 artikel 2 att direktivet ska tillimpas pa personuppgifts-
behandling som helt eller delvis foretas pd automatiserad vig samt

10 Skil 7 till dataskyddsdirektivet.
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pd annan personuppgiftsbehandling som ingdr eller kommer att ingd
1 ett register.

Med personuppgifter avses, enligt artikel 3, varje upplysning som
avser en identifierad eller identifierbar fysisk person, s.k. registrerad,
som t.ex. namn, identifikationsnummer eller faktorer som ir
specifika f6r den fysiska personens fysiska, fysiologiska, genetiska,
psykiska, ekonomiska, kulturella eller sociala identitet. Definitionen
ir 1 princip densamma som 1 dataskyddsférordningen. Vad som avses
med behandling av personuppgifter sammanfaller iven det med
definitionen i dataskyddsférordningen och framgir av artikel 3 i
dataskyddsdirektivet. Det handlar tex. om registrering,
strukturering, lagring, anvindning, framtagning och spridning av
personuppgifter.

Behorig myndighet

I dataskyddsdirektivets artikel 3 finns en definition av behoérig
myndighet. Med begreppet avses en offentlig myndighet som har
behoérighet att forebygga, forhindra, utreda, avsloja eller lagfora
brott eller verkstilla straffrittsliga pafoljder, inklusive skydda mot
eller forebygga hot mot den allminna sikerheten eller annat organ
som anfértrotts den myndighetsutdvningen. I samma artikel
definieras personuppgiftsansvarig som den behériga myndighet som
ensam eller tillsammans med andra bestimmer indamélen med
personuppgiftsbehandlingen. Det framgir av samma bestimmelse
att indamélen ocksd kan bestimmas av unionsritten eller
medlemsstaternas nationella ritt.

Rittslig grund {6r behandlingen

Artikel 8 handlar om den rittsliga grunden. Enligt artikeln ir
behandling av personuppgifter laglig endast om och i den méin
behandlingen ir nédvindig f6r att utfora en uppgift som utfors av
en behorig myndighet f6r de indamél som anges 1 artikel 1 och som
sker pd grundval av unionsritt eller medlemsstaternas nationella ritt.
For att uppfylla direktivets krav miste nationell ritt ange ramarna
for nir behandling av personuppgifter ir tilliten. Den rittsliga
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grunden bor vara tydlig och precis och dess tillimpning férutsigbar
for dem som omfattas av den."!

Precis som nir det giller begreppet "nédvindig” 1 bestimmelsen
om rittslig grund 1 dataskyddsférordningen har begreppet vad giller
rittslig grund 1 dataskyddsdirektivet inte samma strikta innebord
som det svenska ordet “nédvindig”, d.v.s. att nigonting absolut
erfordras eller inte kan underldtas. Som tidigare angetts, se avsnitt
4.4.2, anses nodvindighetsrekvisitet inte utgora ett krav pd att det
ska vara omgjligt att fullgdra forpliktelsen eller utféra uppgiften
utan att personuppgifter behandlas.”” Ordet “nédvindig” bér dirfor
tolkas som att det dr friga om nigot som behovs for att pd ett
effektivt sitt kunna utféra arbetsuppgiften. I kravet pd nédvindighet
ligger att personuppgifter inte fir behandlas om syftet med
behandlingen kan uppnis med andra medel, t.ex. genom att
anonymisera uppgifterna.”’

Principer vid personuppgiftsbehandling

Av artikel 4 framgdr de principer som giller for personuppgifts-
behandlingen. Dir anges att personuppgifterna ska behandlas p3 ett
lagligt och korrekt sitt, samlas in f6r sirskilda, uttryckligt angivna
och berittigade indamadl och inte behandlas pd ett sitt som stdr i
strid med dessa indamil samt vara adekvata, relevanta och inte f6r
omfattande i férhdllande till de syften for vilka de behandlas. Att
indamailen ska vara sirskilda innebir att de miste vara tillrickligt
specificerade for att ge ledning for bedémningen av vilka uppgifter
som ir adekvata och relevanta f6r den aktuella behandlingen och fér
att det ska kunna avgoras att inte f6r manga uppgifter behandlas. Att
indamilen ska vara berittigade innebir en koppling till den rittsliga
grunden. Personuppgifter fir siledes inte behandlas for ett indamail
som inte ir berittigat 1 foérhdllande till den tillimpliga rittsliga
grunden."

Vidare framgdr av artikel 4 att personuppgifterna ska vara
korrekta och om nédvindigt uppdaterade, inte lingre in nédvindigt

11 Skil 33 till dataskyddsdirektivet.

12 Prop. 2017/18:232, Brottsdatalag, s. 117 och EU-domstolens dom den 16 december 2008 1
mil C-524/06, Heinz Huber mot Tyskland.

13 Prop. 2017/18:232, Brottsdatalag, s. 117.

' Prop. 2017/18:232, Brottsdatalag, s. 120 {.
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forvaras 1 en form som mojliggér identifiering och behandlas pa ett
sitt som sikerstiller limplig sikerhet foér personuppgifterna,
inbegripet skydd mot obehérig eller otilliten behandling och mot
forlust, forstoring eller skada. I samma artikel framgir ocksd att
behandling fér nigot annat indamil in fo6r det som person-
uppgifterna samlades in och av samma eller annan personuppgifts-
ansvarig kan tillitas. Forutsittningen ir att den personuppgifts-
ansvarige enligt unionsritt eller medlemsstaternas nationella ritt ir
bemyndigad att behandla personuppgifterna for ett sidant (d.v.s.
annat dn det ursprungliga) indamdl och att behandlingen ir
noédvindig och proportionerlig.

Atskillnad mellan olika kategorier av registrerade

Det framgdr i artikel 6 att den personuppgiftsansvarige sd ldngt det
ir mojligt ska gora en klar &tskillnad mellan personuppgifter som rér
olika kategorier av registrerade sisom

a) personer avseende vilka det finns tungt vigande skal att anta att
de har begdtt eller ir pd vig att begd ett brott,

b) personer som démts for brott,

c) brottsoffer eller personer avseende vilka det finns vissa
omstindigheter som ger anledning att anta att de kan vara
brottsoffer och

d) andra som berdrs av ett brott sisom vittnen, informatérer eller
personer med kontakter eller band till ndgon av de personerna
som anges ia och b.

Andamal enligt dataskyddsférordningen

I artikel 9 foreskrivs att personuppgifter som samlats in f6r ngot av
de 1 direktivet angivna indamadlen inte fir behandlas f6r ndgot annat
indamil om inte sidan behandling ir tilliten enligt unionsritten
eller nationell ritt. Nir personuppgifter behandlas fér andra indamal
in de som anges 1 artikel 1 ska i stillet dataskyddsférordningen
tillimpas, sivida inte behandlingen utfors som ett led 1 en
verksamhet som omfattas av unionsritten. Om de behoriga
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myndigheterna har andra uppgifter in de som anges 1 artikel 1, ska
dataskyddsférordningen tillimpas pd behandling fér sidana
indamail.

Kinsliga personuppgifter

Behandling av personuppgifter som avslojar ras eller etniske
ursprung, politiska sikter, religits eller filosofisk dvertygelse eller
medlemskap 1 fackférening, samt behandling av genetiska uppgifter,
biometriska uppgifter f6r att unikt kunna identifiera en fysisk
person eller uppgifter om hilsa eller uppgifter om en fysisk persons
sexualliv eller sexuella liggning, s.k. kinsliga personuppgifter,
regleras i artikel 10. Av bestimmelsen framgér att sidana uppgifter
fir behandlas endast om det dr absolut nédvindigt och under
forutsittning att det finns limpliga skyddsdtgirder for den
registrerades rittigheter och friheter och endast

a) om behandlingen ir tilldten enligt unionsritten eller medlems-
staternas nationella ritt,

b) for att skydda intressen som dr av grundliggande betydelse for
den registrerade eller en annan fysisk person, eller

c) om behandlingen rér uppgifter som pi ett tydligt sitt har
offentliggjorts av den registrerade.

Kravet pd att behandlingen ska vara absolut nédvindig gillde redan
fore dataskyddsdirektivet. Kravet hade di slagits fast av EU-
domstolen med hinvisning till skyddet av den grundliggande ritten
till respekt for privatlivet.”” Den s.k. artikel 29-gruppen'® har i
samband med dataskyddsdirektivets tillkomst uttalat att kravet pd
absolut nodvindighet innebir att sirskild hinsyn miste tas till
nddvindighetsprincipen vid behandling av kinsliga personuppgifter.
Vid avgorande av i vilken utstrickning som genetiska uppgifter fir
behandlas miste en balans hittas mellan ritten till integritet och
allminintresset. Myndigheterna bér ocksd gora en bedémning och

5 EU-domstolens dom den 8 april 2014 i de férenade milen nr C-293/12 och C-594/12,
Digital Rights Ireland mot Irland m.fl.

16 Artikel 29-gruppen var en ridgivande och oberoende arbetsgrupp inom EU som behandlade
frigor om integritetsskydd och skydd av personuppgifter fram till att dataskyddsreformen
genomfdrdes. Den ersattes direfter av Europeiska dataskyddsstyrelsen (EDPB).
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kunna visa att syftet inte kan uppnds genom andra itgirder som
paverkar den registrerades fri- och rittigheter i mindre omfattning."”
EU-domstolen har i ett férhandsavgérande besvarat frigor frin en
bulgarisk domstol om insamling av fingeravtryck, fotografi och prov
for dna-analys, men d4 avseende brottsmisstinkta for registrerings-
indamil." For en djupare redogérelse hinvisas till avsnitt 5.6.4.

Nigon bestimmelse motsvarande artikel 10 i dataskydds-
férordningen om fillande domar i brottmil och lagévertridelser
finns inte.

De registrerades rittigheter

Aven i dataskyddsdirektivet stadgas de rittigheter som tillkommer
de registrerade. Det handlar bl.a. om vad som i artikel 16 framgir om
registrerades ritt att under vissa férutsittningar f3 rittat eller raderat
personuppgifter eller begrinsning i behandling.

Tekniska och organisatoriska atgirder

Den personuppgiftsansvarige ir enligt artikel 19 skyldig att med
hinsyn till behandlingens art, omfattning, sammanhang och indamal
samt risker vidta limpliga tekniska och organisatoriska dtgirder for
att sikerstilla att personuppgiftsbehandlingen sker i enlighet med
dataskyddsdirektivet. Av artikel 29 framgdr vidare att den
personuppgiftsansvarige, med beaktande av den senaste
utvecklingen och genomférandekostnader och med hinsyn till
behandlingens art, omfattning, sammanhang och indamil samt
riskerna for fysiska personers rittigheter och friheter, miste vidta
limpliga tekniska och organisatoriska &tgirder for att sikerstilla en
limplig sikerhetsnivd i férhallande till risken.

17 Artikel 29-gruppens vigledande yttrande om vissa centrala frigor gillande direktivet om
brottsbekimpning (EU 2016/680), 17/SV WP 258, antaget den 29 november 2017.

18 EU-domstolens dom den 26 januari 2023 1 mil C-205/21, V.S. mot Ministerstvo na
vatreshnite raboti m.fl.
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Register 6ver personuppgiftsbehandling

Av artikel 24 framgdr att varje personuppgiftsansvarig ska fora ett
register over de behandlingar av personuppgifter som denne utfér.
Syftet med férteckningen ir att den ska kunna visas upp for
tillsynsmyndigheten. Samtidigt innebir registret en mojlighet for
den personuppgiftsansvarige att ha ordning och reda pi
behandlingarna fér att dir igenom kunna uppfylla kraven enligt
dataskyddsdirektivet, jimfér principen om ansvarsskyldighet enligt
artikel 4 och 19.

4.2.4 Bagge regelsystemen giller fér Kriminalvarden

Inom EU rider alltsd nir det giller dataskydd tva parallella regelverk,
dataskyddsférordningen och dataskyddsdirektivet. I den nationella
ordningen giller di den direkt tillimpliga férordningen parallellt
med den lagstiftning som genomfért direktivet.

Enligt artikel 2 i dataskyddsférordningen giller férordningen
alltsd inte nir dataskyddsdirektivet dr tillimpligt. Det som ir
avgorande for vilket regelverk som ska tillimpas ir om det ir en
behérig myndighet som ska behandla personuppgiften och det syfte
for vilket personuppgiften ska behandlas. En behérig myndighets
behandling av samma personuppgift kan alltsd styras av antingen
dataskyddsforordningen eller dataskyddsdirektivet som inférlivats
genom brottsdatalagen, beroende pd for vilket syfte som
personuppgiftsbehandlingen sker. Ett exempel pd det ir att det inom
Kriminalvirdens hiktesverksamhet kan férekomma personer som ir
hiktade p.g.a. brottsutredning, lagforing eller verkstillighet men
ocksd personer som ir frihetsberdvade p.g.a. andra regler, som t.ex.
tvingsvard, hiktning enligt konkurslagen (1987:672) eller férvar
enligt utlinningslagen (2005:716). Om syftet med frihetsberévandet
ir brottsbekimpning, lagféring eller straffverkstillighet ir
brottsdatalagen tillimplig. Nir det giller frihetsberévanden p.g.a.
annan grund ir diremot dataskyddsférordningen tillimplig.

En enskild personuppgift som initialt behandlats med stéd av
brottsdatalagen kan sedermera komma att behandlas med stod av
dataskyddsférordningen, t.ex. om en person som avtjinat ett
fingelsestraff direfter tas i férvar i avvaktan p utvisning."” Eftersom

19 Artikel 9 1 dataskyddsdirektivet och prop. 2017/18:232, Brottsdatalag, s. 131 {.
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behandlingen f6r ett nytt indamil som inte omfattas av
dataskyddsdirektivet 1 de flesta fall blir en ny behandling och d&
enligt dataskyddsférordningen ir det inte friga om nigon
vidarebehandling, vilket gor att finalitetsprincipen inte ska tillimpas
pd den behandlingen. Det innebir att finalitetsprincipen aldrig blir
ullimplig nir personuppgifter som behandlas med stod av
dataskyddsdirektivet eller brottsdatalagen ska behandlas fér nya
indam3l.”

4.3 Nationella dataskyddsregler som galler for
Kriminalvarden

4.3.1 Dataskyddslagen
Forhallande till annan lagstiftning

Som angetts i avsnitt 4.2.2, kompletteras dataskyddsférordningen 1
Sverige av dataskyddslagen och férordning med kompletterande
bestimmelser wll EU:s dataskyddsforordning. Lagen med
tillhérande foérordning fortydligar under vilka férutsittningar
personuppgifter fir behandlas med st6d av dataskyddsférordningen.
Utover det finns i svensk ritt en stor mingd specialforfattningar, s.k.
registerférfattningar, som reglerar framfér allt myndigheters
behandling av personuppgifter. Registerférfattningarna utgor ett
komplement till den allminna regleringen i dataskyddsférordningen
och dataskyddslagen och férekommer 1 form av bide lag och
forordning. Syftet med registerforfattningarna dr att anpassa
regleringen till de sirskilda behov som myndigheterna har 1 sina
respektive verksamheter samt att gora avvigningar mellan behovet
av effektivitet 1 berérd verksamhet och behovet av skydd fér den
enskildes personliga integritet.”!

Dataskyddslagen ir subsididr 1 férhillande till annan lag eller
forordning vilket innebir att avvikande bestimmelser 1 register-
forfattningar och annan kompletterande dataskyddsreglering har
foretride, se 1 kap. 6 § dataskyddslagen.

20 Prop. 2017/18:232, Brottsdatalag, s. 132.
21 Prop. 2015/16:65, Utlinningsdatalag, s. 21.
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Rittslig grund
Rittslig forpliktelse enligt 6.1 ¢ i dataskyddsforordningen

Dataskyddslagen innehiller bl.a. bestimmelser om rittslig grund for
behandling av personuppgifter. Enligt 2 kap. 1 § fir personuppgifter
behandlas med stéd av artikel 6.1 ¢ 1 dataskyddsférordningen om
behandlingen ir nédvindig f6r att den personuppgiftsansvarige ska
kunna fullgéra en riteslig forpliktelse som foljer av lag eller annan
forfattning, av kollektivavtal eller av beslut som har meddelats med
stdd av lag eller annan férfattning. Bestimmelsen har sin grund i
artikel 6.3 av vilken foljer att en sidan rittslig forpliktelse méste vara
faststilld i enlighet med unionsritten eller den nationella ritten for
att kunna liggas till grund for behandling av personuppgifter.
Paragrafen ir avsedd att ge vigledning fér rittstillimpningen i
Sverige och tydliggor att férpliktelsen maste vara faststilld 1 enlighet
med gillande ritt, men inte behover framgd direkt av en férfattning.
Vidare kan en rittslig forpliktelse enligt svensk ritt dven f6lja av t.ex.
regeringsbeslut, myndighetsbeslut eller dom. Med lag jamstills EU-

férordningar.

Mer om nédvindighetsrekvisitet

For att en behandling av personuppgifter ska vara tilliten enligt
artikel 6.1 ¢ miste den ocksd vara nédvindig for att fullgéra den
rittsliga  forpliktelsen. Detta innebir inte ett krav pd att
behandlingsdtgirden ska vara oundginglig. Behandlingen kan anses
nddvindig och dirmed tilliten enligt artikel 6, om behandlingen
leder till effektivitetsvinster, se ytterligare vad som sigs 1 avsnitt
4.2.2 om begreppet ndédvindighet. Att behandlingen skulle kunna
ske manuellt, d.v.s. utan tekniska hjilpmedel, medfér dirfor normalt
inte att automatisk behandling inte anses nédvindig.”

Allméint intresse enligt artikel 6.1 e i dataskyddsforordningen

Vidare fir, enligt 2 kap. 2§ dataskyddslagen, personuppgifter
behandlas med stéd av artikel 6.1 e i dataskyddsférordningen om

22 Prop. 2017/18:105, Ny dataskyddslag, s. 188 {.
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behandlingen ir nédvindig fér att utféra en uppgift av allmint
intresse som foljer av lag eller annan férfattning, av kollektivavtal
eller av beslut som har meddelats med stéd av lag eller annan
forfattning, eller som ett led i den personuppgiftsansvariges
myndighetsutévning enligt lag eller annan forfattning. Aven den
bestimmelsen har sin grund 1 artikel 6.3 1 dataskyddstérordningen
dir det anges att en uppgift av allmint intresse respektive
myndighetsutévning miste faststillas 1 enlighet med unionsritten
eller den nationella ritten for att kunna liggas ull grund for
behandling av personuppgifter. Paragrafen ir avsedd att ge
vigledning for rittstillimpningen 1 Sverige.

Mer om allmdnt intresse

Bestimmelsen tydliggor att uppgiften inte méste framgg direkt av en
forfattning. Uppgifter av allmint intresse kan enligt svensk ritt dven
folja av beslut som har meddelats med stod av lag eller annan
forfattning. En sddan uppgift kan t.ex. tilldelas en statlig myndighet
eller ett statligt bolag genom ett regeringsbeslut. Vidare tydliggors
att myndighetsutdvning utgdr en rittslig grund f6r behandling av
personuppgifter bara om myndighetsutévningen sker enligt lag eller
annan forfattning. Begreppet myndighetsutdvning ska tolkas och
tillimpas pd samma sitt som enligt dataskyddsférordningen. Det
som 1 Sverige brukar anses som myndighetsutévning borde omfattas
av begreppet.”’

I forarbetena till dataskyddslagen gjordes flera 6verviganden om
tolkningen av centrala delar i dataskyddsférordningen, bl.a. avseende
de krav som stills 1 relation till den rittsliga grund f6r behandling
som i huvudsak ir aktuell f6r myndigheter. Regeringens bedémning
var sammanfattningsvis att dataskyddsfoérordningens krav pd att den
grund f6r behandling som vanligtvis aktualiseras fér myndigheter
ska vara faststilld i enlighet med unionsritten eller den nationella
ritten, inte innebdr ett krav pd att sjilva behandlingen av
personuppgifter miste regleras. Det idr i stillet den rittsliga
forpliktelsen, uppgiften av allmint intresse respektive myndighets-
utdvningen vilka féranleder behandling av personuppgifter, som ska
ha stdd 1 rittsordningen. Den rittsliga forpliktelsen, uppgiften av

2 Prop. 2017/18:105, Ny dataskyddslag, s. 189 f.

74



Ds 2025:31

allmint intresse respektive myndighetsutévningen ir enligt
regeringen faststilld 1 enlighet med svensk ritt, om den féljer av
forfattning eller beslut som har meddelats 1 enlighet med
regeringsformens bestimmelser. Det som mdiste ha stéd 1
rittsordningen dr alltsd den rittsliga forpliktelsen respektive
uppgiften av allmint intresse (som motiverar personuppgifts-
behandlingen) eller ritten att vidta myndighetsutévning.*

Nir det giller inneborden av nédvindighet giller vad som
framgdr ovan om rittslig forpliktelse.”

Kinsliga personuppgifter

Det framgdr av 3 kap. 1§ dataskyddslagen att med kinsliga
personuppgifter avses sidana uppgifter som avses 1 artikel 9 i
dataskyddsforordningen. T 3 kap. anges féljande situationer nir
kinsliga personuppgifter fir behandlas.

— Om behandlingen ir nédvindig fér att den personuppgifts-
ansvarige eller den registrerade ska kunna fullgéra sina skyldig-
heter och utéva sina sirskilda rittigheter inom arbetsritten och
inom omrddena social trygghet och socialt skydd, se 3 kap 2§
dataskyddslagen.

— Om uppgifterna har limnats till myndigheten och behandlingen
krivs enligt lag, om behandlingen ir nédvindig for handligg-
ningen av ett irende, eller i annat fall, om behandlingen ir
nddvindig med hinsyn tll ett viktigt allmint intresse och inte
innebir ett otillborligt intrdng 1 den registrerades personliga
integritet, se 3 kap. 3 § dataskyddslagen.

— Regeringen fir meddela ytterligare foreskrifter om sidan
behandling av kinsliga personuppgifter som ir nédvindig med
hinsyn till ett viktigt allmént intresse.

— Inom hilso- och sjukvird och social omsorg under vissa
forutsittningar, se 3 kap. 5 § dataskyddslagen.

— For arkivindam4l av allmint intresse under vissa férutsittningar,

se 3 kap. 6 § dataskyddslagen.

24 Prop. 2017/18:105, Ny dataskyddslag, s. 49 {.
2 Prop. 2017/18:105, Ny dataskyddslag, s. 189.
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— For statistiska indamal under vissa férutsittningar, se 3 kap. 7 §
dataskyddslagen.

Nir det giller personuppgifter som ror lagovertridelser framgar av
3 kap. 8 § dataskyddslagen att sidana f&r behandlas av myndigheter.
Av 3kap. 10§ samma lag framgdr att personnummer och
samordningsnummer far behandlas utan samtycke endast nir det ir
klart motiverat med hinsyn till indamalet med behandlingen, vikten
av en siker identifiering eller nigot annat beaktansvirt skal.

4.3.2 Kriminalvardsdatalagen
Bakgrund

Kriminalvirdsdatalagen med kompletterande bestimmelser i
kriminalvdrdsdataférordningen giller vid behandling av personupp-
gifter 1 Kriminalvirdens verksamhet som avser verkstillighet av
frihetsberévanden och genomférande av transporter i de fall
brottsdatalagen inte ir tillimplig och som alltsd inte omfattas av
dataskyddsdirektivets tillimpningsomride. I sddana fall ir den direkt
tillimpliga dataskyddsférordningen tillimplig. Kriminalvirdsdata-
lagen kompletterar dataskyddsforordningen med bestimmelser som
specifikt giller Kriminalvirden. Det handlar dels om att verkstilla
frihetsberévanden pd annan grund in f6r misstanke om brott eller
straffverkstillighet, dels att genomféra transporter som har en annan
orsak dn brott eller misstanke om brott.

Vad giller att verkstilla frihetsberévanden kan det réra sig om
omhindertagna personer enligt 4 § lagen (1976:511) om omhinder-
tagande av berusade personer m.m. och om utlinningar som har
tagits 1 férvar enligt 3 kap. lag (2022:700) om sirskild kontroll av
vissa utlinningar eller enligt 10 kap. 1 eller 2 § utlinningslagen. Aven
frihetsberdvanden som avser att verkstilla hiktning enligt 2 kap.
12§ konkurslagen eller enligt 2 kap. 16§ utsékningsbalken
(1981:774) 4r sddana frihetsberévanden som faller utanfér
brottsdatalagens tillimpningsomride.

Vad giller genomférande av transporter ska Kriminalvirden
enligt 6§ forordningen (2023:797) med instruktion for
Kriminalvirden verkstilla de transporter som Polismyndigheten och
Sikerhetspolisen 6verlimnar enligt 29 a § polislagen (1984:387)
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samt limna andra myndigheter den hjilp med transport som ir
sirskilt foreskrivet. Det kan réra sig om transport av personer enligt
lagen (1990:52) med sirskilda bestimmelser om vérd av unga eller
lagen (1988:870) om vird av missbrukare i vissa fall, transporter till
férhandling 1 allmin forvaltningsdomstol eller mellan SIS-
institutioner, transport av forvarstagna som ska utvisas enligt
utlinningslagen och transporter av intagna enligt lagen (1991:1128)
om psykiatrisk tvdngsvird mellan olika sjukvirdsinrittningar.

Forhallande till dataskyddsforordningen

Kriminalvirdsdatalagen kompletterar  dataskyddsférordningen.
Dataskyddslagens allmint gillande kompletterande bestimmelser
giller om inte annat foljer av Kriminalvirdsdatalagen eller
foreskrifter som har meddelats i anslutning till lagen.

Rittslig grund och indamal

Nir det giller rictslig grund s konstaterade regeringen vid
inférandet av Kriminalvdrdsdatalagen att den personuppgifts-
behandling som Kriminalvirden utfér inom ramen {6r
dataskyddsforordningens tillimpningsomrade ir nodvindig for att
fullgora en rittslig forpliktelse eller for att utféra en arbetsuppgift
av allmint intresse eller som ett led 1 Kriminalvirdens myndighets-
utdévning och att det ir de rittsliga grunder som avses 1 artikel 6.1 ¢
och e i dataskyddsférordningen som aktualiseras.® Eftersom
dataskyddsférordningen ir direkt tillimplig bedémde regeringen att
det inte var nodvindigt att i kriminalvirdsdatalagen inféra
bestimmelser om rittslig grund.”

I 3 och 4 §§ kriminalvirdsdatalagen framgir for vilka dndamal
personuppgifter fir behandlas. Av 3 § framgir att personuppgifter
far behandlas om det ir nédvindigt for att verkstilla frihets-
berévanden eller genomféra transporter men att uppgifter 1
Kriminalvirdens sikerhetsregister endast fir behandlas for att
forebygga och forhindra incidenter av betydelse for enskildas

% Prop. 2017/18:248, Kriminalvirdsdatalag — en ny lag med anpassning till EU:s
dataskyddsforordning, s. 20.
¥ Prop. 2017/18:248, Kriminalvdrdsdatalag — en ny lag med anpassningar till EU:s
dataskyddsforordning, s. 21.
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sikerhet. Vidare framgir av 4§ att personuppgifter iven fir
behandlas for att fullgdra uppgiftslimnande som sker i
overensstimmelse med lag eller férordning. Personuppgifterna fir
behandlas dven foér andra indamil, under forutsittning att
uppgifterna inte behandlas pd ett sitt som ir oférenligt med det
indamil for vilket uppgifterna samlades in, den s.k. finalitets-
principen.

Kinsliga personuppgifter

Kinsliga personuppgifter fir enligt 5 § behandlas endast om det ir
absolut nédvindigt for syftet med behandlingen. Samma reglering
finns 1 Kriminalvirdens brottsdatalag. Regeringen gjorde vid
inférandet bedémningen att samma behov av att kunna behandla
vissa kinsliga personuppgifter gor sig gillande inom sdvil den del av
Kriminalvirdens personuppgiftsbehandling som faller inom
brottsdatalagens tillimpningsomride som den del som faller under
dataskyddsforordningen. Vidare anférde regeringen att det vore en
fordel for Kriminalvirden om samma forutsittningar for att
behandla kinsliga personuppgifter giller enligt de bida regelverken.
Sverige har dirmed wvalt att gd lingre in vad som anges 1
dataskyddsforordningen. Regeringen konstaterade vidare att varken
dataskyddsforordningen  eller  dataskyddslagen  innehéller
begrinsningen att biometriska och genetiska uppgifter endast far
behandlas om det ir sirskilt foreskrivet, vilket ir fallet 1
brottsdatalagen. Det behovdes dirfér inte inféras nigon sirskild
bestimmelse 1 kriminalvirdsdatalagen som méjliggoér behandling av
biometriska personuppgifter.”®

Sokférbud

I 6§ forsta stycket kriminalvirdsdatalagen framgir att det ir
forbjudet att utfora sokningar i syfte att £8 fram ett urval av personer
grundat pd kinsliga personuppgifter. Av bestimmelsens andra
stycke framgdr emellertid att sokforbudet inte hindrar sokning i
personuppgifter 1 sikerhetsregistret 1 syfte att {3 fram ett urval av

28 Prop. 2017/18:248, Kriminalvirdsdatalag — en ny lag med anpassningar till EU:s
dataskyddsforordning, s. 25.
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personer grundat pd etniskt ursprung, politiska dsikter, religios eller
filosofisk 6vertygelse eller uppgifter som rér hilsa, sexualliv eller
sexuell ligegning.

I forarbetena till kriminalvirdsdatalagen anges att samma behov
av att kunna behandla vissa kinsliga personuppgifter gor sig gillande
bide inom den del av Kriminalvirdens personuppgiftsbehandling
som faller inom brottsdatalagens tillimpningsomride som inom den
del som faller under dataskyddsférordningen.” Samma méjlighet till
att gora vissa sokningar har 1 forarbetena till Kriminalvirdens
brottsdatalag motiverats med att sddana sékningar kan behéva goras
infér placering pd anstalt av en démd person for att sikerstilla att
personer frdn grupperingar med t.ex. politiska eller etniska
motsittningar inte placeras pi samma avdelning eller 1 samma cell.
En sokning kan dven behévas for att tillgodose intagnas behov och
deras rittigheter enligt fingelselagen och hikteslagen, exempelvis
ritten for den intagne att utdva sin religion eller behovet av sirskild
kost grundat pa hilsoskil eller religids tro.”

4.3.3 Brottsdatalagen
Forhallande till annan lagstiftning

Dataskyddsdirektivet har genomférts i svensk ritt frimst genom
brottsdatalagen och brottsdataférordningen. Brottsdatalagen ir
tillimplig inom det omride som dataskyddsdirektivet reglerar, d.v.s.
1 den verksamhet som har till syfte att férebygga, forhindra eller
uppticka brottslig verksamhet, utreda eller lagféra brott eller
verkstilla straffrittsliga pafoljder. Den giller ocksd vid behandling
av personuppgifter som en behorig myndighet utfér i syfte att
uppritthilla allmin ordning och sikerhet, se 1 kap. 2 §. Brottdata-
lagen giller sdlunda f6r myndigheter sisom t.ex. Polismyndigheten,
Aklagarmyndigheten, Tullverket och Kriminalvirden.

Lagen ir enligt 1 kap. 5 § subsididr till annan lagstiftning. Det
innebir att om det finns avvikande bestimmelser i t.ex. en viss
myndighets registerforfattning, giller de i stillet for bestimmelserna
ilagen.”

» Prop. 2017/18:248, Kriminalvdrdsdatalag — en ny lag med anpassning till EU:s dataskydds-
forordning, s. 26 f.

30 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 36.
31 Prop. 2017/18:232, Brottsdatalag, s. 433 {.
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De myndigheter som har arbetsuppgifter som faller inom
definitionen ir behériga myndigheter 1 brottsdatalagens mening nir
de behandlar personuppgifter for dessa angivna syften.

Rittslig grund och indamal
Mer om rittslig grund

De generella bestimmelserna om rittslig grund respektive indamail
pa direktivets omréde finns i brottsdatalagen. I tidigare utredningar
har det pétalats att det har kommit att ske en viss sammanblandning
mellan vad som 1 dataskyddsrittslig mening ir sirskilda bestimda
indamil respektive tillitna rittsliga grunder f6r behandling.”” Nir
dataskyddsdirektivet skulle genomforas 1 svensk ritt konstaterade
lagstiftaren att nationell ritt miste ange ramarna f6r nir behandling
av personuppgifter ir tilliten for att uppfylla direktivets krav.
Samtidigt hinvisade lagstiftaren till skil 33 1 dataskyddsdirektivet
som anger att grunden bor vara tydlig och precis och dess
tillimpning forutsigbar fér dem som omfattas av den” I
brottsdatalagen inférdes dirfér 1 2 kap. 1§ en bestimmelse som
anger den rittsliga grunden och som korresponderar med vad som
foreskrivs 1 dataskyddsdirektivet.

Av bestimmelsen framgdr att personuppgifter fir behandlas om
det dr nodvindigt f6r att en behdrig myndighet ska kunna utfora sin
uppgift att forebygga, forhindra eller uppticka brottslig verksambhet,
utreda eller lagfora brott, verkstilla straffrittsliga pafoljder eller
uppritthilla allmin ordning och sikerhet. Med en behorig
myndighets uppgift avses en uppgift som framgér av lag, férordning
eller ett sirskilt beslut i vilket regeringen uppdragit 4t myndigheten
att utfoéra uppgiften. Nir det giller indamal anges 1 2 kap. 3 § att
personuppgifter bara fir behandlas f6r sirskilda, uttryckligt angivna
och berittigade indamail.

2SOU 2015:39, Myndighetsdatalag, s. 279.
3 Prop. 2017/18:232, Brottsdatalag, s. 116.
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Stod i unionsratten eller nationell ritt

Den uppgift som den behoriga myndigheten ska utféra ska ha stéd 1
unionsritten eller nationell ritt. Med det avses inte personuppgifts-
behandlingen i sig eftersom de behoriga myndigheterna annars
endast skulle kunna behandla personuppgifter for att utféra sina
uppgifter i den utstrickning det, utdver den reglering som faststiller
uppgiften, ocksd finns uttryckliga bestimmelser om att personupp-
gifter f&r behandlas for att utféra den uppgiften. I stillet ska
personuppgiftsbehandlingen alltid g& att hirleda till den behoriga
myndighetens uppgifter si som de kommer till uttryck 1 unions-
ritten eller 1 nationell lagstiftning och andra fér verksamheten
bindande beslut om arbetsuppgifter. Grunden fér att behandla
personuppgifter finns alltsd 1 regleringen av den behoriga
myndighetens uppgifter.’*

Mer om dndamal

Aven om en viss behandling har rittslig grund innebir det inte att
vilka personuppgifter som helst fir behandlas eller att det fir goras
pa valfritt sdtt utan 6vriga krav for personuppgiftsbehandlingen
mdste ocksd iakttas. Personuppgifter fir t.ex. endast samlas in och
behandlas f6r sirskilda, uttryckligt angivna och berittigade indamal,
se artikel 4 1 dataskyddsdirektivet. I brottsdatalagen anges dirfor i
2 kap. 3§ att personuppgifter bara fir behandlas for sirskilda,
uttryckligt angivna och berittigade indamail och att indamailet, om
det inte framgdr, ska tydliggéras genom en sirskild upplysning.

Att indamilen, till skillnad frin grunderna, ska vara sirskilda
innebir att de méste vara tillrickligt specificerade for att ge ledning
fér beddomningen av vilka uppgifter som ir adekvata och relevanta
for den aktuella behandlingen och for att det ska kunna avgoras att
inte for minga uppgifter behandlas. Andamalen kan pi det viset
sigas vara mer specificerade in den rittsliga grunden. Vidare krivs
att personuppgifter behandlas foér ett iandamdl som ir berittigat i
forhallande till den tillimpliga rittsliga grunden. Det kan sigas
innebira ett krav pi att behandlingen ska vara férenlig med
konstitutionella och andra rittsliga principer.” Genom att det i stor

3* Prop. 2017/18:232, Brottsdatalag, s. 117 {.
3 Prop. 2017/18:232, Brottsdatalag, s. 120 f.
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utstrickning ir reglerat vilken personuppgiftsbehandling som kan
aktualiseras pd omridet f6r brottsbekimpning, lagféring, straffverk-
stillighet och uppritthillande av allmin ordning och sikerhet har
lagstiftaren redan tagit stillning till att personuppgiftsbehandlingen
ir berdttigad 1 de fallen.” Oftast framgir det av sammanhanget for
vilket indamdl personuppgifter behandlas, t.ex. for férundersok-
ningen om ett visst brott, handliggningen av ett visst mil eller
irende eller verkstilligheten av ett visst straff.”

Register 6ver personuppgiftsbehandling

Andamilen med behandlingen ska fortecknas i en forteckning som
myndigheten enligt 3 kap 3 § brottsdataférordningen ir skyldig att
fora. Det som ska fortecknas dr de typer av indamidl som
myndigheten behandlar personuppgifter fér. Som exempel kan
nimnas att Kriminalvirden behandlar personuppgifter for att
verkstilla olika straffrittsliga pdfoljder och hantera vissa andra
frihetsberévanden.”

Behandling {6r nya indamal

Under vissa foérutsittningar fir personuppgifter behandlas for nya
indamdl. Det framgir av 2 kap. 4§ brottsdatalagen att, innan
personuppgifter fir behandlas for ett nytt indamil, ska det
sikerstillas att det finns en rittslig grund enligt 2 kap. 1 § f6r den
nya behandlingen och att det dr nédvindigt och proportionerligt att
personuppgifterna behandlas fér det nya indamélet. Enligt andra
stycket behover nigon sidan provning inte goras om skyldigheten
att limna uppgifter framgér av lag eller férordning.

I samband med inférandet av brottsdatalagen uttalade regeringen
att all behandling fér indamil som ligger inom direktivets
tillimpningsomride ska anses vara forenlig med insamlingsinda-
mélen. Mot den bakgrunden ansig regeringen att det inte bér finnas
nigon bestimmelse om finalitetsprincipen i brottsdatalagen.”

3¢ Prop. 2017/18:232, Brottsdatalag, s. 121.
37 Prop. 2017/18:232, Brottsdatalag, s. 122.
38 Prop. 2017/18:232, Brottsdatalag, s. 121.
3 Prop. 2017/18:232, Brottsdatalag, s. 126.
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En forsta forutsittning for att behandling for ett nytt indamail
ska vara tilliten ir att det finns en rittslig grund fér den nya
behandlingen. Det krivs alltsi att den nya behandlingen ir
nddvindig f6r att en behorig myndighet ska kunna utfora sin uppgift
att forebygga, férhindra eller uppticka brottslig verksamhet, utreda
eller lagtora brott, verkstilla straffrittsliga péfoljder eller
uppritthélla allmin ordning och sikerhet.*

I bedémningen av om det finns en tilliten rittslig grund for
behandling ingdr 6verviganden om behandlingen ir nodvindig for
att en behorig myndighet ska kunna utféra vissa angivna uppgifter.
Regeringen menade att om det finns en rittslig grund for att
behandla personuppgifter for att tex. avgdéra frigan om
forundersokning ska pabérjas om det nyupptickta brottet, sd ir
utgdngspunkten att personuppgiftsbehandlingen ocksd ir nédvindig
for det nya indaméilet. Med den utgdngspunkten ir det bara i rena
undantagsfall som kravet pd nddvindighet, utdver kravet pa rittslig
grund, begrinsar mojligheten att behandla personuppgifter f6r nya
indamil. Regeringen menade att det dndd krivde att
noédvindighetsrekvisitet framgick av lag och tillade att begreppet
dven 1 den nu aktuella bestimmelsen bér tolkas som att det dr friga
om nigot som behdvs, snarare in ndgot som absolut fordras eller
inte kan underl3tas.”

Slutligen innehdller bestimmelsen i 2 kap. 4 § brottsdatalagen ett
krav pd proportionalitet. Det kravet innebir att skilen for att
personuppgifterna behandlas for det nya indamadlet ska viga tyngre
in det intrdng som behandlingen innebir fér den enskilde. Vinsterna
av behandlingen ska alltsd vigas mot intringet i enskildas integritet.
For proportionalitetsbedémningen har det ocksd betydelse vilka
personuppgifter det r friga om och i vilken verksamhet de anvinds.
Att behandla en adressuppgift f6r nya iandamdl ir t.ex. generellt sett
mer harmlést dn att behandla en uppgift som ror hilsa eller sexualliv.
Syftet med ett krav pa proportionalitet ir alltsd att det ska goras en
bedémning av behovet av att behandla personuppgifter fér nya
indamadl stillt i relation till intringet. Det kan féra tankarna till att
bedémningen ska goras 1 varje enskilt fall. Enligt regeringen
utesluter dock inte kravet pd proportionalitet att vissa typer av nya
indamail generellt sett anses vara av sd stort virde att de alltid viger

4 Prop. 2017/18:232, Brottsdatalag, s. 127.
# Prop. 2017/18:232, Brottsdatalag, s. 128.
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upp integritetsintringet och att det allts8 kan bli aktuellt med
proportionalitetsbeddmningar som avser typsituationer.*

Atskillnad mellan olika kategorier av registrerade

Av 2kap. 9§ brottsdatalagen framgir att olika kategorier av
personuppgifter si lingt det ir mojligt ska sirskiljas sd att det
framgdr om personen ir misstinkt, domd fér brott, brottsoffer eller
nigon annan som berdrs av ett brott.

Kinsliga personuppgifter

Nir det giller kinsliga personuppgifter finns reglering 1 2 kap. 11—
13 §§ brottsdatalagen. Dir framgér att personuppgifter som avsléjar
ras, etniskt ursprung, politiska &sikter, religios eller filosofisk
overtygelse eller medlemskap i fackférening eller som ror hilsa,
sexualliv eller sexuell liggning inte fir behandlas. Om uppgifter om
en person behandlas fir de dock kompletteras med kinsliga
personuppgifter nir det dr absolut nédvindigt f6r indamailet med
behandlingen. Att behandlingen ska vara absolut nédvindig ir ett
krav som direktivet stiller och som dirfér, enligt regeringen, borde
komma till uttryck i brottsdatalagen. Regeringen ansig att kinsliga
personuppgifter alltjimt ska anvindas restriktivt och en bedémning
av om kravet ir uppfyllt ska goras 1 det enskilda fallet. Den nirmare
innebérden av uttrycket kan dock variera mellan myndigheterna,
eftersom deras verksamheter och behov av att behandla kinsliga
personuppgifter skiljer sig it."

Biometriska uppgifter och genetiska uppgifter fir behandlas
endast om det ir sdrskilt foreskrivet och det dr absolut nédvindigt
for indamaélet med behandlingen. Vid inférandet av bestimmelsen
ansdg regeringen att regeln om att kinsliga personuppgifter endast
fir behandlas om ndgon annan uppgift om personen i friga samtidigt
behandlas inte fungerar nir det giller oidentifierade avtryck eller
spar. Det fanns dirfoér skl att reglera behandlingen av genetiska och
biometriska uppgifter sirskilt. Regeringen ansdg att sidana uppgifter
bor 8 behandlas endast om det ir sirskilt féreskrivet och det ir

2 Prop. 2017/18:232, Brottsdatalag, s. 129.
# Prop. 2017/18:232, Brottsdatalag, s. 153.
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absolut nédvindigt for indamélet med behandlingen. Att dessa
kategorier av uppgifter regleras sirskilt ir en lagteknisk friga och
innebir inte att de ska betraktas pd nigot annat sitt dn 6vriga
kategorier av kinsliga personuppgifter.*

Om uppgifter om en person behandlas fir de kompletteras med
kinsliga personuppgifter om det dr nédvindigt for diarieféring eller
uppgifterna har limnats till en behorig myndighet i en anmilan,
ans6kan eller liknande och behandlingen ir nédvindig for
myndighetens handliggning.

Sokforbud

Av 2 kap. 14 § brottsdatalagen framgar att det dr férbjudet att utféra
sokningar i syfte att {3 fram ett urval av personer grundat pd kinsliga
personuppgifter. I flera av de behériga myndigheternas registerfor-
fattningar finns undantag frin sokférbudet som ir anpassade till de
olika myndigheternas behov av att anvinda kinsliga personuppgifter
vid s6kning, s3 dven f6r Kriminalvirden.

4.3.4 Kriminalvardens brottsdatalag
Bakgrund

Kriminalvirdens brottsdatalag giller utéver brottsdatalagen nir
Kriminalvirden och évervakningsnimnderna i egenskap av behérig
myndighet behandlar personuppgifter i syfte att verkstilla hiktning
eller straffrittsliga pafoljder eller bitrida en annan behoérig
myndighet nir den utfér uppgifter for ett syfte som anges i 1 kap.
2§ brottsdatalagen. Lagen kompletteras av Kriminalvirdens
brottsdataférordning.

Lagen med tillhérande férordning bérjade gilla 1 januari 2019
och inférdes som en f6ljd av att brottsdatadirektivet genomfordes i
svensk ritt genom brottsdatalagen. I samband med det upphérde
den tidigare lagen (2001:617) om behandling av personuppgifter
inom kriminalvérden.

# Prop. 2017/18:232, Brottsdatalag, s. 154.
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Kommande dndringar

Nuvarande lag kommer, genom propositionen om en modern
lagstiftning fér Kriminalvirdens personuppgiftsbehandling®, att
genomgd dndringar som kommer att trida i kraft den 1 april 2026
under férutsittning att propositionen antas av riksdagen.
Bakgrunden till indringarna ir framfér allt att nuvarande lagstiftning
skiljer sig frdn andra myndigheters registerforfattningar genom att
personkategori och inte syftet med behandlingen ir avgérande for
om en viss personuppgiftsbehandling fir behandlas eller inte.
Dirutdver ir lagen wutformad s& att varje férindring av
Kriminalvirdens uppdrag férutsitter motsvarande férindringar i
registerlagstiftningen, d.v.s. Kriminalvdrdens brottsdatalag eller
brottsdataférordning, for att myndigheten ska ha rittslig grund for
att behandla personuppgifter. Det uppdrag Kriminalvirden fitt
enligt 3 § forordning med instruktion fér Kriminalvirden att delta 1
det myndighetsgemensamma arbetet mot den grova och
organiserade brottsligheten saknar t.ex. motsvarande reglering 1
registerlagstiftningen.

Foérordningen innehdller idag en uttdmmande upprikning av
vilka personuppgifter som fir behandlas i samband med straffverk-
stillighet. Bestimmelserna ir emellertid enligt Kriminalvirdens
uppfattning for snivt utformade for att myndigheten ska kunna
fullgora sitt uppdrag. Utdver det ir den nuvarande registerlag-
stiftningen otillricklig avseende den verksamhet som bedrivs av
frivirden.*

Kriminalvardens brottsdatalag efter den 1 april 2026
Forhéllande till brottsdatalagen

Kriminalvirdens brottsdatalag giller enligt 1kap. 1§ utdver
brottsdatalagen, vilket innebir att de grundliggande bestimmelserna
om hur personuppgifter fir behandlas finns 1 brottsdatalagen.
Kriminalvirdens brottsdatalag innehdller preciseringar, undantag
eller avvikelser frdn bestimmelserna 1 brottsdatalagen och
bestimmelserna i Kriminalvirdens brottsdatalag méste foljaktligen

# Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling.
% Ds 2023:21, En modern lagstiftning for Kriminalvirdens personuppgiftsbehandling, s. 111 £.£.
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lisas tillsammans med regleringen i brottsdatalagen och tolkas i
ljuset av den regleringen.”” Av 1 kap. 2 § framgir att Kriminalvirden
ir personuppgiftsansvarig fér den behandling av personuppgifter
som myndigheten utfér.

Gemensamt tillgingliga personuppgifter

I Kriminalvirdens brottsdatalag kommer det i 3 kap. inféras
bestimmelser om behandling av personuppgifter som gors eller har
gjorts gemensamt tillgingliga. Med gemensamt tillgingliga uppgifter
avses uppgifter som inte enbart ett fital har tillgdng till utan
uppgifter som ir tillgingliga for en storre bestimd eller obestimd
krets av tjinstemin. Som exempel pd det kan nimnas de allra flesta
uppgifter i det tidigare kriminalvardsregistret.*

Av 3 kap. 2 och 3 §§ framgir vilka personuppgifter som fir goras
gemensamt tillgingliga. I 4 kap. finns bestimmelser om vilka
uppgifter som fir behandlas i sikerhetsregistret, i 5 kap. finns
bestimmelser om lingsta tid som personuppgifter fir behandlas och
16 kap. bestimmelser om sanktionsavgifter.

Mer om vilka uppgifter som far behandlas

Personuppgifter fir, enligt den f6reslagna bestimmelsen 13 kap. 2 §
Kriminalvirdens brottsdatalag, géras gemensamt tillgingliga om
uppgifterna avser en person som

1. idr hiktad, anhillen eller gripen med anledning av misstanke om
brott eller verkstillighet av paféljd eller utvisning,

2. dr démd till en pafsljd som ska verkstillas inom Kriminalvirden,

3. genom en utlindsk dom eller ett utlindskt beslut ir domd till en
pafoljd som kan komma att verkstillas 1 Sverige,

4. genom en svensk dom eller ett svenskt beslut dr domd till en
annan pifoljd in som avses 1 2 som kan komma att verkstillas i
ett annat land,

¥ Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 373.
rop. 5/26:48, En modern lagstiftning for Kriminalvdrdens personuppgiftsbenandling, s. 81.
8 Prop. 2025/26:48, E dern lagstifining for Kriminalvdrdens p ppgiftsbebandling, s. 8
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5. annars ir frihetsberévad inom Kriminalvirden f6r nigot av de
syften som anges 12 kap. 1 §, eller

6. dr foremal for personutredning enligt 1 § lagen (1991:2041) om
sirskild personutredning i brottmal, m.m.

Utover de nyssnimnda personkategorierna fir, enligt den foreslagna
bestimmelsen i 3 kap. 3§ Kriminalvirdens brottsdatalag, nir
personuppgifter gillande en person som anges 1 2§ behandlas,
uppgifter om féljande personer goras gemensamt tillgingliga:

1. nirstdende och andra som har nira forbindelse med den
registrerade,

2. personer som p.g.a. tjinst eller uppdrag eller av annan anledning
har kontakt med den registrerade, och

3. maélsigande.

Rittslig grund och dndamal

Nir den nuvarande lagen inférdes skedde det samtidigt som nya
registerférfattningar inférdes f6r en rad andra myndigheter, bl.a.
Polismyndigheten. Aven i det lagstiftningsirendet belystes
problematiken med att skillnaden mellan begreppen rittslig grund
och indamil inte ir helt klar.” Fér Kriminalvirdens del inférdes i
2kap. 1§ Kriminalvirdens brottsdatalag en bestimmelse om
rittsliga grunder. Av bestimmelsen framgir att personuppgifter far
behandlas om det dr nédvindigt for att Kriminalvirden och
overvakningsnimnder ska kunna utféra uppgifterna att verkstilla
hiktning eller straffrittsliga piféljder, forebygga, forhindra eller
uppticka brottslig verksamhet i samband med verkstillighet av
hiktning eller straffrittsliga paféljder, bitrida andra myndigheter
nir de fullgér uppgifter for ett syfte som anges 1 1kap. 2§
brottsdatalagen eller fullgéra forpliktelser som féljer av inter-
nationella &taganden. Regeringen ansig att dataskyddsdirektivets
krav pd reglering av den rittsliga grunden var uppfyllda genom
bestimmelsen tillsammans med de férfattningar och regeringsbeslut

# Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 139.
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som reglerar den verksamhet i vilken personuppgifterna behandlas
samt brottsdatalagen.”

For att det inte skulle rdda nigon osikerhet om hur
bestimmelsen 12 kap. 1 § forsta stycket brottsdatalagen forhdller sig
till bestimmelsen om tilldtna rittsliga grunder 1 register-
forfattningen  (d.v.s.  Kriminalvirdens brottsdatalag), angav
lagstiftaren att den senare helt skulle ersitta bestimmelsen i
brottsdatalagen. Diremot behévde det inte foreskrivas att den
uppgift som Kriminalvirden ska utfora ska framgg av lag, férordning
eller ett sirskilt beslut 1 vilket regeringen uppdragit 4t myndigheten
att  utféra uppgiften eftersom detta redan framgir av
brottsdatalagen.

Behandling for nya dndamal

Nir det giller mojligheten att behandla personuppgifter f6r ett nytt
indamil si hinvisar Kriminalvdrdens brottsdatalag till brottsdata-
lagen. Det framgir av 2 kap. 4 § brottsdatalagen att, innan person-
uppgifter fir behandlas for ett nytt andamal, ska det sikerstillas att
det finns en rittslig grund enligt 1 § for den nya behandlingen och
att det dr nddvindigt och proportionerligt att personuppgifterna
behandlas fér det nya indamaélet. Enligt andra stycket behéver nigon
sddan provning inte goras om skyldigheten att limna uppgifter
framgr av lag eller férordning.

Kinsliga personuppgifter

Nir det giller behandling av kinsliga personuppgifter si finns det
generella bestimmelser i brottsdatalagen som ir tillimpliga varfor
motsvarande bestimmelser inte ansigs behovas 1 Kriminalvirdens
brottsdatalag.”> Av 2kap 11§ i brottsdatalagen framgir, som
beskrivs ovan i avsnitt 4.3.3, att personuppgifter som avslojar ras,
etniskt ursprung, politiska 3sikter, religios eller filosofisk
overtygelse eller medlemskap 1 fackférening eller som rér hilsa,
sexualliv eller sexuell liggning inte fir behandlas. Om uppgifter om

50 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 252.
51 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 253.
52 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 106.
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en person behandlas fir de dock kompletteras med kinsliga
personuppgifter nir det ir absolut nédvindigt f6r indamélet med
behandlingen. Av 1 kap. 6 kap. brottsdatalagen f6ljer vad som avses
med biometriska och genetiska uppgifter. Vidare framgdr av 2 kap.
12§ brottsdatalagen att biometriska uppgifter och genetiska
uppgifter fir behandlas endast om det dr sirskilt foreskrivet och det
ir absolut nédvindigt f6r indaméilet med behandlingen.

I Kriminalvirdens brottsdatalag finns en sddan féreskrift 1 2 kap
3§ vad giller biometriska uppgifter, d.v.s. en foreskrift om att
Kriminalvirden fir behandla biometriska uppgifter. Dir anges att
biometriska uppgifter fir behandlas om det ir absolut nédvindigt
for indamilet med behandlingen. Andamélet behover framgi av
unionsritten eller medlemsstaternas nationella ritt eller bestimmas
av den personuppgiftsansvarige, se avsnitt 4.2.3 och 4.3.3. Nir
foreskriften inférdes anvinde Kriminalvirden 1 och fér sig inte ndgra
biometriska uppgifter. Lagstiftaren anférde emellertid att det pdgir
utveckling av teknik for att med hjilp av biometri mojliggora sikrare
identifiering vid exempelvis transporter inom en kriminalvirds-
anstalt och att det dr viktigt att den rittsliga regleringen inte himmar
eller hindrar utvecklingen och anvindningen av ny teknik.>

Sokforbud

Det generella sokférbudet avseende kinsliga personuppgifter i
2 kap. 14 § brottsdatalagen, se ovan avsnitt 4.3.3, ir tillimpligt for
Kriminalvirden. I 3 kap. 5 § Kriminalvdrdens brottsdatalag foreslds
emellertid ett undantag frin sokférbudet. Av den féreslagna
bestimmelsen framgdr att sokférbudet 1 2 kap. 14 § brottsdatalagen
inte hindrar s6kning i personuppgifter som har gjorts gemensamt
tillgingliga hos Kriminalvirden med stod av 2 § 1, 2, 3 eller 5 i syfte
att fd fram ett urval av personer grundat pi etniskt ursprung,
politiska 3sikter, religids eller filosofisk dvertygelse eller uppgifter
som ror hilsa, sexualliv eller sexuell liggning.

Moijligheten att gora vissa sokningar har 1 forarbetena till nu
aktuell indring 1 Kriminalvirdens brottsdatalag motiverats med att
sddana sokningar kan behdva goras infor placering pd anstalt av en
domd person for att sikerstilla att personer frin grupperingar med

5 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstiftning, s. 254 {.
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t.ex. politiska eller etniska motsittningar inte placeras pd samma
avdelning eller 1 samma cell. En sékning kan dven behovas for att
tillgodose intagnas behov och deras rittigheter enligt fingelselagen
och hikteslagen, exempelvis ritten for den intagne att utdva sin
religion eller behovet av sirskild kost grundat pd hilsoskil eller
religis tro.”*

4.4 Konsekvensbedémning och forhandssamrad med
Integritetsskyddsmyndigheten

4.4.1 Konsekvenshedémning
Dataskyddsforordningen
Niir ska konsekvensbedomning genomfiras?

Enligt artikel 35 1 dataskyddsférordningen ska en konsekvens-
bedémning géras om en typ av behandling, sirskilt med anvindning
av ny teknik och med beaktande av dess art, omfattning, samman-
hang och indamil, sannolikt leder till en hog risk for fysiska
personers rittigheter och friheter. Den personuppgiftsansvarige,
t.ex. Kriminalvirden pd dess omride, ska genomféra bedémningen
fore det att behandlingen p&bérjas. Om det finns ett utsett data-
skyddsombud s3 ska denne rddfrigas vid konsekvensbedémningen.

Sarskilda fall nér konsekvensbedomning krivs

En konsekvensbedémning avseende dataskydd ska sirskilt krivas 1

foljande fall.

a) Vid en systematisk och omfattande bedémning av fysiska
personers personliga aspekter som grundar sig pd automatisk
behandling, inbegripet profilering, och pi vilken beslut grundar
sig som har rittsliga f6ljder f6r fysiska personer eller pd liknande
sitt i betydande grad paverkar fysiska personer.

b) Vid behandling i stor omfattning av sirskilda kategorier av
uppgifter, som avses 1 artikel 9, d.v.s. kinsliga personuppgifter,

5 Prop. 2025/26:48, En modern lagstiftning for Kriminalvdrdens personuppgiftsbebandling, s. 36.
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eller av personuppgifter som ror fillande domar 1 brottmal och
lagovertridelser som innefattar brott, som avses 1 artikel 10.

¢) Vid systematisk dvervakning av en allmin plats i stor omfattning.

Vad en konsekvensbedomning ska innebdlla

Konsekvensbedémningen ska inneh8lla §tminstone:

a) en systematisk beskrivning av den planerade behandlingen och
behandlingens syften inklusive, nir det ir limpligt, den
personuppgiftsansvariges berittigade intresse,

b) en bedémning av behovet av och proportionaliteten hos

behandlingen 1 férhillande till syftena,

¢) en bedémning av riskerna for de registrerades rittigheter och
friheter, och

d) de &tgirder som planeras f6r att hantera riskerna, inbegripet
skyddsdtgirder, sikerhetsitgirder och rutiner for att sikerstilla
skyddet av personuppgifterna och for att visa att denna
forordning efterlevs, med hinsyn till de registrerades och andra
berdrda personers rittigheter och berittigade intressen.

Nir konsekvensbediomning inte behover genomforas

Om behandling enligt artikel 6.1 ¢ eller e har en rittslig grund 1
unionsritten eller 1 en medlemsstats nationella ritt som den
personuppgiftsansvarige omfattas av, reglerar den ritten den aktuella
specifika behandlingsitgirden eller serien av dtgirder i friga och en
konsekvensbedémning avseende dataskydd redan har genomférts
som en del av en allmin konsekvensbedémning i samband med
antagandet av denna rittsliga grund behover en konsekvens-
bedémning inte goras.

Tillsynsmyndighet
I Sverige ir Integritetskyddsmyndigheten, tidigare

Datainspektionen, tillsynsmyndighet enligt dataskyddsférord-
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ningen.” Enligt artikel 35 i dataskyddsférordningen ska
tillsynsmyndigheten uppritta och offentliggéra en férteckning dver
de slags behandlingsverksamheter som omfattas av kravet pd en
konsekvensbedémning avseende dataskydd. Integritetsskydds-
myndigheten har tagit fram en vigledning vid konsekvens-
bedémning med tillhérande bilaga om rittsligt tolkningsstéd, som
myndigheter i egenskap av personuppgiftsansvariga, kan anvinda sig
av 1 arbetet med att genomféra en konsekvensbedémning.” I
vigledningen 4&terfinns en forteckning over de behandlings-
verksamheter som omfattas av kravet pd en konsekvensbedémning
avseende dataskydd, vilka overensstimmer med de kriterier som
enligt Europeiska dataskyddsstyrelsen, European Data Protection
Board (EDPB) ska beaktas vid bedémningen av om en behandling
sannolikt leder till en hog risk.

Brister i konsekvensbedémningar

Integritetsskyddsmyndigheten har 1 ett flertal fall bedémt att
myndigheter brustit 1 skyldigheten att genomféra konsekvens-
bedémning enligt artikel 35 1 dataskyddsférordningen, bl.a. rérande
pastddd otilliten kamerabevakning® och anvindning av ansiktsigen-
kinning.”®

Dataskyddsdirektivet
Nir ska en konsekvensbedomning genomféras?

Aven i dataskyddsdirektivet finns en bestimmelse som handlar om
konsekvensbedémningar. Enligt artikel 27 ska medlemsstaterna
sikerstilla att det gors en konsekvensbedémning om en typ av
behandling, sirskilt med anvindning av ny teknik och med
beaktande av dess art, omfattning, sammanhang och indamal,

5 Artikel 51 i dataskyddsférordningen, 3 § férordning (2018:219) med kompletterande
bestimmelser till EU:s dataskyddsférordning och 2a§ forordning (2007:975) med
instruktion fér Integritetsskyddsmyndigheten.

5¢ Integritetsskyddsmyndigheten, Vigledning vid konsekvensbedémning En praktisk guide,
februari 2025.

57 Datainspektionens beslut den 24 november 2020, dnr DI-2019-7782.

58 Datainspektionens beslut den 20 augusti 2019, dnr DI-2019-2221.
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sannolikt leder till en hog risk for fysiska personers rittigheter och
friheter.

Reglering om konsekvensbedémningar har inforts i brottsdata-
lagen. Enligt bestimmelsen 1 3 kap. 7 § ska den personuppgifts-
ansvarige, om en ny typ av behandling eller betydande férindringar
av redan pigdende behandling kan antas medféra sirskild risk for
intrding 1 den registrerades personliga integritet, beddma
konsekvenserna f6r skyddet av personuppgifter innan behandlingen
paborjas eller forindringen genomférs.

Vad en konsekvensbedomning ska innehdlla

Konsekvensbedomningen ska &tminstone innehdlla en allmin
beskrivning av den planerade behandlingen, en bedémning av
riskerna for de registrerades rittigheter och friheter, de dtgirder som
planeras for att hantera dessa risker, skyddsitgirder, sikerhets-
dtgirder och rutiner for att sikerstilla skyddet av personuppgifter
och for att visa att direktivet efterlevs, med hinsyn till de
registrerades och andra berdrda personers rittigheter och
berittigade intressen.

Tillsynsmyndighet

I Sverige ir Integritetskyddsmyndigheten tillsynsmyndighet enligt
dataskyddsdirektivet.”” Integritetsskyddsmyndigheten har inte tagit
fram ndgon sirskild vigledning vid konsekvensbedémning enligt
brottsdatalagen men har till utredningen uppgett att den som finns
rorande dataskyddsforordningen i stora delar kan tjina som
vigledning.

Som tillsynsmyndighet ansvarar Integritetsskyddsmyndigheten
bla. foér att overvaka tillimpningen av brottsdatalagen. For att
sikerstilla att lagen efterlevs har Integritetsskyddsmyndigheten
flera utredande och korrigerande befogenheter. Dessa kan
Integritetskyddsmyndigheten anvinda bide nir en personuppgifts-
ansvarig underldtit att genomféra en konsekvensbedémning nir

% Artikel 41 i dataskyddsdirektivet och 2 a§ férordning (2007:975) med instruktion for
Integritetsskyddsmyndigheten.
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detta ir obligatoriskt, och nir en konsekvensbedémning har
genomforts pd ett bristfilligt sitt.

Brister i konsekvensbedémningar

Integritetskyddsmyndigheten har 1 ett beslut avseende en
applikation fér ansiktsigenkinning bedémt att Polismyndigheten
varit ansvarig for att gora en konsekvensbedomning av
anvindningen trots att applikationen inte anvints systematiskt i
verksamheten och inte heller rekommenderats av myndigheten.®

Beslutet éverklagades till forvaltningsritten som 1 sin tur dven
den konstaterade att applikationen inte varit sanktionerad av
Polismyndigheten utan att det varit friga om att nigra f3
medarbetare, under en begrinsad tid, testat en gratis applikation
utan att dessférinnan ha informerat eller frigat sina chefer. Detta till
trots ansig ritten att varken lagstiftningen eller férarbetena medgav
nigra undantag for Polismyndigheten att 1 det aktuella fallet
genomféra en konsekvensbedémning innan  behandlingen
pabdrjades.”

4.4.2 Forhandssamrad
Dataskyddsforordningen

Om en konsekvensbedémning enligt artikel 35 1 dataskyddsférord-
ningen visar att behandlingen skulle leda till en hég risk for fysiska
personers rittigheter och friheter om inte den personuppgifts-
ansvarige vidtar 4tgirder for att minska risken, ska den
personuppgiftsansvarige  enligt  artikel 36 samrida med
tillsynsmyndigheten innan behandlingen pdbérjas. Som tidigare
nimnts ir det i Sverige Integritetsskyddsmyndigheten som utgor
tillsynsmyndighet.

Om tillsynsmyndigheten anser att den planerade behandlingen
skulle strida mot dataskyddsforordningen ska tillsynsmyndigheten
inom en period pd hogst dtta veckor frin det att begiran om samrid
mottagits, ge den personuppgiftsansvarige skriftliga rdd och fir

© Integritetsskyddsmyndighetens beslut den 10 februari 2021, dnr DI-2020-2719.
¢! Forvaltningsrittens i Stockholm beslut den 30 september 2021, mal nr 4756-21.
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utnyttja alla de befogenheter som den har enligt artikel 58. De
befogenheter som anges i artikel 58 ir bl.a. att begira information,
genomféra undersdkningar i form av dataskyddstillsyn, begira
tillerade till alla lokaler som tillhér den personuppgiftsansvarige,
utfirda varning, utfirda reprimander samt foreligga den
personuppgiftsansvarige att se till att behandlingen sker i enlighet
med bestimmelserna i dataskyddsférordningen.

Dataskyddsdirektivet

I artikel 28 1 dataskyddsdirektivet anges vad medlemsstaterna 1
nationell ritt behover féreskriva om férhandssamrid. Det framgir
bla. att det ska foreskrivas nir den personuppgiftsansvarige ska
samrida med tillsynsmyndigheten och att tillsynsmyndigheten ska
ridfrigas under utarbetandet av ett forslag till lagstiftningsdtgird
som ska antas av ett nationellt parlament eller av en regleringsitgird
som grundar sig pa en sidan lagstiftningsitgird som rér behandling.
Vidare framgdr att medlemsstaterna ska foreskriva om att den
personuppgiftsansvarige  till  tillsynsmyndigheten limnar in
genomférd konsekvensbeddmning och, pd begiran, eventuell 6vrig
information som gor att tillsynsmyndigheten kan géra en
bedémning av behandlingens &verensstimmelse och sirskilt av
riskerna foér skyddet av den registrerades personuppgifter och av
dirmed  sammanhingande  skyddsitgirder.  Slutligen  ska
medlemsstaterna foreskriva att tillsynsmyndigheten, om den anser
att den planerade behandlingen inte skulle vara férenlig med
dataskyddsdirektivet, inom en period pd hogst sex veckor frin det
att begiran om samrdd mottagits, ska ge den personuppgifts-
ansvarige skriftliga rdd och fir utnyttja alla de befogenheter som den
har enligt artikel 47. Befogenheterna bestdr bla. av att utfirda
varningar, beordra den personuppgiftsansvarige att se till att
uppgiftsbehandlingen ir forenlig med dataskyddsdirektivet samt
infora en tillfillig eller definitiv begrinsning av, inklusive ett férbud
mot, uppgiftsbehandlingen.

Dataskyddsdirektivet har inférlivats 1 svensk ritt genom
brottsdatalagen. Det framgar av 3 kap. 7 § brottsdatalagen att om en
konsekvensbedémning visar att det finns sirskild risk for intring i
registrerades personliga integritet eller om typen av behandling
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innebir sirskild risk for intring, ska den personuppgiftsansvarige
samrdda med tillsynsmyndigheten 1 god tid innan behandlingen
paborjas eller betydande foérindringar genomférs. Av 3 kap 9§
brottsdataférordningen framgir formerna for hur ett férhands-
samrdd ska gd till. Dir anges att den personuppgiftsansvarige ska
limna in konsekvensbedémningen till tillsynsmyndigheten och
tillhandahdlla den 6vriga information som begirs av myndigheten.
Vidare anges att det vid bedémningen av om typen av behandling
innebir en sddan risk for intring 1 registrerades personliga integritet
att forhandssamrdd ska dga rum ska ny teknik, nya rutiner eller nya
forfaranden sirskilt beaktas. Slutligen framgdr av 5kap 3§
brottsdataférordningen att om tillsynsmyndigheten anser att en
sddan planerad behandling kan komma att std i strid med lag eller
annan forfattning, ska myndigheten senast sex veckor efter det att
begiran om samrdd togs emot skriftligen limna rdd. Vid sirskilda
skil kan tiden forlingas.

4.5 Tillsynsmyndighetens befogenheter
4.5.1 Dataskyddsforordningen och dataskyddslagen

Av artikel 58 1 dataskyddsférordningen framgir de utrednings-
befogenheter respektive de korrigerande befogenheter som ska
tillkomma varje tillsynsmyndighet. Det framgdr av 6 kap. 1§
dataskyddslagen att de befogenheter som anges i artikel 58 giller vid
tillsyn 6ver att bestimmelserna 1 dataskyddslagen och andra
foreskrifter som kompletterar EU:s dataskyddsforordning f8ljs.
Bland de utredande befogenheterna som anges i dataskydds-
férordningen och som dataskyddslagen hinvisar till, kan nimnas
ritten att beordra den personuppgiftsansvarige eller personuppgifts-
bitridet att tillhandahilla all information som tillsynsmyndigheten
behéver samt tillsynsmyndighetens ritt att f3 tillgdng tll tillsyns-
objektets lokaler. Tillsynsmyndighetens korrigerande befogenheter
ir bl.a. att utfirda varning, foreligga om rittelse eller radering samt
att pafora sanktionsavgifter.
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4.5.2  Dataskyddsdirektivet och brottsdatalagen

Av artikel 47 i dataskyddsdirektivet framgir de befogenheter som
varje medlemsland ska féreskriva att tillsynsmyndigheten ska ha. I
enlighet med bestimmelsen 1 dataskyddsdirektivet framgdr 1 5 kap.
5§ brottsdatalagen de undersokningsbefogenheter som tillsyns-
myndigheten har. Det handlar bl.a. om tillgdng till alla person-
uppgifter som behandlas, upplysningar om och dokumentation av
behandlingen av personuppgifter och sikerhets- och skydds-
tgirder, tilltride till lokaler som den personuppgiftsansvarige eller
personuppgiftsbitridet disponerar samt tillgdng till utrustning fér
behandling av personuppgifter.

Av 5kap. 6§ framgir de forebyggande befogenheterna. Det
handlar bl.a. om att tillsynsmyndigheten genom rid, rekommenda-
tioner eller pipekanden ska forsoka férmd den personuppgifts-
ansvarige eller personuppgiftsbitridet att vidta tgirder for att
motverka risker.

Slutligen framgir 1 5 kap. 7§ de korrigerande befogenheterna
genom vilka tillsynsmyndigheten bl.a. har mojlighet att férbjuda
fortsatt behandling eller fatta beslut om sanktionsavgift.
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5 Biometri

5.1 Identifiering med biometri

Biometri ir ett samlingsnamn f6r sidan automatiserad teknik som
syftar till att identifiera en person eller avgéra om en péstidd
identitet ir riktig. Den baseras pd mitning av fysiska karaktirsdrag
hos den som ska identifieras." Begreppet férekommer i olika
sammanhang men har &tminstone tidigare inte haft en enhetlig,
rittslig inneboérd. T férarbetena till 27 kap. 17 f § rittegingsbalken
(1942:740) anges emellertid att med biometrisk autentisering avses
en elektronisk mitning av nigons fysiska karaktirsdrag, t.ex. av
fingeravtryck, nithinna eller ansiktsgeometri.” Med biometrisk
autentisering kan en persons identitet verifieras, d.v.s. det gir att
kontrollera att en person ir den han eller hon utger sig for att vara.’

Inom brottsbekimpning syftas ofta pA metoder for att identifiera
en person eller avgdra om en persons pastidda identitet ir riktig,
t.ex. utifrdn personens fysiska karaktirsdrag. Det kan handla om att
gora jimforelser av fingeravtryck, dna-profiler, ansiktsbilder eller
rostprov.

Med biometri avses alltsd den automatiserade metod eller teknik
som anvinds for att jimfoéra individuella kinnetecken i
identifieringssyfte. Exempel pd individuella kinnetecken som kan
anvindas for biometrisk analys dr t.ex. dna, monster av finger-
avtryck, ansiktsgeometri, 6gat (iris, regnbdgshinna och nithinna),
rost, hinder, blodkirl och gingstil. Det finns olika metoder for
autentisering genom biometri, t.ex. fingeravtrycksanalys, dna-
analys, ansiktsigenkinning, rostigenkinning och handstilsanalys.*

! Jfr prop. 2008/09:132, Fingeravtryck i pass, s. 6.

2 Prop. 2021/22:119, Modernare regler for anvindningen av tvingsmedel, s. 173.

3 Prop. 2025/26:48: En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 94.
+SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 246 {.
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5.2 Genetiska uppgifter

Begreppet genetiska uppgifter definieras pd samma sitt 1 artikel 4 i
dataskyddsforordningen och artikel 3 1 dataskyddsdirektivet. Av
bestimmelserna framgdr att med genetiska uppgifter avses alla
personuppgifter som rér nedirvda eller forvirvade genetiska
kinnetecken for en fysisk person, vilka ger unik information om
denna fysiska persons fysiologi eller hilsa och vilka framfér allt
hirrér frén en analys av ett biologiskt prov frén den fysiska personen
1 friga.

Genetiska uppgifter definieras dven i brottsdatalagen. Det
framgdr av 1 kap 6§ att med genetiska uppgifter avses person-
uppgifter som rér en persons nedirvda eller férvirvade genetiska
kinnetecken och som hirrér frin analys av ett spir av eller ett prov
frén personen.

Brottsdatalagens definition ir ndgot vidare in definitionen 1
dataskyddsdirektivet, som bara omfattar information om en persons
fysiologi eller hilsa. I férarbeten motiveras skillnaden av att det gir
att fi fram andra uppgifter in information om fysiologi eller hilsa ur
ett sddant biologiskt prov, exempelvis information om en persons
biogeografiska ursprung.’

Diremot utgor inte den dna-profil som kan tas fram ur ett dna-
prov en genetisk uppgift eftersom den endast bestir av en
sifferkombination och inga nedirvda eller forvirvade genetiska
kinnetecken kan utlisas ur den. En dna-profil utgér diremot en
biometrisk uppgift.®

5.3 Biometriska uppgifter
5.3.1 Definition

Begreppet biometriska uppgifter definieras genom 1 princip samma
lydelse 1 artikel 4 1 dataskyddsférordningen respektive i artikel 3 i
dataskyddsdirektivet. Enligt definitionen 1 dataskyddsférordningen
ir biometriska uppgifter personuppgifter som erhllits genom en
sirskild teknisk behandling som rér en fysisk persons fysiska,
fysiologiska eller beteendemissiga kinnetecken och som méjliggor

5 Prop. 2017/18:232, Brottsdatalag, s. 86 {.
¢ Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 50 f.
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eller bekriftar identifieringen av denna fysiska person, sisom
ansiktsbilder  eller  fingeravtrycksuppgifter.  Skillnaden  pd
definitionen 1 dataskyddsdirektivet ir att det som bekriftas ir en
“unik” identifiering. Nigra skil for skillnaden redovisas varken 1
dataskyddsférordningen eller dataskyddsdirektivet.

Biometriska uppgifter definieras dven i1 kap. 6 § brottsdatalagen.
Av bestimmelsen framgir att det handlar om personuppgifter som
ror en persons fysiska, fysiologiska eller beteendemissiga kinne-
tecken, som tagits fram genom sirskild teknisk behandling och som
mojliggor eller bekriftar unik identifiering av personen. Begreppet
eller snarlika begrepp férekommer dven i1 annan lagstiftning.”

5.3.2 Information ur ett biometriskt underlag

Biometriska uppgifter ir den information som kan tas fram ur ett
biometriskt underlag, se nedan 1 avsnitt 5.4 om vad som avses med
biometriskt underlag. Dessa uppgifter kan anvindas for att skapa en
referensmall eller f6r att jimféra med tidigare lagrade referensmallar
i syfte att kontrollera en persons identitet.’

I dataskyddsférordningen och dataskyddsdirektivets definitioner
av biometriska uppgifter anges ansiktsbilder som ett exempel pd
sddana uppgifter. Det innebir emellertid inte att vanliga fotografier
och filmer omfattas av definitionen. De omfattas endast om de
bearbetas tekniskt genom en sirskild metod som syftar till
identifiering, som exempelvis om de bearbetas i ett ansiktsigen-
kinningsprogram s att det gir att identifiera personer pd bilden eller
filmen.’”

5.4 Biometriska underlag

Begreppet biometriska underlag ir inte definierat 1 svensk
lagstiftning. Diremot anvinds begreppet 1 forarbetena till
brottsdatalagen dir det anges att biometriska uppgifter ir den

7 Se t.ex. 6 a § passlagen (1978:302), 9 kap. 8 a § utlinningslagen, 1 kap. 5 § lagen (2019:1182)
om Sikerhetspolisens behandling av personuppgifter och 1 kap. 5§ lagen (2021:1171) om
behandling av personuppgifter vid Férsvarsmakten.

$ Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 50

° Prop. 2017/18:232, Brottsdatalag, s. 86 och skil 51 till dataskyddsférordningen.
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information som kan tas fram ur ett biometriskt underlag.'® Det
omnimns dven i 5 kap. 8 § lag (2018:1693) om polisens behandling
av personuppgifter inom brottsdatalagens omride (polisens
brottsdatalag).

Med biometriskt underlag avses det material som samlas in eller
tas fram foér biometrisk analys, t.ex. biologiskt material som
salivprov och andra prover frin kroppen som tas vid en
kroppsbesiktigning men iven fingeravtryck, fotografier, handstils-
prov och réstprov. Uttrycket anvinds dock dven foér sddana underlag
som inte ska anvindas for biometrisk analys, t.ex. fotodokumenta-
tion av skador pd en misstinkt." Dessa underlag kan bli féremal for
biometrisk analys och resultatet av en sidan analys utgor
biometriska uppgifter (se ovan). Uppgifterna som tas ur ett
biometriskt underlag kan anvindas for att skapa en referensmall eller
for att jimféra med tidigare lagrade referensmallar i syfte att
kontrollera en persons identitet."

5.5 Metoder for biometrisk autentisering
5.5.1 Fingeravtryck

Varje minniska har unika fingeravtryck, vilket giller dven for
eniggstvillingar. Det dr skilet till att fingeravtryck kan anvindas for
individualisering. Permanenta eller tillfilliga foérindringar av
fingeravtryck kan dock ske 6ver tid med anledning av irrbildning
eller sjukdom."

Analys av fingeravtryck har anvints inom det svenska
rittsvisendet sedan borjan av nittonhundratalet.'* Den tekniska
utvecklingen har avancerat betydligt inom omridet och anvindning
av fingeravtryck for identifiering eller autentisering ir numer vanligt
forekommande i samhillet, t.ex. fér att 18sa upp mobiltelefoner eller
for digital signering av avtal. Dessutom anvinds fingeravtryck av
myndigheter for att 1 vissa situationer kontrollera minniskors

19 Prop. 2017/18:232, Brottsdatalag, s. 435. Se dven prop. 2008/09:132, Fingeravtryck i pass,
s.61.

' Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 48.

12 Prop. 2017/18:232, Brottsdatalag, s. 86.

13SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 219.

4 SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 219.
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identitet, t.ex. genom kontroll enligt 9 kap. utlinningslagen mot
biometriska uppgifter i ett uppehillstillstindskort.

I 1 kap. 5§ polisens brottsdatalag definieras fingeravtryck som
avtryck av finger eller hand. Det framgir av bestimmelsen 1 28 kap.
14 § femte stycket rittegdngsbalken att med fingeravtryck avses
dven handavtryck. Bestimmelsen i rittegingsbalken utvidgades den
1 juli 2025 med polisens brottsdatalag som férlaga, frin att bara ha
avsett avtryck av finger till att avse hela handen.” T férarbetena till
det lagstiftningsirendet angavs att vad som avses med fingeravtryck
enligt rittegingsbalken giller dven vid annan lagstiftning som
medger att fingeravtryck tas med tving under en férundersékning
eller vid straffverkstillighet, t.ex. enligt fingelselagen (2010:610)
och lagen (1994:451) om intensivévervakning med elektronisk
kontroll."

5.5.2  Fotografier

Fotografier eller videoupptagning kan vara tll hjilp for ate
identifiera en person. Det kan handla om att identifiera en person
med t.ex. tatueringar, drons utseende, kroppslingd och idrr. Inom
brottsbekimpning kan bide fotogratfier och videoupptagning vara
till hjilp for att identifiera en girningsperson men iven okinda
mélsiganden. Det finns 6ver lag en 6kad anvindning av ansiktsbilder
i samhillet. Det hinger 1 hog utstrickning samman med teknisk
utveckling och att fotografier pd papper pd minga omrdden har
ersatts av digitala motsvarigheter."”

Biometrisk autentisering med anvindning av ansiktsbilder kan
ske genom ansiktsigenkinning. Igenkinningen gérs vanligen genom
att utvalda ansiktsdrag frin en ansiktsbild (digital bild) jimférs med
bilder p4 en eller flera personers ansikten.*

Tekniken anvinds idag exempelvis vid automatiska pass-
kontroller pd flygplatser runt om i virlden och av brottsbekimpande
myndigheter. Datainspektionen (numera Integritetsskyddsmyndig-
heten) konstaterade redan hosten 2019 att polisen fir anvinda

15 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 58.

16 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 182. Lagen ir sedan den 1 januari ersatt
av lag (2025:1035) om verkstillighet av fingelsestraff med elektronisk évervakning.

7SOU 2023:32, Biometri — fir en effektivare brottsbekimpning, s. 221.

'8 Europeiska dataskyddsstyrelsen, Riktlinjer f6r ansiktsigenkinning inom rittsvisendet,
version 1.0, antagna den 12 maj 2022, s. 7.
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ansiktsigenkinning for att utreda brott. Ansiktsigenkinning ir dven
vanlig i privata ssmmanhang. Exempelvis har dagens mobiltelefoner
i allminhet en inbyggd funktion for ansiktsigenkinning. Aven bank-
id tllhandahiller ansiktsigenkinning fér autentisering och
signering."

Sedan 1 juni 2022 finns en skyldighet 1 27 kap. 17 f § rittegings-
balken for enskilda att pd tillsigelse av en polisman medverka till
biometrisk autentisering, om en genomsdkning av ett beslagtaget
foremdl, en husrannsakan eller en genomsékning pd distans annars
forsviras. Med hinsyn till att teknikutvecklingen sker s snabbt
valde regeringen vid inférandet av bestimmelsen att inte begrinsa
den till s8dana metoder som i praktiken ir mojliga att verkstilla, som
t.ex. fingeravtryck. Regeringen menade att vervigande skil talade
for att regleringen s3 lingt som méjligt borde géras 6vergripande
och teknikneutral, varvid framtida tekniska l6sningar for att 6ppna
ett avlisningsbart informationssystem ticks in.*

5.5.3  Rdstprov

Med talarjimforelse avses en jimforelse av tva roster for att bedéma
om rosterna tillhér samma talare. Inom den forensiska
verksamheten gors en tydlig distinktion mellan talarjimférelser
(speaker comparison) och talaridentifiering  (voice/speaker
identification). Talaridentifiering anvinds f6r att soka fram ett antal
roster som skulle kunna passa in pd en okind talare eller rost.
Talarjimférelser syftar inte till att hitta tinkbara individer som
rosten kan tillhora, utan handlar om att berikna sannolikheten for
att tvd roster tillhér samma talare.”

Y Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 245 f.
20 Prop. 2021/22:119, Modernare regler for anvindningen av tvingsmedel, s. 148.
21 SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 224 {.
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5.6 Biometriska uppgifter ar kansliga
personuppgifter

5.6.1  Sarskilda regler enligt bade dataskyddsforordningen
och dataskyddsdirektivet

Bide dataskyddsférordningen och dataskyddsdirektivet stadgar att
biometriska och genetiska uppgifter ir sddana sirskilda kategorier av
personuppgifter for vilka giller separata regler. Enligt artikel 10 i
dataskyddsdirektivet fir kinsliga personuppgifter behandlas endast
om det ir absolut nédvindigt. Artikel 9 1 dataskyddstérordningen
innehdller diremot ett principiellt férbud mot behandling av
kinsliga uppgifter, &tfoljt av en forteckning 6ver situationer dir
undantag frin férbudet ir tilldtet.

5.6.2  Mer om undantaget i dataskyddsférordningen

I f6rteckningen med undantag i dataskyddsférordningen nimns inte
situationer som motsvarar en behandling av uppgifter f6r sddana
indamil som anges 1 artikel 1 i dataskyddsdirektivet. EU-domstolen
har konstaterat att medan en behandling av biometriska och
genetiska uppgifter som utfors av de behoériga myndigheterna for de
indam3l som omfattas av dataskyddsdirektivet kan tilldtas, ir detta
inte nddvindigtvis fallet for en behandling av dessa uppgifter i de fall
dessa omfattas av dataskyddsférordningens tillimpningsomride.
Behoriga myndigheters behandling av biometriska och genetiska
uppgifter, inom andra uppdrag in de som utférs f6r indamil som
anges 1 artikel 1 1 dataskyddsdirektivet, ir dock inte automatiskt
utesluten enligt artikel 9 1 dataskyddsférordningen. Artikeln innebir
inte ett absolut férbud mot sidan behandling, under férutsittning
att behandlingen motsvarar ndgon av de undantagssituationer som
anges 1 artikeln.

EU-domstolen har vidare konstaterat att den nationella
lagstiftaren 1 samma lagstiftning kan foreskriva behandling av
personuppgifter f6r indamél som omfattas av dataskyddsdirektivet
och for andra indamil som omfattas av dataskyddsférordningen.
Lagstiftaren mdiste dock sikerstilla att det inte foreligger ngra
tvetydigheter vad giller tillimpligheten av den ena eller den andra av
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dessa bidda unionsrittsakter pd insamlingen av biometriska och
genetiska uppgifter. *

5.6.3  Biometriska uppgifter far endast behandlas om det ar
absolut nddvandigt

Aven i nationell ritt finns, som framgér av avsnitt 4.3.2 och 4.3.4,
sirskilda restriktioner nir det giller behandling av biometriska
uppgifter. Enligt 5§ kriminalvirdsdatalagen fir kinsliga
personuppgifter behandlas endast om det ir absolut nédvindigt fér
syftet med behandlingen. Samma begrepp anvinds i 2 kap. 11§
brottsdatalagen. Enligt huvudregeln 1 2 kap. 11§ fir kinsliga
personuppgifter inte behandlas alls, men om uppgifter om en person
behandlas fir de dock kompletteras med kinsliga personuppgifter
nir det dr absolut nédvindigt for indamilet med behandlingen.
Regeringen uttryckte sirskilt i1 samband med inférandet av
kriminalvirdsdatalagen, att det vore en férdel f6r Kriminalvirden att
samma forutsittningar for att behandla kinsliga personuppgifter
giller enligt de bida regelverken.” Med det menas allts behandling
av personuppgifterna med stéd av dataskyddsférordningen och med
stdd av brottsdatalagen som genomfort dataskyddsdirektivet.

Nir det giller biometriska uppgifter och genetiska uppgifter fir
sddana, enligt 2 kap. 12 § brottsdatalagen, behandlas endast nir det
ir sirskilt foreskrivet och det dr absolut nédvindigt f6r indamailet
med behandlingen. I 2 kap. 3 § Kriminalvdrdens brottsdatalag finns
en sidan foreskrift med samma innebord avseende biometriska
uppgifter.

Enligt den lagstiftning som giller f6r personuppgiftsbehandling
inom Kriminalvirden fir kinsliga personuppgifter alltsd behandlas
endast om den ir absolut nédvindig. Det ir samma begrepp som
anvinds 1 artikel 10 1 dataskyddsdirektivet. Syftet med artikel 10 ir
att sikerstilla ett utdkat skydd mot sddan behandling som kan
utgora ett synnerligen allvarligt hot mot grundliggande rittigheter,

22 EU-domstolens dom den 26 januari 2023 1 mal C-205/21, V.S. mot Ministerstvo na
vatreshnite raboti m.fl.

2 Prop. 2017/18:248, Kriminalvdrdsdatalag — en ny lag med anpassningar till EU:s
dataskyddsforordning, s. 25.
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som ritten till respekt fér privatlivet och skyddet for
personuppgifter.”

5.6.4  Foérhandsavgorande fran EU-domstolen
Bakgrund

EU-domstolen har i ett férhandsavgérande frin 2023% ytterligare
belyst begreppet “absolut nodvindig”. V.S var misstinkt for
skattebedrigeri 1 Bulgarien. Inom ramen fér det bulgariska
straffrittsliga férfarandet anmodades V.S att limna fingeravtryck
och dna-prov och att lita sig fotograferas. V.S motsatte sig
dtgirderna. Polismyndigheten ansékte dirfér hos domstol om att
dtgirderna skulle vidtas med tving med st6d av nationell lagstiftning
enligt vilken registrering foreskrivs f6r personer som misstinks for
ett uppsitligt brott som omfattas av allmint 3tal.

Kravet pd absolut nédvindighet

Foérhandsavgorandet rorde frigor fr@n en bulgarisk domstol om
insamling av fingeravtryck, fotografi och prov fér dna-analys frin
brottsmisstinkta  fér  registreringsindamil.  EU-domstolen
redogjorde bla. foér att enligt ordalydelsen i artikel 10 1
dataskyddsdirektivet dr behandling av biometriska uppgifter tilliten
“endast om det ir absolut nodvindigt” vilket ska tolkas som ett
stringare villkor f6r behandling av kinsliga uppgifter i forhdllande
till andra uppgifter som behandlas. Anvindningen av adverbet
“endast” understryker siledes att behandling av sirskilda kategorier
av uppgifter endast kan anses vara ndédvindig 1 ett begrinsat antal
fall. Den omstindigheten att behovet av att behandla sidana
uppgifter ska vara “absolut” tyder vidare pi att detta behov ska
bedémas sirskilt strikt.

Vidare menade EU-domstolen att frigan om behandlingen ir
“absolut nédvindig” ska faststillas med hinsyn till indaméilet for
insamlingen av personernas biometriska och genetiska uppgifter.

2+ Se analogt, EU-domstolens dom den 24 september 2019 i mil C-136/17, GC m.fl. mot
Commission nationale de I'informatique et des libertés m.fl.

% EU-domstolens dom den 26 januari 2023 i mdl C-205/21, V.S. mot Ministerstvo na
vatreshnite raboti m.fl.
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Andamilen med behandlingen av biometriska och genetiska
uppgifter kan inte anges i alltfér allminna termer, utan madste
definieras pd ett tillrickligt precist och konkret sitt for att det ska
vara mojligt att bedéma huruvida denna behandling ir “absolut
nddvindig”. Kravet pd att behandlingen av kinsliga uppgifter ska
vara “absolut nédvindig” innebir dessutom en sirskilt strike
kontroll i detta sammanhang av iakttagandet av principen om
uppgiftsminimering.

Mer om nédvindighet

Kravet p& nédvindighet, menade EU-domstolen, ir uppfyllt nir det
efterstrivade malet av allmint samhillsintresse inte rimligen kan
uppnds pd ett lika effektivt sitt genom andra medel som 1 mindre
utstrickning inskrinker de registrerades grundliggande rittig-
heter.” Den personuppgiftsansvarige méste allts3 férsikra sig om att
mélet inte kan uppnds genom andra kategorier av uppgifter in
kinsliga personuppgifter. Betydelsen av det mil som behandlingen
ir avsedd att uppnd méste ocksd beaktas. Denna betydelse kan bl.a.
bedémas med hinsyn till arten av det efterstrivade mélet, bl.a. med
beaktande av om behandlingen tjinar ett konkret mdl som har
samband med foérebyggande av brott eller sidana hot mot den
allminna sikerheten som ir sirskilt allvarliga, bekimpandet av
sddana brott eller skydd mot sidana hot samt mot bakgrund av de
sirskilda omstindigheter under vilka behandlingen utfors.

EU-domstolens bedomning av omstindigheterna i mélet

I det aktuella fallet bedésmde EU-domstolen att den nationella
lagstiftningen, enligt vilken systematisk insamling av biometriska
och genetiska uppgifter foreskrevs for varje person som misstinktes
for ett uppsatligt brott som omfattades av allmint &tal, 1 princip stred
mot kravet om absolut nédvindighet. En sidan lagstiftning kan
enligt EU-domstolen, nimligen leda till en insamling av biometriska
och genetiska uppgifter utan 3tskillnad och generellt om de flesta
misstinkta personer, eftersom begreppet “uppsitligt brott som

26 For ett liknande resonemang se EU-domstolens dom den 1 augusti 2022, mal nr C-184/20,
OT mot Vyriausioji tarnybinés etikos Komisija.
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omfattas av allmint 3tal” dr av sirskilt allmin karaktir och kan
tillimpas p4 ett stort antal brott, oberoende av deras art och allvar.

Slutligen konstaterade EU-domstolen att bestimmelsen om
“absolut nédvindighet” ska forstds si, att den utgér hinder for
nationell lagstiftning som féreskriver en systematisk insamling av
biometriska och genetiska uppgifter frdn varje person som ir
misstinkt for uppsdtlig brottslighet som omfattas av allmint dtal for
registrering, utan att det foreskrivs nigon skyldighet for den
behériga domstolen att prova och visa dels att denna insamling ir
absolut nédvindig for att uppnd de konkreta médl som efterstrivas,
dels att dessa mal inte kan uppnds genom dtgirder som utgor ett
mindre allvarligt ingrepp i den berérda personens rittigheter och
friheter.

Svenska lagstiftarens syn pa férhandsavgorandet

Regeringen har 1 lagstiftningsirendet rorande utokad biometri i
brottsbekimpningen® haft anledning att beréra EU-domstolens
forhandsavgérande. Regeringen konstaterade att avgdrandet méste
tolkas 1 ljuset av de nationella bestimmelser som lig till grund for
provningen. Domstolens prévning tog inte sikte pd att besvara
frigor om upptagning av biometriska underlag frdn den som
frihetsberovats p.g.a. brottsmisstanke. Det gjordes dirmed ingen
urskiljning pd det viset som foreslogs och sedermera inférdes i
svensk ritt dir mojligheten att uppta biometriska underlag som
huvudregel forutsitter anhillande och hiktning, vilket innebir att
det for brottet ir foreskrivet fingelse 1 ett ar eller dirdver och att
misstanken ndr upp till sannolika skil. Som huvudregel krivs ocksé
att det med hinsyn till brottets beskaffenhet, den misstinktes
forhillande eller ndgon annan omstindighet finns risk for att han
eller hon avviker eller pd nigot annat sitt undandrar sig lagféring
eller straff, genom att undanrdja bevis eller pd nigot annat sitt
forsvarar sakens utredning eller fortsitter sin brottsliga verksamhet.
Regeringen anforde att for att ett frihetsberdvande ska fa ske krivs
dirutdver att dtgirden uppviger det intrdng eller men 1 évrigt som
dtgirden innebir f6r den misstinkte eller ndgot annat motstiende
intresse. Frihetsberdvandet mdste allts8 bedémas som en

7 Prop. 2024/25:37, Biometri i brottsbekimpningen.
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proportionerlig tgird for att {3 genomféras. Enligt regeringen kan
situationen dirmed inte jimféras med upptagning av underlag for
samtliga brott som hor under allmint 4tal vilket var fallet med den
bulgariska regleringen. Dirmed ansdg regeringen att EU-
domstolens dom inte kunde uppfattas som ett hinder mot att
regelbundet ta upp vissa biometriska underlag frin den som har
anhillits eller hiktats som misstinkt for brott.

Slutligen menade regeringen att upptagning av dna-prov,
fingeravtryck och ansiktsfotografi frén den som ir anhillen eller
hiktad till f6ljd av misstanke om brott kan férutsittas leda till 6kad
effektivitet 1 brottsbekimpningen och att fler brott klaras upp.
Regeringen bedémde dirmed behovet av en utdkad obligatorisk
upptagning viga sd tungt att det uppviger det integritetsintrdng som
upptagningen och en efterfoljande registrering innebir fér den som
anhills eller hiktas som misstinkt for brott. Enligt regeringens
bedémning utgdr obligatorisk upptagning en proportionerlig dtgird
som ir férenlig med regeringsformen, Europakonventionen och
EU:s rittighetsstadga, men ocksd med kravet i dataskydds-
regleringen pd att biometriska och genetiska uppgifter bara far
behandlas om det idr absolut nédvindigt. Av betydelse for
bedémningen var enligt regeringen att uppgifterna omfattas av
sekretess, att uppgifterna endast fir behandlas for vissa specifika
avgrinsade indamdl och att uppgifterna endast fir behandlas i
polisens register under en begrinsad tid om den misstinkte inte
déms fér brottet.”

28 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 72 {.
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6 Kriminalvardens uppdrag och
verksamhet

6.1 Kriminalvardens uppdrag
6.1.1 Instruktion for Kriminalvarden

Kriminalvirden ir en del av rittsvisendet och har som frimsta
uppdrag att verkstilla utdémda pafoljder, bedriva hiktesverksamhet
och utféra personutredningar i brottmdl, se 1§ férordning med
instruktion for Kriminalvirden. Myndighetens verksamhet ska,
enligt 2§, bedrivas pd ett sikert, humant och effektivt sitt och
myndigheten ska forebygga &terfall i brott. Utéver det ska
myndigheten sirskilt vidta &tgirder som syftar till att brottslighet
under verkstilligheten forhindras och att narkotikamissbruk
bekimpas. Det ankommer ocksi pid Kriminalvirden att anpassa
innehdllet 1 verkstilligheten efter varje individs behov och att
forbereda frigivning. I myndighetens uppdrag ingdr ocks3 att delta i
det myndighetsgemensamma arbetet mot den grova och
organiserade brottsligheten och att ansvara for viss transport-
verksamhet, se 3 §.

Kriminalvirden utgor beredskapsmyndighet enligt férordningen
(2022:524) om statliga myndigheters beredskap.' Myndigheten har
en sirskild betydelse f6r samhillets civila beredskap och ska ha god
formédga att motstd hot och risker, forebygga sdrbarheter, hantera
fredstida krissituationer och genomféra sina uppgifter vid hojd
beredskap, se 18 och 20 §§ enligt samma férordning.

Sikerheten inom myndigheten ska, enligt 7 § férordning med
instruktion f6r Kriminalvérden, vara vil anpassad till verksamhetens
behov och antalet hiktes- och anstaltsplatser ska fortlopande
anpassas till behovet. Hiktes- och anstaltsorganisationen ska vara

! Bilaga 1 till férordning om statliga myndigheters beredskap.
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utformad si att den tillgodoser olika behov av évervakning och
kontroll. Anstaltsorganisationen ska vara utformad s att den
tillgodoser intagnas rittigheter och olika behov av sysselsittning och
annat innehdll 1 verkstilligheten samt frimjar en indamailsenlig
planering av intagnas frigivning. Hiktesorganisationen ska vara
utformad s8 att den tillgodoser intagnas rittigheter och frimjar ett
effektivt samarbete med 6vriga myndigheter inom rittsvisendet.

6.1.2  Regleringsbrev fér ar 2025

Av regleringsbrevet till Kriminalvirden fér dr 2025 framgir som
overgripande mal att brottsligheten ska minska och minniskors
trygghet ska o6ka och att Kriminalvirden ska bidra till den
utvecklingen genom att utféra sina uppgifter.” Utdver det har
regeringen som mal och &terrapporteringskrav stillt upp att
Kriminalvdrden ska redovisa hur myndigheten har arbetat for att
uppritthilla en god sikerhet varvid en sirskild redovisning ska goras
avseende arbetet med att férebygga infiltration, korruption och
annan otilliten pdverkan inom verksamheten. Kriminalvirden ska
ocksd sirskilt redogdra f6r hur myndigheten utvirderat det egna
informations- och cybersikerhetsarbetet respektive vilket arbete
som bedrivits for en férdjupad samverkan med Polismyndigheten
och Migrationsverket, pd bide operativ och strategisk nivd, med
syfte att skapa bittre forutsittningar for att 6ka tervindandet samt
minska andelen personer som avviker.

Myndigheten har sedan tidigare fjorton pdgiende uppdrag som
ska redovisas under dren 2025-2028. Det handlar om bl.a. forstirke
internationellt samarbete mot organiserad brottlighet och
avhopparverksambhet.

Regeringen har utéver pdgdende uppgifter bla. gett
Kriminalvirden i uppdrag att berikna en utdkad platskapacitet, att
inom ramen for tidigare beslutat regeringsuppdrag redovisa férslag
pd &tgirder som skulle kunna bidra till en snabbare och mer
kostnadseffektiv expansion av platskapaciteten och vid behov foresld
nddvindiga  forfattningsindringar  samt  tillsammans  med
Polismyndigheten, Aklagarmyndigheten, Domstolsverket och

2 Regleringsbrev for budgetdret 2025 avseende Kriminalvirden.
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Brottsférebyggande rddet fortsitta arbetet med att bedéma framtida
verksamhetsvolymer i brottmélsprocessen.

6.2 Kriminalvardens verksamhet

Kriminalvirden ir indelad i sex geografiska regioner, transport-
avdelningen och ett huvudkontor beliget i Norrképing. Det ir
Kriminalvirdens generaldirektér som leder myndigheten och varje
region leds av en regionchef. Den sista december 2024 hade
Kriminalvirden 6ver 20 000 anstillda. Kriminalvirden hade, vid
utgdngen av &r 2024, 42 hikten, 40 anstalter fér min, 6 anstalter for
kvinnor, 33 frivirdskontor och 21 transportkontor férdelade dver
hela Sverige.’

Inom Kriminalvirden delas hikten och hiktesplatser in 1 tvd
sikerhetsklasser. Det finns normalhikten och sikerhetshikten,
varvid det rdder hogre sikerhet inom de sistnimnda.

Anstalterna har olika sikerhetsklassificering, frdn 1 till 3, dir 1 4r
den hogsta sikerhetsklassen och 3 dr den ligsta. Bdde sikerhetsklass
1 och 2 bestdr av slutna anstalter medan sikerhetsklass 3 bestdr av
oppna anstalter. Kriminalvirden har uppgett att férdelningen av
anstaltsplatser f6r min i dagsliget dr ungefir 30 procent i anstalt av
sikerhetsklass 1, 45 procent 1 anstalt av sikerhetsklass 2 och 25
procent 1 anstalt av sikerhetsklass 3. For kvinnor ir fordelningen
cirka 60 procent i anstalt av sikerhetsklass 2 och 40 procent i anstalt
av sikerhetsklass 3.

Frivird ir kriminalvird som idger rum ute 1 samhillet.
Verkstillighet av ett straff eller en pafoljd i frivdrd innebir bide
kontroll och std f6r de ddmda. Inom ramen {or frivirden dvervakas
klienter som démts till skyddstillsyn, ungdomsévervakning, nigon
frivirdspafoljd forenad med samhillstjinst och fingelsestraff som
verkstills med elektronisk 6vervakning samt de personer som har
frigetts villkorligt. Frivirdens arbete borjar redan nir en person
misstinkts for ett brott genom att handliggarna gor person-
utredningar om de misstinkta fore rittegdng for att underlitta for
domstolen att vilja paféljd vid en fillande dom.

Kriminalvirden har ocksi 1 wviss utstrickning, enligt
overenskommelse med Polismyndigheten, hand om frihetsberévade

3 Kriminalvirdens &rsredovisning 2024.
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personer som ir placerade 1 arrester. Det innebir 1 praktiken att
Kriminalvirden, efter 6verenskommelse, bedriver arrestverksamhet
pd vissa platser i landet och dir har hand om frihetsberévade
personer som annars Polismyndigheten hade ansvarat fér.

6.3 Sarskilda regler for Kriminalvarden

6.3.1 Inledning

I Kriminalvirdens instruktion och regleringsbrev liggs grunden for
myndighetens verksamhet. De materiella reglerna f6r hur kriminal-
vird ska bedrivas dterfinns 1 ett flertal internationella regelverk och
nationella lagar och férordningar. Utéver det har Kriminalvirden
utfirdat en rad foreskrifter pi omridet.

6.3.2 Internationella bestimmelser

Det finns internationella regler som foérbjuder tortyr och
godtyckliga ingripanden och som Kriminalvirden behéver férhilla
sig till, t.ex. FN:s allminna férklaring om minskliga rittigheter’, den
internationella konventionen om medborgerliga och politiska
rittigheter’ och konventionen mot tortyr och annan grym,
ominsklig eller férnedrande behandling eller bestraffning®. FN har
ocks3 utarbetat en resolution som berér kriminalvirdspdfoljder och
som kallas Nelson Mandela-reglerna.” Den innehiller bestimmelser
om bla. inkvartering, idrott, sjukvird, disciplin och straff,
tvdngsmedel, religion, férvaring av internernas dgodelar, forflyttning
av interner, anstaltspersonal, arbete, utbildning och rekreation.

Det finns dven ett flertal konventioner med skydd mot ominsklig
behandling, tex.  Europakonventionen och  Europeiska
konventionen till férhindrande av tortyr och ominsklig eller
fornedrande behandling eller bestraffning®’. Utéver det har

4 Forenta nationernas allminna férklaring om de minskliga rittigheterna, 10 december 1948.
5 Internationella konventionen om medborgerliga och politiska rittigheter, 16 december 1966.
¢ Konventionen mot tortyr och annan grym, ominsklig eller férnedrande behandling eller
bestraffning, antogs 10 december 1984 och tridde 1 kraft den 16 juni 1987.

7 United Nations Standard Minimum Rules for the Treatment of Prisoners (Nelson Mandela-
reglerna), 17 december 2015.

§ Europeiska konventionen till férhindrande av tortyr och ominsklig eller fornedrande
behandling eller bestraffning, 26 juni 1987.
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Ministerkommittén antagit en rekommendation avseende
europeiska fingelseregler som anger bl.a. att intagna ska behandlas
med respekt, att fingelsemiljon ska likna samhillet och att
sikerhetsitgirder ska vara proportionerliga. ” De foreskriver ocks3
att intagna ska ha tillgdng till aktiviteter, vird och sociala kontakter.

6.3.3  Nationella bestimmelser®
Hiktesverksamheten
Hikteslagen och héktesforordningen

Nir det giller hiktesverksamheten s finns regelverket i hikteslagen
(2010:611) som kompletteras av hiktesférordningen (2010:2011).
Lagen innehdller bestimmelser om verkstillighet av beslut om
hiktning och reglerar vad som giller i friga om placering och vissa
rittigheter, besék och andra kontakter, sirskilda kontroll- och
tvdngsdtgirder, hilso- och sjukvird, restriktioner fér intagna som ir
misstinkta f6r brott samt beslut och éverklagande m.m.

Lagens bestimmelser giller inte enbart den som ir hiktad,
anhillen eller gripen p.g.a. misstanke om brott utan dven andra enligt
vad som foljer av 1 kap. 2 och 3 §§, se vidare nedan.

Hikteslagen ger uttryck for strivandena att pd olika sitt
underlitta situationen fér den som berdvas friheten. Samtidigt
innebir de 6verviganden som ligger till grund f6r hiktning och
andra frihetsberévanden p.g.a. misstanke om brott att det, nir det
finns kollusionsfara, d.v.s. att det finns fara fér att den misstinkte
forsvirar brottsutredningen, kan krivas betydande inskrinkningar i
den frihetsberdvades maojligheter till kontakter med omvirlden.
Bestimmelserna 1 lagen syftar till att 16sa denna konflikt pd ett for
den intagne s positivt sitt som méjligt."!

Kriminalvirden har utfirdat féreskrifter och allminna rdd (KVFS
2011:5) for hikte. Foreskrifterna och de allminna riden utgédr
omfattande kompletterande bestimmelser till hikteslagen och
hiktesférordningen. Dir anges specificeringar 1 friga om bl.a. de

 Recommendation Rec (2006)2-rev of the Committee of Ministers to member States on the
European Prison Rules, 1 juli 2020.

1 Det bor 1 sammanhanget noteras att regeringen 1 augusti 2025 gav en utredare i uppdrag att
se 6ver hikteslagen och fingelselagen, se utredningen En 6versyn av hikteslagen och
fingelselagen i syfte att underlitta f6r Kriminalvirdens expansion (Dir 2025:80).

" Lindberg, Gunnel, Hikteslag (2010:611), Inledning, Karnov (JUNO), beskt 2025-11-19.
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intagnas placering, besok och andra kontakter, sirskilda kontroll-
och tvingsitgirder samt hilso- och sjukvérd.

Enligt nyssnimnda féreskrifter och allminna rdd ska det for varje
intagen som ir hiktad p.g.a. misstanke om brott, inom tva veckor
frén hiktningen, faststillas en plan for hiktesvistelsen (hiktesplan).
Hiktesplanen ska vara individuellt utformad efter omstindigheterna
i det enskilda fallet. Motsvarande hiktesplan kan ocks3 faststillas for
en intagen som vistas 1 hikte pd annan grund in misstanke om brott,
med iakttagande av frihetsberévandets karaktir och varaktighet.
Normalt saknas skil att ta fram och faststilla en hiktesplan for de
intagna som vistas i hikte pd annan grund in misstanke om brott,
eftersom det kan rora sig om korta frihetsberévanden om nigra
timmar eller nigot dygn. En beddmning méste dock goras 1 varje
enskilt fall. Det kan t.ex. minga gdnger vara motiverat att ta fram
och faststilla en hiktesplan {6r personer som ir tagna i forvar enligt
utlinningslagen."

Hiiktade, anbdllna och gripna p.g.a. misstanke om brott

Hikteslagen och hiktesférordningen innehiller bestimmelser om
verkstillighet av beslut om hiktning och vissa andra tillfilliga
frihetsberdvanden 1 hikte eller i annan férvaringslokal, se 1 kap. 1 §
hikteslagen. Regelverket giller alltsd inte bara den som ir hiktad,
anhillen eller gripen p.g.a. misstanke om brott utan iven andra
kategorier av frihetsberdvade.

Det ir emellertid enbart den som ir gripen, anhéllen eller hiktad
p.g-a. misstanke for brott som fir 3liggas s.k. restriktioner
(inskrinkningar 1 sin ritt till kontakt med omvirlden). S&dana
inskrinkningar fir endast meddelas om det finns risk for att den
intagne undanrdjer bevis eller pd nigot annat sitt férsvarar sakens
utredning. Fér den som ir hiktad far restriktioner meddelas endast
om han eller hon fir underkastas restriktioner enligt 24 kap. 5a §
rittegdngsbalken, d.v.s. att en domstol efter begiran frin 8klagaren
har bestimt att restriktioner fir meddelas. I sammanhanget bér dock
noteras att reglerna 1 hikteslagen om forutsittningar for bl.a. besék
och kommunikation giller for alla intagna.

121 kap. 25 § Kriminalvirdens féreskrifter och allminna rad (KVES 2011:2) om hikte (FARK
Hikte).
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Hiiktade av annan anledning in brott

I svensk ritt finns mojlighet att hikta personer pd annan grund in
misstanke om brott. Det handlar om gildenirer som ir féremail for
konkurs eller utmitning, personer 1 irenden om verkstillighet av
utlindsk brottmélsdom enligt 3 kap. 14§ lag (2025:520) om
internationell verkstillighet i brottmal samt vittnen som vigrar att
vittna.

Nir det giller reglerna om hiktning inom ramen for ett
konkursférfarande s& gors det 1 lagen skillnad pd tvd situationer,
hiktning innan beslut om konkurs, vilket regleras 1 2 kap. 12§
konkurslagen, respektive hiktning efter beslut om konkurs, vilket
regleras 1 6 kap. 9 § konkurslagen. I det f6rsta fallet anges att ritten,
nir vissa forutsittningar ir uppfyllda, kan férbjuda gildeniren att
resa utomlands. Om ett reseférbud bedoms vara otillrickligt far
gildeniren hiktas. I det andra fallet anges att hiktning kan ske under
vissa férutsittningar om gildeniren, och i vissa fall andra personer,
inte fullgér sina skyldigheter att t.ex. limna upplysningar och att
avligga bouppteckningsed, eller om gildeniren 6vertrider ett
reseforbud. Hiktning fir ske endast om det finns synnerliga skil for
det, eller betriffande &vertridelse av reseférbud, om det inte ir
uppenbart att det ir onddigt. Enligt 6 kap. 11 § konkurslagen far en
person vara hiktad 1 maximalt tre minader.

Enligt 2 kap. 16 § utsokningsbalken fir en gildenir eller tredje
man som brister i t.ex. sin skyldighet att limna upplysningar hiktas,
om det foreligger synnerliga skil. Ingen fir hillas hiktad lingre tid
in tre minader 1 mélet. Det anges 1 bestimmelsen att vad giller
ovriga frdgor om hiktning har vad som giller enligt rittegdngsbalken
om hiktning av misstinkt motsvarande tillimpning.

Det framgir av lag om internationell verkstillighet 1 brottmal att
det pd begiran av en behdrig myndighet 1 en annan stat finns vissa
mojligheter att hikta en démd person som befinner sig i Sverige om
det finns risk for att han eller hon avviker eller pd annat sitt
undandrar sig verkstillighet. Hiktning fir dven ske om det ir friga
om en utlindsk utevarodom som har begirts eller kommer att
begiras verkstilld i Sverige enligt brottmé&lsdomskonventionen® och

3 Europeiska konventionen den 28 maj 1970 om brottmilsdoms internationella
rittsverkningar.
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det finns risk for att den démde genom att undanréja bevis eller pd
annat sitt forsvrar sakens utredning.

Slutligen finns det méjlighet enligt 36 kap. 21 § rittegdngsbalken
att hikta vittne som utan giltigt skil vigrar att avligga ed eller att
limna vittnesmal. En person fir inte hillas 1 hikte lingre tid in tre
ménader och inte lingre in till dess ritten skilt méilet frin sig. Barn
under 15 4r och personer som p.g.a. en psykisk storning saknar
erforderlig insikt om betydelsen av ed kan inte bli f6remal for sddana
tvingsdtgirder.

Intagen i ett hikte i avvaktan pd att han eller hon ska forpassas till en
kriminalvdrdsanstalt eller ett sirskilt ungdomshem

En démd person som ska dverforas eller forpassas till kriminalvards-
anstalt for verkstillighet av fingelsestraff fir, enligt 9 § strafftids-
lagen (2018:1251), 1 anslutning till det tas in 1 hikte i avvaktan pd
anstaltsplacering eller om det behévs med hinsyn till transport-
forhillandena.

Tiden 1 hikte far, enligt 10 §, inte vara lingre in nédvindigt och
inte lingre in sju dagar, om det inte finns sirskilda skil for en lingre
tid. Aven om det finns sirskilda skil far tiden inte vara lingre in
trettio dagar.

Tillfilligt placerad i ett hikte med stéd av fingelselagen

I fingelselagen finns ett antal bestimmelser enligt vilka intagna i
fingelse vid vissa tillfillen kan placeras tillfilligt 1 hikte.

Enligt 6 kap. 6 § fingelselagen fir en intagen tillfilligt hillas
avskild frin andra intagna, om det ir nédvindigt p.g.a. att den
intagne ir vildsam eller berusad. Om ett sidant avskiljande inte kan
verkstillas 1 anstalt, fir den intagne placeras i hikte 1 hogst tvd dygn.

Om det uppstir misstanke om att en intagen 1 fingelse misskott
sig kan det bli friga om att utdela varning men iven att skjuta upp
villkorlig frigivning, se 12 kap. 1-2 §§ fingelselagen med hinvisning
till 26 kap. 6 a och 7 §§ brottsbalken (1962:700). Under utredningen
av en friga om misskétsamhet fir en intagen tillfilligt hillas avskild
frdn andra intagna i den utstrickning det ir absolut nédvindigt for
att syftet med utredningen inte ska dventyras. Den intagne fir inte
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hillas avskild under lingre tid in fyra dygn. Om ett sidant
avskiljande inte kan verkstillas 1 anstalt, f8r den intagne placeras i
hikte.

Slutligen finns en méjlighet att enligt 10 kap. 6 § fingelselagen, 1
anslutning till vistelse utanfor anstalt, tillfilligt placera en intagen i
hikte om det dr nodvindigt av sikerhetsskil eller med hinsyn till
transportférhillandena.

Ombindertagande enligt 28 kap. 11 § fiirde stycket brottsbalken i
avvaktan pd att ett beslut om undanrijande av skyddstillsyn far laga

kraft.

Kriminalvirden fir i vissa situationer besluta att en démd person
tillfilligt ska omhindertas om personen brutit mot de villkor som
giller efter en dom pd skyddstillsyn. Méjligheten har inforts for att
tillgodose Kriminalvirdens behov av att snabbt kunna vidta dtgirder
vid konstaterad misskétsamhet.'* Om &vervakningsnimnden inte
faststiller beslutet inom den tiden, upphor det att gilla. Ett
omhindertagande fir inte pdgd lingre in en vecka. Om det finns
synnerliga skil, fir ett nytt beslut fattas om att den démde ska vara
omhindertagen ytterligare hégst en vecka. Ar den démde
ombhindertagen nir domstolen meddelar beslut att skyddstillsynen
ska undanréjas, fir domstolen besluta att den démde ska vara
omhindertagen till dess beslutet fir laga kraft. Ett omhindertagande
far inte pdg3 efter provotidens utging.

Intagen 1 hikte for annat dndamal én verkstillighet av pafolid for
brott

Det finns vissa situationer nir personer kan vara intagna 1 hikte for
ett annat dndamédl dn att verkstilla en paféljd. Det handlar om nir
beslut har fattats om omhindertagande enligt 26 kap. 22 § och
28 kap. 6 ¢ § brottsbalken samt omhindertaganden enligt lagen om
omhindertagande av berusade personer m.m., lagen om psykiatrisk
tvingsvird samt lagen (1991:1129) om rittspsykiatrisk vird."”

4 Prop. 2021/22:193, Tillfilligt ombindertagande av villkorligt frigivna och skyddstillsyns-
domda, s. 15 f.
15 Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 182.
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Dirutdver kan bla. dven forvarstagna enligt utlinningslagen eller
lagen om sirskild kontroll av vissa utlinningar vara placerade i hikte
eller anstalt, se nedan.

Kriminalvirden har dessutom enligt 45 ¢ § lagen om vird av
missbrukare 1 vissa fall, 43 ¢ § lagen med sirskilda bestimmelser om
vdrd av unga och 20 ¢ § lagen (1998:603) om verkstillighet av sluten
ungdomsvird mojlighet att ta en person 1 férvar under ett
transportuppehdll. Under de transporterna ska Kriminalvirden
tillimpa 4 kap. 4 § hikteslagen (om kroppsvisitation), 4 kap. 10§
forsta stycket (om anvindning av fingsel), och 8 kap. 2a§ om
mojligheten att 1 vissa fall begira hjilp av Polismyndigheten.

Intagen i en polisarrest for forvar

Det finns vissa situationer nir personer kan vara intagna i en
polisarrest fo6r férvar. Det handlar t.ex. om personer som enligt
4 kap. 34 § lagen (2000:562) om internationell rittslig hjilp fors dver
till Sverige och personer som enligt 4 kap. 8 § lagen (2017:1000) om
en europeisk utredningsorder tillfilligt fors over till Sverige.
Dirutover kan bla. dven forvarstagna enligt utlinningslagen eller
lagen om sirskild kontroll av vissa utlinningar vara placerade i
arrest.'

Det finns emellertid en mingd andra materiella bestimmelser
som medger ritt till frihetsinskrinkningar sisom gripande,
anhillande,  hiktning,  omhindertagande, himtning och
kvarhillande. Det handlar om bestimmelser i1 bl.a. lagen om vird av
missbrukare, lagen om psykiatrisk tvngsvérd, lagen (1957:668) om
utlimning fér brott och lagen (1970:375) om utlimning till
Danmark, Finland, Island eller Norge for verkstillighet av beslut om
vard eller behandling. Dessa materiella bestimmelser innehller dock
inte alltid ett uttryckligt stillningstagande rérande om
frihetsinskrinkningen ir forenad med en ritt eller skyldighet att ta
personen i forvar. Med forvar avses 1 detta sammanhang insittning i
arrest eller annan inldsning. Regeringen har dirfér, i samband med
att vissa dndringar inférdes 1 polislagen, gjort fértydliganden kring
bestimmelser i polislagen och vissa andra férfattningar som ger stéd
for omhindertagande eller andra inskrinkningar i rorelsefriheten,

16 Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 182.
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rérande nir férvar kan komma i friga."” Regeringen har emellertid
ocksd konstaterat att det kan férekomma dven andra situationer dir
omhindertagande kan férenas med férvar.™

Forvar enligt utlinningslagen

Enligt 10 kap. 1 § utlinningslagen fir en utlinning som har fyllt 18
ir tas 1 férvar om dennes identitet r oklar eller om det dr nédvindigt
for att det ska kunna utredas om utlinningen har ritt att stanna 1
Sverige. En utlinning fir ocksd tas i férvar om det dr sannolikt att
utlinningen kommer att avvisas eller wutvisas, eller om
verkstilligheten av ett beslut om avvisning eller utvisning behéver
forberedas. En forutsittning fér forvar nir det dr sannolikt att
utlinningen kommer att avvisas eller utvisas eller verkstillighet av
sddana 4tgirder planeras ir att det annars finns en risk att
utlinningen bedriver brottslig verksamhet 1 Sverige, avviker, hiller
sig undan eller p4 annat sitt hindrar verkstilligheten.

En utlinning fir inte hdllas i férvar lingre tid dn 48 timmar f6r
utredning om dennes ritt att stanna i Sverige. Om en utlinning hills
i forvar f6r att verkstillighet av avvisning eller utvisning ska planeras
fir denne inte hillas dir lingre in tv8 m&nader och vid synnerliga
skil maximalt tre m&nader. Om verkstilligheten tar lingre tid p.g.a.
bristande samarbete frn utlinningen eller det tar tid att inférskaffa
nodvindiga handlingar, fir utlinningen héllas i férvar i tolv manader.
Tidsgrinserna om tre och tolv minader giller dock inte om
utlinningen av allmin domstol utvisats p.g.a. brott.

Migrationsverket kan enligt 10 kap. 20 § utlinningslagen besluta
att en utlinning som hélls 1 férvar ska placeras 1 kriminalvirdsanstalt,
hikte eller polisarrest i féljande fall.

— Om utlinningen av allmin domstol har utvisats p.g.a. brott.

— Om utlinningen behover hillas avskild f6r ordningen och
sikerheten 1 lokalen eller om han eller hon utgér en allvarlig fara
for sig sjilv eller andra, se 11 kap. 7 § utlinningslagen, och av
sikerhetsskil inte kan vistas i Migrationsverkets lokaler.

V7 Prop. 1996/97:175, Andringar i polislagen m.m., s. 36 £.1.
'8 Prop. 1996/97:175, Andringar i polislagen m.m., s. 36.
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— Om det dr ndédvindigt av transporttekniska skil, dock lingst 1 tre
dygn.

— Om det annars finns synnerliga skil.

Av 11kap. 2§ tredje stycket utlinningslagen framgir att for
behandling av en utlinning som placerats 1 kriminalvirdsanstalt eller
hikte giller hikteslagen 1 tillimpliga delar. Utlinningen ska, utéver
vad som f6ljer av nimnda lag, ges mojlighet att ha kontakt med
personer utanfor inrittningen och dven i dvrigt beviljas de littnader
och férminer som kan medges med hinsyn till ordningen och
sikerheten inom inrittningen.

Barn som héills i férvar fir inte placeras i kriminalvirdsanstalt,
hikte eller polisarrest.

En utredning rérande regelverket om férvar”, har i februari 2025
presenterat en del f6rslag om dndringar av regelverket.

Forvar enligt lag om sérskild kontroll av vissa utlinningar

Enligt 2 kap. 1 § lag om sirskild kontroll av vissa utlinningar fir en
utlinning utvisas om denne med hinsyn till vad som ir kint om hans
eller hennes tidigare verksamhet och ovriga omstindigheter kan
antas komma att beg eller pd annat sitt medverka till ett brott enligt
terroristbrottslagen (2022:666) eller kan utgora ett allvarligt hot mot
Sveriges sikerhet. Om det ir sannolikt att ett beslut om utvisning
kommer att meddelas eller om det behdvs for att férbereda eller
genomfora verkstillighet av ett sddant beslut fir enligt 3 kap. 1 § en
utlinning som har fyllt 18 4r tas i férvar. Utlinningen fir endast tas
1 forvar om det finns anledning att anta att utlinningen annars
avviker, héller sig undan eller pd annat sitt hindrar verkstilligheten
eller utévar brottslig verksamhet 1 Sverige eller om utlinningens
identitet r oklar.

En utlinning som har fyllt 18 &r far enligt 3 kap. 8 § inte hillas 1
forvar under lingre tid dn ett &. Om det ir sannolikt att
verkstilligheten av utvisningsbeslutet kommer att ta lingre tid in si
p.g-a. bristande samarbete frdn utlinningen, for att det tar tid att
skaffa nédvindiga handlingar eller av ngot annat visentligt skil som
hinfor sig till verkstilligheten, fir dock utlinningen hillas i forvar i

1Y SOU 2025:16, Ett nytt regelverk for uppsikt och forvar.
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som lingst ytterligare tvd 4r. Om en utlinning &terfors till Sverige
p.g-a. att verkstilligheten har misslyckats, ska tiden om ett &r riknas
frén det att utlinningen pd nytt anlinder till Sverige. Utlinningen far
dock aldrig héllas i férvar lingre tid 4n tre &r.

En utlinning som har fyllt 18 &r och som ir tagen i forvar ska
placeras i en kriminalvérdsanstalt eller ett hikte eller tillfilligtvis i en
polisarrest, se 3 kap. 18 §. For behandlingen av en utlinning som har
placerats 1 en kriminalvirdsanstalt, ett hikte eller en polisarrest giller
hikteslagen. Utlinningen ska beviljas de littnader och f6rméner som
kan medges med hinsyn till ordningen och sikerheten inom
anstalten, hiktet eller arresten.

En utlinning som inte har fyllt 18 &r och som ir tagen i forvar ska
enligt 3 kap. 19§ placeras 1 sidana forvarslokaler som
Migrationsverket ansvarar for.

Anstaltsverksamhet
Fingelselagen och fingelseforordningen

Nir det giller verksamheten 1 anstalt s regleras den framfor allt av
fingelselagen som  kompletteras av  fingelseforordningen
(2010:2010). Regelverket reglerar placering, sysselsittning och
ersittning, fritid, personliga tillhdrigheter, vistelse 1 gemensamhet
och avskildhet, besék och andra kontakter, sirskilda kontroll- och
tvingsdtgirder, hilso- och sjukvard, permission och annan tillfillig
vistelse utanfér anstalt, sirskilda utslussningsitgirder, varning och
uppskjuten villkorlig frigivning samt beslut och ¢verklagande m.m.

I allt visentligt vilar fingelselagen pd samma grundtanke som
kom till uttryck genom 1974 &rs kriminalvirdsreform® och som lig
till grund f6r den numer upphivda lagen (1974:203) om
kriminalvird i anstalt. Det innebir att dven fingelselagen forsoker
férena, & ena sidan, kravet pd samhillsskydd och, 4 andra sidan,
behovet av att underlitta de intagnas anpassning till samhillet och
motverka skadliga foljder av frihetsberévandet.

Enligt 1 kap. 5 § fingelselagen ska det for varje intagen upprittas
en individuellt utformad verkstillighetsplan. En verkstillighetsplan
ska enligt 6 § fingelseférordningen grundas pd en utredning av den

2 Prop. 1974:20, Kungl. Maj:ts proposition med forslag till ny lagstifining om kriminalvdrd i
anstalt m.m.; grven den 14 december 1973.
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intagnes behov av stéd och kontroll och om vilka dtgirder som bor
vidtas under verkstilligheten for att minska risken for dterfall i brott.
Vid utformningen av verkstillighetsplanen ska hinsyn tas till
anstaltstidens lingd och den intagnes motivation tll férindring.
Hinsyn ska ocksd tas till brottsoffer och andra som berérs av
verkstilligheten. Verkstillighetsplanen ska féljas upp fortldpande
och indras nir det finns anledning till det.

Kriminalvirden har utfirdat foreskrifter och allminna rdd (KVFES
2011:1) om fingelse. Foreskrifterna och de allminna rden utgor
omfattande kompletterande bestimmelser till fingelselagen och
fingelseférordningen. Dir anges specificeringar 1 friga om bl.a. de
intagnas placering, besck och andra kontakter, sirskilda kontroll-
och tvingsitgirder samt hilso- och sjukvérd.

Vilka omfattas

Fingelselagen och fingelseférordningen innehiller bestimmelser
om verkstillighet av fingelse i kriminalvirdsanstalt, se 1 kap. 1§
fingelselagen. Det innebir att lagen omfattar verkstillighet av dom
pd fingelse, fingelse som forvandlingsstraff foér boter enligt
botesverkstillighetslagen samt fingelsestraff som 1 slutligt beslut
bestimts 1 samband med undanréjande av skyddstillsyn eller
villkorlig dom, se 27 kap. 6 § och 28 kap. 8 § brottsbalken samt nir
villkorligt medgiven frihet forverkats enligt 26 kap. 19§
brottsbalken.

Det ir emellertid inte bara intagna som avtjinar fingelsestraff
vilka kan placeras i fingelse. Personer som ir tagna i férvar kan enligt
utlinningslagen eller lag om sirskild kontroll av vissa utlinningar
placeras i anstalt. For behandling av dessa personer giller
hikteslagen, se 11 kap 2 § utlinningslagen och 3 kap. 18 § lag om
sirskild kontroll av vissa utlinningar.

Frivardsverksamheten
Olika regelverk

Frivird ir kriminalvdrd som dger rum ute i samhillet. Det ir aktuellt
nir ndgon, i stillet for fingelse, domts tll wvillkorlig dom,
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skyddstillsyn, ungdomsévervakning och nir en villkorlig dom eller
skyddstillsyn férenats med sambhillstjinst. Frivird omfattar iven
verkstillighet av fingelsestraff med elektronisk &vervakning i den
démdes bostad eller 1 kontrollerat boende. Utéver det ingir
frivirdsverksamhet nir nigon frigetts villkorligt frdn ett fingelse-
straff.

Frivirdens verksamhet regleras i flera olika lagar och
férordningar.

— Villkorlig frigivning, vilket beroende pa fingelsestraffets lingd ir
aktuellt nir tvd tredjedelar eller tre fjirdedelar av ett tidsbestimt
fingelsestraff ir verkstillt, regleras 1 26 kap. brottsbalken och 1 4
kap.  férordning  (1998:642) om  verkstillighet av
frivirdspatsljder.

— Villkorlig dom regleras 1 27 kap. brottsbalken och i 1 kap.

férordning om verkstillighet av frivirdspafoljder.

— Skyddstillsyn regleras 1 28 kap. brottsbalken och 1 2 kap.

férordning om verkstillighet av frivirdspafoljder.

— Ungdomsévervakning regleras 1 32 kap. 3 a § brottsbalken och 1
lag (2020:616) om verkstillighet av ungdomsévervakning.

— Villkorlig dom och skyddstillsyn kan férenas med samhillstjinst,
vilket regleras i 27 kap. 2 a § och 28 kap. 2 a § brottsbalken och 1
3 kap. férordning om frivirdspafoljder.

— Verkstillighet av fingelsestraff med elektronisk évervakning 1
den domdes bostad eller 1 kontrollerat boende, vilket regleras 1
lagen (2026:1053) om verkstillighet av fingelsestraff med
elektronisk évervakning.

Kriminalvirden har utfirdat féreskrifter och allminna rdd (KVFS
2011:5) om verkstillighet av frivirdspifoljder, som giller bide
frivirdspafoljder och villkorlig frigivning.

Villkorlig frigivning

Villkorlig frigivning regleras 1 26 kap. brottsbalken och 1 4 kap.
férordning om verkstillighet av frivirdspdfsljder. Av 26 kap. 6§
brottsbalken framgdr att nir tre fjirdedelar av ett tidsbestimt
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fingelsestratf som uppgdr till sex ar eller mer har avtjinats ska den
démde friges villkorligt. Den som avtjinar ett fingelsestraff som ir
kortare in sex 4r ska friges villkorligt nir tvd tredjedelar av
fingelsestraffet har avtjinats. Det sker dock ingen villkorlig
frigivning for fingelse som har démts ut enligt 28 kap. 3§
brottsbalken, frin ett férvandlingsstraff f6r boter eller fingelse som
verkstills p.g.a. beslut om férverkande av villkorligt medgiven frihet
enligt vissa bestimmelser. Under vissa férutsittningar kan villkorlig
frigivning skjutas upp.

I utredningen om en straffreform® féreslds omfattande indringar
i reglerna betriffande villkorlig frigivning.

Efter den villkorliga frigivningen giller en provotid som
motsvarar den strafftid som 4terstdr vid frigivningen, dock minst tvd
ar. Den villkorliga frigivningen ska vara férenad med évervakning
frén dagen f6r frigivningen. Kriminalvirden fir besluta att den som
friges villkorligt inte ska stillas under évervakning, om det saknas
anledning att befara att han eller hon kommer att gora sig skyldig till
fortsatt brottslighet eller om det finns sirskilda skal.

Kriminalvirden fir, om det behévs for att minska risken for att
den som stdr under 6vervakning begir nya brott eller for att pd annat
sitt underlitta personens anpassning i sambhillet, besluta om en
sirskild foreskrift som ska féljas av den &vervakade. En sidan
foreskrift ska beslutas for en viss tid, hogst ett &r it gingen.
Foreskrifterna kan avse t.ex. pd vilket sitt och hur ofta personen ska
ha kontakt med Kriminalvirden, delta 1 viss programverksambhet,
genomgd viss behandling och att delta 1 visst arbete eller
utbildningsverksamhet.

Om det behdvs f6r att kontrollera att en foreskrift foljs far
Kriminalvirden besluta om elektronisk 6vervakning. Elektronisk
overvakning far beslutas f6r hogst sex minader dt gingen.

Enligt 26 kap. 14a§ brottsbalken fir en kontroll- eller
tvdngsitgird endast anvindas om den stdr i rimlig proportion till
syftet med dtgirden. Om en mindre ingripande tgird ir tillricklig
ska den anvindas. I bestimmelsen klargérs att kontroll- och
tvingsdtgirder alltid ska prévas mot proportionalitetsprincipen.
Varje kontroll- eller tvingsitgird ska foregds av en intresseavvigning
dir oligenheten som 4tgirden kan innebira for den enskilde ska
stillas i relation till syftet med dtgirden.

21SOU 2025:66, En straffreform.
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Nir det giller bestimmelsen om &vervakning i brottsbalken
framgdr, av Kriminalvirdens foreskrifter och allminna rdd (KVFS
2011:5) om verkstillighet av frivirdspdfsljder, att prévningen av om
dvervakning behdvs f6r att minska risken att den démde begér nya
brott eller fér att pd annat sitt underlitta hans eller hennes
anpassning 1 samhillet bor grundas pd en individuell bedémning,
utifrdn sdvil overvakningens hjilp- och stédfunktion som dess
kontrollfunktion. I det nirmaste samma lydelse finns ocksd
betriffande behovet av en sirskild foreskrift.

Malet {6r intagna 1 sikerhetsklass 1 ir enligt Kriminalvirden att
deras frigivning ska férberedas genom successiv placering 1 anstalter
med ligre sikerhetsklass. Dirfor forekommer det normalt inte att
intagna friges med sirskild utslussningsitgird frén en anstalt i
sikerhetsklass 1. Frin en anstalt i sikerhetsklass 2 dr det mer vanligt
forekommande. I sikerhetsklass 3 ir grundprincipen att frigivning
ska genomféras med sirskild utslussningsitgird. Aven strafftiden
har betydelse. Vid kortare strafftider kan det vara svért att hinna med
att férbereda fér en placering i sirskild utslussningsitgird.”

Enligt 26 kap. 19 § brottsbalken fir Kriminalvirden, om den
frigivne bryter mot foreskrifter eller anvisningar om vad som 1 évrigt
ska gilla f6r 6vervakningen, besluta om att personen ska stillas
under &vervakning, férordna en eller flera &vervakare, besluta om
sirskilda foreskrifter eller besluta om elektronisk évervakning. For
det fall en sidan &tgird anses otillricklig, fir Kriminalvirden besluta
att en varning ska meddelas den frigivne. Om en 6vertridelse ir
allvarlig och det kan antas att den frigivne inte kommer att ritta sig
genom nigon av de nyssnimnda 3tgirderna fir o6vervaknings-
nimnden forklara den villkorligt medgivna friheten férverkad till en
tid om hogst 90 dagar varje ging.

Villkorlig dom

Villkorlig dom regleras 127 kap. brottsbalken och i 1 kap. férordning
om verkstillighet av frivirdspafoljder. Pifoljden utgér en form av
straffvarning och ir efter béter den minst ingripande péféljden. I
princip innebir en villkorlig dom endast att den démde underkastas
en provotid, utan 6vervakning eller annan kontroll.

22 Kriminalvirdens &rsredovisning 2024.
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Villkorlig dom fir enligt 27 kap. 2 § brottsbalken férenas med
dagsboter, hogst tvdhundra, vare sig boter har féreskrivits for
brottet eller inte. Villkorlig dom fir ocksi, om den tilltalade
samtycker till det, férenas med en féreskrift om samhillstjinst, se
27 kap. 2 a § brottsbalken. Kriminalvirden ansvarar for verkstillig-
heten av en foreskrift om sambhillstjinst, se 3 kap. férordning om
verkstillighet av frivirdspdfoljder. Det ir Kriminalvirden som
ansvarar for att skaffa samhillstjinstplatser. En arbetsplan for
verkstilligheten ska tas fram och innehilla uppgifter om var arbetet
ska utforas, vilka arbetstider som ska gilla, det minsta och det hogsta
antalet timmar som den doémde fir tillgodorikna sig per vecka eller
ménad samt de 6vriga foreskrifter som ir nédvindiga. Kriminal-
vdrden ska genom besok eller pd annat limpligt sitt kontrollera att
en arbetsplan f6r samhillstjinst foljs.

Om den démde inte iakttar vad som 3ligger honom eller henne
enligt den villkorliga domen, fir ritten enligt 27 kap. 6§
brottsbalken, under férutsittning att en 8klagare fore provotidens
utgdng vicker talan om det, efter omstindigheterna besluta att
varning ska meddelas den démde, meddela foreskrift eller indra
tidigare meddelad foreskrift, undanréja den villkorliga domen och
bestimma annan piféljd foér brottet.

Skyddstillsyn

Skyddstillsyn regleras 1 28 kap. brottsbalken och ir alltid férenad
med 6vervakning under minst ett &r av provotiden. Det ir
Kriminalvirden som ansvarar fér 6vervakningen, se 2 kap. 1§
férordning om verkstillighet av frivirdspafsljder. Till évervakare
ska férordnas en handliggande tjinsteman vid Kriminalvdrden eller
en annan limplig person.

Skyddstillsyn fir enligt 28 kap. 2 § brottsbalken forenas med
dagsboter, hogst tvihundra, vare sig boter har foreskrivits for
brottet eller inte. Skyddstillsyn fir ocksd, om den tilltalade
samtycker till det, férenas med en foreskrift om samhillstjinst, se
28 kap. 2 a § brottsbalken. Kriminalvirdens hantering av samhills-
tjinsten ir densamma som nir en villkorlig dom férenats med
samhillstjinst, se ovan. Skyddstillsyn fir dven férenas med fingelse
1 ligst fjorton dagar och hégst tre manader eller sirskilda
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toreskrifter, se 28 kap. 3 och 6 b § brottsbalken. Det finns ocksd
mojlighet att forena skyddstillsynen med en s.k. kontraktsvird
enligt 30 kap. 9 § 3 brottsbalken, vilket innebir att den tilltalade
underkastar sig limplig behandling enligt en f6r honom eller henne
uppgjord plan i samband med verkstilligheten.

Enligt 26 kap. 14 § brottsbalken, till vilken bestimmelse 28 kap.
6 § brottsbalken hinvisar, ska Kriminalvirden verka for att den som
ir domd tll skyddstillsyn eller dr villkorligt frigiven frin sitt
fingelsestraff inte 3terfaller i brott och for att hans eller hennes
anpassning 1 samhillet dven 1 &vrigt frimjas. Till de tgirder som
Kriminalvirden kan vidta i detta syfte hor alltmer skarpa och fér den
démde mer ingripande stéd- och kontrollitgirder, t.ex. kan
Kriminalvirden fatta beslut om elektronisk ¢vervakning av den som
stdr under dvervakning.”

Det framgir av 28 kap. 6 § brottsbalken att proportionalitets-
principen 126 kap. 14 a § brottsbalken ska tillimpas pi motsvarande
sitt betriffande den som har démts till skyddstillsyn.

Om den démde bryter mot vad som giller f6r honom eller henne
till foljd av domen pd skyddstillsyn fir Kriminalvirden, enligt
28 kap. 7 § brottsbalken, besluta om att personen ska stillas under
overvakning, forordna en eller flera 6vervakare, besluta om sirskilda
foreskrifter eller besluta om elektronisk évervakning. For det fall en
sddan &tgird anses otillricklig, f&r Kriminalvirden besluta att en
varning ska meddelas den frigivne. For det fall den démde p3 ett
allvarligt sitt har brutit mot vad som giller f6r honom eller henne
och det kan antas att han eller hon inte kommer att ritta sig genom
nigon sidan dtgird som Kriminalvirden kan vidta, ska myndigheten
enligt 28 kap. 8 § brottsbalken begira att dklagare vid domstol for
talan om att skyddstillsynen ska undanréjas. Om skyddstillsynen
undanrdjs, ska ritten enligt 28 kap. 9 § brottsbalken bestimma en
annan pifoljd for brottet och d3 ta skilig hinsyn till vad den démde
har undergitt till f6ljd av domen pd skyddstillsyn samt till boter eller
fingelse som domts ut.

2 Se hinvisning till 26 kap. 17 § genom 28 kap. 6 § brottsbalken och prop. 2020/21:85,
Utékade kontroll- och stodmdjligheter avseende skyddstillsynsdomda, s. 32 {.
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Ungdomsovervakning

Ungdomsévervakning dr en pdféljd for unga frdn 15 4rs dlder som
begdr brott och regleras i 32 kap. 3 a § brottsbalken samt lag om
verkstillighet av ungdomsévervakning. Pafoljden dr foérbehillen
lagovertridare som var under 18 ir vid tidpunkten {6r brottet. Den
som har fyllt 18 &r nir dom meddelas, men inte hunnit fylla 21 &r, far
doémas till ungdomsévervakning om det finns sirskilda skil.
Kriminalvirden ir ansvarig myndighet.

Ungdomsdvervakning ska pdgd under som ligst sex m&nader och
som hégst ett dr, vilket bestims av domstolen med utgingspunkt 1
brottslighetens ~ straffmitningsvirde. Lagstiftarens syfte med
pafoljden dr att den ska vara kinnbar och ingripande fér den som
déms.

Den som doms till ungdomsévervakning ska medverka i en
verkstillighetsplanering och félja det som Kriminalvirden
bestimmer i en verkstillighetsplan. Verkstillighetsplanen ska enligt
14§ lag om verkstillighet av ungdomsévervakning, innehilla
foreskrifter om att den démde ska triffa en sirskild koordinator och
att den démde ska vara forbjuden att under verkstilligheten bruka
narkotika, alkohol samt andra berusningsmedel. Utéver det fir
verkstillighetsplanen enligt 15 § samma lag innehalla féreskrifter om
boende, skolging eller annan sysselsittning, fritid, missbruks-
behandling, annan vird och behandling och andra 4tgirder som
syftar till att forebygga att den domde dterfaller 1 brott eller pd annat
sitt utvecklas ogynnsamt.

Under verkstilligheten ska den démde vara férbjuden att vistas
utanfér bostaden under kvillar och nitter mot l6rdag, sondag och
méndag, frin klockan arton p4 kvillen till klockan sju pd morgonen.
Ett sidant forbud kan under vissa férhillanden ersittas med ett
forbud att under vissa tider vistas pd en sirskilt angiven plats eller
inom ett sirskilt angivet omride, ett forbud att under vissa tider
limna ett sirskilt angivet omride, eller en skyldighet att under vissa
tider uppehilla sig pd en sirskilt angiven plats. Kontrollen av att den
domde foljer inskrinkningarna i rorelsefriheten ska goras med
elektroniska hjilpmedel, om det inte finns sirskilda skil mot det.
Regleringen ir teknikneutral och méjliggér anvindande av den
teknik som ir mest indamdlsenlig och minst integritetskrinkande.
Vad som exempelvis kan komma i friga nir det giller kontroll ir
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sddan stationir utrustning som enligt hittillsvarande ordning
anvinds av Kriminalvirden, en s.k. gps-boja.**

I 6§ lagen om verkstillighet f6r ungdomsévervakning finns en
bestimmelse om proportionalitet. Av bestimmelsen framgir att
verkstilligheten s lngt som mojligt ska utformas pd ett sitt som ir
dgnat att férebygga att den domde dterfaller 1 brott eller pd annat sitt
utvecklas ogynnsamt samt att en tvdngsitgird endast fir anvindas
om den stdr i rimlig proportion till syftet med dtgirden.

Om den démde 1 visentlig grad underl3ter att géra vad som
dligger honom eller henne enligt en dom pd ungdomstjinst, ska
Kriminalvirden meddela 8klagaren, se 26 § lag om verkstillighet av
ungdomsdvervakning. D3 fir dklagaren enligt 30 b § lag (1964:167)
med sirskilda bestimmelser om unga lagévertridare fatta beslut om
att varning ska meddelas den unga eller vicka talan enligt 32 kap. 4 §
brottsbalken, om att ungdomsévervakningen ska undanréjas och ny
pafoljd bestimmas.

Verkstillighet av fingelsestraff med elektronisk 6vervakning i bostad

Den som fitt en dom p3 fingelse 1 hogst ett ir och sex ménader kan,
om vissa foérutsittningar foreligger enligt lag om verkstillighet av
fingelsestraff med elektronisk o6vervakning, verkstilla fingelse-
straffet genom elektronisk évervakning i sin bostad. Mojligheten att
verkstilla en fingelsedom med elektronisk kontroll giller dock inte
fingelse som 4domts enligt 28 kap. 3 § brottsbalken.

Den som avtjinar sitt straff med fotboja 1 hemmet har enligt
2 kap. 3 § lag om verkstillighet av fingelsestraff med elektronisk
overvakning utegingsforbud och fir bara limna sin bostad under
bestimda tider, t.ex. for att arbeta. Behodver personen t.ex. gi till
likare méste denne ha sirskild tilldtelse frin sitt frivirdskontor. Bor
personen ensam tillits iven han eller hon att géra drenden vissa tider,
som t.ex. att handla mat.”

Enligt 2 kap. 1 § samma lag ska den démde iaktta skdtsamhet,
efter formiga soka férsorja sig samt 1 dvrigt ritta sig efter vad som
dligger honom enligt lagen och enligt foreskrifter som har meddelats
med stéd av lagen. Den démde fir enligt 2 kap. 2 § inte dricka

2+ Prop. 2019/20:118, Ungdomsdvervakning, s. 149 f.
2 Prop. 2024/25:202, Utékade méjligheter att verkstilla fingelsestraff med elektronisk
dvervakning, s. 67.
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alkohol eller anvinda andra beroendeframkallande medel. Vidare ir
den démde skyldig att under verkstilligheten pd begiran limna blod-
, urin-, utandnings-, saliv-, svett- eller hdrprov f6r kontroll av att han
eller hon inte ir pdverkad av sidana medel eller varor. Elektroniska
hjilpmedel fir anvindas f6r att kontrollera att den démde avhiller
sig frdn alkohol.

Den démde fir enligt 2 kap. 5 § liggas foreskrifter om att bl.a.
deltaiden behandlingsinsats som frivirden bestimt. Syftet ir att den
domde inte ska dterfalla i brott eller missbruk.

Kriminalvirden ska under den tid som verkstillighet utanfér
anstalt pdgdr utdva tillsyn éver den ddmde och hélla sig underrittad
om dennes forhdllanden, se 2 kap. 4 §. Myndigheten ska ocksd
genom formedling av stéd och hjilp verka for att den démde inte
fortsitter att begd brott och f6r att hans anpassning i samhillet dven
1 6vrigt frimjas.

Beslutet om verkstillighet utanfér anstalt ska, enligt 6 kap. 2 § lag
om verkstillighet av fingelsestraff med elektronisk 6vervakning,
upphivas, om den elektroniska kontrollen blir oméjlig att
uppritthilla. Vidare ska beslutet upphivas om den démde

1. &sidositter sina skyldigheter enligt lagen eller enligt en foreskrift
som beslutats med stéd av lagen och 3sidosittandet inte ir av
mindre betydelse,

2. begir det,

3. innan verkstilligheten har pabérjats, antingen déms pa nytt till
fingelse eller fir villkorligt medgiven frihet férverkad enligt
26 kap. 19 § eller 34 kap. 5 § brottsbalken pi sidan tid att han
eller hon ska avgjina fingelsestraff som ir lingre in
femhundrafyrtiofem dagar,

4. inte foljer ett foreliggande att pdborja verkstilligheten eller, nir
verkstilligheten ska pdborjas, dr hiktad eller intagen 1 kriminal-
vardsanstalt av ndgon annan anledning in for verkstillighet av det
straff som beslutet avser,

5. inte foljer ett foreliggande enligt 2 kap. 6 § att instilla sig for
upptagning av fingeravtryck, salivprov for dna-analys eller
fotografi av ansikte, eller
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6. inte betalar det belopp som Kriminalvdrden har faststillt enligt
3 kap.28§.

Verkstillighet av fingelsestraff med elektronisk 6vervakning i
kontrollerat boende

Det finns ocksd mojlighet enligt lag om verkstillighet av
fingelsestraff med elektronisk évervakning att verkstilla en dom pd
fingelse med elektronisk 6vervakning i ett kontrollerat boende. Det
ir en ny verkstillighetsform som liknar anstaltsvistelse med l6pande
elektronisk 6vervakning och pitaglig frihetsinskrinkning samt
kontroll och &vervakning.” Trots att lagen tridde i kraft den 1
januari 2026, ska reglerna om kontrollerat boende inte bérja
tillimpas forrin den 1 juni 2026.

Den som verkstiller ett straff i kontrollerat boende har enligt
2 kap. 3 § utegdngsférbud och fir bara limna det kontrollerade
boendet under bestimda tider, t.ex. for att arbeta. Behéver personen
tex. gd till likare miste denne ha sirskild tillitelse frin sitt
frivirdskontor.”” Enligt 2 kap. 1 § samma lag ska den démde iaktta
skotsamhet, efter formiga soka forsérja sig samt 1 dvrigt ritta sig
efter vad som 4ligger honom enligt lagen och enligt féreskrifter som
meddelats med stéd av lagen. Den domde fir enligt 2 kap. 2 § inte
dricka alkohol eller anvinda andra beroendeframkallande medel.
Vidare ir den démde skyldig att under verkstilligheten pd begiran
limna blod-, urin-, utandnings-, saliv-, svett- eller hirprov for
kontroll av att han eller hon inte ir pdverkad av s3dana medel eller
varor. Elektroniska hjilpmedel fir anvindas fér att kontrollera att
den démde avhaller sig frin alkohol.

Den domde fir enligt 2 kap. 5 § liggas foreskrifter om att bl.a.
delta i den behandlingsinsats som frivirden bestimt. Syftet ir att den
démde inte ska &terfalla 1 brott eller missbruk.

Kriminalvirden ska under den tid som verkstillighet utanfor
anstalt pagér utova tillsyn éver den ddmde och hilla sig underrittad
om dennes férhdllanden, se 2 kap. 4 §. Myndigheten ska ocksd
genom formedling av stdd och hjilp verka for att den démde inte

% Prop. 2024/25:202, Utékade méjligheter att verkstilla fingelsestraff med elektronisk
dvervakning, s. 39.

¥ Prop. 2024/25:202, Utékade méjligheter att verkstilla fingelsestraff med elektronisk
dvervakning, s. 42. f.
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fortsitter att begd brott och for att hans anpassning i samhillet dven
1 6vrigt frimjas.

Nir det giller verkstillighet i kontrollerat boende finns 1 4 kap.
1-4 §§ regler om hur den démde ska placeras samt dennes mojlighet
att utdva sysselsittning, dgna sig &t fysiska aktivitet, f6lja vad som
hinder 1 omvirlden, utdva sin religion och sammantrida med andra
(fortroenderdd). Det anges vidare 1 4 kap. 5 § att vissa regler om
kontroll- och tvingsitgirder i fingelselagen ska vara tillimpliga, t.ex.
8 kap. 1 § fingelselagen av vilken framgar att en intagen ir skyldig
att lita sig fotograferas.”® Av samma bestimmelse framgir att en
sidan dtgird endast fir anvindas om den stdr i rimlig proportion till
syftet med 3tgirden. Om en mindre ingripande tgird ir tillricklig
ska den anvindas.

Beslutet om verkstillighet utanfor anstalt ska, enligt 6 kap. 2 § lag
(2025:1053) om verkstillighet av fingelsestraff med elektronisk
overvakning, upphivas, om den elektroniska kontrollen blir omgjlig
att uppritthélla. Vidare ska beslutet upphivas i samma fall som anges
ovan om den som verkstiller ett fingelsestraff med elektronisk
dvervakning i bostaden.

6.3.4 Kommande paféljder

Som redogjorts for 1 avsnitt 7.1.3 dr det svenska pdfoljdssystemet
foremdl for omfattande reformer. En del av reformerna har hunnit
beslutas medan andra fortfarande ir pd utredningsstadiet. Det bér
dirfor i sammanhanget tydliggéras att redovisningen av Kriminal-
vérdens verksamhet 1 detta kapitel 4r en 6gonblicksbild som belyser
de befintliga pdfoljder som Kriminalvirden ansvarar f6r vid den
tidpunkt som utredningen 6verlimnas. En rad férindringar kan
emellertid vara pd ging, diribland villkorligt fingelse” och
sikerhetsférvaring.™

28 T prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling,
féreslds hinvisningen upphivas och méjligheten att ta fotografi i stillet regleras genom
inférandet av en ny bestimmelse i 2 kap. 7 §.

2 SOU 2025:66, En straffreform.

30 Lagridsremiss, Sakerbetsforvaring — en ny tidsobestimd fribetsberévande péféljd.
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6.3.5 Barn i hékte och anstalt
Internationella regler

Nir det giller barn som frihetsberévas finns en rad internationella
regler. Barnkonventionen slar fast att barnets bista alltid ska komma
1 forsta rummet. Dir anges ocksd att frihetsberévade barn ska
behandlas humant, hillas §tskilda frin vuxna och ha ritt till kontakt
med sin familj. FN:s konvention om medborgerliga och politiska
rittigheter’ betonar ocksd att ungdomsbrottslingar ska & en
behandling anpassad efter dlder och rittslig stillning.

Enligt de europeiska fingelsereglerna ska barn under 18 &r
placeras pd sirskilda anstalter. Om de ind4 hélls i vuxenfingelser ska
de 13 tillging till utbildning, vird och aktiviteter motsvarande vad
barn 1 samhillet erbjuds. Europarddets rekommendationer rérande
ungdomsbrottslingar’” ger skydd mot férnedrande behandling och
understryker vikten av individanpassade insatser som frimjar
dteranpassning 1 samhillet.

Nationella regler

Enligt 23 § lag med sirskilda bestimmelser om unga lagévertridare
far den som inte har fyllt arton &r anhillas eller hiktas endast om det
finns synnerliga skil. Av 24 kap. 4 § rittegdngsbalken framgar vidare
att om det bl.a. p.g.a. den misstinktes dlder kan befaras att hiktning
skulle komma att medfora allvarligt men f6r den misstinkte, far
hiktning ske endast om det ir uppenbart att betryggande
dvervakning inte kan ordnas. En misstinkt som inte har fyllt arton
&r nir hiktningsbeslutet verkstills fir vara berévad friheten i Sverige
som hiktad under en sammanhingande tid om hogst tre manader.
Hiktningstiden kan dock férlingas om det foreligger synnerliga
skal.

Det framgir av 2 kap. 3 § hikteslagen att en intagen som ir under
arton 4r inte fir placeras sd att personen vistas tillsammans med
intagna 6ver arton &r, om det inte kan anses vara till personens bista.

3! Internationella konventionen om medborgerliga och politiska rittigheter, 16 december
1966.

32 Europaridets rekommendationer CM/Rec (2008)11 (Recommendation of the Committee
of Ministers to member states on the European Rules for juvenile offenders subject to
sanctions or measures).
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Av 2 kap. 5 a § samma lag framg3r att en intagen under arton ir har
ritt att vistas med personal eller nigon annan minst fyra timmar varje
dag, s.k. isoleringsbrytande 3tgirder.

Nir det giller brott som nigon begdtt innan denne fyllt arton ir,
far det domas till fingelse endast om det finns synnerliga skil och 1
forsta hand ska di pifoljden 1 stillet bestimmas till sluten
ungdomsvird, se 30 kap. 5 § och 32 kap. 5 § brottsbalken.

Av 2 kap. 3 § fingelselagen fir en intagen som ir under arton &r
inte placeras sd att denne vistas tillsammans med intagna 6ver arton
ar, om det inte kan anses vara till personens bista.

Sankt straffbarhetsilder

Regeringen har i ett utkast till lagrddsremiss lagt forslag som innebir
att straffbarhetsdldern sinks till 13 &r for brott med minimistraff
fingelse 1 fyra ir eller mer samt forsok, férberedelse och stimpling
till sddana brott. Regleringen foreslds vara tidsbegrinsad och gilla i
fem &r.”

Barn och unga i hikte

P8 vissa hikten har Kriminalvirden inrittat barninriktade
avdelningar, t.ex. Sollentuna. I takt med att antalet hiiktade barn och
unga 6kar sd ir de underdriga i praktiken emellertid utspridda p4 flera
hikten. Kriminalvirden har uppgett att de efterstrivar att barn och
unga ska hanteras av samma personal men att det inte alltid gir att
uppritthilla. Kriminalvirden har uppgett att det av resursskil ir en
utmaning att {3 till isoleringsbrytande &tgirder.

Barn och unga i anstalt

Den absoluta majoriteten av barn 1 3ldern 15-17 dr som idag déms
till frihetsberévande pafoljd, déms till sluten ungdomsvird. De
avtjinar pifoljden vid ungdomshem som drivs av Statens
institutionsstyrelse (SiS). Aven om barn redan i dag, vid synnerliga

3 Utkast till lagrddsremiss, Sinkt straffbarbetsilder for allvarliga brott.
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skil, kan domas till fingelse, har detta dtminstone historiskt varit
ytterst ovanligt.”

Nir det giller antalet barn 1 anstalt ir de idag forhdllandevis £3
och nira 18 &rs 8lder. Det innebir att det hittills inte har behévt goras
nigra storre sirskilda arrangemang f6r denna grupp. Den viktigaste
frigan handlar om att sikra barn och ungas skolgdng. Det dr ocksd
viktigt att tillgodose barnets behov av att triffa vuxna som ir goda
forebilder.

Gruppen ir emellertid 6kande till antalet och om lagférslaget om
att sluten ungdomsvard ska ersittas med fingelse f6r barn och unga
kommer bli verklighet, bedémer Kriminalvirden att gruppen
kommer att 6ka ytterligare 1 antal.

Sirskilda enheter for unga i dldern 15-17 ar

En av regeringen tillsatt utredning® har nyligen gjort en éversyn av
regleringen om frihetsberdvande pdfoljder for lagovertridare som
begdr brott innan de har fyllt 18 &r och foreslagit omfattande
forindringar. Utredningen har inte haft i uppdrag att foresld ndgra
férindringar vad giller utgdngspunkten att barn och unga som begr
brott innan de fyllt 18 &r sirbehandlas vid straffmitning och
paféljdsval och barn ska alltsd dven i fortsittningen domas till
frihetsberovande pafoljd enbart 1 undantagsfall. Diremot har
utredningen foreslagit att piféljden sluten ungdomsvérd ska ersittas
med fingelse.

Bakgrunden till férslaget ir behovet av en ordning som mojliggor
tillrickligt ingripande reaktioner vid mycket allvarlig brottslighet,
innefattar adekvata &terfallsférebyggande &tgirder och som
sikerstiller en trygg och siker milj6. Pifoljden sluten ungdomsvérd
verkstills av Statens institutionsstyrelse men enligt forslaget ska
ungdomsfingelse verkstillas av Kriminalvirden. Utredningen har
emellertid foreslagit att det ska inféras en mojlighet att i
undantagsfall besluta att ett barn som doéms till fingelse kan
verkstilla straffet vid ett sirskilt ungdomshem. Regeringen har
limnat en lagrddsremiss som 1 huvudsak bygger p& utredningens

3 Kriminalvdrden, Barnkonsekvensanalys infér beslut om initiering att férbereda for

inrittande av barn- och ungdomsplatser vid vissa anstalter, 2025-01-20, dnr KV 2025-1385,
s. 3.
3 SOU 2023:44, En dversyn av regleringen om fribetsberévande pafoljder for unga.
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forslag.’® Kriminalvirden har av regeringen fitt i uppdrag att redan
nu férbereda inrittandet av sirskilda enheter f6r unga 1 8ldern 15-17
dr inom Kriminalvdrden.” Kriminalvirden har dirfér fattat beslut
om att férbereda for inrittande av barn- och ungdomsplatser vid
anstalterna Oster3ker, Hogsbo, Rosersberg, Kumla, Skenis, Tiby,
Sagsjon och Ystad.”

3 Lagridsremiss, Fribetsberdvande péafolider for barn och unga.
37 Regeringens beslut Ju2023/02157.
38 Kriminalvirdens beslut 2025-01-20, dnr KV 2025-1385.
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/ Problembild Kriminalvardens
verksamhet

7.1 Kriminalvarden behover utoka sin verksamhet
7.1.1 Inledning

Kriminalvirden har under de senaste dren varit hirt belastad
kapacitetsmissigt. Myndigheten kommer dessutom att ytterligare
behova utdka sin verksamhet kraftigt utifrdn myndighetens
berikningar av sina framtida kapacitetsbehov. Det som redogors for
1 detta kapitel ir Kriminalvirdens egna berikningar av sina
kapacitetsbehov och de risker som myndigheten har identifierat med
anledning av den pdgiende/planerade utékningen. Kriminalvirden
har ocks3 identifierat olika 16sningar, som redovisas sist 1 kapitlet.

7.1.2  Belaggningen inom Kriminalvarden 6kar
Hikte'
Inskrivna i hikte

Inskrivna 1 hikte r ett mitt som ger en bild av hur minga intagna
som ir inskrivna 1 hikte 1 genomsnitt eller vid en given tidpunkt.
Utover hiktade personer riknas dven dvriga inskrivna 1 hikte in.
Bland dessa ingdr t.ex. personer som verkstiller fingelsepafoljd i
hikte 1 avvaktan pd anstaltsplacering, s.k. verkstillighetsfall,
personer som ir forvarstagna enligt utlinningslagen samt gripna eller
anhillna.

! Samtliga siffror som redovisas i avsnittet kommer frin Kriminalvird och statistik 2024,
kapitel 3 och 7.

139



Problembild Kriminalvardens verksamhet Ds 2025:31

Sedan 2017 har, enligt Kriminalvirdens berikningar, det
genomsnittliga antalet inskrivna i hikte 6kat varje &r. Under 2024
skedde en storre 6kning jimfért med &ren innan. Det totala antalet
inskrivna var nistan 3 500, en 6kning med nira 1 700 jimfért med
2017 och drygt 400 fler an 2023. Under 2024 var i genomsnitt nira
3 060 personer hiktade per dag.

De flesta som ir inskrivna i1 hikte ir hiktade. Den kategorin
uppgdr till 88 procent av alla intagna i hikte. Den nist storsta
kategorin av inskrivna i hikte dr verkstillighetsfall, vilken uppgar till
9 procent av det totala antalet inskrivna. Ovriga kategorier ir
forhillandevis sm& och dr pd samma nivd som 2023. Antalet forvars-
tagna enligt utlinningslagen utgér tvd procent av alla inskrivna i
hikte. Antalet gripna eller anhéllna personer uppgir till en procent.
Samma procentandel utgors av évriga som ér inskrivna i hikte.

Tabell 7.1 Kategorier av inskrivna i hakte 2017-2024

2017 2018 2019 2020 2021 2022 2023 2024

Gripna/anhalina 34 34 33 30 30 30 23 27
(antal)
Gripna/anhélina 2% 2% 2% 1% 1% 1% 1% 1%
(andel)
Haktade 1503 1691 1860 2052 2173 2209 2644 3056
(antal)
Héaktade 84% 85% 87% 8% 88% 82% 86% 88%
(andel)
Verkstallighetsfall 152 170 138 156 164 345 323 310
(antal)
Verkstallighetsfall 9% 9% 6% 1% 1% 13% 11% 9%
(andel)
Forvarstagna 12 79 73 76 75 80 59 58
(antal)
Forvarstagna 4% 4% 3% 3% 3% 3% 2% 2%
(andel)
Ovriga inskrivna 21 22 27 17 17 15 13 18
(antal)
Ovriga inskrivna 1% 1% 1% 1% 1% 1% 0% 1%
(andel)
Totalt antal 1781 1996 2132 2332 2459 2680 3061 3470
inskrivna

Kriminalvérd och statistik 2024, kapitel 3.
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Avslutade hikimingar

Avslutade hiktningar visar antalet hiktningar som avslutats under
en period. En person kan riknas flera gdnger 1 den &rliga statistiken
om personen ir hiktad i flera irenden samtidigt eller om personen
hiktas igen under samma ar. Under 2024 avslutades nira 11 330
hiktningar. Det ir enligt Kriminalvirden en 6kning med drygt 1 220
jimfort med foregdende ir.

Figur 7.1 Avslutade hdktningar 2017-2024
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Kriminalvard och statistik 2024, kapitel 3.

Hiktningstid

Hiktningstiden ir den tid en person ir hiktad och befinner sig hos
Kriminalvdrden. Nir en person hiktas i sin utevaro, riknas
hiktningstiden frin dagen d& personen faktiskt kommer till hiktet.
Enligt Kriminalvirdens prognoser fortsitter trenden med okande
hiktningstider. Av de avslutade hiktningarna 2024 var 48 procent
tvd ménader eller kortare, vilket ir tre procentenheter ligre 4n 2023.
31 procent av de avslutade hiktningarna var fyra minader eller
lingre, jimfért med 29 procent 2023. Den genomsnittliga
hiktningstiden for avslutade hiktningar var under 2024 98 dagar.
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Det motsvarar 14 veckor. Motsvarande tid £6r 2022 och 2023 var 83
respektive 91 dagar, d.v.s. mellan 12 och 13 veckor. Aven
medianhiktningstiden har enligt Kriminalvirden 6kat frdn 57 dagar
2023 till 65 dagar 2024. Det menar Kriminalvirden tyder pd att det
ir en generell 6kning av hiktningstiderna och inte enbart en 6kning
av de allra lingsta hiktningstiderna.

Platser, beliggning och beliggningsgrad

Platser, beliggning och beliggningsgrad ir centrala begrepp inom
Kriminalvirden och syftar tll att beskriva platssituationen medan
inskrivna syftar till att beskriva populationen av intagna. Platser visar
antalet tillgingliga och av myndigheten beslutade platser som
Kriminalvirden kan placera intagna p8. Beliggning visar antalet
platser som, vid given tidpunkt, upptas av en person. En person kan
uppta en, flera eller ingen plats. Beliggningsgraden utgor kvoten
mellan beliggning och platser och visar hur stor del av platserna som
anvinds.

Den genomsnittliga beliggningen i hikte varierar frin ménad till
minad och mellan sidsonger. Det beror pd sisongsrelaterade
skillnader 1 aktivitet genom brottmélsprocessen, det vill siga frin
polis till domstol. Tidigare &r har sisongsvariationen, enligt
Kriminalvdrden, varit kraftig och regelbunden, med en markant
minskning under sommarméanaderna och vid &rsskiftet. Kriminal-
vdrden har emellertid noterat att variationen éver ménader under de
senaste dren har blivit mindre och nedgingen vid drsskiftet har inte
varit lika tydlig. S8 var fallet dven under 2024.

Beliggningsliget 1 hikte var enligt Kriminalvirden fortsatt
anstringt under 2024. Den genomsnittliga beliggningen var 3 236
intagna, vilket ir en 6kning med drygt 380, eller 13 procent, jimfort
med 2023. Beliggningsgraden p3 fasta platser 1 hikte var 119 procent
vilket dr en 6kning med sex procentenheter jimfoért med 2023. For
det totala antalet platser (fasta platser, beredskapsplatser och
tillfilliga platser) var beliggningsgraden 97 procent jimfért med
99 procent under 2023.

For att moéta det vixande platsbehovet har Kriminalvirden
fortsatt att arbeta intensivt med att ppna nya platser under 2024.
Antalet fasta ordinarie platser 1 hikte var i genomsnitt 2 722 under
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2024, vilket ir en 6kning med drygt 200 platser jimfort med 2023.
Antalet beredskapsplatser ckade frdn 365 platser 1 januari till 735
platser i december. I genomsnitt fanns det 539 beredskapsplatser
under 2024, vilket dr nidstan 250 fler in 2023. Antalet tillfilliga
platser 6kade frdn 63 platser 2023 till 74 platser 2024.

Antalet inskrivna i hikte

Enligt Kriminalvirdens berikningar har under 2024 det genom-
snittliga antalet inskrivna i hikte 6kat med nistan 410 jimfort med
2023, tll 3 470. Det dr det hogsta antalet under den redovisade
perioden 2005-2024. Jimfort med 2005 var det drygt 1490 fler
inskrivna 1 snitt r 2024. Sedan 2013, di det genomsnittliga antalet
inskrivna var som ligst under den redovisade perioden, har antalet
okat varje ar.

Anstalt’
Pdbérjade fingelseverkstilligheter

Piboérjade fingelseverkstilligheter visar antalet fingelsepafoljder
som pdboérjas genom ett frihetsberdvande. I méttet ingdr iven
intagna som pabérjat sin fingelsepafoljd 1 hikte i vintan pd placering
1 anstalt. En person riknas flera ginger 1 den drliga statistiken om
personen paborjar flera fingelseverkstilligheter under samma 4r. Att
antalet pdborjade fingelseverkstilligheter dndras 6ver tid beror pd
ménga olika faktorer, kinda och okinda. Férindringar i inflodet
beror enligt Kriminalvirden t.ex. pd dels férindrade brottsménster,
dels lagindringar. Dessutom péverkas inflodet av tidigare led i
brottmélsprocessen, bl.a. av polisens satsningar och domstolarnas
praxis.

Antalet piborjade fingelseverkstilligheter minskade, enligt
Kriminalvirdens berikningar, nistan konstant under perioden
2004-2017. Direfter har antalet 6kat, med undantag fér en tillfillig
nedgidng 2020. Under 2024 o6kade antalet pdbérjade fingelse-

2 Samtliga siffror som redovisas i avsnittet kommer frin Kriminalvird och statistik 2024,
kapitel 4 och 7.
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verkstilligheter med 1 165 till 11 812. Okningen ir hogre 4n den har
varit de senaste tre &ren.

Medelstrafftid

Medelstrafftiden for pdborjade fingelseverkstilligheter visar den
genomsnittligt utdémda strafftiden fér de intagna som pabérjar sin
verkstillighet 1 anstalt under ett &r. Om det finns ett fital intagna
med mycket linga strafftider kan det pdverka medelstrafftiden.
Medianstrafftiden ger d& en bittre bild av normalfallet, eftersom
medianen inte pdverkas av avvikande virden. Strafftiderna inkluderar
inte inflodet av livstidsdomda eftersom deras strafftider inte ir
tidsbestimda nir verkstilligheten p8boérjas. Eftersom dessa
strafftider ir linga blir den genomsnittliga strafftiden ndgot
underskattad. Den genomsnittliga strafftiden har, enligt Kriminal-
vérdens berikningar, 6kat konstant under den redovisade perioden
2015-2024 och var som hogst ar 2024 med 511 dagar. Medel-
strafftiden var drygt sex ménader lingre 2024 jim{ért med 2015, d&
medelstrafftiden var som ligst under den redovisade perioden.
Under 2024 var medianstrafftiden 210 dagar, vilket enligt Kriminal-
vdrdens berikningar ir en ¢kning med 30 dagar jimfért med 2023.
Medianstrafftiden 18g fram till 2019 p8 120 dagar for att direfter 6ka
till runt 150 under dren 2020-2022. Frdn 2023 har medianstrafftiden
dter okat.

Straffmassa

Straffmassa ir den sammanlagda utdomda strafftiden f6r en
population av intagna i anstalt. Straffmassan pdverkas dels av antalet
fingelseverkstilligheter som paborjas, dels av forindringar i de
strafftider som déms ut. Straffmassan inkluderar inte inflédet av
livstidsdémda eftersom deras strafftider inte dr tidsbestimda nir
verkstilligheten pdborjas. Eftersom dessa strafftider ir ldnga blir
straffmassan nigot underskattad.

Straffmassan har ¢kat under hela den redovisade perioden 2015-
2024 men 6kade som mest under 2024. Mellan 2023 och 2024 ¢kade
straffmassan enligt Kriminalvirdens berikningar med 16 procent.
Straffmassan har ¢kat frin ungefir 7 700 fingelsedr 2015 ull cirka
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16 700 fingelsedr 2024. Diremot har inflédet av personer inte 6kat 1
motsvarande omfattning. Det innebir att strafftiderna har blivit
lingre under tidsserien.

Tabell 7.2 Medel- och medianstrafftid samt straffmassa i ar fér paborjade
fangelseverkstélligheter* 2015-2024.

Matt 2015 2016 2017 2018 2019 2020 2021 2022 2023 2024
Inledd 8566 8484 8416 8911 9161 8956 9457 10268 10623 11776
verkstal-

lighet

Medel- 323 331 335 351 381 419 431 434 488 511
strafftid

(dagar)

Median- 120 120 120 120 120 159 150 147 180 210
strafftid

(dagar)

Straff- 7688 7807 7834 8676 9690 10432 11326 12370 14413 16719
massa (ar)

*Exklusive livstidsdomda utan angiven strafftid.
Kriminalvard och statistik 2024, kapitel 4.

Pdgdende fingelseverkstilligheter

Pigdende fingelseverkstilligheter den 1 oktober ir ett mtt som
visar antalet intagna som, genom ett frihetsberévande, verkstiller ett
fingelsestraff just det specifika datumet. Till pdgdende fingelse-
verkstilligheter riknas bl.a. dven personer som avtjinar sitt fingelse-
straff 1 hikte 1 vintan pd placering i anstalt (verkstillighetsfall).
Antalet pigiende fingelseverkstilligheter den 1 oktober piverkas av
antalet pdborjade fingelseverkstilligheter och de utdéomda
strafftiderna. Den 1 oktober 2024 var, enligt Kriminalvirdens
berikningar, antalet pigdende fingelseverkstilligheter 8 206. Det ir
drygt 1200 personer fler in 2023 och utgér den stdrsta okningen
under den redovisade perioden 2015-2024. Det ir enligt
Kriminalvirden drygt 4 000 personer fler in 2017, d4 antalet var som
ligst under perioden. Antalet pdgdende fingelseverkstilligheter den
1 oktober minskade under en lingre period fram till 2017.
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Figur 7.2 Pagaende fiangelseverkstailligheter 1 oktober 2015-2024.
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Platser, beliggning och beliggningsgrad

Beliggningsliget 1 anstalt var enligt Kriminalvirden fortsatt
anstringt under 2024. Den genomsnittliga beliggningen var 6 570
personer, vilket ir en okning med nira 930 personer, eller
16 procent, jimfért med 2023. Beliggningsgraden for fasta platser 1
anstalt var 131 procent jimfért med 120 procent ir 2023. For platser
totalt 1 anstalt var beliggningsgraden 98 procent. Det ir i nivd med
2023. Okningen av beliggningen i anstalt kan till stor del forklaras
av ett okat infldde och lingre strafftider. Fler nya intagna 1
kombination med lingre strafftider bidrar till en hogre beliggning.
En konsekvens av den héga beliggningen och platsbristen i1 anstalt
blev enligt Kriminalvdrden att ett betydande antal intagna behévde
verkstilla fingelsepafoljd 1 hikte i vintan pd anstaltsplats.

Under 2024 var, enligt Kriminalvirden, platsbehovet i anstalt
fortsatt storre dn platskapaciteten. Kriminalvirden arbetade dirfor
intensivt med att éppna nya anstaltsplatser. Genomsnittligt antal
fasta platser 1 anstalt var 6 719 under 2024, vilket var en 6kning med
nira 940 platser jimfért med 2023. Genomsnittligt antal beredskaps-
platser 6kade fran drygt 980 under 2023 till nistan 1 640 under 2024.
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Antalet inskrivna i anstalt

Antalet inskrivna 1 anstalt var enligt Kriminalvidrden i genomsnitt
7 530 under 2024 vilket var drygt 1210 fler 4n 2023. Det ir det
hégsta antalet under den redovisade perioden. Antalet inskrivna
okade varje minad under 2024 utom i1 december. Differensen mellan
det genomsnittliga antalet inskrivna 1 anstalt och den genomsnittliga
beliggningen har varierat frin &r till 3r. Precis som for hikte
forekommer skillnader mellan beliggning och antal inskrivna,
eftersom inskrivna personer inte nédvindigtvis behéver beligga en
ordinarie plats samtidigt som en person kan beligga flera platser.
Exempel p nir en person inte behdver beligga en ordinarie plats i
anstalt &r om personen befinner sig pd en sirskild utslussningstgird
eller pd sjukhus under en lingre period och d& inte behover en plats
1 anstalt. Att en intagen beligger flera platser samtidigt kan bero pd
att vederbérande tillfillige befinner sig i ett annat hikte till f6]jd av
att en domstolsférhandling hélls pd annan ort.

Frivard’
Pdbérjade verkstilligheter

Piborjade verkstilligheter 1 frivird dr ett mitt som visar antalet
klienter som borjat verkstilla skyddstillsyn (med eller utan
samhillstjinst, kontraktsvird eller fingelse), ungdomsévervakning,
villkorlig dom med sambhillstjinst eller fingelse genom verkstillig-
hetsformen intensivévervakning med elektronisk kontroll.* En
klient kan riknas flera ginger i den arliga statistiken om klienten
paborjar flera verkstilligheter samma &r. En klient kan ocksd ha
parallella frivirdsverkstilligheter. Det innebir exempelvis flera
pigdende overvakningar till f6ljd av overlappande 6vervaknings-
perioder efter villkorlig frigivning och eller dom till skyddstillsyn.
Villkorligt frigivna riknas inte in i antalet piborjade verkstilligheter
1 frivird eftersom de redan ir klienter inom Kriminalvirden.

Sett 6ver tid 6kade, enligt Kriminalvirdens berikningar, antalet
paborjade verkstilligheter inom frivird varje &r mellan 1989 och
2009. Det berodde framfor allt pd att det under perioden tillkom fler

3 Samtliga siffror som redovisas i avsnittet kommer frin Kriminalvird och statistik 2024,
kapitel 5.
*Sedan 1 januari 2026 heter verkstillighetsformen fingelsestraff med elektronisk évervakning.
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sitt att verkstilla pafoljder inom frivirden. Utéver skyddstillsyn
finns sedan 1994 mojlighet att verkstilla kortare fingelsepafoljder
genom intensivovervakning med elektronisk kontroll, numer s.k.
elektronisk overvakning. Sedan 1999 kan domstolen ocksd forena
villkorlig dom med en f{oéreskrift om samhillstjinst som
administreras av frivirden. Okningen under 00-talet av antalet
frivirdspafoljder berodde delvis pd en férindrad inriktning i
domstolarnas  val av pdfoljd. Forindringen innebar firre
fingelsepdfoljder och fler pafsljder 1 frivdrd. Under 2009 nidde
inflédet till frivirden sin topp, med mer dn 15000 pibdrjade
frivirdsverkstilligheter. Efter 2009 befann sig antalet paborjade
frivirdsverkstilligheter i en neditgdende trend under flera &r. Under
2024 paborjades totalt nistan 12 000 verkstilligheter inom frivirden.
Det ir en 6kning med cirka 500 jimfért med 2023. Antalet har enligt
Kriminalvirden ¢kat inom samtliga verkstillighetsformer 1
frivirden.

Pibérjad skyddstillsyn

Under 2024 pdbérjades, enligt Kriminalvirden, 6 689 verkstillig-
heter av skyddstillsyn vilket var drygt 380 fler in 2023.

Pibérjad ungdomsivervakning

Nir det giller ungdomsévervakning pibérjades totalt 213 verk-
stilligheter av ungdomsévervakning under 2024. Det var en 6kning
med 68 jimfort med 2023. Eftersom pdfoljden dr ny sedan 2021, och
det rér sig om en liten grupp klienter, bor jimférelser mellan tidigare
3r goras med viss forsiktighet.

Pibérjad villkorlig dom med sambillstjinst

Under 2024 pdbérjades, enligt Kriminalvirden, 3 246 verkstillig-
heter av villkorlig dom med samhillstjinst vilket var 46 fler in 2023.
Under den redovisade perioden 2015-2024 var antalet som hogst ar
2015 di nistan 3 800 verkstilligheter av villkorlig dom med
samhillstjinst pdborjades, och som ligst ar 2020 d& nistan 2 650
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verkstilligheter pdborjades. Mellan 2015-2020 har antalet
verkstilligheter minskat varje &r. Direfter har antalet, enligt
Kriminalvirden, 6kat med undantag fér 2022.

Péibérjad intensivévervakning med elektronisk kontroll’

Nir det giller intensivovervakning med elektronisk kontroll
paborjades, enligt Kriminalvirden, under 2024 verkstillighet 1 1 830
fall vilket dr tio fler in 2023. I den redovisade tidsserien 1994-2024
nidde antalet pibérjade intensivovervakningar med elektronisk
kontroll en tillfillig topp &r 1998 med drygt 3 900 verkstilligheter.
Direfter minskade antalet fram till 2002, f6r att sedan 6ka igen fram
till 2008 di nistan 3 090 verkstilligheter pabdrjades. Direfter
minskade inflédet varje &r fram till och med 2018 d3 antalet var
nistan halverat jimfért med 2008. Utvecklingen kan delvis férklaras
av att firre domdes till fingelse med strafftider upp till och med sex
ménader, vilket innebar att firre klienter uppfyllde grundkriterierna
for att avtjina en fingelsepdfoljd genom intensivévervakning med
elektronisk kontroll. Den neditgdende trenden bréts under 2019
och ersattes av en uppétgdende trend fram till och med 2021. Sedan
2023 har antalet okat. I oktober 2022 tridde en férindrad
lagstiftning 1 kraft dir det obligatoriska ans6kningskravet togs bort.
Det okade inflodet efter 2023 sammanfaller med lagstiftnings-
indringen och har, enligt Kriminalvirden, troligen en relation till
okningen.

Villkorlig frigivning

Av de avslutade fingelseverkstilligheterna under 2024 blev nira tre
fjirdedelar villkorligt frigivna med eller utan évervakning. Av dem
som blev villkorligt frigivna stilldes 88 procent under vervakning.
Det ir, enligt Kriminalvirden, en 6kning med en procentenhet
jamfért med 2023. Sedan 2018 har antalet villkorligt frigivna med
overvakning varit 1 en uppitgdende trend, dir antalet okat tydligt
frin 2020. Okningen av villkorligt frigivna med évervakning under
2020-2024 beror framfor allt pd foérindringar i bedémningen av

5> Frin den 1 januari 2026 benimnd verkstillighet av fingelsestraff med elektronisk
dvervakning.
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klientens 6vervakningsbehov. Férindringarna innebir att strafftiden
inte lingre dr avgorande utan att det i stillet gors en komplex
avvigning och mer individuell bedémning, dir behoven ses frin olika
perspektiv. Effekten blir, enligt Kriminalvdrden, att klienter som
tidigare inte har stillts under 6vervakning p.g.a. kortare strafftider,
nu i storre utstrickning stills under 6vervakning vid villkorlig
frigivning.

Sammanfattande slutsats om frivdarden

Totalt 6kade antalet pdbérjade verkstilligheter inom frivarden varje
3r mellan 1989 och 2009, framfér allt p.g.a. att det under perioden
tillkom fler sitt att verkstilla p&féljder inom frivdrden. Inflédet till
frivirden nidde en topp 2009 med mer in 15000 pdbérjade
frivirdsverkstilligheter. Direfter minskade antalet frivirdsverk-
stilligheter under flera &r dir nivin, enligt Kriminalvirden, har varit
relativt stilla eller svagt 6kande.

Tabell 7.3  Antal pabérjade verkstilligheter i frivard

Ar Skyddstillsyn Ungdomsdvervakning Villkorlig dom Intensiv- Totalt

med  dvervakning med

samhillstjanst elektronisk

kontroll
2015 6 091 3797 1827 11715
2016 5801 3362 1817 10980
2017 6110 3199 1642 10951
2018 6275 3127 1563 10965
2019 6220 2978 1609 10807
2020 5983 2 645 1622 10250
2021 6 285 38 3008 1778 11109
2022 5960 72 2 841 1614 10487
2023 6 307 145 3200 1820 11472
2024 6 689 213 3246 1830 11978

Kriminalvérd och statistik 2024, kapitel 5.
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Barn och unga i hikte och anstalt samt inom frivirden®
Unga i aldersgruppen 15-20 dr

I foljande avsnitt om unga redovisas 6versiktligt statistik frin
Kriminalvirden 6ver personer som var straffmyndiga men under
218r nir de pdborjade en hiktning eller verkstillighet inom
Kriminalvirden. Personer under 18 &r som befinner sig inom
Kriminalvirden redovisas sirskilt i nista avsnitt, bdde nir det giller
avslutade hiktningar och pdborjade verkstilligheter, men ingdr dven
i statistiken 6ver personer under 21 &r.

Antalet unga som hiktas fortsitter enligt Kriminalvirden att 6ka.
Under 2024 avslutades drygt 1 770 hiktningar av unga, vilket ir en
okning med 265 hiktningar, eller 18 procent, jimfért med 2023.
Aven hiktningstiderna 6kar. Fér avslutade hiktningar av unga under
21 ar var medelhiktningstiden 113 dagar, vilket ir en 6kning med 12
dagar jimfért med 2023. Det ir ndgot lingre 4n medelhiktningstiden
98 dagar f6r samtliga avslutade hiktningar. Medianhiktningstiden
for unga okade med 10 dagar under samma period, vilket enligt
Kriminalvirden tyder pd att det ir en generell 6kning av
hiktningstiderna och inte enbart en 6kning av de allra lingsta
hiktningstiderna. Om det inte finns behov av restriktioner viljs ofta
en alternativ 18sning, exempelvis SIS-placering eller placering 1
hemmet enligt lag med sirskilda bestimmelser om vird av unga.
Restriktioner dr dirfor vanligare bland unga hiktade jimfért med
samtliga hiktade.

Tabell 7.4  Medel- och medianhadktningstid for avslutade haktningar av
personer under 21 ar* 2022-2024

Haktningstid 2022 2023 2024
Antal avslutade haktningar 1173 1507 1772
Medelhaktningstid (dagar) 88 101 113
Medianhaktningstid (dagar) 54 73 83

*Avser alder vid paborjad haktning.
Kriminalvard och statistik 2024, kapitel 7.

Under 2024 var skyddstillsyn, enligt Kriminalvirden, den vanligaste
pafoljden for personer under 21 &r. Antalet unga personer som

¢ Samtliga siffror som redovisas i avsnittet kommer frin Kriminalvird och statistik 2024,
kapitel 7.
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piborjade en skyddstillsyn var 733. Det motsvarar 38 procent av
inflédet av unga respektive elva procent av det totala inflédet av
domda tll skyddstillsyn. Att skyddstillsyn dr den vanligaste
piféljden bland unga beror, enligt Kriminalvirden, till viss del p8 att
den anvinds som alternativ till fingelsepdféljd for unga lagdver-
tridare.

Den nist vanligaste pifoljden fér unga under 21 4r var fingelse.
Under 2024 piborjades, enligt Kriminalvdrden, 717 fingelseverk-
stilligheter av unga personer, vilket motsvarar 37 procent av inflédet
av unga i den 3ldersgruppen. Det ir 55 fler in 2023. De unga
personerna stod foér sex procent av det totala antalet pdborjade
fingelseverkstilligheter 2024, vilket ir 1 nivd med 2023.

Antalet unga som pabérjade en villkorlig dom med samhillstjinst
var, enligt Kriminalvdrden, 216. Det ir firre in de som paborjade en
fingelseverkstillighet eller en skyddstillsyn. Unga stod for sju
procent av det totala inflddet av démda till villkorlig dom med
samhillstjinst.

Den minst vanliga verkstilligheten bland unga var, enligt
Kriminalvdrden, intensivévervakning med elektronisk kontroll.”
Totalt borjade 41 unga personer avtjina en fingelsepifoljd genom
intensivovervakning med elektronisk kontroll, vilket motsvarar tvd
procent av det totala inflodet fér pafoljden.

Antalet unga som paborjade en ungdomsévervakning var 213,
vilket dr en 6kning med 68 jimfort med 2023.

Av de 1920 unga personerna som pdbérjade en verkstillighet
inom Kriminalvirden under 2024 var 40 procent 20 &r, 35 procent
19 4r, 18 procent 18 dr och &tta procent var 17 ar eller yngre.

7 Fran den 1 januari 2026 benimnd verkstillighet av fingelsestraff med elektronisk &ver-
vakning.
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Tabell 7.5 Inflodet till Kriminalvarden ar 2024, varav personer under 21 ar
efter typ av verkstallighet

Typ av verkstallighet Antal personer Varav unga Varav unga
totalt  personer antal  personer andel
Fangelse 11812 717 6%
Skyddstillsyn 6 689 733 11%
Ungdomsovervakning 213 213 100%
Villkorlig dom med 3246 216 1%
samhallstjénst
Intensivévervakning med 1830 41 2%

elektronisk kontroll
Kriminalvard och statistik 2024, kapitel 7.

Barn under 18 dr

I detta avsnitt visas statistik frin Kriminalvirden &ver personer som
var under 18 &r vid pdborjad hiktning eller verkstillighet.

Antalet barn som hiktas fortsitter, enligt Kriminalvirden, att
dka. Under 2024 avslutades 475 hiktningar av barn i 8ldrarna 15-17.
Det ir en 6kning med 140 hiktningar, eller 42 procent, jimfért med
2023. Hiktningstiderna har ocksg 6kat. For avslutade hiktningar av
personer under 18 ir var medelhiktningstiden 84 dagar, vilket ir en
okning med 10 dagar jimfoért med 2023. Medianhiktningstiden
dkade med 4 dagar under samma period.

Tabell 7.6 Medel- och medianhaktningstid for avslutade haktningar av
personer under 18 ar* 2022-2024

Haktningstid 2022 2023 2024
Antal avslutade haktningar 194 335 475
Medelhaktningstid (dagar) 50 74 84
Medianhaktningstid (dagar) 29 54 58

*Avser alder vid paborjad haktning.
Kriminalvard och statistik 2024, kapitel 7.

Av de 1920 barn, d.v.s. unga under 21 4r, som pdborjade en
verkstillighet 1 Kriminalvirden under 2024 var, enligt Kriminal-
varden drygt 150 personer under 18 dr. Det motsvarar dtta procent
av infldet av unga, vilket dr en 6kning med tv4 procentenheter och
drygt 40 fler verkstilligheter in 2023. Av dessa pdbérjade merparten,
91 procent, en ungdomsévervakning, medan 13 klienter piborjade
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en skyddstillsyn och en klient pdborjade en verkstillighet genom
intensivovervakning med elektronisk kontroll. Inga personer under
18 &r piborjade en fingelseverkstillighet eller villkorlig dom med
samhillstjinst under 2024.

Tabell 7.7 Inflédet av personer under 18 ar till Kriminalvarden 2024 efter
typ av verkstallighet

Typ av verkstéllighet Antal
Anstalt 0
Skyddstillsyn 13
Ungdomsévervakning 137
Villkorlig dom med samhéllstjénst 0

Intensivovervakning genom elektronisk kontroll
Kriminalvérd och statistik 2024, kapitel 7.

7.1.3  Kriminalvardens kapacitetsrapport 2025-2034
Nulige

Kriminalvirden har den 11 mars 2025 till regeringen redovisat en
kapacitetsrapport for ren 2025-2034.° Av rapporten framgdr att det
totala inflédet personer har fortsatt att 6ka under det senaste dret
och paverkan pd Kriminalvirden har varit och ir fortsatt betydande.
Framfor allt utgér den ihdllande héga beliggningsgraden en mycket
stor pafrestning pi myndigheten och dess verksamhet.’

Enligt Kriminalvirden hade myndigheten den 1 januari 2025,
3 645 hiktesplatser' och ca 7 200 anstaltsplatser''. Myndigheten har
haft en omfattande personaltillvixt och vid utgingen av 2024 hade
myndigheten &ver 20000 anstillda. Personaltillvixten kommer
enligt Kriminalvirden att fortsatt vara omfattande."

Tidbavtalets paverkan

Regeringen (Moderaterna, Kristdemokraterna och Liberalerna) och
dess samarbetsparti (Sverigedemokraterna) har triffat en dverens-

8 Kriminalvirdens kapacitetsrapport f6r 2025-2034.

% Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 10.
10 Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 12.
! Kriminalvdrdens kapacitetsrapport f6r 2025-2034, s. 13.
12 Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 14.
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kommelse som ligger till grund fér regeringsbildning samt
budgetsamarbete under mandatperioden 2022-2026, det s.k. Tid6-
avtalet. Overenskommelsen innefattar bla. ett samarbetsprojekt
rorande kriminalitet.

Inom samarbetsprojektet rérande det omrddet har tre storre
reformomriden pekats ut. Det handlar enligt vad som sigs i
Tiddavtalet om monsterbrytande tgirder for att stoppa gingen,
krafttag mot ungdomsbrottsligheten och en fullstindig och
genomgripande Sversyn av strafflagstiftningen. Inom ramen for
reformomridena har 48 olika enskilda reformer identifierats.
Kriminalvirden har bedémt att féljande reformer kommer att f3 stor
paverkan pd Kriminalvirdens kapacitet och kostnader.

Beslutade reformer:

— Prop. 2022/23:53, Skérpta straff for brott i kriminella nétverk.

— Prop. 2023/24:33, Skjutvapen och explosiva varor — skirpta straff
for de allvarligare brotten.

— Prop. 2024/25:124, Skdirpt syn pd sexuella krinkningar, bedrigerier
mot dldre och brott med kin som hatbrottsmotiv.

— Sinkt straffbarhetsilder for allvarliga brott."”
— Prop. 2025/26:34, Skérpta regler for villkorlig frigivning.

— Prop. 2024/25:202, Utckade mijligheter att verkstilla fingelsestraff
med elektronisk Gvervakning.

— Prop. 2025/26:49, Ett utvidgat straffansvar for forsok, forberedelse
och stampling till brott.

— Sikerhetsforvaring — en ny tidsobestimd frihetsberdvande
pafoljd."

— En 6versyn av regleringen om frihetsberdvande péfoljder for

unga.”

Foreslagna men dnnu ej genomférda reformer:

— SOU 2024:30, En statlig ordning med brottsforebyggande dtgirder
for barn och unga.

13 Utkast till lagradsremiss, Sankt straffbarbetsilder for allvarliga brott.
4 Lagridsremiss, Sakerbetsforvaring — en ny tidsobestimd fribetsberdvande pafolid.
15 Lagrddsremiss, Fribetsberovande pafolider for barn och unga.
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— SOU 2024:39, Skdirpta regler om ungdomsovervakning och
straffreduktion for unga.

— SOU 2024:48, Ett dndamdlsenligt sambillsskydd. Vissa reformer av
straff- och straffverkstillighetslagstiftningen.

— SOU 2024:54, Vigar till ett tryggare sambille. Atgirder for att
motverka dterfall i brott.

— SOU 2024:93, Effektivare verktyg for att bekimpa brott av unga
lagovertridare.

— Ds 2025:1, Hyra anstaltsplatser utomlands.
— SOU 2025:66, En straffreform.

Utéver det nimns i budgetpropositionen for 2026 ytterligare
dtgirder som regeringen planerar att genomféra och som kan {3
paverkan p& Kriminalvirdens verksamhet.

Framtida kapacitetsbehov
Pdverkans- och oséikerbetsfaktorer

Kriminalvdrden har haft i uppdrag att redovisa myndighetens
kapacitetsbehov (platser, personal och pengar) tll f6ljd av
Tidodavtalet. Redovisningen kompliceras enligt Kriminalvdrden av en
rad paverkans- och osikerhetsfaktorer. Det handlar bl.a. om antalet
brott som begds, hur andra myndigheter 1 rittskedjan resurssitts,
svirighet att bedéma nir i1 tid som forslagen ger effekt och
inkapaciteringens foljder. Inkapaciteringen innebir att de personer
som ir frihetsberévade typiskt sett inte kan 4terfalla i brott.

Framtida platsbehov

Det totala antalet hiktade bedéms, enligt Kriminalvirden, 2034
kunna uppg3 till cirka 5 000, vilket skulle innebira en 6kning med
cirka 60 procent i férhdllande till idag. Den frimsta orsaken till
okningen bedémer Kriminalvirden vara lingre hiktestider. Den
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genomsnittliga hiktestiden har ¢kat med 29 dagar de senaste fyra
dren.'

De reformer och reformférslag som redovisats ovan bedéms ha
storst effekt pd utvecklingen av intagna i fingelse. Mot bakgrund av
den stora osikerhet som ligger 1 effektberikningarna har
Kriminalvirden tagit fram berikningar utifrdn féljande fyra olika
scenarion.

— Scenario 1. Antalet intagna i fingelse 2034 kan komma att uppgd
till 37 500, vilket skulle innebira en 6kning med cirka 380 procent

1 forhillande till idag.

— Scenario 2. Antalet intagna i fingelse 2034 kan komma att uppgd
till cirka 28 500, vilket skulle innebira en 6kning med cirka 260
procent 1 forhdllande till idag.

— Scenario 3. Antalet intagna i fingelse 2034 kan komma att uppgd
till cirka 19 000, vilket skulle innebira en 6kning med cirka 140
procent 1 férhillande till idag.

— Scenario 4. Antalet intagna i fingelse 2034 kan komma att uppgd
till cirka 41 000, vilket skulle innebira en 6kning med cirka 420
procent i férhillande till idag."”

Nir det giller frivird har Kriminalvirden tagit fram tv berikningar
utifrin scenario ett respektive scenario tvd. Det totala antalet
frivirdsklienter bedéms 2034 kunna komma att uppgd till cirka
23000 enligt scenario 1 och 25500 enligt scenario 2, vilket
motsvarar en 6kning med cirka 40 respektive 60 procent.'

Utokning av antalet barn i héikte och anstalt

En rad utredningsforslag har limnats som férvintas, enligt
Kriminalvirden, ge effekter p antalet barn i hikte och anstalt. De
beskrivs kort nedan.

— En 6versyn av regleringen om frihetsberdvande pifoljder for
unga.” T lagrddsremissen limnar regeringen férslag om att

16 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 26.

17 Kriminalvdrdens kapacitetsrapport fér 2025-2034, s. 27 f.
18 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 29.

1Y Lagrddsremiss, Fribetsberovande pafolider for barn och unga.
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pafoljden sluten ungdomsvard ska utmonstras och att fingelse 1
stillet ska démas ut. Fingelsestraffet ska avtjinas pd sirskilda
ungdomsavdelningar.

Skirpta regler om ungdomsévervakning och straffreduktion for
unga.” Utredningen har i sitt delbetinkande limnat férslag om
att ungdomsreduktionen for lagévertridare i ldrarna 18-20 4r
helt ska avskaffas och att reduktionen for lagévertridare i
3ldrarna 15-17 ar ska begrinsas s8 att avtrappningen sker under
tre &r i stillet for som tidigare sex.

Effektivare verktyg for att bekimpa brott av unga lagdver-
tridare.”’ Utredningen féreslar bla. i sitt betinkande att tiden hur
linge barn fir vara hiktade innan 3tal vicks ska férlingas frin tre
till fem ménader.

Straffbarhetsdldern.”” Utredningen som har utrett frdgan har
foreslagit att straffbarhetsdldern sinks till 14 r betriffande de
brott som har ett minimistraff pa fingelse 1 fyra ar eller mer samt
forsok, forberedelse och stimpling till sidant brott. Regeringen
foreslar emellertid 1 utkast till lagridsremiss att straftbarhets-
3ldern 1 stillet sinks till 13 &r. Det foreslis ocksd en tidsbegrins-
ning av férslaget till fem &r.”

Kriminalvirden har fitt 1 uppdrag av regeringen att forbereda
inrittandet av enheter pd anstalterna f6r unga 1 dlder 15-17 &r, som
ska vara redo att tas i drift senast den 1 juli 2026. Dessa enheter
benimns barn- och ungdomsavdelningar. Kriminalvirden bedémer

att

det kommer att finnas ett behov av cirka 100 barn- och

ungdomsplatser 2026. Ar 2027 bedéms platsbehovet vara 250 och i
slutet av tiodrsperioden bedéms behovet uppgd till ca 370 platser

enl

igt scenario 1, 2 och 4 samt cirka 330 platser enligt scenario 3.**

20SOU 2024:39, Skdrpta regler om ungdomsévervakning och straffreduktion for unga.
21 SOU 2024:93, Effektivare verktyg for att bekimpa brott av unga lagévertridare.
22SOU 2025:11, Straffbarbetsildern.

2 Utkast till lagrddsremiss Sinke straffbarhetsilder f6r allvarliga brott.

24 Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 34.
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Framtida personalbehov

Personalbehovet 1 hikte och anstalt bedéms, enligt Kriminalvarden,
2034 uppgd tll cirka 22 700 A&rsarbetskrafter. Det innebir en
dubblering av antalet drsarbetskrafter jimfort med 2024, d& antalet
var cirka 11 000. Berikningarna ir gjorda utifrdn en minskad
personaltithet med 30 procent jimfoért med 2023 &rs bemannings-
nivi. Kriminalvirdens verksamhet fér hikte och anstalt bedoms, 1 ett
bista scenario, kunna utdkas till omkring 25 000 &rsarbetskrafter
fram till 2034.%

Personalbehovet 1 frivird beddms, enligt Kriminalvirden, 2034
uppgd till cirka 3 600 &rsarbetskrafter. Det innebir nistintill en
dubblering av antalet rsarbetskrafter jimfért med 2024 d3 siffran
var cirka 1 900.%

Med beaktande av myndighetens planerade kapacitetsutékning
uppskattar Kriminalvirden att antalet &rsarbetskrafter skulle behova
utdkas fran cirka 16 000 till cirka 40 000 arsarbetskrafter under den
kommande tiodrsperioden med bibehdllen bemanningsnivd. En
sddan 6kning bedomde Kriminalvirden redan i forra kapacitets-
rapporten inte vara mojlig att genomféra. Kriminalvdrden bedémer
att antalet drsarbetskrafter 1 bista fall skulle kunna utékas ull att
omfatta totalt cirka 33 000. Bedémningen ir baserad pi landets
demografiska och geografiska férutsittningar att kompetensférsorja
myndighetens uppdrag 1 konkurrens med annan likvirdig
verksamhet inom vilfirdssektorn samt hos privata aktorer.”

Risker med kapacitetsutékningen
Stora utmaningar for Kriminalvdrden

I Kapacitetsrapporten pétalar Kriminalvirden att myndigheten stir
infér en expansion som verksamheten aldrig varit i nirheten av
tidigare. Som framgar i avsnitt 7.1.2 har inflédet av personer hos
Kriminalvirden 6kat under flera 4r med anledning av genomférande
av ett stort antal lagstiftningsforslag pd utvidgade kriminaliseringar
och straffskirpningar. Aven om berikningar av framtida behov i viss

% Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 44.
26 Kriminalvirdens kapacitetsrapport for 2025-2034, s. 45.
¥ Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 48.
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utstrickning ir osikra, kan konstateras att verksamheten till {6]jd av
de forslag som anges 1 Tiddavtalet kommer att behdva utokas rejilt.
Kriminalvirdens nuvarande berikningar av lagférslagens effekter
visar pd att antalet platser fér intagna kommer att behova utokas till
dr 2034 med 5 000 platser 1 hikte och mellan 19 000 och 41 000
platser 1 anstalt. Vidare kommer antalet drsarbetskrafter dr 2034 att
behéva ha utdkats till 22 700 medarbetare 1 hikte och anstalt samt
3 600 arsarbetskrafter inom frivirden.

En Kkapacitetsutokning av nu forestdende slag medfér stora
utmaningar enligt Kriminalvirden. Det handlar om att inom en
forhdllandevis kort tidsperiod utdka kapaciteten av antalet platser i
befintliga anliggningar men ocksd utbyggnad av befintliga eller nya
anliggningar. Den sortens nyetableringar kriver omfattande arbete
med bl.a. markférvirv och upphandling av entreprenad men ocksi
rekrytering av en avsevird mingd personal, allt medan ordinarie
verksamhet ska bedrivas som vanligt.

Foér att mota den stora dkningen av antalet intagna bedomer
Kriminalvirden att beliggningen kommer att behdéva okas 1
befintliga anliggningar. Dessutom planeras for anstalter med storre
kapacitet dn vad befintliga anliggningar har. Beliggningstitheten 1
svenska hikten och anstalter kommer dirmed att framéver bli en
annan samtidigt som personaltitheten kommer att minska, nigot
som enligt Kriminalvirdens rapport vicker frigor om bl.a. sikerhet
och hur verksamheten kan bedrivas mer effektivt utan att ge avkall
pd meningsfullt verksamhetsinnehll {6r de intagna.

Platsbrist

Kriminalvirden ska enligt sitt uppdrag fortlépande anpassa antalet
platser inom hiktes- och anstaltsorganisationen till det aktuella
behovet. S3som framkommit i1 rapporten tar processen att tillskapa
nya platser tid och dr 1 stor utstrickning beroende av for
myndigheten opdverkbara yttre faktorer. Trots en historiskt
kraftfull utbyggnadsplan kommer Kriminalvirden, enligt vad som
sigs 1 rapporten, sannolikt att {3 svirt att hinna bygga ut hiktes- och
anstaltsverksamheten i takt med det indikerade platsbehovet och det
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finns ett 6verhingande behov av att vidta fler och andra &tgirder,
dels for att skapa fler platser, dels for att frigéra platser.”

Personalforsorjning

Grundliggande for Kriminalvirdens uppdrag ir att myndigheten
lyckas personalférsorja  verksamheten pd ett for uppdraget
indamadlsenligt sitt. For att moéta personalbehovet enligt aktuell
kapacitetsutokning med en minskad bemanningstithet om cirka 30
procent, krivs enligt Kriminalvirden, effektiviseringar av arbetssitt
och arbetsmetoder samt automatisering och teknikstsd.”

I foregdende ars kapacitetsrapport angav Kriminalvirden att den
framtida personalférsérjningssituationen med firre medarbetare i
forhallande till antalet intagna i den klientnira miljon kan riskera att
fa konsekvenser for bl.a. sikerheten och det dterfallsférebyggande
arbetet. Den snabba expansionen bedémdes i den rapporten paverka
arbetsmiljon negativt, framfér allt fér klientnira medarbetare.
Kriminalvirdens medarbetare blir alltmer utsatta i sin tjinste-
utdévning och det rapporteras 1 hégre grad om hot och vild mot
medarbetare, otilliten pdverkan och ordningsstérningar. Jimfort
med foéregdende &r hade en 6kning av antalet rapporter skett med 27
procent. Det, menade Kriminalvirden, innebir en risk for utsatthet,
incidenter och en allmin upplevelse av en férsimrad arbetsmiljé.”

Stora finansiella behov

Kriminalvirden har i rapporten bedémt att kapacitetsékningen
kommer att bli mycket kostnadskrivande, iven om myndigheten
samtidigt  forsoker effektivisera verksamheten. Den storsta
kostnaden f6r virddygnet utdver hyror 1 hikte och anstalt utgérs av
kostnader f6r personal. Ett effektivt sitt att hdlla nere kostnader for
ett virddygn vore dirfor, enligt Kriminalvdrden, att minska
bemanningsnivierna. Ett sddant arbete pdgir redan for att minska
risken f6r att bemanningsférmagan blir grinssittande f6r nédvindig
platsutveckling.”!

28 Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 55 f.f.

2 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 50 och 59 f.
3 Kriminalvirdens kapacitetsrapport for 2024-2033, s. 58 f.

3t Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 60.
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7.1.4  Kriminalvarden har identifierat méjliga 16sningar
Kriminalvardens strategiska 6verviganden

Lokaler

De berikningar och bedémningar som Kriminalvirden har gjort
visar som beskrivits ovan pa ett kraftigt ¢kat platsbehov. En snabb
och kraftig expansion kriver flera 6verviganden avseende
infrastruktur och beliggning.

Kriminalvirden planerar att anpassa sina nya anstalter for att
inrymma tvd intagna per bostadsrum med hégre takhojd och fler
gemensamhetsutrymmen for att mojliggora flexibel och effektiv
expansion. I syfte att hantera den férvintade kningen av antalet
intagna i1 anstalt och hikte kommer Kriminalvirden att éverviga om
beliggning med fler 4n tvd intagna per bostadsrum, efter sirskild
bedémning av limplighet, framdver dven bor kunna ske inte bara i
anstalter av sikerhetsklass 3 utan dven i anstalter av sikerhetsklass 1
och 2 samt i hikte.”

For att snabbare kunna skapa anstaltsplatser har Kriminalvdrden
undersokt mojligheterna  att  etablera nya relativt  storre
anstaltsanliggningar med fabrikstillverkade byggnadselement, s.k.
koncepthus. Ambitionen ir att vinna tid och ekonomi utan att
forlora nimnvirt 1 kvalitet. Kriminalvirden arbetar dessutom med
framtagande av koncept f6r nista generations storanstalter (upp mot
800 platser). Ett omrdde som sannolikt skulle paverkas positivt av
att planera for stordrift i form av storre anstalter idr sjilva
byggnationsprocessen. Det skulle enligt kapacitetsrapporten
effektivisera planerings- och ritningsskedet, mojliggoéra fabriks-
produktion av byggmoduler och pd si sitt effektivisera genom-
forandet.”

For att kunna effektivisera upphandlingsprocesserna har
Kriminalvirden 6vervigt att med annonserat anbudsférfarande
upphandla fastighetsigare och entreprendr i samma upphandling. En
annan upphandlingsform som prévas vid kombinerad upphandling
av fastighetsigare och entreprenér ir konkurrenspriglad dialog, 1
syfte att f till dialog med anbudsgivarna kring férutsittningarna

32 Kriminalvirdens kapacitetsrapport for 2025-2034, s. 36.
3 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 37.
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men ocks3 for att i en dialog om vad de ser {6r begrisningar kring
anliggningens omfattning och investeringskostnad.™

For att kunna 6ka utbyggnadstakten av anstaltsplatser behéver
Kriminalvirden samverka med fler fastighetsigare. Ett alternativ till
ridande modell f6r dgarskap skulle kunna vara att rikta sirskilda
samhillsuppdrag till en myndighet eller bolag med ett utpekat
uppdrag att stédja Kriminalvirdens expansion med frimst anstalter
1 hogre sikerhetsklass s& snabbt och effektivt som méjligt.”

Vid nyetableringar av kriminalvirdsanliggningar finns det ett
beroende till den omgivande kommunala och regionala infra-
strukturen. Vikten av att dessa uppgifter kan utredas i ett tidigt
skede ir stor, eftersom dndringar ir mycket besvirliga i ett senare
skede.

Slutligen planerar Kriminalvirden att anvinda digitalisering,
tekniska 18sningar och automatisering for att effektivisera
verksamheten, minska resursanvindningen och skapa en sikrare
miljoé f6r bide personal och intagna. Under de kommande tio &ren
planeras for inférande av flera tekniska I8sningar for bla. slussning
och intern forflyttning, kontroll av var intagna befinner sig, 6kad
digitalisering hos intagna f6r att kunna erbjuda intagna ett kvalitativt
verksamhetsinnehdll och fler digitala kontakter f6r intagna med t.ex.
sjukvird, socialtjinst, arbetsférmedling och anhériga.”’

Personalférsorjning

Det ir enligt rapporten fundamentalt f6r Kriminalvirdens uppdrag
att myndigheten f6rmér personalforsorja verksamheten pd ett for
uppdraget indamalsenligt sitt.

Kriminalvirden har beslutat om en modell f6r enhetlig nationell
styrning 1 syfte att nd likvirdiga och effektiva bemanningsnivier
inom hikte och anstalt. Modellen innebir en resurstilldelning som
ir nyckeltalsberiknad utifrdn antal platser och sikerhetsklass vilket
generar ett antal heltidstjinster till en organisation. Malsittningen ir
att hiktes- och anstaltsverksamheten frdn 2029 ska kunna bedrivas

3* Kriminalvirdens kapacitetsrapport for 2025-2034, s. 38.
3 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 38 f.
3 Kriminalvirdens kapacitetsrapport for 2025-2034, s. 39.
37 Kriminalvirdens kapacitetsrapport fér 2024-2033, s. 39.
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med delvis nya arbetssitt och med en betydligt ligre personal-
tithet.”

Digitalisering, tekniska losningar och automatisering bedéms
enligt Kriminalvirden kunna bide utveckla och effektivisera delar av
Kriminalvirdens verksamhet med en god effekthemtagning. For att
mojliggora en 6kad digitalisering av den klientnira verksamheten
krivs rittsliga forutsittningar, forindring av arbetssitt och
forindringsledning  sivil som organisatoriska férindringar.
Inférandet av tekniska losningar kommer dven medféra nya risker
som maste hanteras, sdsom t.ex. cyber- och driftsikerhetfrigor.”

P4 en alltmer konkurrensutsatt och dynamisk arbetsmarknad ir
det avgdrande for arbetsgivare att inte bara attrahera ritt kompetens
utan ocksd att behilla, utveckla och engagera sina medarbetare och
chefer. Kriminalvirden har dirfér genomfért flera viktiga
l6nestrategiska  satsningar, identifierat behov av férindrad
kompetensutveckling och utbildning samt genomfért mer
noggranna och selektiva rekryteringar.*

7.1.5 Plan for kvalitativt verksamhetsinnehall: Vagen fram for
att mota morgondagens krav och behov

For att mota kommande férindring med betydligt fler intagna 1
anstalt och hikte och fler klienter i frivird, har Kriminalvirden 1
rapporten “Plan for kvalitativt verksamhetsinnehdll: Vigen fram for
att méta morgondagens krav och behov™", konstaterat att
myndigheten behover bedriva verksamheten pd ett delvis nytt sitt.
Milet ir att myndigheten ska bedriva ett verksamhetsinnehill med
kvalitet dven 1 en tid av utmaningar med kapacitetsokningar och
kompetenstorsdrjning. De effekter som ska uppnds handlar om att
myndigheten har:

— Ett fungerande verksamhetsinnehdll som ir kunskapsbaserat,
bygger pa forskning och ir férenligt med behandlingsprinciperna
risk, behov och mottaglighet.

3% Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 49.

¥ Kriminalvirdens kapacitetsrapport fér 2025-2034, s. 50.

4 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 52 f.f.

# Kriminalvirden, Plan foér kvalitativt verksamhetsinnehill: Vigen fram for att mota
morgondagens krav och behov, 2024-05-31, dnr 2023-8484.
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— En effektiv och mindre personalintensiv verksamhet dir
personalens kompetens i stor utstrickning dgnas &t klientnira
arbete som bidrar till den stédjande miljén, det terfallsfore-
byggande uppdraget och den dynamiska sikerheten.*

Kriminalvirden har 1 planen tagit fram fem inriktningar for
framtidens kriminalvdrd och en rad férslag och exempel pd vad dessa
inriktningar kan innebira 1 praktiken f6r de tre verksamhetsgrenarna
anstalt, hikte och frivird. Inriktningarna ir foljande: forenklade
klientprocesser, ~ human  stédjande  miljo,  digitalisering,
standardisering och differentiering samt att involvera samhills-
aktdrer. Det kommer att analyseras hur de olika inriktningarna kan
oka effektiviteten, liksom att prioritera och avgéra hur och i vilken
ordning myndigheten ska ta sig an dem. I arbetet med att analysera
och prioritera blir det dessutom viktigt att vara tydlig med vilka
processer, arbetsuppgifter eller insatser som myndigheten ska sluta
gora.

Den férsta inriktningen handlar om att foérenkla myndighetens
processer varigenom minskad administration och férenkling i
handliggning och arbetssitt kan 6ka effektiviteten genom att det
frigors personalresurser till det klientnira arbetet 1 anstalt, hikte och
inom frivirden. Omfattningen av utredningar kan minska utan
avkall pd kvaliteten i verksamhetsinnehillet och klientprocesser kan
samordnas och omorganiseras for bittre nyttjande av kompetens
inom myndigheten. *

Uppritthillande av en stddjande och human miljé ir den andra
inriktningen och handlar om hur basala behov, sikerhet, rittigheter
och omvirdnad tillgodoses for intagna 1 anstalt och hikte, samt for
klienter 1 frivirden. Personalens bemétande och kompetens ir
forutsittningar for dynamisk sikerhet, god arbetsmiljo och en
stédjande och dterfallsforebyggande miljo.*

Den tredje inriktningen handlar om digitalisering och
mojligheten att anvinda digitala verktyg for att nd fler intagna i hikte
och anstalt och klienter i frivirden. Det kan handla om hilso- och

# Kriminalvdrden, Plan fér kvalitativt verksamhetsinnehdll: Vigen fram foér att méta
morgondagens krav och behov, 2024-05-21, dnr 20238484, s. 9.

# Kriminalvdrden, Plan fér kvalitativt verksamhetsinnehdll: Vigen fram foér att méta
morgondagens krav och behov, 2024-05-31, dnr 2023-8484, s. 10 f.

# Kriminalvdrden, Plan fér kvalitativt verksamhetsinnehdll: Vigen fram fér att méta
morgondagens krav och behov, 2024-05-31, dnr 20238484, s. 13 f.f.

165



Problembild Kriminalvardens verksamhet Ds 2025:31

sjukvédrd, behandlingsprogram, stédjande samtal, isoleringsbrytande
dtgirder i hikte, dterfallsforebyggande insatser och utredningar.
Personalresurser kan d& frigéras till klientnira arbete och processer
automatiseras och digitaliseras.”

For att effektivisera verksamhetsinnehéllet handlar den fjirde
inriktningen om att anvinda befintliga resurser klokare, géra mer av
det som redan ir vilfungerande och effektivt och mindre av
individuella utredningar och anpassningar. Verksamhetsinnehéllet
behéver standardiseras s att de dterfallsforebyggande insatserna kan
nd s& minga som mojligt. Differentiering innebir att alla typer av
sysselsittning inte kommer att kunna erbjudas éverallt.*

Slutligen handlar den femte inriktningen om att involvera
samhillets aktorer. Kriminalvirdens 4terfallsférebyggande och
verkstillande uppdrag férutsitter samverkan med andra. Det giller
dels med andra rittsvdrdande myndigheter, dels med de aktérer som
myndigheten behéver samarbeta med kring intagnas dteranpassning
1 samhillet efter avtjinat straff, vanligtvis socialtjinst, beroende-
sjukvard, 6ppenpsykiatri och arbetsférmedling.

7.1.6  En ny kriminalvard

Kriminalvirden har konstaterat att den kraftiga expansion som
myndigheten behéver genomféra kommer att vara utmanande och
det kommer att behova stillas krav pd effektivisering och
nytinkande. Utdver det kommer kriminalvérd, utan att ge avkall pd
de krav som framgdr i avsnitt 6.3.2 och 6.3.3, enligt Kriminalvirdens
Plan f6r kvalitativt verksamhetsinneh8ll att behéva bedrivas pd ett
delvis nytt sitt.

Kriminalvirden har sjilv identifierat att digitalisering, tekniska
losningar och automatisering dr viktiga bestdndsdelar for att
mojliggdra bide utveckling och effektivisering av myndighetens
verksamhet.

Tekniska l6sningar skulle t.ex. kunna ersitta och férenkla vissa
arbetsmoment som ir personalmissigt resursdrivande. Inférandet av

# Kriminalvirden, Plan foér kvalitativt verksamhetsinnehdll: Vigen fram for att mota
morgondagens krav och behov, 2024-05-31, dnr 2023-8484, s. 15.

4 Kriminalvirden, Plan foér kvalitativt verksamhetsinnehdll: Vigen fram for att mota
morgondagens krav och behov, 2024-05-31, dnr 2023-8484, 5. 17 f.f.

# Kriminalvirden, Plan foér kvalitativt verksamhetsinnehdll: Vigen fram for att mota
morgondagens krav och behov, 2024-05-31, dnr 2023-8484, s. 23 f.f.
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tekniska losningar kan dven bidra till att tillgingliggora och ge
forutsittningar for att uppritthdlla och utveckla ett kvalitativt
verksamhetsinnehdll. Det kan dven bidra till att skapa en sikrare
milj6 for personal och intagna att vistas i.**

Det handlar t.ex. om att utveckla automatiserade arbetsrutiner
baserat pi biometrisk autentisering. Exempel pd situationer dir
biometriska uppgifter skulle kunna anvindas i verksamheten ir vid
identifiering eller verfiering av personer vid inledande av
verkstillighet och vid 4terkomst efter utevistelse, vid intern
forflyttning av intagna inom anstalter och hikten, vid évervakning
av promenadgdrdar och sysselsittningslokaler, for siker inloggning
vid anvindning av digitala resurser samt vid drogkontroll pi
distans.”

Om Kriminalvirden skulle i utokade rittsliga mojligheter att
anvinda teknik som stédjer mer automatiserade arbetssitt genom
biometrisk  autentisering av den intagne skulle, enligt
Kriminalvirdens kapacitetrapport, sikerheten kunna bibehillas eller
stirkas samtidigt som verksamheten skulle kunna effektiviseras i
relativt hog utstrickning. Personalberoende i1 arbetsmomenten
skulle minska och tid skulle kunna frigéras f6r kriminalvirdare f6r
annat arbete, som t.ex. att sikra ett kvalitativt verksamhetsinneh3ll
for de intagna. Mojlighet att uppritthdlla kontakter digitalt skulle
ocksd medfora firre transporter. Ett minskat antal transporter bidrar
vidare till en ligre riskexponering och dirmed hogre sikerhet i
relation till incidenter, avvikelser och fritagningar.*

Om de intagna kunde anvinda teknik dir de genom biometrisk
autentisering sjilva kan skota inloggning skulle det férenkla
anvindningen av digitala resurser samtidigt som det skulle hoja
sikerheten eftersom alternativa inloggningsmetoder, sdsom
losenord, kan komma pd avvigar, kan vara svira att minnas och
avtvingas av andra intagna.”'

# Kriminalvirdens kapacitetsrapport for 20252034, s. 50.

# Kriminalvdrdens framstillan rérande utékade méjligheter for Kriminalvirden att behandla
biometriska personuppgifter, 2024-06-11, KV 2024-11879.

50 Kriminalvirdens kapacitetsrapport f6r 2025-2034, s. 51.

5! Kriminalvirdens framstillan rérande utskade mojligheter f6r Kriminalvirden att behandla
biometriska personuppgifter, 2024-06-11, KV 2024-11879.
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7.2 Tillgangen till teknisk utrustning och digitala
I6sningar behdver 6ka

7.2.1 Nuvarande situation

Enligt vad Kriminalvirden har redogjort fér och vad utredningen
erfarit vid genomfoérda studiebesok, kan konstateras att
verksamheten 1 hikte och anstalt till stor del drivs genom manuell
hantering som personalen skéter och utan storre inslag av modern
teknik. I jimforelse med andra linder, se kapitel 11, synes Sverige
enligt EuroPris rapporter vara ett av de linder som haft begrinsad
genomférandegrad nir det giller satsningar pi olika digitala
l6sningar, bide vad giller effektiva systemlosningar fér t.ex.
inpassering genom biometrisk autentisering men iven tillgdng till
digitala resurser for de intagna. Jimforelsevis kan t.ex. nimnas att
Finland har lagstiftat om rittighet f6r de intagna att & anvinda
digitala resurser, varvid de intagna pd vissa anstalter erhdllit en egen
klientdator fér indamélet.”

Kriminalvirden har uppgett att utvecklingen i svenska hikten och
anstalter inte har kommit s ldngt. P4 vissa hikten och anstalter finns
surfplattor utan internettillgdng genom vilka de intagna kan ta del av
forundersdkningen rérande de brott de ir misstinkta for. I dvrigt
finns enligt Kriminalvirden ingen teknisk utrustning i form av
datorer, lisplattor, surfplattor eller liknande som de intagna fir
nyttja. Det finns datorer i lircentrum som de intagna som studerar
har mojlighet att anvinda. Dessa gir dock enbart att anvinda for
studier och inte till att besoka andra websidor 4n tilldtna sidor. Det
finns dven mojlighet att genomféra videosamtal med barn via en
surfplatta. Dessa samtal ir 6vervakade d& det ir en platta som inte ir
last for internet. Det finns ett fital stationira datorer som intagna
kan anvinda f6r att skriva t.ex. brev pd. Dessa ir inte uppkopplade
mot internet och pd de verksamhetsstillen dir de finns kan
personerna anvinda dem utan nirvarande personal. Intagna har
mojlighet att  genomféra digitala videométen med andra
myndigheter genom utrustning i s.k. sikra videoskdp dir den intagna
inte kan kontakta ndgon annan in den som ringts upp.

Enligt Kriminalvirden ir det i dagsliget problematiskt fér intagna
att t.ex. stilla sig 1 bostadské, kontakta Forsikringskassan och andra

52 Kriminalvirdens Reserapport frin verksamhetsbesdk i Finland, i regi av Digi:klient 30-31
januari 2025, 2025-03-13, dnr 2023-24319.
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myndigheter eftersom det kriver e-legitimation, nigot de inte har
tillgdng till under tiden pd anstalt eller hikte. Personerna ir till
mycket stor del hinvisade till att skriva brev f6r hand alternativt
ringa vanliga telefonsamtal tillsammans med personal.

Kriminalvirden har uppgett att det genomfors ett flertal
pilotprojekt vad giller att intagna ska f3 storre tillgdng will
digitaliserade l6sningar. Det handlar bide om att bereda intagna viss
tillgdng till internet men 1 dagsliget framfér allt att kunna ge
information digitalt och att kunna anvinda plattorna som forstroelse
d& de innehiller ett fital spel. Det pdgir dven pilotprojekt kring att
genomféra videomdten med t.ex. sjukvird och vid genomférande av
behandlingsprogram.

7.2.2 Verksamhetsinnehallet skulle kunna stdrkas genom
digitala l6sningar

Det foljer av sdvil internationella bestimmelser som svensk
lagstiftning att intagna har ritt till bl.a. utbildning, kontakt med
omvirlden och férberedelse infér dteranpassning 1 samhillet. Inom
Kriminalvirden anvinds begreppet verksamhetsinnehdll for att
nirmare beskriva de insatser som gors for respektive intagen.”

Flera delar av verksamhetsinnehillet skulle, enligt Kriminal-
varden, kunna tillhandah8llas genom digitala 16sningar, som t.ex.
utbildning pd distans, digitala vdrdbesdk, myndighetskontakter via
videokonferens eller chatfunktioner och kontakt med anhériga
genom videosamtal. Kriminalvirden har vidare uppgett att med
utdkade digitala mojligheter skulle de intagna dessutom kunna
anvinda surfplattor, lisplattor och datorer i storre utstrickning in
vad som sker idag och kunna géra kop i1 kiosken, ta del av vad som
sker 1 omvirlden samt ta del av sina egna irenden inklusive gora
digitala ansokningar om t.ex. telefonsamtal 1 stillet f6r pd papper
som sker idag. Genom digitala l6sningar skulle de intagna dessutom
kunna erbjudas ett stérre utbud av verksamhetsinnehillet samt
mojlighet till en 6kad frekvens av vissa moment, t.ex. utdkade
kontakter med anhoriga via videosamtal.

Kriminalvirden har redogjort for att intagna i hikte och anstalt
idag har starkt begrinsade mojligheter att hilla kontakt med

3 Kriminalvdrden, Plan fér kvalitativt verksamhetsinnehdll: Vigen fram fér att méta
morgondagens krav och behov, 2024-05-31, dnr 20238484, 5. 7 {.
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omvirlden. Kontaktméjligheten behover naturligtvis vara begrinsad
1 vissa avseenden men de intagna har precis som alla andra l6pande
behov av kontakter med vissa myndigheter som t.ex. sjukvird och
socialtjinst och infor frigivning behéver den intagne ges mojlighet
att forbereda sig genom att sdka bostad och arbete. Bdde under
hiktes- och anstaltsvistelse kommer alltsd den intagne att behdva ha
vissa kontakter med omvirlden. Sddana kontakter sker generellt i
samhillet 1 stor utstrickning genom digitala kanaler och l3sningar.
Enligt Kriminalvirden behéver pa hikte och 1 anstalt sidan kontakt
idag ske genom personalens forsorg och inte si sillan behover
personal dven 6vervaka kontakten eller samtalen. Det innebir enligt
Kriminalvirden vissa praktiska utmaningar eftersom méinga av
kontakterna numer behéver foras i1 digitala kanaler dir den berérde
legitimerar sig genom t.ex. bank-id men det innebir ocksi ett
integritetsintring fér den intagne att i nirvaro av en annan person
behéva hantera privata &tgirder som inte har med vistelsen 1 anstalt
att gora. Kontakterna kriver ocksé en del personalresurser.

7.2.3  Motverkande av digitalt utanforskap

Tillvaron 1 hikte eller pd anstalt innebir i stor utstrickning en
avskirmning frin resten av virlden. Det handlar férstds om att
rorelsefriheten inskrinks men ocksi att kontakter med omvirlden
och mojligheten att delta 1 samhillet starkt begrinsas. Det ir
naturligtvis en effekt av inldsningen som i vissa sammanhang ir
direkt 6nskvird och som i viss utstrickning behover tdlas. Samtidigt
har den intagne, som det pipekas i Kriminalvirdens rapport *Plan
for kvalitativt verksamhetsinnehdll”, ritt till en human miljs, en
verkstillighetsplan med kvalitativt innehdll och en teranpassning
till samhillet. Det dr enligt rapporten viktigt att foérbereda den
intagnes dteranpassning till ett liv i frihet och dir utgor férmagan att
efter frigivning kunna hantera teknik och digitalisering en allt storre
utmaning, 1 synnerhet for de intagna som avtjinar linga
fingelsestraff. Den intagne behover vinja sig vid och lira sig att
hantera teknisk utrustning och digitala 16sningar som t.ex. digitala
ansokningar till myndigheter, bank-id eller e-legitimation.
Kriminalvirden har uppgett att om den intagne inte kan anvinda
digitala tjinster for t.ex. kommunicering kommer de nédvindiga
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kontakterna med omvirlden att férsviras och det finns risk for att
den intagne hamnar i ett digitalt utanférskap efter frigivning.
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8 Kriminalvardens nuvarande
mojlighet att anvanda biometri

8.1 Begransade majligheter for Kriminalvarden
8.1.1 Fangelseverksamheten

Kriminalvirden fir enligt 8 kap. 1§ fingelselagen fotografera en
intagen for att underlitta identifiering av honom eller henne.
Inférandet av bestimmelsen motiverades med Kriminalvirdens
behov av att uppritthdlla ordning och sikerhet 1 anstalt varvid
mojligheten f6r Kriminalvirden att fotografera de intagna for att
underlitta identifieringen ir en naturlig och sjilvklar del.' Behovet
hade funnits redan innan dess och pitalats sirskilt av bl.a. JO.?

Frin och med den 1 april 2026 fortydligas bestimmelsen s3 att
det framgdr att fotografi fir tas av en intagen for biometrisk
autentisering eller annan identifiering av honom eller henne.
Andringen av bestimmelsen har av regeringen motiverats med
behovet att uppritthdlla en effektiv och siker straffverkstillighet.
Regeringen anfér 1 forarbetena till lagindringen att verkstillighet av
dom pi fingelse 1 anstalt forutsitter tillsyn och kontroll av den
démde, nigot som hittills har skett genom manuell hantering.
Dessutom noteras att i takt med att allt fler dédms till fingelse, har
tillsynen dver de démda blivit en mycket resurskrivande uppgift for
Kriminalvirden.’

Problemet har emellertid varit kint sedan tidigare och
mojligheten {6r Kriminalvirden att 1 framtiden anvinda biometri var

! Prop. 2006/07:127, Ndgra dndringar i kriminalvirdslagstifiningen, s. 27.

2JO:s beslut 2006-06-02, dnr 3461-2005.

3 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling,
s. 38 £.f.
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nigot som lyftes av lagstiftaren redan nir Kriminalvirdens
brottsdatalag inférdes.*

8.1.2  Frivardsverksamheten

Vid verkstillighet av dom p3 fingelse med elektronisk 6vervakning i
kontrollerat boende har Kriminalvirden sedan den 1 januari 2026,
enligt 4kap. 5§ lag om verkstillighet av fingelsestraff med
elektronisk  6vervakning genom hinvisning ull 8kap. 1§
fingelselagen, mojlighet att ta fotografi av den démde for att
underlitta identifieringen av en honom eller henne. Frin och med
den 1 april 2026 kommer det 1 stillet att regleras i 2 kap. 7 § lag om
verkstillighet av fingelsestraff med elektronisk 6vervakning att
fotografi fir tas av den démde f6r biometrisk autentisering eller
annan identifiering av honom eller henne. Den bestimmelsen
kommer att gilla bide de som ska verkstilla ett fingelsestraff 1 sin
bostad och de som ska verkstilla i kontrollerat boende. Nigon
motsvarande méjlighet f6r den 6vriga frivirdsverksamheten finns
inte idag.

8.2 Upptagning av biometriska underlag fér
biometriregistren

8.2.1 Ecris-TCN

EU har antagit en férordning (Ecris-TCN)® om inrittande av ett
system som ska gora det mojligt f6r medlemsstaterna att pd ett
effektivt sitt £8 reda pd vilka andra medlemsstater som har uppgifter
i sina kriminalregister om tredjelandsmedborgare®. Regeringen har
med anledning av férordningen antagit en ny lag med
kompletterande bestimmelser till fsrordningen om Ecris-TCN’ och
genomfort de lagindringar som behovs for att anpassa svensk ritt

* Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 254 {.

5> Europaparlamentets och ridets férordning (EU) 2019/816 av den 17 april 2019 om
inrittande av ett centraliserat system for identifiering av medlemsstater som innehar uppgifter
om fillande domar mot tredjelandsmedborgare och statslésa personer (Ecris-TCN).

¢ Med tredjelandsmedborgare avses personer som inte ir unionsmedborgare, se
Europaparlamentets och ridets férordning (EG) nr 810/2009 av den 13 juli 2009 om inférande
av en gemenskapskodex om viseringar, artikel 2.

7 Lag (2022:733) med kompletterande bestimmelser till EU:s férordning om Ecris-TCN.
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till forordningen, vilket bla. innebir regler om utdkad
fingeravtrycksupptagning. I foérordningen stills det nimligen krav
pd att medlemsstaterna 1 vissa fall ska féra in uppgifter om
fingeravtryck 1 Ecris-TCN, se artikel 5.1. Enligt dessa minimikrav
ska Ecris-TCN innehilla uppgifter om fingeravtryck, antingen i de
fall tredjelandsmedborgaren har domts till ett fingelsestratf pd minst
sex ménader eller har domts for ett brott som enligt medlemsstatens
lagstiftning dr belagt med fingelsestraff om minst tolv m&nader. Det
ir respektive medlemsstat som avgér vilket av dessa minimikriterier
som ska anvindas.® For att sikerstilla férordningens minimikrav
ansdg regeringen att det bor tas fingeravtryck av den som har domts
till fingelse 1 minst sex minader och att fingeravtrycken bor tas
under verkstilligheten.”

8.2.2 Bestammelse i 8 kap. 7a § fangelselagen

En av lagindringarna som genomférts for att leva upp till EU-
férordningen ir inférandet av en ny bestimmelse i 8 kap. 7a§
fingelselagen. Genom den sikerstills att fingeravtryck ska tas av en
intagen vid verkstillighet av en dom eller ett beslut pa fingelse i ligst
sex mdinader, om den intagnes fingeravtryck inte redan finns 1
polisens biometriregister, se vidare kapitel 12. Vid den nationella
oversynen av vilka lagstiftningsdtgirder som borde inféras med
anledning av EU-férordningen bestimdes att fingeravtryck skulle
tas av alla som har démts till fingelsestraff i minst sex ménader, nir
straffet ska verkstillas. Fingeravtryck ska alltsd tas dven av démda
som inte ir tredjelandsmedborgare. Regeringen hinvisade 1 denna
del till att skilen fér upptagning av fingeravtryck gor sig gillande
med samma styrka oavsett vilket medborgarskap den démde har.'

8.2.3 Mer om bestammelsen

Bestimmelsen 1 8 kap. 7a§ fingelselagen om Kriminalvirdens
skyldighet att uppta fingeravtryck tridde i kraft férst den 1 juli 2025,

d.v.s. samtidigt som Kriminalvirden genom tilligg i1 samma

8 Prop. 2021/22:172, Nya regler om informationsutbyte om brottmdlsdomar i EU, s. 38 {.
% Prop. 2021/22:172, Nya regler om informationsutbyte om brottmdlsdomar i EU, s. 43.
19 Prop. 2021/22:172, Nya regler om informationsutbyte om brottmdlsdomar i EU, s. 41 {.
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bestimmelse fick en skyldighet att uppta dven andra biometriska
underlag. Den indringen var en f6ljd av ett annat lagstiftningsirende
som rorde biometri 1 brottsbekimpningen varigenom reglerna for
nir biometriska underlag ska upptas, registreras och anvindas vid
utredning av brott utvidgades och polisens tidigare register 6ver dna-
profiler, fingeravtryck och signalement ersattes med nya
biometriregister. Nir den nya bestimmelsen 1 8 kap. 7 a § infordes
kom den alltsd att avse upptagning av fingeravtryck men iven
salivprov f6r dna-analys och fotografi av ansikte. Med fingeravtryck
menas avtryck av finger eller hand." Enligt bestimmelsen ska
Kriminalvirden regelmissigt kontrollera om den intagne
forekommer 1 polisens biometriregister ver misstinkta och démda
med de biometriska underlagen. Om nigon av dessa uppgifter
saknas ska upptagning goras.

8.2.4  Praktisk hantering

Upptagningen  ska  utféras  av  Kriminalvirden  eller
Polismyndigheten om det ir limpligare. Inom ramen {or
lagstiftningsirendet rérande Ecris-TCN konstaterades att det di
inte var realistiskt att forse varje kriminalvirdsanstalt med
utrustning for upptagande av fingeravtryck och dirfér inférdes dven
mojlighet f6r Polismyndigheten att kunna ta upp fingeravtryck.” I
forlingningen ansdg utredningen, som ldg till grund for
lagstiftningen, det emellertid som en mindre effektiv 1sning att
Kriminalvirden alltid ska transportera den intagne till en plats dir
Polismyndigheten har utrustning, i synnerhet med beaktande av de
sikerhetsrisker som transporter innebir. For ett effektivt och
indamilsenligt upptagande av fingeravtryck ansig dirfor
utredningen att Kriminalvirden borde ges i uppdrag att, i samverkan
med Polismyndigheten, nirmare utreda och limna forslag pd vilka
kriminalvirdsanstalter som i framtiden bér férses med utrustning.”

Aven i lagstiftningsirendet rérande utdkad anvindning av
biometri inom brottsbekimpningen togs 1 forarbetena upp
problematiken med att Kriminalvirden inte har tillginglig teknisk

' Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 182.

12 Prop. 2021/22:172, Nya regler om informationsutbyte om brottmdlsdomar i EU, s. 43.

3 SOU 2021:20, Ecriss-TCN — ett mer effektivt utbyte av  brottmdlsdomar mot
tredjelandsmedborgare, s. 170 {.
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utrustning. Regeringen konstaterade di att dven fotografier som tas
for registrering kriver sirskild utrustning som inte alltid finns
tillginglig hos Kriminalvirden."

Utredningen kan konstatera att samma situation rdder
fortfarande, d.v.s. Kriminalvirden saknar alltjimt den tekniska
apparatur som krivs for att ta upp biometriska underlag.

Om Kriminalvirden utfér upptagningen enligt 8 kap. 7a§
fingelselagen ska underlagen och de biometriska uppgifter som tas
fram ur dessa omedelbart forstéras av myndigheten sedan
underlagen har tagits emot av Polismyndigheten. Det finns idag
alltsd ingen rittslig mojlighet f6r Kriminalvirden att anvinda de
fingeravtryck, fotografier och dna-uppgifter som Kriminalvdrden
kan komma att uppta enligt bestimmelsen utan de tas uteslutande 1
syfte att anvindas av Polismyndigheten och ingd 1 polisens
biometriregister samt uppfylla Sveriges 3taganden enligt EU-
forordningen Ecris-TCN. Anledningen ir att lagstiftaren velat
begrinsa personuppgiftsbehandlingen."

Bestimmelserna om skyldighet att uppta fingeravtryck, salivprov
fér dna-analys och fotografi av ansikte giller inte vid verkstillighet
av beslut om férvandling av béter enligt botesverkstillighetslagen
(1979:189) 1 de fall férvandlingsstraffet endast avser brott som inte
har fingelse 1 straffskalan. Det giller inte heller vid verkstillighet av
fingelsestraff pd kortare tid 4n sex manader.

8.3 Bitrade enligt rattegangsbalken

Utover de situationer som regleras i bestimmelsen 1 8 kap. 7 a§
fingelselagen kan Kriminalvirden vid vissa andra tillfillen behéva
bitrida Polismyndigheten vid verkstillighet av beslut om
biometriska underlag enligt 28 kap. 12 a § andra stycket och 14§
tredje stycket rittegdngsbalken, se 4 § forordning (2025:145) om
upptagning av biometriska underlag 1 brottsbekimpningen.
Bestimmelserna ger inte Kriminalvirden ndgon ritt att anvinda

uppgifterna.

4 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 91.
5 SOU 2021:20, Ecriss-TCN — ett mer effektivt utbyte av brottmdlsdomar mot
tredjelandsmedborgare, s. 169 och prop. 2024/25:37, Biometri i brottsbekimpningen, s. 95.
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8.4 Foreldaggande om upptagning

Enligt 2 kap. 6§ lag om verkstillighet av fingelsestraff med
elektronisk 6vervakning ska Kriminalvirden féreligga den démde
att instilla sig for upptagning av fingeravtryck, salivprov fér dna-
analys och fotografi av ansikte om sidana uppgifter om den démde
inte finns 1 biometriregister som férs enligt polisens brottsdatalag.
Upptagningen ska goras s3 snart som mojligt efter det att
verkstilligheten har inletts. Av foreliggandet ska det framgd att
beslutet om verkstillighet kan komma att upphivas om
foreliggandet inte {6ljs. Kriminalvirden fir foreligga den domde att
instilla sig f6r sddan upptagning pd nytt, om det finns sirskilda skil.
Upptagningen ska utféras av Polismyndigheten. Forfarandet ger,
som anges ovan, inte Kriminalvirden nigon ritt att anvinda
uppgifterna.

I kapitel 21 nedan behandlar utredningen det behov som
uppmirksammats av  Polismyndigheten att kunna gora
kroppsvisitation nir biometriskt underlag ska tas upp enligt bl.a.
denna bestimmelse.

8.5 Sammanfattning

Mojligheten f6r Kriminalvirden att uppta biometriska underlag och
att anvinda dem inom den egna verksamheten ir begrinsad till
fingelseverksamheten och verkstillighet av fingelsestraff med
elektronisk évervakning. Det dr endast fotografier som, frén den 1
april 2026, kommer att {3 anvindas f6r biometrisk autentisering eller
annan identifiering av honom eller henne. Nigon mgjlighet att
anvinda ansiktsigenkinning finns alltsd inte fér vriga delar av
verksamheten som t.ex. hikte och frivird. Kriminalvirden har inte
heller mojlighet att uppta och anvinda dna-analys, fingeravtryck,
rostprov  eller andra biometriska underlag fér biometrisk
autentisering 1 nigon del av verksamheten.
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9 Kriminalvardens mojlighet att
anvanda tvang

9.1 Valdsanvandning kraver stod i lag
9.1.1 Inledning

Upptagning av biometriska underlag genom tving utgér ett intring
i den enskildes grundliggande fri- och rittigheter. En sddan
upptagning kan inte bygga pd frivillighet och dirfor krivs en djupare

genomging av Kriminalvirdens méjlighet att anvinda tving.

9.1.2  Kontroll- och tvangsatgarder

Kriminalvirdens verksamhet ir omgirdad av regler f6r hur intagna
och andra klienter ska behandlas och hanteras, se avsnitt 6.3. Av
forklarliga skil har Kriminalvirden getts mojlighet att anvinda en
rad ingripande dtgirder mot framfor allt intagna. Det handlar om
dtgirder som dr av kontrollerande karaktir eller som rent faktiskt
utgdr tvingsmedel. Reglerna finns frimst 1 hikteslagen och i
fingelselagen, som detaljerat beskriver de &tgirder som
Kriminalvirden fir vidta. Viktigast 1 sammanhanget ir de
bestimmelser om sirskilda kontroll- och tvingsitgirder som
dterfinns 1 4 kap. hikteslagen och 1 8 kap. fingelselagen. Dir anges
t.ex. att Kriminalvirden fir kontrollera en intagens bostadsrum eller
1 vissa fall utfora kroppsbesiktning.

9.1.3  Reglering om valdsanvandning

Det ligger 1 sakens natur att tvingsmedel eller andra &tgirder som
innebir ingripande mot en enskild kan behéva genomdrivas mot
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personens vilja och ytterst med vild. Eftersom regeringsformen
stiller krav pd lagstdd for begrinsningar 1 de grundliggande fri- och
rittigheterna méiste en myndighets mojlighet att anvinda vald vara
lagreglerad.! Det kan ske genom att vildsanvindning regleras i den
specifika bestimmelsen som t.ex. husrannsakan, dir det 1 28 kap. 6 §
andra stycket rittegdngsbalken foreskrivs att s8dant som ir st eller
pd annat sitt tillslutet fir brytas upp med vald. Ritten till
véldsanvindning tillkommer d& naturligtvis endast den myndighet
som har befogenhet att vidta en 3tgird med st6d av 28 kap. 6 § andra
stycket rittegdngsbalken. Vid andra tvingsmedel, t.ex. gripande, ir
det underforstdtt att vdld fir anvindas.’ I andra fall kan en
myndighets mojlighet att anvinda vald regleras i specifika lagar som
t.ex. 10 § polislagen eller 2 kap. 4 § kustbevakningslagen (2019:32).
Dessa bestimmelser ger inte stéd fér ndgot annat dn sjilva
vildsanvindningen. Det méste siledes finnas annat rittsligt stod for
ingripandet, medan paragrafen ger den aktuella myndigheten ritt att
anvinda det vild som ir nodvindigt f6r att genomfdra
verkstilligheten.’

9.2 Befogenhet enligt polislagen
9.2.1 Polisens valdsanvandning

Polislagen innehiller bl.a. allminna bestimmelser om polisverksam-
hetens syfte, polisens uppgifter samt polisminnens skyldigheter och
befogenheter som t.ex. polisens vildsanvindning. Regleringen av
polisens befogenhet nir det giller vildsanvindning fanns
ursprungligen som ett tredje stycke i 24 kap. 2 brottsbalken. I
samband med inférandet av nuvarande polislag valde emellertid
lagstiftaren att 1 lag ge en beskrivning av ett antal vanliga typfall d&
en befogenhet att anvinda vild borde tillkomma polisen under
forutsittning att andra medel ir otillrickliga och att 1 det enskilda
fallet rimliga proportioner féreligger mellan medel och mal.* T 10 §

! Prop. 1973:90, Kungl. Maj:ts proposition med forslag till ny regeringsform och ny
riksdagsordning m. m.; given Stockholms slott den 16 mars 1973, s. 242.

2 Lindberg, Gunnel, Straffprocessuella tvingsmedel — nér och hur fir de anviindas? 5 uppl., 2022,
s. 132.

3 Lindberg, Gunnel, Straffprocessuella tvingsmedel — ndr och hur fir de anvindas? 5 uppl.,
Norstedsts juridik, Stockholm 2022, s. 133.

* Prop. 1983/84:111, med forslag till polislag m.m., s. 85.
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polislagen inférdes dirfér en detaljerad reglering som giller polisens
vildsanvindning. Det handlar bl.a. om situationer nir polisen sjilv
mots av vild, polisen behdver avvirja straffbelagda handlingar eller
nir polisen behéver bereda sig tillgdng till ett utrymme. Avgorande
for vdldsanvindningen ir att andra medel méste vara otillrickliga och
det med hinsyn till omstindigheterna ir férsvarligt att anvinda vald.

9.2.2 Befogenheten tillkommer dven andra

I 10 § forsta stycket 4 polislagen regleras vildsanvindning som har
ansetts behover tillkomma dven andra yrkesroller dn poliser. Enligt
bestimmelsen fir polisen anvinda vald, forutsatt att det ir
proportionerligt, fér att avvisa eller avligsna nigon frin ett visst
omrdde eller utrymme, eller verkstilla eller bitrida vid
kroppsvisitation, kroppsbesiktning eller nigon annan liknande
dtgird, vid beslag eller ndgot annat omhindertagande av egendom
eller vid sddan husrannsakan som avses 1 rittegingsbalken eller vid
genomsokning pé distans.

Bestimmelsen giller uttryckligen polisen men 1 29 § polislagen
finns en hinvisning genom vilken vissa vildbefogenheten 1 10 § ges
dven till vissa andra yrkesroller. I 29 § polislagen féreskrivs sdlunda
att bestimmelsen 1 10§ forsta stycket 4 giller den som i
myndighetsutévning har befogenhet att verkstilla ndgon &tgird som
anges dir. Det innebir alltsd att vad som anges 1 10 § forsta stycket
4 dven giller den som i myndighetsutdvning har befogenhet att
verkstilla nigon 4tgird som anges i den lagstiftning som reglerar
myndighetsutévningen. Vid ingripande med stéd av 10§ forsta
stycket 4 tillimpas ocks8 andra stycket samma paragraf. Dir framgar
att vdld mot person far brukas endast om polismannen eller den som
han eller hon bitrider méts av motstdnd.

9.2.3 Vilka andra myndigheter omfattas av polislagens
bestimmelser om valdsanvandning?

Nir det giller befogenheten f6r andra personalkategorier dn poliser
att anvinda vild finns i polislagen ingen uttémmande upprikning av
vilka kategorier som avses 1 (numera) 29 §. I forarbetena till den
ursprungliga regleringen, som di alltsd fanns i 24 kap. 2§
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brottsbalken, gavs som exempel ordningsvakter, bevaknings-
personal som avsigs i1 ddvarande lagen (1940:358) med vissa
bestimmelser till skydd for forsvaret m.m. (skyddslagen), jakt- och
fisketillsynsmin, befattningshavare vid dominverket, vid tullverkets
kust- eller grinsbevakning och lantbruksnimnds rennirings-
avdelning samt stiftsjigmistare och dennes bitriden liksom
befattningshavare vid allmin flygplats och godkind enskild
flygplats, allt 1 den mén det behovs for sirskilt angivna dtgirder som
personalen far vidta enligt olika lagrum. I praktiken gillde att just de
yrkeskategorierna férordnades som ordningsvakter i syfte att det
skulle finnas stéd for den befogenhet att anvinda vald som for vissa
fall bedémdes som nédvindig. Vidare anges i foérarbetena att de
dtgirder som kunde komma 1 friga var exempelvis avvisande enligt
divarande luftfartskungorelsen, kroppsvisitation enligt divarande
skyddslagen samt beslag och annat omhindertagande av egendom
som gjordes med stdd av jaktlagstiftningen och divarande
vapenlagen.’

9.2.4  Kriminalvarden synes inte omfattas

Kriminalvrden 4r alltsd inte en av de myndigheter eller
verksamheter som anges som exempel 1 de ursprungliga férarbetena.
Det kan dirfor framstd som oklart huruvida myndigheten omfattas
av  regleringen som mojliggér vildsanvindning, trots att
Kriminalvirden sedan 1 januari 1979 genom divarande lag om
kriminalvdrd 1 anstalt hade befogenhet att utféra bide
kroppsvisitation och kroppsbesiktning® (numer reglerat i 8 kap.
fingelselagen).

Upprikningen av personalkategorier i férarbetena ir emellertid
inte fullstindig, vilket pdpekades av nigra remissinstanser. Vissa
remissinstanser menade att det var onddigt att tynga brottsbalken
med en upprikning av olika personalkategorier och férordade i
stillet en allmin regel. Dirfor valdes en 16sning med en regel som
under vissa férutsittningar ger ritt att bruka vild fér den som med
laga ritt ska avvisa eller avligsna nigon frin visst omrdde eller
verkstilla kroppsvisitation eller beslag eller annat omhindertagande

5 Prop. 1979/80:122, om ordningsvakter och bevakningsforetag, s. 75 {.
¢ Prop. 1978/79:62, om dndring i lagen (1974:203) om kriminalvird i anstalt m.m., s. 3 {.
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av egendom. Det giller oavsett om det ir friga om en offentlig
funktionir eller ritten till exempelvis beslag tillkommer annan
person, sisom t.ex. en jaktrittsinnehavare.”

9.2.5 Kriminalvarden pekas ut som en sadan myndighet
Forarbetena till fingelselagen

Frigan om Kriminalvirden omfattas av den reglering som numera
terfinns 1 29 § polislagen och som alltsd ger befogenhet till
vildsanvindning har berdrts i samband med andra lagstiftnings-
drenden.

Den 1 april 2011 tridde nuvarande fingelselag i kraft, med bl.a.
en ny befogenhet 18 kap. 13 § fér kriminalvirdstjinstemin att avvisa
och avligsna obehériga personer. Befogenheten innebir ocksd ritt
att kroppsvisitera den som idr foéremdl f{or ingripandet for
eftersdkande av  vapen och andra farliga foremidl, s.k.
skyddsvisitation. Lagstiftaren valde att inféra en uttrycklig
bestimmelse om visitation 1 den aktuella bestimmelsen trots att
regeringen deklarerade att ritten till skyddsvisitation for tjinstemin
inom Kriminalvirden redan féljde av 29 § forsta och andra styckena
polislagen jimford med 10§ forsta stycket 4 och 19§ forsta
stycket 1 samma lag.®

Vidare konstaterade regeringen i samma lagstiftningsirende att
det aldrig kan vara aktuellt f6r en kriminalvirdstjinsteman att ta till
véld mot den som ska avligsnas om inte denne gér motstdnd, varvid
det refererades till 10 § f6rsta stycket 4 och andra stycket samt 29 §
polislagen.’

De bigge uttalandena synes indikera att regeringen var av
uppfattningen att Kriminalvirden omfattas av regleringen i
polislagen.

Forarbetena om transporter av frihetsberdvade

Genom ett senare lagstiftningsirende reglerades Kriminalvirdens
ritt att utféra transporter av frihetsberévade personer it andra

7 Prop. 1979/80:122, om ordningsvakter och bevakningsforetag, s 76.
$ Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 92 {.
% Prop. 2009/10:135, En ny fingelse- och hikteslagstiftning, s. 93.
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myndigheter.'® Regeringen konstaterade i propositionen att det, i de
forfattningar som reglerar Kriminalvirdens verksambhet, finns regler
om fingselanvindning och kroppsvisitation, se frimst 8 kap. 3-5
och 7 §§ fingelselagen och 4 kap. 2—4 och 7 §§ hikteslagen, och att
stdd for vilds- och tvingsbefogenheter vid transporter finns i
ansvarsfrihetsregeln 1 24 kap. 2§ brottsbalken. Det behévdes
dirmed inte nigra forindringar i den nuvarande regleringen av
Kriminalvdrdens mojlighet att anvinda vild och annat tving vid
transporter inom den egna verksamheten."

Nir det gillde transporter fér andra myndigheters rikning
inférdes separata bestimmelser i bl.a. 29 a § polislagen och 45 a § lag
om vird av missbrukare i vissa fall, av vilka framgir att myndigheter
fir overlimna till Kriminalvirden att transportera nigon som ir
berdvad friheten och att vid en sddan transport tillimpas reglerna om
kroppsvisitation och anvindning av fingsel 1 4 kap. 4 och 108§§ i
hikteslagen.

Regeringen ansdg att Kriminalvirden, genom utredningens
forslag, fitt ett indirekt lagstod for att vidmakthdlla ett
frihetsberévande under och i samband med transporten. Dirmed
foljer ocksd en befogenhet att anvinda véld eller annat tving enligt
bestimmelsen om laga befogenhet i 24 kap. 2 § brottsbalken. Vissa
sddana befogenheter, menade regeringen, ocksi foljer av de
bestimmelser som féreslogs om kroppsvisitation och fingsel.
Regeringen beddmde att det dirmed saknades skil att foresld ndgra
forindringar betriffande Kriminalvirdens méjlighet att anvinda vald
och annat tving vid transporter it andra myndigheter."

Genom bestimmelserna fick Kriminalvdrden uttryckligt ritesligt
stod for sjilva dtgirden att utfora transporter for andra
myndigheters rikning vilket innefattade ett indirekt lagstod for att
vidmakthdlla ett frihetsberévande under och i1 samband med
transporten och dirmed befogenhet att anvinda vild eller annat
tving enligt bestimmelsen om laga befogenhet i 24 kap. 2§
brottsbalken. Kriminalvirden fick ocksi uttryckligt stéd for att
anvinda tgirderna att anvinda kroppsvisitation och fingsel i vissa

fall.

19 Prop. 2016/17:57, Transporter av fribetsberévade.
' Prop. 2016/17:57, Transporter av fribetsberdvade, s. 52 f.
12 Prop. 2016/17:57, Transporter av fribetsberévade, s. 54.
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Regeringen uttalade sig emellertid inte specifikt om vilket
rittsligt stéd som finns f6r sjilva vdldsanvindningen som kan krivas
for att verkstilla 3tgirderna kroppsvisitation eller fingsel-
anvindning, d.v.s. om det fir anses folja av respektive bestimmelse 1
sig, av 24 kap. 2 § brottsbalken eller om det, sisom regeringen 1
tidigare lagstiftningsirenden" synes ha menat, sker med st6d av 29 §
polislagen.

Forarbetena om 6kad sikerhet inom frivirden

Den 1 mars 2021 tridde lag (2021:77) om sikerhetskontroll pd
frivirdskontor i kraft. Enligt lagen fir sikerhetskontroll genomféras
pa ett frivirdskontor om det behovs for att begrinsa risken for att
det dir begds brott som innebir allvarlig fara for ngons liv, hilsa
eller frihet eller f6r omfattande forstorelse av egendom. Personer
som vigrar att genomgi en sikerhetskontroll ska som huvudregel
inte ges tilltride till de lokaler som kontrollen omfattar och fir
avvisas eller avligsnas frin dessa lokaler.

Regeringen anforde i forarbetena att en person som vigrar att
genomgs en sikerhetskontroll i férsta hand bér uppmanas att limna
lokalerna, vid behov 1 sillskap av nigon som bemannar
sikerhetskontrollen. Om det ir nddvindigt bor det dock vara
mojligt att ingripa med tving. Den som inte foljer en sddan
uppmaning boér dirfér kunna avvisas eller avligsnas frin lokalerna.
Regeringen hinvisade dirvid till 10 § forsta stycket 4 och andra
stycket samt 29 § forsta stycket polislagen och konstaterade att det
av  nyssnimnda bestimmelser f6ljer att anstillda inom
Kriminalvdrden, polismin och ordningsvakter ytterst kan
genomféra tjinstedtgirden med vald."

9.2.6  Néarmare om valdsanviandningen
Skydd mot kroppsliga ingrepp

Regeringsformens skydd mot patvingade kroppsliga ingrepp innebir
forst och frimst ett skydd mot sidana handlingar som ir straffbara

13 Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 92 1.
4 Prop. 2020/21:54, Okad ordning och sikerbet i frivirden, s. 28.
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som misshandel enligt brottsbalken, d.v.s. att tillfoga annan person
kroppsskada, sjukdom eller smirta eller att férsitta honom eller
henne i vanmakt eller annat sidant tillstind. Skyddet avser emellertid
ocksd varje annan vildsanvindning som riktas mot person. Ibland
anvinds begreppen “personellt vild” for att beskriva det vild som
kan aktualiseras. Med begreppen férstds bl.a. littare eller kraftigare
beréring av annan med hinder, fotter eller hela kroppen, t.ex.
knuffande, ryckande i eller fasthdllande av nigon."”

Utrymmet for vildsanvindning dr begrinsat

Eftersom vildet innebir en integritetskrinkning ansig regeringen 1
samband med férslag till ny regeringsform och riksdagsordning, att
reglerna om polismins anvindande av vild maste ges lagform.'
Polisen fir siledes, bortsett frin de situationer som avses i 24 kap.
brottsbalken, inte tillgripa v8ld annat 4n under de férutsittningar
som anges 1 10 § polislagen. Nigot utrymme {6r vildsanvindning
utanfér det lagreglerade omridet finns inte."”

I de flesta fall ir det emellertid inte nédvindigt att anvinda tving
eller vald for att verkstilla ett tvingsmedelsbeslut. Det dr framfér allt
inte tilldtet att, oberoende av situationen, rutinmissigt anvinda vald
for att verkstilla tvingsmedel eller att anvinda vald i ”férebyggande”
syfte.'s

Grundliggande forutsittningar

Utgdngspunkten 1 10 § polislagen ir att en polisman bor {4 anvinda
vild 1 den utstrickning det ingdr som ett nodvindigt led 1 en
tjinsteuppgift som det ankommer pd polisen att utféra.
Grundliggande férutsittningar for vildsanvindning ir dels att andra
medel ir otillrickliga, dels att det med hinsyn till omstindigheterna
ir forsvarligt att anvinda vild f6r att genomfora dtgirden. Enligt 10 §
andra stycket far i fall som avses 1 10 § forsta stycket 4 och 6, vild

15 SOU 1982:63, Polislag, Betinkande av 1981 drs polisberedning s. 84.

16 Prop. 1973:90, Kungl. Maj:ts proposition med forslag till ny regeringsform och ny
riksdagsordning m. m., s. 242.

17SOU 1982:63, Polislag, Betinkande av 1981 drs polisberedning, s. 85.

18 JO:s beslut 1998-02-13, dnr 3505-1996 och JO:s beslut 2014-06-13, dnr 2978-2012.
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mot person brukas endast om polismannen eller den som han eller
hon bitrider méts av motstind.

Begreppet motstdnd fr anses ha en timligen vidstrickt innebord.
Med motstind avses inte bara motstind med vild, vilka redan
omfattas av regeln 1 forsta stycket, utan ocks3 s.k. passivt motstind,
bestiende exempelvis 1 att nigon som ska omhindertas spjirnar
emot eller genom sin kroppstyngd gér det omgjligt f6r polismannen
att verkstilla omhindertagandet.”

9.2.7 Né&rmare om de atgirder som avses

Enhgt 29 § polislagen giller bestimmelsen 1 10 § férsta stycket 4 den
som i myndighetsutdvning har befogenhet att verkstilla nigon
dtgird som anges dir. Av 10§ forsta stycket 4 framgir att de
dtgirder som avses ir att avvisa eller avligsna ndgon frin ett visst
omrdde eller utrymme, eller verkstilla eller bitrida vid
kroppsvisitation, kroppsbesiktning eller nigon annan liknande
dtgird, vid beslag eller ndgot annat omhindertagande av egendom
eller vid sidan husrannsakan som avses 1 rittegdngsbalken eller vid
genomsokning pé distans.

Kroppsvisitation och kroppsbesiktning kan féretas enligt 28 kap.
rittegdngsbalken, men ocks8 andra forfattningar ger sidan
befogenhet, se t.ex. betriffande kroppsvisitation 19 § och 23 § andra
stycket polislagen. Med “annan liknande &tgird” avses exempelvis
tagande av fotografi och fingeravtryck samt blodundersékning
enligt lagen (1958:642) om rittsgenetisk undersokning vid
utredning av faderskap.”

9.3 Laga befogenhet
9.3.1 Bakgrund

I 24 kap. 2 § brottsbalken finns en ansvarsbefriande regel om laga
befogenhet att bruka vild. Innan polislagens tillkomst utgick
polisens véldsanvindning frimst frin bestimmelsen, som d& bestod
av tre stycken. I férsta stycket reglerades ritten att anvinda vald nir

1 Prop. 1983/84:111, med forslag till polislag m.m., s. 94
20 Prop. 1983/84:111, med forslag till polislag m.m., s. 95.

187



Kriminalvardens méjlighet att anvinda tvang Ds 2025:31

polismannen mottes av vild eller hot nir denna ska genomfora en
tjinstedtgird. Av andra stycket f6ljde ritten att anvinda vald vid laga
befogenhet. I tredje stycket reglerades ritten for polisen, eller vissa
andra yrkesgrupper, att anvinda vald nir denne med laga ritt skulle
avvisa eller avligsna ndgon, verkstilla kroppsvisitation, kropps-
besiktning, husrannsakan, beslag eller annat omhindertagande av
egendom.

Nir polislagen skulle inféras resonerades om hur polisens
vildsanvindning skulle regleras. Ett férslag var att ge polisen en slags
fullmakt for att vidta vdld om tjinstedtgirden inte gick att vidta pd
annat sitt. Ett annat férslag var att 1 lag ge en uttémmande och
fullstindig beskrivning av nir vild fir anvindas. Det férslag som
valdes var en medelvig, dir regleringen i ddvarande 24 kap. 2 § andra
stycket fick utgéra stommen vilket kompletterades med att 1 10 §
polislagen ge en beskrivning &ver ett antal vanliga typfall di
befogenhet att anvinda vald bér tillkomma polisen.

9.3.2 Nuvarande bestimmelse

Genom nuvarande bestimmelsen 1 24 kap. 2 § brottsbalken skapas
allyimt  forutsittningar fér utévande av  det offentliga
vildsmonopolet. Det innebir att handlingar som formellt uppfyller
brottsrekvisiten f6r olika brott och som vidtas med lagstdd, s.k. laga
befogenhet, inte ir olagliga. Regeln om laga befogenhet som
ansvarsbefriande grund ir relevant dven i ett antal andra situationer
in vid offentlig vdldsutévning enligt polislagen. Det rér sig t.ex. om
processuella tvingsmedel enligt rittegdngsbalken, omhindertagande
av personer enligt ett antal lagar, handrickning av myndighet,
verkstillighet av domar bide 1 tvistemdl och brottmal, o.s.v. Dessa
och en mingd av andra 8tgirder utférs ofta av polisen, men dven
ménga andra subjekt kan komma i friga.”'

Av bestimmelsen framgdr att rymmer den som ir intagen i
kriminalvirdsanstalt eller som ir hiktad, anhillen eller annars
bervad friheten eller sitter han eller hon sig med vild eller hot om
véld till motvirn eller gor han eller hon pd annat sitt motstdnd mot
nigon som han eller hon stir under uppsikt av, nir denne ska hilla

2t Zila, Josef, Brottsbalk (1962:700) 24 kap. 2 § avsnitt 1 Inledning, Lexino (JUNO) (besokt
2025-11-28).
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honom eller henne till ordningen, fir det vild anvindas som med
hinsyn till omstindigheterna ir férsvarligt fér att rymningen ska
hindras eller ordningen uppritthillas. Detsamma ska gilla om nigon
annan in de som nu har nimnts gér motstdnd 1 ett sddant fall. Det
innebir att vild fir anvindas a) mot den som ir intagen i
kriminalvirdsanstalt eller som 4r hiktad, anhillen eller annars
berdvad friheten och rymmer, eller b) mot den som sitter sig med
véld eller hot om véld till motvirn eller pd annat sitt gér motstdnd
mot ndgon under vars uppsikt han stdr. I dessa situationer far sidant
vild anvindas som ir férsvarligt for att rymningen ska hindras eller
ordningen uppritthillas. De personer som 1 dessa situationer ir
berittigade till att anvinda vdld dr 1 forsta hand personalen pd hikten,
kriminalvirdsanstalter och andra ifrigakommande anstalter.”? Aven
andra personer som har ritt att verkstilla frihetsberévanden kan
dock anvinda vald enligt denna bestimmelse. Det giller t.ex. viss
militir  personal, vissa  ordningsvakter, kustbevakningen,

skyddsvakter m.fl.

9.3.3  Mer om tillampningen

Det vild som anvinds i detta sammanhang m3ste vara forsvarligt.
Forsvarlighetsbeddmningen ir densamma som ska goras enligt
bestimmelsen i 10 § polislagen.” Overskrider nigon ramarna fér den
laga befogenheten eller handlar oférsvarligt aktualiseras ansvar for
det brott som personen i friga uppfyllt rekvisiten for. Sker
handlandet inom ramen f6r myndighetsutévning kan bestimmelsen
om tjinstefel tillimpas subsidiirt.

Av behovs- och proportionalitetsgrundsatserna foljer att onédig
kraftutveckling ska undvikas. Endast nir vild behévs far det
anvindas och om véldsanvindningen kan vintas leda till det avsedda
resultatet. Om det ir tillrickligt att fora eller f6sa undan den som
vigrar polisen tilltride vid en husrannsakan, ir det t.ex. otillitet att
anvinda smirtsamt grepp eller utdela slag. Slag mot émtdliga delar

22 Bicklund, Agneta, Johansson, Stefan, Trost, Hedvig, Wennberg, Suzanne, Wersill, Fredrik,
Brottsbalken En kommentar, kommentaren till 24 kap. 2 § brottsbalken, uppl. 25, 2025.

2 SOU 1988:7, Fribet fran ansvar: om legalitetsprincipen och om allminna grunder for
ansvarsfribet: slutbetinkande, s. 78 {.
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av kroppen fir som regel anses otillitna, liksom sparkar, struptag,
grepp 1 hdret och liknande.*

9.4 Inte samma befogenheter inom frivarden

Befogenhet for kriminalvirdstjinstemin att enligt polislagen
anvinda vild f6r genomtvingande av en &tgird tar sikte pd dtgirden
som sidan. Det handlar, sivitt nu ir av intresse, om att nir vissa
forutsittningar foreligger, anvinda vild fér att genomdriva en
yinstedtgird om tjinstemannen ska bitrida vid kroppsvisitation,
kroppsbesiktning eller nigon annan liknande 4tgird. Vad giller
befogenheten som sddan gors allts ingen skillnad pd om &tgirden
ska vidtas inom hiktes-, fingelse- eller frivirdsverksamheten. Det
skulle dirfér kunna anféras att méjligheten att med vild genomféra
en sddan 3tgird borde gilla dven inom frivirden.

Det skulle dock vara ett frimmande inslag 1 frivirdens normala
verksamhet och dessutom férenad med stora praktiska svirigheter.
Utover det krivs, for att genomdriva en dtgird med hjilp av vald, att
andra medel ir otillrickliga och det med hinsyn till omstindig-
heterna ir férsvarligt. Inom frivirden, som priglas av ett mindre
matt av tving synes det emellertid svirt att finna vildsanvindning
som forsvarligt, 1 synnerhet som det torde finnas andra medel att ta
till f6r att formd den démde att medverka till upptagning och
anvindning av biometriska underlag och uppgifter, se vidare
resonemang kring detta 1 avsnitt 16.3.3.

24 Bicklund, Agneta, Johansson, Stefan, Trost, Hedvig, Wennberg, Suzanne, Wersill, Fredrik,
Brottsbalken En kommentar, uppl. 25, kommentaren till 24 kap. 2 § brottsbalken.
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10  Sekretess m.m.

10.1 Sekretess inom Kriminalvarden
10.1.1 Inledning

De forslag som utredningen limnar om utdkad upptagning av
biometriska underlag inom Kriminalvirden innebir att Kriminal-
virden kommer att behandla nya personuppgifter om de intagna och
frivirdsklienter i férhdllande till vad som sker idag. Frigan ir om de
nya uppgifterna kommer att omfattas av ett tillrickligt
sekretesskydd enligt befintliga bestimmelser eller om det finns skil
att overviga ytterligare bestimmelser om sekretess.

10.1.2 Allmant om sekretessen

I viss utstrickning omfattas uppgifter inom Kriminalvirdens
verksamhet av sekretess. Utredningsuppdraget omfattar enbart
utokad upptagning av biometriska underlag frdn intagna och
frivirdsklienter inom Kriminalvirden och under vissa férhillanden
anhoriga till sddana personer och andra. Av det skilet redovisas hir
endast sddana bestimmelser om sekretess som berér det omridet.

Biometriska underlag och uppgifter utgér sidana uppgifter om
enskildas personliga forhdllanden som skyddas av sekretess-
bestimmelser. Det innebir att Kriminalvirden ir férhindrade att
limna ut t.ex. fotografier av intagna 1 fingelse sdvida det inte kan ske
utan att den enskilde lider men av det.

Det finns regler om sekretess rorande Kriminalvirdens
verksamhet specifikt men det finns ocksd sekretessbestimmelser
som giller oavsett 1 vilken verksamhet uppgifterna finns. Det handlar
bl.a. om uppgifter om hilsotillstdnd som skyddas av bestimmelser i
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21 kap. OSL men dven andra typer av uppgifter som t.ex. skyddas av
bestimmelser om utrikessekretess i 15 kap. OSL.

10.1.3 Sekretess till skydd for Kriminalvardens verksamhet

Inom Kriminalvirden giller viss sekretess till skydd for
verksamheten. Enligt 18 kap. 8 § OSL giller sekretess for uppgift
som limnar eller kan bidra till upplysning om sikerhets- eller
bevakningsdtgird, om det kan antas att syftet med 4tgirden
motverkas om uppgiften rojs. Det giller bl.a. om tgirden avser
myndighetens byggnader och andra anliggningar.

Enligt 18 kap. 11 § forsta stycket OSL giller sekretess inom
Kriminalvirden f6r uppgift om &tgird som har till syfte att hindra
rymning eller fritagning, om det kan antas att syftet med &tgirden
motverkas om uppgiften rojs. Av andra stycket framgir att sekretess
ocksa giller inom Kriminalvirden fér uppgift om tgird som har till
syfte att uppritthdlla ordningen och sikerheten 1 myndighetens
verksamhet, om det kan antas att syftet med dtgirden motverkas om
uppgiften rojs.

10.1.4 Sekretess till skydd for enskild
Sekretess enligt 35 kap. 15 § OSL

I35 kap. OSL finns bestimmelser om sekretess till skydd fér enskild
i verksamhet som syftar till att forebygga eller beivra brott.

Den allminna bestimmelsen om sekretess inom Kriminalvirden
finns 1 35 kap. 15§ OSL. Enligt paragrafen giller sekretess for
uppgift om en enskilds personliga forhillanden, om det kan antas att
den enskilde eller ndgon nirstiende lider men eller att fara
uppkommer fér att ndgon utsitts f6r vald eller lider annat allvarligt
men om uppgiften réjs. Hir giller ett rakt skaderekvisit vilket
innebir att det rider presumtion for att uppgifterna ir offentliga.
Sekretessen giller inte beslut av Kriminalvirden eller en
overvakningsnimnd. Sekretessen giller dock for uppgift i ett sidant
beslut, om det av sirskild anledning kan antas att den enskilde eller
nigon nirstiende utsitts f6r vald eller lider annat allvarligt men om
uppgiften rojs.
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Sekretessen i35 kap. 15 § forsta stycket OSL hindrar enligt 15 a §
inte att uppgift om den vars dom pd ungdomsévervakning verkstills
enligt lagen om verkstillighet av ungdomsévervakning limnas av
Kriminalvirden till en enskild eller till en annan myndighet, om det
behovs for att genomféra en verkstillighetsplan enligt den lagen.

Sekretess enligt 35 kap. 1 § OSL

I viss utstrickning giller dven sekretess enligt andra bestimmelser 1
35 kap. OSL i Kriminalvirden. Enligt 35 kap. 1 § giller sekretess for
uppgift om en enskilds personliga och ekonomiska forhéllanden, om
det inte stdr klart att uppgiften kan rojas utan att den enskilde eller
ndgon nirstdende till honom eller henne lider skada eller men och
uppgiften férekommer bl.a. 1

1. utredning enligt bestimmelserna om férundersékning i brottmal,

2. angeligenhet som avser anvindning av tvingsmedel i brottmal
eller i annan verksamhet fér att férebygga brott,

3. angeligenhet som avser sikerhetsprévning enligt sikerhets-

skyddslagen (2018:585),

4. annan verksamhet som syftar till att férebygga, uppdaga, utreda
eller beivra brott eller verkstilla uppbérd och som bedrivs av en
dklagarmyndighet, Polismyndigheten, Sikerhetspolisen,
Skatteverket, Tullverket eller Kustbevakningen.

Sekretessen enligt 35 kap. 1 § forsta stycket 1 hindrar enligt 35 kap.
10b § OSL inte att en uppgift limnas till Kriminalvrden, om
uppgiften behovs for att uppritta en verkstillighetsplan enligt lagen
om verkstillighet av ungdomsévervakning och uppgiftslimnandet
syftar till att faststilla vilka dtgirder som kan vidtas for att forebygga
att den domde 3terfaller 1 brott eller pd annat sitt utvecklas
ogynnsamt.

Sekretess enligt 35 kap. 13 § OSL

Enligt 35 kap. 13 § OSL giller sekretess hos domstol 1 brottm3l samt
1 annat mél eller drende som bestimmelserna om férundersékning i
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brottmal ir tillimpliga pd, for uppgift om en enskilds hilsotillstind
eller andra personliga forhillanden som framkommer vid sirskild
personutredning, rittspsykiatrisk undersékning eller annan sddan
utredning, om det av sirskild anledning kan antas att den enskilde
eller ndgon nirstdende till denne lider men om uppgiften rojs.
Motsvarande sekretess giller i en annan myndighets verksambhet,
bl.a. Kriminalvirden, for att bistd domstol med sddan utredning.'

10.1.5 Sekretess for statistik- och forskningsdndamal

Kriminalvdrden bedriver viss statistik- och forskningsverksamhet.
Enligt 24 kap. 8 § OSL giiller sekretess 1 sddan verksamhet hos en
myndighet som avser framstillning av statistik {6r uppgift som avser
en enskilds personliga eller ekonomiska férhillanden och som kan
hinféras till den enskilde.

Vid utlimnande av uppgifter till annan myndighet for
forskningsindamadl giller bestimmelsen i 11 kap. 3 § forsta stycket
OSL. Bestimmelsen innebir att sekretessen overférs till den
myndighet som tar emot uppgifterna. Sekretessbelagda uppgifter
inom Kriminalvirden som 1 forskningssyfte limnas tll ett
universitet eller en forskningsmyndighet fortsitter alltsd att vara
sekretessbelagda hos den mottagande myndigheten.

Av paragrafens andra stycke framgir att den &verforda
sekretessen inte blir tillimplig pd en uppgift som ingdr i ett beslut
hos den mottagande myndigheten.

10.2 Majlighet att lamna uppgifter till andra
myndigheter

10.2.1 Reglering
Utlimnande p3 begiran av annan myndighet

En bestimmelse som i detta ssmmanhang inledningsvis bér nimnas
ir 6 kap. 5§ OSL. Den reglerar informationsskyldigheten mellan
myndigheter och utgdér en precisering av den allminna
samverkansskyldighet som giller f6r myndigheter enligt 8§

! Prop. 1979/80:2, med firslag till sekretesslag m.m., del A, s. 223.
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forvaltningslagen.” Enligt 6 kap. 5§ OSL ska en myndighet pi
begiran av en annan myndighet limna ut uppgifter om uppgiften
inte ir sekretessbelagd eller det skulle hindra arbetets behériga ging.
Bestimmelsen kan sigas motsvara allminhetens ritt att {3 tillging
till handlingar enligt offentlighetsprincipen. Skyldigheten att limna
ut uppgifter dr emellertid mer vidstrickt och omfattar alla typer av
uppgifter som myndigheten férfogar 6ver, d.v.s. iven uppgifter i
handlingar som inte dr allmidnna.’ Ett utlimnande som sker med st6d
av 6 kap. 5§ stdr inte i strid med finalitetsprincipen enligt EU:s
dataskyddsférordning.* Paragrafen innebir att om en myndighet
begir att {3 del av uppgifter hos en annan myndighet och uppgiften
antingen ir offentlig eller en sekretessbrytande bestimmelse ir
tillimplig, sd ska uppgifterna limnas ut.

Upplysningsskyldighet

Utover den generella bestimmelsen 1 6 kap. 5§ OSL finns en rad
lagstadgade upplysningsskyldigheter som innebir att myndigheter
ska limna vissa uppgifter till andra myndigheter. I sammanhanget ir
det virt att nimna den uppgiftsskyldighet som stadgas i1 lag
(2016:774) om uppgiftsskyldighet vid samverkan mot viss
organiserad brottslighet. Enligt den lagen ska en myndighet, trots
sekretess, som regel limna uppgift till en annan myndighet inom
ramen for sirskilt beslutad samverkan 1 vissa fall, om det behévs for
den mottagande myndighetens deltagande i samverkan. Kriminal-
virden utgor enligt 2 § forordning (2016:775) om uppgiftsskyldig-
het vid samverkan mot viss organiserad brottslighet, en av de
myndigheter som omfattas av uppgiftsskyldigheten.

Det bor ocksd nimnas att det genom 3 § lag (2025:170) om
skyldighet att limna uppgifter till de brottsbekimpande myndig-
heterna, har inférts en generell skyldighet f6r myndigheter att pd
begiran limna en fysisk persons kontaktuppgifter till en
brottsbekimpande myndighet, om uppgifterna behévs i den
brottsbekimpande verksamheten. Lagen innehdller idven en
skyldighet foér vissa myndigheter att pd eget initiativ limna en
uppgift till en brottsbekimpande myndighet, om uppgiften behévs i

2 Prop. 1979/80:2, med férslag till sekretesslag m.m., del A, 's. 361.
3 Prop. 1979/80:2, med forslag till sekretesslag m.m., del A, s. 89 och 361.
+HFD 2021 ref. 10.
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den brottsbekimpande verksamheten. En uppgift ska emellertid inte
limnas om det finns en sekretessbestimmelse som ir tillimplig pd
uppgiften och det stir klart att det intresse som sekretessen ska
skydda har féretride framfér intresset av att uppgiften limnas ut.
Kriminalvirden dr enligt 5 § samma lag, en av de myndigheterna som
omfattas av skyldigheten att pd eget initiativ limna uppgifter som
brottsbekimpande myndigheter behover.

10.2.2 Sekretessbrytande bestimmelser

I OSL finns sekretessbrytande bestimmelser som mojliggor att
uppgifter kan utbytas mellan myndigheter. Av 10 kap. 2§ OSL
framgdr att sekretessbelagda uppgifter fir limnas frin en myndighet
till en annan om det ir nodvindigt fér att den utlimnande
myndigheten ska kunna fullgéra sin verksamhet. Bestimmelsen,
som dr avsedd att tillimpas restriktive, tilliter dock inte att
sekretessbelagda uppgifter limnas ut pid den grunden att den
mottagande myndigheten behdver uppgifterna i sin verksambhet.

Enligt 10 kap. 28 § forsta stycket hindrar sekretess inte att
uppgifter limnas till en annan myndighet om uppgiftsskyldighet
foljer av lag eller férordning.

Uppgifter kan vidare, med vissa undantag, limnas ut med stdd av
10 kap. 19-26 §§, nir uppgifterna behovs for olika i paragraferna
angivna indam3l inom brottsbekimpningen, bl.a. férundersékning.
Dessutom kan uppgifter utbytas med stdd av den s.k. general-
klausulen 1 10 kap. 27 §, enligt vilken en uppgift som huvudregel far
limnas ut till en annan myndighet, om det dr uppenbart att intresset
av att uppgiften limnas har féretride framfor det intresse som
sekretessen ska skydda.

Slutligen finns en sekretessbrytande bestimmelse 1 10 kap. 152 §
enligt vilken sekretess till skydd foér enskilda inte ska hindra att
uppgifter limnas mellan myndigheter om det behovs for syftena att
forebygga, forhindra eller uppticka brottslig verksamhet, utreda
brott, forebygga, forhindra, uppticka eller utreda felaktiga
utbetalningar, férebygga, forhindra, uppticka eller utreda fusk och
olika typer av dvertridelser.
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10.3 Direktatkomst
10.3.1 Vad &r direktatkomst?

Direktitkomst ir en form av elektronisk informationséverféring
som sammanfattningsvis innebir att den utlimnande myndigheten
ger mottagaren mojlighet att himta information direkt frin den
utlimnande myndighetens it-system eller register.” Det innebir att
en myndighet fir direket tillging tll uppgifter som finns hos den
andra myndigheten och hirigenom kan anvinda sig av de
uppgifterna.® Eftersom direktdtkomst innebir att den mottagande
myndigheten inom ramen f6r den beviljade direktdtkomsten fritt
kan avgora vilka uppgifter den vill ta del av, blir uppgifterna att anse
som utlimnade i och med att direktdtkomst medges. Det spelar
ingen roll om den mottagande myndigheten faktiskt tar del av en viss
uppgift eller inte.”

10.3.2 Hur forhaller sig sekretess till direktatkomst?

En bestimmelse om direktdtkomst reglerar alltsd tilldtligheten av ett
visst tillvigagdngssitt f6r att limna ut uppgifter. Diremot har en
bestimmelse om direktdtkomst inte ndgon sekretessbrytande verkan
och den ir inte att se som en sidan uppgiftsskyldighet som anges 1
10 kap. 28§ och som dirmed har sekretessbrytande verkan.®
Mgjligheterna f6r en myndighet att vid informationsutbyte med en
annan myndighet 6verféra uppgifter genom att medge den senare
direktdtkomst till uppgifter som behandlas automatiserat begrinsas
dirfér inte sillan av sekretess. En myndighet kan mot den
bakgrunden inte tillita en annan myndighet direktitkomst till
uppgifter som vid en sekretessprovning, den mottagande
myndigheten inte med sikerhet skulle ha ritt att ta del av.” For att
medge en direktitkomst krivs dirfér att uppgifterna som den
mottagande myndigheten fir ta del av ir offentliga, omfattas av en

5SOU 2023:100, Framtidens dataskydd, s. 746 och SOU 2023:32, Biometri — fér en effektivare
brottsbekimpning, s. 390.

¢ SOU 2023:32, Biometri — fir en effektivare brottsbekimpning, s. 390.

7 Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 232 f.

$ Prop. 2009/10:85, Integritet och effektivitet i polisens brottsbekimpande verksambet, s. 189 och
dir anmirkta propositioner.

% Se bl.a. prop. 2007/08:160, Utdkat elektroniskt informationsutbyte, s. 73 och prop. 2009/10:85,
Integritet och effektivitet i polisens brottsbekimpande verksambet, s. 189.
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bestimmelse om uppgiftsskyldighet eller, 1 undantagsfall, uppgifter
som kan limnas ut rutinmissigt med stéd av generalklausulen. For
att kunna limna ut sekretessbelagda uppgifter genom direktitkomst
behovs det dirfér normalt sekretessbrytande bestimmelser. '

I 11 kap. 4 § OSL finns en sirskild bestimmelse om éverforing
av sekretess vid direktitkomst. Om en myndighet hos en annan
myndighet har elektronisk tillgdng till en upptagning for
automatiserad behandling och en uppgift 1 den upptagningen ir
sekretessreglerad, blir sekretessbestimmelsen tillimplig dven hos
den mottagande myndigheten. Sekretessen giller dock inte om
uppgiften ingdr 1 ett beslut hos den mottagande myndigheten.
Sekretessen enligt paragrafen ska, enligt 11 kap. 8 § OSL, inte heller
tillimpas nir det hos den mottagande myndigheten finns en annan
primir sekretessbestimmelse in 21 kap. 1, 3, 3 a, 5, och 7 §§, som
skyddar samma intresse.

10.3.3 Direktatkomst till Kriminalvardens uppgifter
Nuvarande bestimmelser i Kriminalvirdens brottsdatalag
Det centrala kriminalvdrdsregistret

Enligt 16 § Kriminalvdrdens brottsdataférordning ska Kriminal-
vérden fora ett centralt kriminalvirdsregister 6ver 1 princip alla som
verkstiller en pdf6ljd inom Kriminalvirden. Det centrala kriminal-
vérdsregistret har funnits sedan kriminalvirdens registerlagstiftning
anpassades till regleringen 1 personuppgiftslagen. Nuvarande
register utgor det centrala verksamhetsstédet inom Kriminalvérden,
dven om det egentligen inte bestdr av ett enda stort register dir
samtliga uppgifter samlas och finns tillgingliga for alla som har
tillgdng till registret. Rent faktiskt bestdr det centrala kriminal-
virdssystemet av ett antal system som ir tekniskt ssmmankopplade
och som dirigenom kan forsérja varandra med information.
Personal har endast behorighet till vissa delar av registret, beroende
pd deras arbetsuppgifter. Den som arbetar inom frivirden har t.ex.
behov av och tillgdng till andra uppgifter 1 kriminalvirdsregistret in
den som arbetar pi ett hikte eller i en kriminalvirdsanstalt."

19 Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling, s. 232 f.
"' Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 142.
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De uppgifter som fir foras 1 det centrala kriminalvirdsregistret
framgdr fo6r nirvarande av en forhdllandevis detaljerad reglering i
Kriminalvirdens brottsdataférordning. Av 17§ och 2§ andra
stycket 1 framgdr vad giller biometriska underlag att fotografi far
behandlas i registret. Som anges nedan kommer denna férordning
inom Kkort att indras 1 samband med att lagindringarna i
Kriminalvirdens brottsdatalag trider i kraft.

Myndigheter som fir medges direktdtkomst till det centrala
kriminalvdrdsregistret

For nirvarande finns regler 1 Kriminalvirdens brottsdataférordning
som reglerar mojligheten att medge direktdtkomst till det centrala
Kriminalvirdsregistret. I 20§ Kriminalvirdens brottsdataférord-
ning foreskrivs att Regeringskansliet, Polismyndigheten och Siker-
hetspolisen fir, f6r ett syfte som anges 1 1 kap. 2 § brottsdatalagen,
medges direktitkomst till det centrala kriminalvirdsregistret. For
Regeringskansliet fir emellertid endast sidana uppgifter som behovs
1irenden om ndd goras tillgingliga.

Frigan om det behdvs sekretessbrytande bestimmelser for att
kunna medge direktdtkomst 6vervigs normalt innan det inférs
mojlighet till direktitkomst. Det ir emellertid oklart om ndgra
sddana 6verviganden gjordes innan de nuvarande bestimmelserna
om direktdtkomst till det centrala kriminalvirdsregistret infordes.
Det ir nimligen uteslutande i Kriminalvirdens brottsdatalag som
det centrala kriminalvirdsregistret regleras. Det framgir enbart att
vissa myndigheter enligt 20 § Kriminalvdrdens brottsdataférordning
fir medges tillgdng till det registret genom direktdtkomst. Den
regleringen innehdller inte nigon sekretessbrytande bestimmelse
och det finns inte nigra férarbeten som belyser varfér det forhdller
sig s3."

Sikerbetsregistret

Utover det centrala kriminalvardsregistret f6r Kriminalvirden med
stod av 3 kap. 1§ Kriminalvirdens brottsdatalag ett sikerhets-

12 Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 227.
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register. Tillskillnad frin det centrala kriminalvirdregistret ir
sikerhetsregistret en enda databas.

Syftet med sikerhetsregistret ir dels att forebygga, férhindra eller
uppticka brott eller brottslig verksamhet p3 hikten och i
kriminalvdrdsanstalter ~ eller 1 samband med  annan
straffverkstillighet, dels att sikerstilla ordning och sikerhet pd
hikten, 1 kriminalvirdsanstalter och 1 annan verksamhet som
Kriminalvirden bedriver.

I sikerhetsregistret fir, enligt 3 kap. 2§ Kriminalvirdens
brottsdatalag, féras uppgifter om personer som ir hiktade eller
verkstiller ett fingelsestraff och personen ir eller har varit placerad
pd sikerhetsavdelning. I registret fir dven uppgifter behandlas om en
person som ir hiktad eller verkstiller ett fingelsestratf, om det finns
risk for att han eller hon begdr brott eller utdévar brottslig
verksamhet av allvarligare slag. Aven risk for att personen forbereder
rymning eller férséker rymma, blir féremal for fritagning eller bidrar
till att allvarligt stéra ordningen eller sikerheten pa ett hikte eller i
en kriminalvirdsanstalt kan vara grund fér registrering. Detsamma
giller risk for att personen under hiktning eller fingelsestraff utsitts
for vald eller hot.

Enligt 3 kap. 3§ Kriminalvirdens brottsdatalag fir ocksd
uppgifter behandlas om en person som verkstiller en pafsljd inom
Kriminalvirden om det finns risk f6r att personen utdvar vald eller
hot mot personal eller otillborlig paverkan pd personal eller andra
personer som uppehdller sig 1 Kriminalvirdens lokaler. Den
bestimmelsen omfattar alla som verkstiller en piféljd inom
Kriminalvirden, oberoende av pafoljd, och den ir tillimplig 1 alla
typer av lokaler som Kriminalvirden disponerar.

Uppgifter far alltsd registreras i sikerhetsregistret bide for att
skydda Kriminalvirdens verksamhet och fér att skydda enskilda
personer.” Vilka uppgifter som fir foras i sikerhetsregistret framgar,
férutom 1 3 kap. Kriminalvirdens brottsdatalag, av 21 och 22 §§
Kriminalvirdens brottsdataférordning.

13 Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 203 f.
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Myndigheter som far medges direktdtkomst till sikerbetsregistret

Enligt  3kap. 6§  Kriminalvdrdens  brottsdatalag  far
Polismyndigheten, Sikerhetspolisen, Ekobrottsmyndigheten och
Aklagarmyndigheten medges direktdtkomst till personuppgifter i
sikerhetsregistret. Det giller dock inte uppgifter om enskilda
personer i registret. Av 24 § Kriminalvidrdens brottsdataférordning
foljer nimligen att direktdtkomst till sikerhetsregistret ska
begrinsas till uppgifter om ngon som har registrerats med stéd av
3 kap. 2 § andra stycket Kriminalvdrdens brottsdatalag férekommer
1 registret. I nuliget saknas, pi samma sitt som giller det centrala
kriminalvirdsregistret, sekretessbrytande bestimmelser som méjlig-
gor ett utlimnande av uppgifter till de myndigheter som fir medges
direktdtkomst till sikerhetsregistret.

Kommande reglering i Kriminalvirdens brottsdatalag
Det centrala kriminalvdrdsregistret ersitts

Enligt propositionen om en modern lagstiftning fér Kriminal-
virdens personuppgiftsbehandling, ska det centrala kriminalvirds-
registret ersittas med sirskilda bestimmelser 1 Kriminalvirdens
brottsdatalag om behandling av personuppgifter som gors eller har
gjorts gemensamt tillgingliga.' Regelverket, som trider i kraft den
1 april 2026, ersitter framfor allt de detaljerade bestimmelserna i
Kriminalvirdens brottsdataférordning om det centrala kriminal-
vardsregistret. Syftet med forslagen ir att skapa en generell och
teknikneutral reglering som ger skyddande ramar fér den
personuppgiftsbehandling som ir nédvindig nir Kriminalvirden
utfér arbetsuppgifter inom brottsdatalagens omrade.

Det nya systemet innebir att Kriminalvirden kan fortsitta att
behandla personuppgifter i1 sina nuvarande verksamhetsstéd, men
regelverket tilldter ocksd att myndigheten anpassar sina verksam-
hetsstdd efter den tekniska utvecklingen och verksamhetens behov.

4 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling,
s.22 £,
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Gemensamt tillgingliga uppgifter

Med gemensamt tillgingliga uppgifter 1 det foreslagna kapitel 3 i
Kriminalvirdens brottsdatalag avses, enligt de dndringar som trider
i1kraft den 1 april 2026, uppgifter som inte enbart ett ftal har tillging
till utan uppgifter som ir tillgingliga f6r en stoérre bestimd eller
obestimd krets av tjinstemin. Uppgifter som bara ett fital har
tillgdng till anses som regel inte vara gemensamt tillgingliga. Vad
som avses med ett fital fir avgoras 1 varje enskilt fall, men en
tumregel ir att det som ir tillgingligt for fler dn ett tiotal personer
ir gemensamt tillgingligt."”

Sekretessbrytande bestimmelse

I 2kap. 5§ foreslds, enligt indringarna i Kriminalvirdens
brottsdatalag, en sekretessbrytande bestimmelse som ska gilla for
de myndigheter som foéreslds medges direktdtkomst till
personuppgifter som gors eller har gjorts gemensamt tillgingliga. Av
bestimmelsen framgir att Polismyndigheten, Sikerhetspolisen,
Tullverket och Regeringskansliet, trots sekretess enligt 18 kap. 11 §,
21 kap. 3§ och 35kap. 15§ OSL, har ritt att ta del av
personuppgifter som har gjorts gemensamt tillgingliga, om den
mottagande myndigheten behdver uppgifterna for ett syfte som
anges i 1 kap. 2 § brottsdatalagen.

Direktdtkomst till gemensamt tillgingliga uppgifter

Regleringen om direktdtkomst kommer finnas i 3 kap. 6§
Kriminalvirdens brottsdatalag. Dir framgir att direktitkomst till
personuppgifter som gors eller har gjorts gemensamt tillginglig fir
medges Regeringskansliet, Polismyndigheten, Sikerhetspolisen och
Tullverket for ett syfte som anges 1 1 kap. 2§ brottsdatalagen.
Regeringskansliet fir dock medges direktdtkomst endast till sddana
uppgifter som behovs i drenden om ndd.

15 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling, s. 23
och 81.
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Sikerbetsregistret bestir men breddas

Nir det giller sikerhetsregistret s foreslds att registret ska breddas.
Med hinsyn tll sikerhetsforhillandena inom Kriminalvirden
foreslds dirfor dndringar som ger Kriminalvdrden stod for att
behandla personuppgifter i sikerhetsregistret for fler syften och om
fler personkategorier.

I 4 kap. 6 §foreslds en sekretessbrytande bestimmelse som ska
gilla for de myndigheter som foreslds medges direktdtkomst till
sikerhetsregistret. Av bestimmelsen framgar att Polismyndigheten,
Sikerhetspolisen,  Tullverket,  Ekobrottsmyndigheten  och
Aklagarmyndigheten, trots sekretess enligt 18 kap. 11 §, 21 kap. 3 §
och 35kap. 15§ OSL, har ritt att ta del av personuppgifter i
sikerhetsregistret, om den mottagande myndigheten behover
uppgifterna for ett syfte som anges i 1 kap. 2 § brottsdatalagen.
Regleringen om direktitkomst finns i 4 kap. 6 § Kriminalvirdens
brottsdatalag. Dir framgar att direktitkomst till sikerhetsregistret
far medges Polismyndigheten, Sikerhetspolisen, Ekobrottsmyndig-
heten och Aklagarmyndigheten for ett syfte som anges i 1 kap. 2 §
brottsdatalagen.

Reglering i kriminalvardsdatalagen

I 6 § kriminalvdrdsdataférordningen finns en bestimmelse som ger
Kriminalvirden méjlighet att ge andra myndigheter direktitkomst
ull de uppgifter som Kriminalvirden behandlar med stod av
kriminalvirdsdatalagen. Det ir endast Polismyndigheten och
Sikerhetspolisen som fir medges sddan direktdtkomst.

Frigan om det behdvs sekretessbrytande bestimmelser for att
kunna medge direktdtkomst 6vervigs, som redogérs foér ovan,
normalt innan det inférs méjlighet till direktitkomst. Det ir
emellertid oklart om nigra sidana éverviganden gjordes innan den
nuvarande bestimmelsen, om direktitkomst till de uppgifter som
Kriminalvirden behandlar med st6d av kriminalvdrdsdatalagen,
inférdes. Det dr nimligen uteslutande i kriminalvirdsdataférord-
ningen som direktdtkomsten regleras och regleringen innehiller inte
nigon sekretessbrytande bestimmelse. Det finns inte nigra
forarbeten som belyser varfor det forhéller sig sa.
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11 Internationell utblick

11.1 Inledning

P3 wvissa hdll 1 Europa anvinds redan biometriska underlag, i
synnerhet for biometrisk autentisering, pd anstalter och hikten.
Eftersom andra EU-linder i huvudsak lyder under samma regler vad
giller kriminalvird' och dataskydd’, finns det skil att pd en
oversiktlig nivd redovisa vilka tekniska och digitala l6sningar andra
EU-linder och idven andra linder av intresse redan nyttjar idag.
Informationen kommer uteslutande frin organisationen European
Organisation of Prison and Correctional Services (EuroPris).

11.2 Erfarenhet inom EuroPris
11.2.1 EuroPris

EuroPris grundades 2011 och ir en medlemsférening som frimjar
samarbete, dmsesidigt lirande och utbyte av god praxis inom den
europeiska kriminalvdrden. Medlemskap ir 6ppet f6r alla europeiska
anstalts- och kriminalvdrdsforvaltningar. EuroPris frimjar etiska
och rittighetsbaserade anstalter, underlittar informationsutbyte och
ger expertstdd till medlemmar, partnerorganisationer och
beslutsfattare. Ett av huvudmilen med EuroPris ir att vara en
ridgivande och praxisbaserad resurs fér beslutsfattare 1 Europa,
sirskilt Europeiska kommissionen och Europarddet. Sedan 2013 har
EuroPris en observatorsstatus vid Europaridets Council for
Penological Cooperation (PCCP). I denna egenskap deltar EuroPris

! Se bl.a. United Nations Standard Minimum Rules for the Treatment of Prisoners (Nelson
Mandela-reglerna), 17 december 2015, och Recommendation Rec (2006)2-rev of the
Committee of Ministers to member States on the European Prison Rules, 1 juli 2020.

2 Se bl.a. dataskyddsférordningen och dataskyddsdirektivet.
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vid PCCP:s m6ten och bidrar till diskussionerna om utarbetandet av
Europarddets rekommendationer.

11.2.2 Undersokning

EuroPris genomférde under &r 2022 en undersékning bland
medlemslinderna om anvindning av biometri inom anstalts-
systemen och bad om svar pd féljande frigor:

1. Anvinder ni biometrisk datainsamling av misstinkta/démda
personer (t.ex. ansiktsigenkinning, biometrisk réstigenkinning,
venmaonster, 0.5.v.)?

2. Om er kriminalvdrd inte anvinder biometrisk datainsamling,

planerar ni att inféra en sidan teknik i framtiden?

Svaren som erhélls sammanstilldes i1 en rapport.” De delar av svaren
som utredningen har bedémt vara av intresse redovisas samman-
fattningsvis 1 det f6ljande.

Spanien
1. Nej.
2. Nej.

Estland
1. Nej.

2. Estniska anstalter planerar f6r att inom en snar framtid anvinda
biometri i tekniska l6sningar som t.ex. biometrisk autentisering
med foto och fingeravtryck. Anvindningsomridet foér den
intagne kommer vara att goéra kop frin e-butiken och se
dokument relaterade till honom eller henne.

3 EuroPris KMS191222: The use of biometrics in the prison system.
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Luxemburg

1. Nej.
2. Nej.

Danmark
1. Nej.

2. Nej. Anvindning av fingeravtryck som en extra identifierings-
dtgird Overvigs.

Osterrike

1. Ja. Biometriska underlag i form av fingeravtryck frin intagna
anvinds for identifiering. I vissa anstalter anvinds skanning av
vener for verifiering eller identifiering av intagna som tillfilligt
limnar anstalterna for att arbeta sjilvstindigt och direfter
dtervinder.

Storbritannien

1. Ja. Biometriska underlag anvinds i en mingd olika situationer
som vid intride 1 anstalt, ans6kningar och miltidsbestillningar.
Vid minga anstalter anvinds fingeravtryck. Dessutom anvinds
personalens biometriska underlag i stillet fér anvindning av
nycklar.

2. -
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Lettland

1.

Ja. Biometriska underlag i form av digital bild av ansiktet och
avtryck av fingret samt handflatan tas upp och anvinds.
Underlagen anvinds bl.a. for verifiering av misstinktas och
démda personers identitet.

2. -

Ungern

1. Ja. Biometriska underlag 1 form av fingeravtryck och dna-prov
upptas. Biometriska uppgifter fir anvindas for att genomféra en
identifiering.

2. Det planeras for anvindning av ett ansiktsigenkinningssystem
baserat pi& biometrisk autentisering fér att automatisera
passerkontrollsystemet eller f6r att komplettera dvervaknings-
verksamheten inom anstalterna.

Belgien

1. Ja. Fingeravtryck tas vid ankomst till anstalt f6r jimférelse vid
frigivning. Aven vid besék frin familj och vinner gors en kontroll
av fingeravtryck vid ankomst till besdksrummet och nir personen
limnar det. Detta for att férhindra identitetsbyte.

2. De har stindig bevakning av innovativa och anvindbara [6sningar
pa marknaden.

Norge

1. Nej.

2. Kriminalvirden planerar inte att inféra sddan teknik inom en snar
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Ruminien

1. Nej.
2. Nej.

Nederlinderna

1. Ja. Fingeravtryck och ansiktsbilder upptas och anvinds i
identifieringssyfte under olika tillfillen av frihetsberévandet. Det
kan t.ex. vara vid in- och uttride ur ett beséksrum, nir den
frihetsberovade tillfilligt limnar anstalten fér permission,
transport till domstol, éverforing till ett annan anstalt och nir
denne limnar anstalten i slutet av frihetsberévandet.

Tjeckien
1. Nej.

2. Det har gjorts ett f6rs6k med insamling av biometriska underlag.
Den tjeckiska kriminalvirden var néjda med resultatet men p.g.a.
héga finansiella kostnader for tekniken beslutades det att inte
anvinda tekniken dnnu.
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12  Polisens biometriregister

12.1 Inledning

Polisen fir enligt lag féra biometriregister med ansiktsbilder, dna-
profiler, fingeravtryck och signalementsuppgifter frin misstinkta
och démda personer som kan anvindas f6r att identifiera personer i
samband med brottsutredningar. En tinkbar 16sning for att utoka
Kriminalvirdens upptagning och anvindning av biometriska
underlag och biometriska uppgifter vore att inhimta och anvinda de
uppgifter som finns hos polisen. Polisens biometriregister ir dirfér
av intresse och det kommer &vervigas av utredningen om dessa kan
anvindas av Kriminalvirden.

12.1.1 Tre biometriregister
Syfte med registren

Sedan den 1 juli 2025 giller en ny reglering for polisens mojlighet att
fora register 6ver biometriska underlag och biometriska uppgifter.
Polisen har mojlighet att behandla uppgifterna 1 tre olika
biometriregister, ett dver domda, ett 6ver misstinkta och ett dver
spar. Att uppgifterna ska hillas i sirskilda register hindrar inte att de
tekniskt finns pd samma plattform eller stdds av samma tekniska
system.'

Uppgifter 1 biometriregistren fir enligt 5 kap. 1§ lagen om
polisens behandling av personuppgifter inom brottsdatalagens
omride (polisens brottsdatalag) behandlas fér samma syften som
uppgifter i polisens tidigare register, d.v.s. for att forebygga,
forhindra eller uppticka brottslig verksamhet, utreda eller lagféra
brott, fullgéra forpliktelser som foljer av internationella dtaganden,

! Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 96 {.
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underlitta identifiering av avlidna personer och kontrollera
fingeravtryck som Migrationsverket har tagit enligt 9 kap. 8§
utlinningslagen.

Uppgifter i registren

De uppgifter som biometriregistren far innehilla ir enligt 5 kap. 2 §
polisens brottsdatalag dna-profiler, fingeravtryck, fotografier, video,
rost, handstil och signalement. Enligt 4b§ foérordningen
(2018:1942) om polisens behandling av personuppgifter inom
brottsdatalagens omride (polisens brottsdataférordning) far
biometriregistren dessutom innehdlla uppgifter om irendenummer,
andra referensuppgifter och brottskod. Biometriregistren &ver
misstinkta och démda fir dven innehdlla uppgifter om den
registrerades namn, personnummer, samordningsnummer eller
liknande identitetsuppgifter.

Tanken med biometriregistren ir att de, i likhet med de tidigare
dna-, fingeravtrycks- och signalementsregistren, ska innehilla
uppgifter som kan bidra till att den som har begdtt ett brott
identifieras. Registren miste innehilla uppgifter som behévs f6r en
biometrisk analys, men dven for att identifiering ska kunna ske. Det
innebir att biometriregistren behéver innehdlla biometriska
underlag och sddana biometriska uppgifter som kan tas fram ur ett
biometriskt underlag, t.ex. biometriska mallar av fotografier och
fingeravtryck.’

Personuppgifter om lagévertridare under femton &r, fir enligt
5 kap. 17 § polisens brottsdatalag, inte behandlas 1 biometriregistren.

12.1.2 Biometriregistret éver misstankta
Uppgifter som fir behandlas

Biometriregistret dver misstinkta fir, enligt 5 kap. 3 § polisens
brottsdatalag, innehilla uppgifter om dna-profiler, fingeravtryck,
fotografier, video, rost, handstil och signalement om en person som
ir skiligen misstinkt fér brott och har varit féremdl for en
upptagning av biometriska underlag enligt 28 kap. 12 a eller 14§

2 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 97.
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rittegdngsbalken samt uppgifter om fingeravtryck, fotografi och
video som har tagits upp av en utlinning med stdd av 5 kap. 3 och
3 a §§ lagen om sirskild kontroll av vissa utlinningar.

I 28 kap. 12 a eller 14 § rittegdngsbalken regleras de situationer
nir biometriska underlag fir upptas bl.a. frdn den som ir misstinkt
for brott. Nir det giller biometriska underlag som fir registreras 1
biometriregistret 6ver misstinkta, handlar det om foljande
situationer.

e Prov for dna-analys fir goras pd den som ir skiligen misstinkt
for ett brott for vilket fingelse ingdr i straffskalan och ska géras
pd den som ir anhillen eller hiktad misstinkt f6r brott.

e Fingeravtryck och fotografi fir tas av den som ir skiligen
misstinkt for ett brott for vilket fingelse ingdr i straffskalan och
ska tas av den som ir anhillen eller hiktad misstinkt for brott.

e Video, rostprov och handstilsprov far tas av den som ir skiligen
misstinkt for ett brott f6r vilket fingelse ingdr 1 straffskalan. Det
foreligger alltsd ingen skyldighet att ta upp sidana biometriska
underlag betriffande anhillna och hiktade s& som giller avseende
prov for dna, fingeravtryck och fotografi.

Nir det giller lagen om sirskild kontroll av vissa utlinningar far
fingeravtryck, fotografi och video tas av en utlinning i féljande
situationer.

e Om det ir av betydelse for att klarligga om utlinningen tillhor
eller verkar f6r en organisation eller grupp som planligger eller
forbereder brott enligt terroristbrottslagen (2022:666) eller om
det finns en risk f6r att utlinningen kan komma att engagera sig
1 en sidan organisation eller grupp,

o det finns risk for att utlinningen sjilv planligger eller férbereder
brott som avses 1 punkten ovan, eller

o det finns risk for att utlinningen sjilv eller tillsammans med andra
medverkar i eller pd annat sitt frimjar ett allvarligt brott som ror
Sveriges sikerhet.
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Om fingeravtryck, fotografi eller video har tagits fir Sikerhets-
polisen besluta om ny upptagning, om det finns sirskilda skil och
om vissa forutsittningar ir uppfyllda.

Hur linge uppgifterna fir behandlas

Uppgifter 1 biometriregistret dver misstinkta fir, enligt 5 kap. 10 §
polisens brottsdatalag, inte behandlas lingre in tre manader efter det
att uppgifterna om den misstanke som ligger till grund for
registreringen har gallrats ur misstankeregistret enligt lagen
(1998:621) om misstankeregister. Uppgifter om en registrerad
person som har avlidit f&r dock behandlas som lingst tio r efter
dodstallet. Nir det giller uppgifter som behandlas for att fullgora ett
internationellt dtagande fir sidana inte behandlas lingre in vad som
behdvs for det indamailet, se 5 kap. 13 § polisens brottsdatalag.
Uppgifter om personer som har limnat fingeravtryck, fotograferats
eller videofilmats med stéd av lag om sirskild kontroll av vissa
utlinningar fir inte behandlas lingre 4dn tio &r efter det att
utvisningsbeslutet verkstilldes eller upphorde, se 5 kap. 14§
polisens brottsdatalag.

12.1.3 Biometriregister dver domda
Uppgifter som fir behandlas

Biometriregistret 6ver domda fir, enligt 5kap. 4§ polisens
brottsdatalag, innehilla uppgifter om dna-profiler, fingeravtryck,
fotografier, video, rost, handstil och signalement om en person som
har varit féremdl for en Atgird enligt 28 kap. 12a eller 14§
rittegdngsbalken och som direfter genom en dom som fitt laga kraft
har démts for ett brott f6r vilket fingelse ingdr 1 straffskalan, eller
har godkint ett strafféreliggande avseende ett sidant brott. Det
handlar allts8 om att de biometriska underlag och biometriska
uppgifter som har tagits under en férundersékning, se avsnitt 12.1.2,
och behandlats i biometriregistret 6ver misstinkta och dir
misstanken sedermera leder till fillande dom eller godkint
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strafféreliggande. De biometriska underlagen och uppgifterna far dd
dverforas till biometriregistret dver démda.’

Dirutdver fir biometriregistret innehilla uppgifter om en person
som varit foremdl fér en &tgird enligt 2 kap. 6§ lagen om
verkstillighet av fingelsestraff med elektronisk évervakning eller
8 kap. 7 a § fingelselagen. Enligt 2 kap. 6 § lagen om verkstillighet
av fingelsestraff med elektronisk kontroll ska Kriminalvirden vid
verkstillighet utanfér anstalt av en dom pd fingelse foreligga den
démde att instilla sig f6r upptagning av fingeravtryck, salivprov for
dna-analys och fotografi av ansikte om sidana uppgifter om den
démde inte finns 1 polisens biometriregister. P4 motsvarande vis ska
Kriminalvirden eller Polismyndigheten enligt 8kap. 7a§
fingelselagen ta fingeravtryck, salivprov for dna-analys och fotografi
av ansikte av en intagen vid verkstillighet av en dom eller ett beslut
pa fingelse, om sddana uppgifter om den intagne inte finns i polisens
biometriregister. Intentionen med biometriregistret f6r démda ir
att det ska vara si heltickande som mgjligt och syftet med
bestimmelserna ir att finga upp de fall dir biometriska underlag inte
har upptagits under férundersékningen®, se nirmare ovan i avsnitt
8.2 och 8.4 om denna reglering.

Slutligen fir biometriregistret ver ddmda innehélla uppgifter om
den som démts for brott 1 en annan medlemsstat inom Europeiska
unionen och vars fingeravtrycks- eller signalementsuppgifter har
overforts hit med stdd av artikel 4.2 1 ridets rambeslut
2009/315/RIF av den 26 februari 2009 om organisationen av
medlemsstaternas utbyte av uppgifter ur kriminalregistret och
uppgifternas innehdll. De sistnimnda uppgifterna fir dock endast
behandlas om motsvarande girning i Sverige har fingelse i ett &r eller
mer 1 straffskalan och den som uppgifterna avser vid tidpunkten fér
girningen hade fyllt 15 4r.

Hur linge uppgifterna fir behandlas

Uppgifter i biometriregistret éver déomda fir enligt 5 kap. 11§
polisens brottsdatalag inte behandlas lingre 4n tre manader efter det
att uppgifterna om den dom, det beslut eller det strafféreliggande

3 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 115.
* Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 90 och 219.
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som ligger till grund fér registreringen har gallrats ur belastnings-
registret enligt lagen (1998:620) om belastningsregister. Uppgifter
om en registrerad person som har avlidit fir dock behandlas som
lingst tio &r efter dodsfallet.

Nir det giller uppgifter som behandlas for att fullgéra ett
internationellt dtagande fir sidana inte behandlas lingre in vad som
behdvs for det indamailet, se 5 kap. 13 § polisens brottsdatalag.
Uppgifter om personer som har limnat fingeravtryck, fotograferats
eller videofilmats med stéd av lag om sirskild kontroll av vissa
utlinningar fir inte behandlas lingre in tio &r efter det att
utvisningsbeslutet verkstilldes eller upphorde, se 5 kap. 14§
polisens brottsdatalag.

12.1.4 Biometriregistret 6ver spar
Uppgifter som fir behandlas

Biometriregistret Over spdr far, enligt 5kap. 5§ polisens
brottsdatalag, innehdlla uppgifter om dna-profiler, fingeravtryck,
fotografier, video, rést, handstil och signalement och som avser spar
som inte kan hirledas tll en identifierbar person, om uppgifterna
kommit fram 1 en utredning om brott. Sddana uppgifter fir dock inte
behandlas om det av omstindigheterna vid tidpunkten for
insamlingen eller senare framgir att spdret hirrér frin ndgon annan
in den som kan misstinkas f6r brottet.

Enligt 5 kap. 6 § samma lag fir uppgifter i biometriregistret éver
spar jimféras med uppgifter om spdr som inte kan hirledas till en
identifierbar person, uppgifter 1 biometriregistret éver démda,
uppgifter som kan hirledas till en person som ir skiligen misstinkt
for brott eller uppgifter om fingeravtryck, fotografier och video som
tagits med stdd av 5 kap. 3 eller 3 a § lagen om sirskild kontroll av
vissa utlinningar. Dirutdver fir uppgifter i biometriregistret 6ver
spdr jimforas 1 andra fall om det dr nodvindigt for att fullgora en
internationell 6verenskommelse som Sverige har tilltritt efter
riksdagens godkinnande eller om det f6ljer av en unionsrittsakt.
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Hur linge uppgifterna fir behandlas

Uppgifter i biometriregistret 6ver spar far enligt 5 kap. 12 § polisens
brottsdatalag inte behandlas lingre dn trettio ar efter registreringen.
Uppgifter 1 registret fir dock behandlas sjuttio ar efter
registreringen om uppgifterna hinfor sig till utredningar om brott
som anges 135 kap. 10 § forsta stycket brottsbalken.

12.1.5 Kuvalitén pa uppgifterna i biometriregistren

Syftet med biometriregistren idr bl.a. att sikerstilla att polisen kan
forebygga, forhindra eller uppticka brottslig verksamhet. Dna,
fingeravtryck, ansiktsbilder och liknande information om
individuella kinnetecken som kan anvindas for biometrisk analys ir
ofta av avgoérande betydelse for att kunna identifiera personer som
har gjort sig skyldiga tll brott. Anvindningen av biometriska
jimforelser inom brottsbekimpning har ansetts si viktig att
mojligheterna f6r polisen att uppta biometriska underlag nyligen har
utdkats.” For att de biometriska uppgifter som tas fram ur de
biometriska underlagen ska kunna anvindas som jimférelseunderlag
behéver de biometriska underlag som upptas vara av s& god kvalité
som mojligt.

Fingeravtryck frdn misstinkta personer tas upp genom avtryck av
tio fingeravtryck och tio kontrollfingeravtryck samt sex
handflatsavtryck. Normalt tas fingeravtryck med digital teknik
genom att fingrar och handflator skannas. Upptagningen av
fingeravtryck kriver utrustning som endast Polismyndigheten har
tillgdng till 1 dagsliget. Det har vid udigare lagstiftningsirenden
konstaterats att utrustningen ir utrymmeskrivande och kostsam.
Nationellt forensiskt centrum har till utredningen emellertid
forklarat att den sirskilda tekniska utrustningen krivs for att ta upp
fingeravtryck med sddan hog kvalité och precision att underlagen gir
att jimfoéra med endast delar av ett spdr, men att samma kvalité inte
noédvindigtvis torde krivas for syftet att genomfora verifiering
genom biometrisk autentisering.

Aven om de upptagningar av biometriska underlag som polisen
gor ska hilla en viss kvalitét innebir inte det att de uppgifter som
finns 1 biometriregistren 1 verkligheten alltid hiller en sddan niva.

5 Prop. 2024/25:37, Biometri i brottsbekimpningen.
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Nationellt forensiskt centrum har i dialog med utredningen upplyst
om att befintliga upptagningar i registren kan vara gamla och
bristfilliga vilket kan goéra dem otjinliga som jimforelsematerial vid
en biometrisk autentisering. Det handlar t.ex. om fotografier som
kan ha tagits for flera &r sedan och dir personen har hunnit indra
utseende visentligt. P4 motsvarande vis kan dven fingeravtryck
indras 6ver tid genom sjukdomar eller drrbildning, 4ven om det inte
ir lika vanligt.”

12.2 Direktatkomst till biometriregistren

12.2.1 Bakgrund

Med direktdtkomst avses att en myndighet fir direkt tillgdng till ett
register som fors av en annan myndighet, se iven om detta begrepp
1avsnitt 10.3.1 och hur det férhéller sig till sekretess. Det innebir att
en myndighet som fir medges direktdtkomst till polisens biometri-
register kan ges dtkomst till de uppgifter som finns 1 registren och
att myndigheten, om de tekniska férutsittningarna finns och polisen
medger det, kan anvinda sig av registren under forutsittning att
behandlingen ir tilliten enligt dataskyddslagstiftningen och inte
omfattas av sekretess.

12.2.2 Reglering i polisens brottsdatalag

Enligt 5 kap. 16 § polisens brottsdatalag fir Kriminalvrden medges
direktdtkomst till uppgifter i biometriregistren. Direktdtkomst far
bara medges for ett syfte som anges i 1 kap. 2 § brottsdatalagen,
d.v.s. 1 syfte att forebygga, forhindra eller uppticka brottslig
verksamhet, utreda eller lagfora brott, verkstilla straffrittsliga
pafoljder eller uppritthilla allmin ordning och sikerhet.

Av 9§ polisens brottsdataférordning framgdr att Kriminal-
virdens direktdtkomst till uppgifter 1 biometriregistren ska
begrinsas till dna-profiler, fingeravtryck och fotografier. Nir det
giller dna-profiler och fingeravtryck ska dtkomsten begrinsas till
uppgifter om huruvida nigon férekommer i registren.

¢ SOU 2023:32, Biometri — for en effektivare brottsbekimpning, s. 219.
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12.2.3 Sekretessbrytande bestimmelse

For uppgifterna i biometriregistren rider sekretess enligt 21 kap. 3 §
forsta stycket och 35 kap. 1 § OSL. Bestimmelser om direktdtkomst
anses inte ha nigon sekretessbrytande verkan.” Regler om
direktdtkomst brukar dirfoér ofta kompletteras med sekretess-
brytande bestimmelser. Dessa formuleras som en ritt for den
mottagande myndigheten att ta del av uppgifter trots sekretess.
Bestimmelser som kan bryta sekretessen i sddana fall finns i
35kap. 10§ 4 och 10kap. 28 § OSL samt 1 2 kap. 9 och 10 §§
polisens brottsdatalag. Enligt 2 kap. 9 § polisens brottsdatalag har
Kriminalvirden, trots sekretess enligt 21 kap. 3 § forsta stycket och
35 kap. 1 § OSL, ritt att ta del av uppgifter 1 biometriregister som
fors enligt 5 kap. polisens brottsdatalag, om myndigheten behéver
uppgifterna for ett syfte som anges i 1 kap. 2 § brottsdatalagen.®

12.2.4 Andra myndigheter som har direktatkomst till
biometriregistren

Utoéver Kriminalvirden fir Sikerhetspolisen, Ekobrottsmyndig-
heten, Aklagarmyndigheten, Tullverket, Kustbevakningen och
Skatteverket, for ett syfte som anges 1 1 kap. 2 § brottsdatalagen,
medges direktitkomst till uppgifter i biometriregister. Vilka
uppgifter som respektive myndighet har tillgdng tll varierar.

Sikerhetspolisens, Ekobrottsmyndighetens, ~Aklagarmyndig-
hetens, Tullverkets och Kustbevakningens direktitkomst till
uppgifter 1 biometriregister ir, enligt 8 § polisens brottsdataférord-
ning, nir det giller dna-profiler och fingeravtryck begrinsad till
uppgifter om huruvida nigon férekommer 1 registren. Skatteverkets
direktdtkomst till uppgifter i biometriregister ir, enligt 8 a § samma
forordning, begrinsad tll fingeravtryck, fotografier och
signalement. Nir det giller fingeravtryck ska dtkomsten begrinsas
till uppgifter om huruvida nigon férekommer 1 registren.

7 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 121 {.
8 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 121.
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12.3 Majlighet att géra s6kningar i biometriregistren
12.3.1 Sékerhetspolisen har sadan méjlighet

Sedan den 1 juli 2025 har Sikerhetspolisen méjlighet att 1 vissa fall
gora sokningar 1 polisens biometriregister i syfte att 4 fram ett urval
av personer grundat pd uppgifter som ror hilsa eller biometriska eller
genetiska uppgifter. Det innebir att myndigheten kan gora
sokningar med fotografier, video- och réstupptagningar 1 registren
och {8 fram ett urval av personer.

Motivet till att Sikerhetspolisen fitt den utokade sokmojligheten
angavs 1 forarbetena vara att de irenden som myndigheten arbetar
med ofta dr bridskande och att myndigheten dirfér snabbt behover
kunna hitta uppslag pi vem en person som férekommer i ett
bildmaterial eller i en ljudupptagning kan vara.’

12.3.2 Vad som krévs for att fa gora s6kningar

For att det ska vara tillitet f6r en myndighet att genom
direktitkomst soka med biometriska uppgifter for att f8 fram
uppslag pd vem en person kan vara krivs att myndigheten har ritt att
behandla biometriska uppgifter och att behandlingen ir absolut
noédvindig for indamailet. For att en sokning som syftar till att £3
fram ett urval av personer baserat pd biometriska uppgifter ska vara
tilldten krivs emellertid ocksd att sokningen inte omfattas av ett
sokforbud.

I 2 kap. 14 § brottsdatalagen finns ett generellt sokforbud for
behoriga myndigheter som behandlar kinsliga personuppgifter 1
syfte att forebygga, forhindra eller uppticka brottslig verksamhet,
utreda eller lagféra brott eller verkstilla straffritesliga pdfoljder samt
uppritthilla allmin ordning och sikerhet. Frin det generella
sokforbudet har alltsd undantag gjorts f6r Sikerhetspolisen i 2 kap.
12§ fjirde stycket lagen (2019:1182) om Sikerhetspolisens
behandling av personuppgifter.

9 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 122.

220



Ds 2025:31 Polisens biometriregister

12.3.3 Soékningar genom Nationellt forensiskt centrum

Motsvarande mojlighet att 1 biometriregistren séka fram ett urval av
personer grundat pd biometriska uppgifter finns alltsd inte f6r nigon
annan myndighet. Om sidana sékningar behover goras sker det i
stillet genom Nationellt forensiskt centrum pd begiran av
myndigheten, se 6 kap. 1§ 2 och 6 kap. 4 § polisens brottsdatalag.
Det idr emellertid endast Sikerhetspolisen, Ekobrottsmyndigheten,
Aklagarmyndigheten, Tullverket, Kustbevakningen, Skatteverket
eller allmin domstol som kan framstilla en sddan begiran.
Kriminalvirden har alltsd ingen sddan mojlighet.
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13 Samrad som utredningen har
hallit

13.1 Samrad med fortroenderad
13.1.1 Reglering om fortroenderad

P4 anstalter finns mojlighet for de intagna att organisera sig genom
fortroenderdd. Rittigheten framgar av fingelselagen dir det 1 4 kap.
5§ anges att en intagen ska ges mojlighet att pd limpligt sitt
sammantrida med andra intagna fér 6verliggning i frigor som ir av
gemensamt intresse f6r de intagna. Ett fortroenderdd ska, enligt
samma bestimmelse, ges mojlighet att pd limpligt sdtt overligga
med ledningen for anstalten.

13.1.2 Utredningens samrad med fortroenderad

Den 16 juli 2025 genomférde utredningen ett studiebesok vid
anstalten Asptuna. Vid studiebescket gavs mojlighet for
utredningen att triffa de personer som for tillfillet utgjorde
anstaltens fortroenderdd. Under métet redogjorde utredningen for
Kriminalvirdens framstillan till Justitiedepartementet om utdkade
mojligheter f6r Kriminalvirden att behandla biometriska uppgifter
samt att departementet har uppdragit it utredningen att utreda
frigan. Direfter hade personerna i fortroenderddet mojlighet att
komma med synpunkter till utredningen. Nedan redogérs
sammanfattningsvis for dessa.

Nir det giller upptagning av biometriska underlag konstaterades
vid métet att sddana redan tas upp av polisen och att det som
utgdngspunkt knappast upplevs som ndgot stdrre integritetsintrdng
att som intagen behéva limna sidana uppgifter idven till
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Kriminalvirden. Det framférdes vid métet att det fysiska kroppsliga
intringet vid upptagning av de biometriska underlag som
utredningen kommer féresld ska {3 tas upp, dr av hastigt 6vergdende
natur och inte sirskilt ingripande. Vidare sig personerna 1
fortroenderddet vissa fordelar med att tekniska Isningar som
inkluderar biometriska uppgifter kan anvindas fér att komma till
ritta med minga av de manuella moment pd anstalt som idag tar ling
tid och skapar frustration bland de intagna. Det handlar t.ex. om
hantering av  kiosklistor. Vidare handlar det om linga
handliggningstider fo6r godkinnande av telefontillstind. Om det
med biometrins hjilp gir att skapa snabbare och tekniska [¢sningar
for hantering av sddana moment pd anstalt si vore det, enligt
personerna i fortroenderddet, virdefullt.

Aven om personerna i fértroenderidet pi det stora hela inte hade
nigra starkare invindningar mot till upptagning av biometriska
underlag och sdg positivt pd mer digitaliserade arbetssitt med
effektivare hantering av ansdkningar och andra administrativa
processer, s& linge hanteringen av uppgifter sker pd ett korreke sitt,
sdg de vissa farhgor kopplade till en sddan ordning.

Det handlade f6r det forsta om tekniken och sikerheten. Vid
motet vicktes frigan om var de biometriska underlagen och
uppgifterna kommer att hanteras och om det finns risk for att
uppgifterna kommer att o6verforas till en s.k. molnlésning.
Personerna i fértroenderddet undrade ocksd om tekniken skulle vara
tillrickligt forfinad for att, nir det giller exempelvis anvindning av
rostprov, sortera bort andra ljud eller om tekniken skulle
konstrueras sd att ett samtal kopplas ned si fort nigot annat ljud
liter 1 nirheten. De ifrigasatte ocksd om de tekniska [3sningarna
kommer att kunna goras s3 pass sikra och tillforlitliga att de klarar
de manipulationsférsék som de sannolikt kommer att utsittas for av
vissa intagna. Utdver det lyfte de risken for att systemet utsitts for
angrepp utifrdn som av kriminella konstellationer eller frimmande
makt. Slutligen ifrigasattes om det skulle gd att uppnd tillrickliga
vinster med ett tekniskt system med anvindning av biometriska
uppgifter. Som exempel angav fértroenderddet att det pd anstalter,
dtminstone med sikerhetsklass tre, borde fungera att fortsittnings-
vis anvinda tag for att t.ex. l13sa upp dorrar.

Den andra farhigan som lyftes fram var kopplad till hur de
biometriska underlagen och uppgifterna kommer att hanteras och di
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framfor allt om uppgifterna kommer att limnas tll andra
myndigheter eller [imnas ut till allminheten.

Den sista invindningen som personerna 1 fortroenderddet
framférde var kopplad till frigan om det ska inféras mojlighet till
upptagning och anvindning av biometriska underlag frin anhériga.
Det framholls vid motet att det rent principiellt kan ifrdgasittas att
anhoriga ska behéva limna biometriska underlag nir de sjilva inte
begdtt ndgot brott. Enligt personerna 1 fortroenderddet ir det inte
rimligt att anhoriga ska behova underkasta sig ett sidant
integritetsintring som villkor for att f3 ha kontakt med en
familjemedlem eller slikting som ir intagen i anstalt. Dirfér var
deltagarna vid motet kritiska till ett férslag om att anhériga ska
tvingas limna biometriska underlag. De pétalade ocksd att samma
risker betriffande tekniken och sikerheten dessutom gor sig
gillande dven betriffande anhorigas biometriska underlag och
uppgifter. De ifrdgasatte ocksd limpligheten av att anvinda réstprov
frdn barn, inte minst med tanke p att barns roster dndras 6ver tid.

13.2 Samrad med Advokatsamfundet

Den 19 september 2025 genomférde utredningen en hearing med
representanter fér Advokatsamfundet (representanterna) Under
motet redogjorde utredningen f6r Kriminalvirdens framstillan till
Justitiedepartementet om utdkade mojligheter for Kriminalvirden
att behandla biometriska uppgifter samt att departementet har
uppdragit it utredningen att utreda frdgan. Direfter hade
representanterna  mojlighet att komma med synpunkter till
utredningen. Nedan redogdrs sammanfattningsvis for dessa.
Inledningsvis konstaterade representanterna att det generellt
synes rdda en omodern hantering av Kriminalvirdens verksamhet
dir minga manuella arbetsmoment ir tidskrivande och 1 stor
utstrickning fortfarande hanteras analogt, inte sillan genom fysisk
pappershantering. Mot den bakgrund sig representanterna i och fér
sig positivt pd en storre omstillning for Kriminalvirden med
succesiv Overgdng till digitala 18sningar och mer effektiva
arbetsmetoder. Diremot var representanterna tveksamma till att
upptagning av biometriska underlag dr ritt vig att gd, 1 synnerhet om
upptagningen och anvindningen av underlagen tilldts brett och
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generellt inom Kriminalvirden. De sig stora risker med de
integritetsintring som de menade skulle félja med en sidan
hantering.

Representanterna pipekade férst och frimst att det rdder ett
starkt och grundlagsbefist skydd mot intring i den personliga
integriteten som endast far begrinsas for att tillgodose indamal som
ir godtagbara i ett demokratiskt samhille samt att begrinsningar
mdste vara proportionerliga. Effektiviseringsskil ir, enligt vad som
framférdes, under inga omstindigheter ett sddant indamal for vilket
inskrinkningar kan tilldtas. En kapacitetsutdkning innebirande fler
intagna 1 hikte och anstalt borde i stillet hanteras genom en
forstirkning av personella resurser inom Kriminalvirden. Utdver
det konstaterade representanterna att biometriska uppgifter utgor
kinsliga personuppgifter och att en upptagning och anvindning av
sddana uppgifter generellt sett ir forbjuden. En hantering kan 1
undantagsfall vara méjlig men endast om den ir absolut nédvindig.
I detta sammanhang framholl representanterna att det finns minga
digitala l16sningar som skulle kunna effektivisera Kriminalvirdens
verksamhet utan att kriva behandling av biometriska uppgifter. Det
finns ocksd alternativa digitala losningar som inte foérutsitter en
central lagring av alla upptagna biometriska uppgifter, t.ex.
verifiering genom en kortlésning dir anvindarens biometriska
uppgifter endast finns lagrade pd kortet. Genom anvindning av
sidana alternativa 16sningar skulle personuppgiftsbehandlingen inte
bli lika omfattande.

Representanterna lyfte att intagna personer befinner sig 1 en miljé
som ir sirskilt starkt priglad av tving, kontroll och évervakning
vilket redan innebir en pitaglig inskrinkning av deras personliga
integritet. Att uppta och anvinda biometriska underlag och
uppgifter frdn den kategorin minniskor innebir ytterligare ingrepp
i deras tillvaro och det kan, enligt vad som framférdes pd hearingen,
av det skilet ifrdgasittas om upptagning av biometriska underlag
6verhuvudtaget bor férekomma. Den stindiga dvervakning som
intagna utsitts for kan i kombination med biometrisk upptagning
utgora ett alldeles for stort ingrepp 1 den personliga sfiren. Om det
ir nddvindigt behover det 1 s3 fall ske med stor restriktivitet och
omsorg. I sammanhanget understrék ocks representanterna vikten
av att skyldigheten att limna och anvinda biometriska underlag och
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uppgifter inte pd ndgot sitt fr gd ut dver, begrinsa, férhindra eller
férdroja den intagnes ritt till kontakt med sin férsvarare.

Nir det giller det dataskyddsrittsliga regelverket konstaterade
representanterna att de forslag utredningen har att dverviga skulle
innebira en omfattande behandling av kinsliga personuppgifter. En
behandling av den sortens uppgifter behéver motiveras noggrant
utifrin syftet med varje behandling, d.v.s. indamailet. Det gir inte att
med generella motiveringar tillita en personuppgiftsbehandling som
egentligen syftar till att tillgodose olika indamail. Risken ir att det
sker indamilsglidningar och att de biometriska uppgifterna med
tiden kommer att anvindas fér andra indamil in for vilka de
samlades in. Varje anvindning av personuppgifterna miste alltsd ”std
pd egna ben” och det gir inte att tillimpa en viss teknisk 16sning fér
alla indam3l. En noggrann kartliggning av varje behov behover goras
och for varje behov behéver dndamailet specificeras och direfter
identifieras en vilbalanserad och limplig 16sning som ir tillrickligt
siker med hinsyn tll 6vriga dataskyddsregler om t.ex.
uppgiftsminimering och behorighetsbegrinsningar. Det behover
ocksd goras en avgrinsning kring vilka biometriska underlag som fir
upptas och anvindas samt regleras hur linge uppgifterna fir
behandlas.

Representanterna lyfte ocksd att f6r vissa dandamal som t.ex. att
tillhandahilla intagna en lisplatta for att kunna ha videosamtal eller
ta del av uppgifter om sig sjilv hos Kriminalvirden, skulle samtycke
kunna fungera som rittslig grund om det kan sikerstillas att den
intagne har ritt till samma lisplatta oavsett om denne viljer att limna
biometriska underlag eller inte. Det m3ste med andra ord finnas ett
reellt alternativ till att [imna biometriska underlag.

Utéver de  hittills  redovisade synpunkterna framférde
representanterna stora tveksamheter vad giller utredningens
overviaganden gillande att tillita upptagning av biometriska underlag
frdn de personer som ir intagna pd annan grund in brottsmisstanke
eller straffverkstillighet samt de personer som kommer ha
elektronisk kommunikation med intagna. Dessa grupper, menade
representanterna, ir extra skyddsvirda.

Nir det giller den forstnimnda gruppen understrok
representanterna att det kan handla om personer som ir
omhindertagna enligt lagen om omhindertagande av berusade
personer och personer som ir omhindertagna i samband med en
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transport enligt lagen om psykiatrisk tvingsvird. Representanterna
ifrdgasatte forst och frimst att det ens skulle finnas ett behov av att
uppta biometriska underlag frin de personerna. Vidare ansig
representanterna att det framstod som nirmast oegentligt att
avkriva kinsliga personuppgifter frdn personer som har
ombhindertagits enligt lagstiftning vars syfte ir att skydda och virda
minniskor som av olika skil ir ur stdnd att ta hand om sig sjilva.
Sddana frihetsberdvanden bor, enligt representanterna, falla utanfor
regleringen och det behover tydliggoras vilka frihetsberévanden som
avses.

Nir det giller personer som ska std 1 elektronisk férbindelse med
intagna hade representanterna samma form av invindningar. For det
forsta ifrigasatte representanterna huruvida kontroll av anhérigas
identitet verkligen kommer att motverka manipulationsférsok.
Utdver det menade representanterna att det vore alldeles for
lingtgdende att tvinga oskyldiga minniskor att limna biometriska
underlag. Representanterna ifrdgasatte att en biometrisk upptagning
skulle vara absolut nédvindig i de fallen. Representanterna tryckte
ocksd pd att barn ir en extra skyddsvird grupp och stillde sig
tveksamma till att de ska utsdttas for biometrisk upptagning hos
Kriminalvérden.

Aven anhériga som ska avkrivas rostprov kommer att behova
identifieras inledningsvis for att sikerstilla att det dr ritt person.
Representanterna stillde sig frigande till hur identifieringen av barn,
som ofta saknar identitetshandlingar, ska g till 1 praktiken. De sig
ocksd farhigor med att en pdtvingad biometriupptagning skulle
kunna fi tll effekt att anhoriga inte lingre vill medverka till
elektronisk kommunikation med intagna, ngot som skulle ha en
forodande effekt for de intagna som redan befinner sig i en isolerad
milj6. Det skulle 1 sin tur kunna leda till svirigheter fér den intagne
1 dennes dteranpassning.

Avslutningsvis tryckte representanterna pi vikten av att
Kriminalvirden foljer dataskyddsregelverket och AI-férordning och
innan implementering av olika digitala ldsningar genomfér
erforderliga konsekvensbedémningar och férhandssamrdd med
Integritetsskyddsmyndigheten. Nir det giller Al-losningar som
t.ex. ansiktsigenkinning méiste det bl.a. sikerstillas att tekniken inte
blir diskriminerande i praktiken.
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Representanterna konstaterade att Kriminalvdrden framéver,
utdver forhandssamrdd, kommer att behéva ha kontinuerlig och
omfattande dialog med Integritetsskyddsmyndigheten och tryckte
dirfor pd vikten av att Integritetsskyddsmyndigheten ges
ekonomiska resurser si att de fullt ut kan ta sitt ansvar som
tillsynsmyndighet. Enligt vad som framférdes pd hearingen ir inte
fallet s8 idag, varfor Integritetsskyddsmyndigheten inte fullt ut kan
utféra den tillsyn den har att gora enligt EU-regelverket.
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14 Utbkad anvandning av biometri |
fangelseverksamheten

14.1 Inledning

Behovet av att kunna anvinda biometri inom Kriminalvirdens
verksamhet har uppmirksammats redan genom tidigare
lagstiftningsirenden.! Trots det dr, som framgdr av kapitel 8,
férutsittningarna for att anvinda biometri idag begrinsade. Det ir
endast enligt bestimmelser 1 fingelselagen respektive lag om
verkstillighet av fingelsestraff med elektronisk &vervakning, som
Kriminalvirden fir ta ett fotografi av en démd person. Enligt en av
regeringen foreslagen proposition om indringar 1 Kriminalvirdens
brottsdatalag ska det fr.o.m. 1 april 2026 1 fingelselagen fortydligas
att sidana fotografier ska fi anvindas for biometrisk autentisering
eller annan identifiering.” Detsamma féreslds gilla iven vid
verkstillighet av fingelsestraff med elektronisk évervakning.

Enligt utredningens uppdrag ska det limnas férslag pd rittsliga
forutsittningar fo6r utdkad anvindning av biometri i Kriminal-
vardens verksamhet. Det 6vergripande syftet dr att sikerstilla att
Kriminalvirden har tillgdng till limpliga och flexibla biometriska
verktyg f6r att kunna bedriva en s effektiv verksamhet som mojligt
samtidigt som sikerheten stirks. Utredningen behover dirfor ta
stillning till om dagens regler f6r upptagning av biometriska
underlag bor utvidgas och hur ytterligare bestimmelser som tilldter
anvindning av biometriska underlag och biometriska uppgifter i s3
fall bér utformas.

! Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 254 {. och prop. 2025/26:48,
En modern lagstiftning for Kriminalvdrdens personuppgiftsbehandling, 38 £.1.

2 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling, s. 40
f.f. ochss. 75.
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I detta kapitel redogérs fér utredningens 6verviganden och
forslag 1 dessa delar gillande fingelseverksamheten. I detta ligger att
ta stillning till dels om det finns behov av att Kriminalvirden ska
kunna ta upp andra biometriska underlag in fotografier av de
intagna, dels hur anvindningen av biometrisk autentisering och
annan identifiering i stort bor vara reglerad.

Det ska inledningsvis pdtalas att utdver intagna som verkstiller
fingelsestraff, kan i anstalt placeras personer som ir forvarstagna
enligt utlinningslagen eller lag om sirskild kontroll av vissa
utlinningar. For dessa personkategorier giller emellertid
hikteslagen varfor dessa kommer att behandlas 1 kapitel 15 om
anvindning av biometri i1 hiktesverksamheten.

14.2 Behov av biometrianvdandning inom
fangelseverksamheten

14.2.1 Nuvarande och kommande majligheter ar inte
tillrackliga

Reglering i fingelselagen

Enligt 8 kap. 1 § fingelselagen fir ett fotografi tas av en intagen for
att underlitta vid identifiering. Motivet foér att infora den
ursprungliga bestimmelsen angavs 1 forarbetena vara Kriminal-
virdens behov av att uppritthdlla ordning och sikerhet i anstalt
varvid méjligheten f6r Kriminalvirden att fotografera de intagna for
att underlitta identifieringen sigs som en naturlig och sjilvklar del.’

Den 1 april 2026 trider en indring av bestimmelsen i kraft genom
vilken det fortydligas att ett fotografi fir tas av en intagen for
biometrisk autentisering eller annan identifiering av honom eller
henne. Andringen motiveras i férarbetena av behovet av att
kontinuerligt utdva tillsyn 6ver de som avtjinar fingelsestraff i
kriminalvirdsanstalt, vilket omfattar bide vardaglig tillsyn, transport
och slussning inom anstalten och s&dana kontrolldtgirder som féljer
av fingelselagen, exempelvis att den domde ir skyldig att pd begiran
limna utandningsprov foér kontroll av att han eller hon inte ir
paverkad av alkohol. I férarbetena till lagindringen redogérs ocksd
for att uppdraget att utdva tillsyn och kontroll éver domda, 1 takt

3 Prop. 2006/07:127, Négra dndringar i kriminalvdrdslagstifiningen, s. 27.
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med att allt fler doms till fingelse, blivit en mycket resurskrivande
uppgift for Kriminalvirden och att utvecklingen inte vintas avta
under kommande 3r. For att uppritthdlla en siker och effektiv
straffverkstillighet menar regeringen att modern och siker teknik
bér {4 anvindas. Den form som ligger nirmast till hands att anvinda
f6r Kriminalvirden anser regeringen vara biometrisk autentisering
genom ansiktsigenkinning. Regeringen anfér att ansiktsigenkinning
1 minga fall skulle kunna ersitta de manuella 3tgirder for
identifiering och kontroll som vidtas idag och att tekniken kan leda
till sikrare och effektivare kontroller under verkstilligheten, vilket
kan bidra till 6kad féljsamhet.* Dirutdver anges i propositionen att
Kriminalvirden kan ha behov av att anvinda ansiktsigenkinning vid
verkstillighet av andra paféljder dn fingelse, liksom att anvinda
andra former av biometrisk autentisering in ansiktsigenkinning,
men att nigra sddana forslag inte kan limnas eftersom berednings-
underlag i den delen saknas.’

Andra mojligheter saknas

Nigra andra mojligheter att ta upp och anvinda biometriska
underlag och biometriska uppgifter inom fingelseverksamheten in
fotografier har alltsd inte Kriminalvirden idag. I sin framstillan till
Justitiedepartementet och i samrddet med utredningen har Kriminal-
varden framhillit att myndigheten har behov av att ta upp och
anvinda dven andra biometriska underlag. Utéver det, kan det 1
avsaknad av en fullstindig genomlysning, anses rida en oklarhet
inom Kriminalvrden om 1 vilken utrickning en anvindning av
biometrisk autentisering ir forenlig med integritets- och
dataskyddsaspekter, d.v.s. vilka konkreta indamil inom verksam-
heten som kan anses godtagbara att anvinda biometrisk
autentisering till.

* Prop. 2025/26:48, En modern lagstifining for Kriminalvirdens personuppgifisbehandling,
s. 38 L.L.
5 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 40.
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Kapacitetsutokningen medfor 6kade behov

Som redovisas nirmare i avsnitt 7.1.3, stir Kriminalvirden infér en
historisk utékning av verksamheten. Antalet intagna 1 fingelse
beriknas fram till 2034, utifrdn fyra olika scenarion, 6ka med
ndgonstans mellan 140 och 420 procent. Samtidigt kommer antalet
anstillda per intagen att behéva minskas. For att kunna hantera
kapacitetsutokningen kommer en rad dtgirder att behova vidtas, dir
bl.a. en utdkad anvindning av digitalisering kommer att vara ett
viktigt verktyg for att effektivisera verksamheten. Minga av de
befintliga anstalterna ir nimligen gamla med férdldrad standard
vilket lett till en cementering av 3lderdomliga och manuella
arbetssitt.

Bibehillen sikerhet trots utokning av verksamheten

Uppritthillande av en tillfredsstillande sikerhetsnivd inom anstalter
ir av fundamental betydelse {6r sivil verksamheten som fér intagna
och personal. En fullgod sikerhetsnivd miste uppritthillas dven nir
verksamheten indras eller utdkas. For att kunna uppritthdlla en
godtagbar sikerhetsnivd behéver verksamheten, som beskrivs 1
avsnitt 7.1.6, bedrivas s effektivt som mojligt vilket férutsitter bl.a.
anvindning av digitala l6sningar som innefattar anvindning av
biometriska uppgifter. I de stoérre fingelser som Kriminalvirden
planerar f6r kommer digitaliserade ldsningar att vara en integrerad
del av fastigheten. Det finns ocksd behov av att 1 redan existerande
fingelser implementera digitaliserade 16sningar f6r att uppritthilla
ordning och sikerhet. Som berérs nirmare i avsnitt 7.1.5 ir digitala
l6sningar en férutsittning for att frigora resurser till det klientnira
och dterfallsférebyggande arbetet. I avsnitt 7.1.6 beskrivs nirmare
det arbete som Kriminalvirden planerar och bedriver med att
utveckla och implementera digitala l6sningar.

Biometrisk autentisering kan vara effektivt

Som framgdr 1 avsnitt 5.1 och 7.1.6 kan biometrisk autentisering och
annan identifiering vara mycket effektiva verktyg for att i olika
tekniska eller digitala verktyg bekrifta en persons identitet i
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samband med straffverkstillighet. Kriminalvirden har sedan tidigare
mdjlighet att fotografera intagna och kommer frdn och med den 1
april 2026 att kunna anvinda bilderna f6r biometrisk autentisering.
Genom den mojligheten kommer Kriminalvirden att 1 viss
utstrickning kunna ersitta manuell tillsyn och kontroll genom
automatiserade forfaranden. Enligt Kriminalvirdens uppfattning ir
emellertid behoven av att kunna anviinda biometri s stora att enbart
ansiktsigenkinning inte kommer att kunna ticka behoven.

14.2.2 Stora behov av biometri
Inledning

Biometrisk autentisering kan alltsd vara ett mycket effektivt verktyg
for att verifiera en persons identitet 1 samband med straffverk-
stillighet. Exempelvis kan olika tekniska eller digitaliserade
l6sningar och verktyg anvindas fér ansiktsigenkinning eller
fingeravtrycksigenkinning, for att mojliggéra sikrare och
effektivare verifiering av intagna. Det handlar om att arbetsmoment
som idag sker genom manuell kontroll kan ersittas med digitala
l6sningar. Kriminalvrdens behov av att anvinda biometri
redogjordes for 6versiktligt i lagstiftningsirendet rorande indringar
i Kriminalvirdens brottsdatalag.® Fér att utredningen, i enlighet med
uppdraget, ska kunna gora en fullgod integritetsanalys krivs
emellertid en mer djupgdende beskrivning av de behov av biometri
som Kriminalvirden bedémer alltjimt finns inom fingelseverk-
samheten. Ett tydligt stillningstagande fr@n lagstiftaren av vilka
behov som biometrisk autentisering kan tillgodose, underlittar f6r
Kriminalvdrden vid projektering och implementering av olika
tekniska system. Enligt utredningens uppfattning kan tydliga
stillningstaganden frin lagstiftarens sida av vilka behov som bér
kunna tillmétesgds genom biometrisk autentisering, d.v.s. nir en
sddan behandling av kinsliga personuppgifter kan anses absolut
ndédvindig, jimfér avsnitt 5.6.3, 5.6.4 och 18.2.1, underlitta
planering och implementering av en o©kad digitalisering av
Kriminalvirdens verksamhet.

¢ Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 250 f.1.
och prop. 2025/26:48, En modern lagstifining fér Kriminalvdrdens personuppgiftsbehandling,
s. 38 £.f.
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I det f6ljande redogérs dirfor timligen detaljerat for Kriminal-
virdens fortsatta behov av 1 huvudsak verifiering genom biometrisk
autentisering, men dven behov av att anvinda biometriska underlag
och biometriska uppgifter {6r annan identifiering som t.ex. for att
med hjilp av en inspelad rést soka fram den person som rosten
tillhor 1 Kriminalvirdens uppgifter.

Verifiering vid daglig tillsyn och slussning inom anstalt
Lépande tillsyn och nérvarokontroll

Precis som konstaterades inom det tidigare lagstiftningsirendet
rorande modernisering av Kriminalvirdens brottsdatalag, ir en
grundliggande forutsittning foér att fingelseverksamheten ska
kunna bedrivas pd ett sikert sitt att Kriminalvirden stindigt har
tillsyn 6ver de intagna. Det handlar om att [6pande kontrollera att
den intagne befinner sig pd sin avdelning, i matsalen, inom de
utrymmen dir sysselsittning och utbildning bedrivs eller 1
besoksutrymmen for att ta emot besdk eller andra utrymmen. Den
dagliga tillsynen och nirvarokontrollen ir en grundliggande
forutsittning for att kunna uppritthdlla sikerheten pd anstalt for
sdvil intagna som personal, framfér allt pd anstalter med
sikerhetsklass 1 och 2. Men dven p3 anstalter med sikerhetsklass 3,
dir de intagna ror sig fritt éver stérre omrdden, finns behov av att
veta att de som ska befinna sig pd sysselsittning faktiskt befinner sig
1 den lokalen. Det behover ocksa sikerstillas att de intagna som inte
befinner sig 1 sysselsittningslokalen i stillet befinner sig t.ex. i
bostadshuset eller 1 ett beséksrum.

Det bakomliggande syftet med tillsynen och nirvarokontrollen
handlar om att motverka rymningsférsok och andra avvikelser men
ocksd att minska risken for véldsincidenter eller andra
ordningsstérningar. I anstalter med sikerhetsklass 1 och 2 handlar
det ocksd om att t.ex. sikerstilla att intagna i rivaliserande kriminella
konstellationer inte mots. Utdver det behdver personalen 1 samtliga
anstalter genom tillsynen och nirvarokontrollen sikerstilla att andra
former av sikerhetsrisker och brandrisker motverkas som t.ex. att
for minga intagna samlas och uppehiller sig pd samma plats
samtidigt. Om det intriffar nigon allvarlig sikerhetsincident,
exempelvis en brand, finns det ett pdtagligt behov fér personalen att
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ha information om var alla intagna befinner sig. Detsamma giller om
en véldsincident eller liknande gor att “liget méste frysas”. Nir
anstalterna framéver kommer att inrymma fler intagna kan det ocks
vara aktuellt att dela upp rastgdrdar och utemiljoer i zoner dir endast
ett visst antal intagna tilldts att réra sig i omgangar.

Behovet av l6pande kontroll ir stdérst 1 anstalter med
sikerhetsklass 1 och 2. Vid vissa anstalter 1 sikerhetsklass 3 behover
inte samma minutidsa nirvarokontroll utféras pd samma
regelbundna basis, iven om kontroller behéver ske kontinuerligt
varje dag och vid upprepade tillfillen under dagen. Vid anstalter med
sikerhetsklass 3 kan sddana kontroller sigas vara en férutsittning
for att den mindre kontrollerade verksamheten ska kunna fungera.
Anstalter med sikerhetsklass 3 bestir dessutom ofta av ett
forhdllandevis stort geografiskt omrdde dir de intagna ror sig vilket
gor att det tar mycket tid i ansprik att gora eftersdkningar nir nigon
saknas.

Den l6pande tillsynen och nirvarokontrollen utfors alltsd idag 1
alla delar 1 fingelseverksamheten, d.v.s. oavsett anstaltens
sikerhetsklass. Diremot kan frekvensen variera. Nirvarokontrollen
sker alltid genom en manuell hantering innebirande att personalen
okulirt noterar vilken intagen som befinner sig pd en viss plats vid
ett visst tillfille, oftast i samband med forflyttningar av en eller flera
intagna, och bockar av de intagna mot en papperslista.
Tillvigagingssittet kriver omfattande personalresurser och
Kriminalvirden har uppgett att det ofta uppstdr felaktigheter i
nirvarolistorna. Felaktigheterna handlar om att nirvaron inte har
bockats av korrekt och fir konsekvenser dels genom att den som
saknas miste eftersokas, dels att det ofta medfor felberikningar i den
ersittning som den intagne enligt 3 kap. 3 § fingelselagen har ritt till
for utfort arbete och som beriknas med utgdngspunkt i
nirvarolistorna. Det dr Kriminalvirden som hanterar berikning av
ersittningen, som baseras p3 arbetad tid, och den faktiska
utbetalningen. Den praktiska hanteringen skapar ofta, enligt
Kriminalvirden, missnéje bland de intagna. Det dr ocksi en
arbetsuppgift som kriver mycket administrativa resurser.

Personalens mojligheter att okulirt kontrollera de intagna bygger
pd igenkinning och personkinnedom. I takt med att anstalterna
kommer bli stérre, se avsnitt 7.1.4 om planering av storre anstalter,
kan det férutses att mojligheterna till sdan kontroll minskar eller i
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vart fall att utrymmet for misstag 6kar. Nirvarokontroll genom
okulir igenkinning ir sirskilt osiker som metod 1 de fall personal
nyligen bérjat eller di ndgon arbetar tllfilligt, t.ex. som
sommarvikarie.

Genom kontinuerlig verifiering genom biometrisk autentisering
skulle tillsynen och nirvarokontrollen kunna sikerstillas genom att
de intagna t.ex. ligger fingret mot en avlisare innan de trider in i ett
visst utrymme. P3 si vis skulle den ineffektiva och ibland osikra
manuella kontrollen kunna ersittas.

Slussning och forflyttning

Utdver den regelbundna kontrollen av var de intagna befinner sig
behéver personalen ombesérja ledsagning av varje intagen nir denne
ska slussas eller forflyttas inom anstalten. Slussningarna och
forflyttningarna kan se olika ut beroende p& hur anstalten ir
konstruerad och hur minga intagna som vid ett visst tillfille ska
forflyttas. I vissa anstalter dr transportytorna inbyggda i anstalten s&
att den intagne aldrig behéver g8 utomhus. D3 kan p8 vissa anstalter
interna forflyttningar ske genom att bevakningscentralen via
fjarrstyrning 6ppnar l3sta dorrar sd att den intagne pd egen hand kan
transportera sig dit denne ska. I de flesta anstalter saknas emellertid
sddana anordningar och det ir i stillet personalen som ombesorjer
ledsagningen, oftast genom att tvd ur personalen féljer med den
intagne lings vigen och liser upp dérrar till lista utrymmen som
korridorer eller utomhusytor. Vid stérre forflyttningar dir grupper
av intagna eller hela avdelningar med intagna ska forflyttas samtidigt
sker det genom s.k. ”slipp”. Det gir till s att personal placerar sig
lings med den transportvidg som de intagna ska passera, alternativt
att flera 1 personalen féljer med, och sikerstiller att slippet sker
kontrollerat och sikert. Nir de intagna limnar t.ex. avdelningen sker
avbockning mot nirvarolistan och nir de anlinder tll det andra
utrymmet sker avbockning pd motsvarande sitt.

Ledsagningen av intagna ir ett mycket resurskrivande och
ineffektivt moment. Den skulle 1 m&nga fall kunna ersittas med ett
13st passagesystem som Oppnas genom biometrisk autentisering. P4
sd vis skulle intagna kunna forflytta sig pd egen hand inom anstalten,
vilket skulle innebira effektivitetsvinster fér personalen. Det kan

238



Ds 2025:31 Utokad anvandning av biometri i fangelseverksamheten

samtidigt antas skapa en storre kinsla av frihet f6r minga intagna. I
vart fall kan ett minskat behov av ledsagning 1 en mening utgéra en
integritetsvinst for de intagna.

Kontinuerlig 6vervakning

Utover den 18pande nirvarokontrollen och slussningen av intagna
inom anstalten krivs, for att sikerheten och ordningen ska
uppritthillas, att de intagna kontinuerligt 6vervakas. Det handlar
framfoér allt om &vervakning av situationer di det rider risk for
vildsincidenter eller andra ordningsstdrningar, som t.ex. pi
rastgdrdar eller inom andra gemensamma utrymmen. I sidana
situationer behéver det kontrolleras vilka intagna som befinner sig
pd en viss plats for att undvika stérre samlingar av intagna eller att
intagna frdn olika kriminella konstellationer triffas. Dessutom
behéver de intagnas agerande overvakas si att personalen, vid
overtridelse av ordningsregler, kan ingripa. Det handlar alltsd om att
sikerstilla att det rider en siker miljé f6r intagna och personal att
vistas 1.

Idag sker overvakning genom personalens foérsorg. Antingen
genom att personal befinner sig pd plats 1 utrymmet som ska
overvakas, som sysselsittningslokaler, avdelning eller rastgird, eller
frn ett kontrollrum. Genom att anvinda biometrisk autentisering 1
samband med kontroll av t.ex. en rastgird kan personalen sikerstilla
att ritt intagna befinner sig dir vid ett visst tillfille. P4 s vis kan
Kriminalvirdens arbete med att uppritthilla ordning sikerstillas.

Realistiska alternativ till biometri saknas

Som anges 1 avsnitt 7.1.5 och 7.1.6 planeras f6r och sker ett arbete
med att digitalisera klienthanteringen pd anstalterna. Detta dr en
férutsittning for att anvinda sig av biometrisk autentisering.
Diremot skulle det 1 och fér sig vara mojligt att, 1 ett digitaliserat
system, den intagne verifierar sin identitet sig pd annat sitt in genom
biometriska uppgifter, t.ex. med nigon form av tag eller annat
identifieringsinstrument enligt vil kind teknik. S8dana tags eller
nyckelbrickor anvinds idag pd vissa anstalter med sikerhetsklass 3.
En sidan tag riskerar dock att bli ett virdeféremdl som kan bli
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riskfyllt att inneha pd anstalt, i1 synnerhet om varje tagg gors unik 1
den bemirkelsen att den ger access till ett visst utbud av digitala
l6sningar, vissa utrymmen o.s.v. Det finns stor risk for att vissa
intagna l3nar eller med hot eller vild avtvingar andra intagna sddana
tags, bl.a. for att ta sigin i lokaler dir de inte ska vara. Det 6kar risken
for att intagna som egentligen inte ska komma 1 samrére med
varandra riskerar att motas. Detta leder till storre risk f6r vild och
hot, nigot som kan bli en sikerhetsrisk f6r bide intagna och
personal. Vidare finns risk for att tags férsvinner eller att de intagna
byter identifieringsinstrument med varandra. Det finns ocks3 risk
for att intagna lanar eller tar varandras tags for att kunna ta sig in pd
sysselsittning och {8 16n trots att de inte nirvarar. Om fel intagen
befinner sig pd en viss plats 6kar risken for att personal tar med sig
fel intagen till besok, sjukvard eller sysselsittning m.m.

Nir det giller taggar finns, enligt Kriminalvirden, dessutom flera
sdrbarheter pd s& vis att de, utdver att anvindas av andra, kan
kopieras. En verifiering genom ett tagsystem blir i det avseendet inte
lika ullférlitligt. En hantering med taggar skulle ocksg innebira att
ett flertal manuella moment och kontroller miste kvarstd med
foljden att effektivisering delvis uteblir.

Mot den bakgrunden kan, enligt utredningens bedémning, tags
eller nyckelbrickor inte anses utgéra nigot realistiskt alternativ till
biometrisk autentisering i samtliga anstalter och 1 samtliga
sikerhetsklasser. Dessutom kommer borttappade eller pa annat sitt
férkomna nyckelbrickor eller tags generera en ¢kad administration
att  hantera f6r Kriminalvirdens personal. Slutligen har en
nyckelbricka eller tag ett begrinsat anvindningsomride. Det kan
bara anvindas for att exempelvis 6ppna utrymmen medan det inte
l6ser problematiken med nirvarokontroll pd exempelvis en rastgird.

Verifiering vid anvindning av digital teknik
Rittighet for intagna

Av internationella bestimmelser och svensk lagstiftning foljer de
rittigheter som tillkommer intagna i form av utbildning, kontakt
med omvirlden, férberedelse infér dteranpassning 1 samhillet m.m.
respektive de skyldigheter Kriminalvirden har att tillgodose de
rittigheterna. Inom Kriminalvirden anvinds begreppet verksam-

240



Ds 2025:31 Utokad anvandning av biometri i fangelseverksamheten

hetsinnehdll fér att nirmare beskriva de insatser som gors for
respektive intagen avseende dterfallsforebyggande arbete,
forberedelse for ett liv utan kriminalitet, tillgodoseende av de
intagnas basala behov och rittigheter, minskning av skadeverkningar
av  frihetsberévande och isolering, suicidprevention och
sysselsittning.”

Verksambetsinnehdll genom digitala losningar

Flera delar av verksamhetsinnehdllet skulle kunna tillhandahillas
genom digitala 16sningar. Det handlar om t.ex. utbildning pa distans,
digitala virdbesok, myndighetskontakter via videokonferens eller
chatfunktioner och kontakt med anhériga genom videosamtal.

Genom digitala 18sningar skulle de intagna kunna erbjudas ett
storre utbud av verksamhetsinnehillet samt mojlighet till en 6kad
frekvens av vissa moment, t.ex. utdkade kontakter med anhériga via
videosamtal. Med utdkade digitala mojligheter skulle de intagna
dessutom kunna anvinda surfplattor, lisplattor och datorer i stérre
utstrickning dn vad som sker idag och kunna gora kép 1 anstaltens
kioskverksamhet, ta del av sivil vad som sker 1 omvirlden som sin
egen journal, inklusive gora digitala ansokningar om t.ex.
telefontillstind, i stillet for pd papper som sker idag. Genom en
utdkad anvindning av digitala l6sningar skulle dessutom de intagna
ges en chans att f6lja med 1 den tekniska utvecklingen vilket skulle
motverka att den intagne hamnar i ett digitalt utanforskap efter
avtjinat straff.

Sikerbeten mdste kunna garanteras

En anvindning av digitala 16sningar kan emellertid 6ka risken for att
tekniken manipuleras eller anvinds pa ett sitt som dr oférenligt med
syftet. Det krivs dirfér att anvindningen av digitala 16sningar och
ginster kan ske pd ett sikert sitt och att riskmoment i form av att
den intagne ges utrymme att planera f6r rymningar, tar odnskade
kontakter med malsiganden eller andra samt manipulerar tekniken
féor andra indamil, reduceras. Anvindning av digitala resurser

7 Kriminalvdrden, Plan for kvalitativt verksamhetsinnehdll: Vigen fram fér att mota
morgondagens krav och behov, 2024-05-31, dnr 20238484, 5. 7 {.
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behoéver vara individanpassad vad giller t.ex. vilka appar som fir
anvindas, vilka websidor som fir besokas och vilka irenden
vederbérande kan vidta. Det kriver att varje intagen har en egen unik
inloggning som skyddas med nigon form av kontroll av att
anvindaren ir ritt person, som t.ex. lésenordsanvindning eller
biometrisk autentisering. Enligt Kriminalvirdens erfarenhet ir en
anvindning av sedvanligt 16senord inte en indaméilsenlig 16sning
eftersom losenord kan glommas eller slarvas bort samt avkrivas av
andra intagna genom vild eller hot om vild eller andra
patryckningar. En verifiering genom biometrisk autentisering vore
dirfor enklare och sikrare for de intagna.

Idag genomférs stora delar av verksamhetsinnehdllet genom
manuell hantering, inte sillan genom att personal behéver nirvara
och 6vervaka anvindningen av den begrinsade tekniska
utrustningen som finns idag. Dessa arbetsmoment ir resurskrivande
och skulle i flera fall kunna ersittas med digitala 16sningar som t.ex.
videosamtal dir den intagne verifierar sin identitet digitalt. Inte
sillan krivs dessutom att anvindaren vid anvindningen av en extern
tjinst legitimerar sig eller pd visst sitt styrker sin behorighet, t.ex.
vid digitalt sjukvirdsbesok eller inloggning 1 en bank for att kunna
betala rikningar. Om den intagne kan verifiera sig i de tekniska
16sningarna skulle han eller hon ha méjlighet att anvinda fler tjinster
och dirmed uppnd en mer kvalitativ tillvaro under fingelsevistelsen.
Det skulle ocksd motverka det digitala utanférskap som en intagen
annars riskerar att hamna 1 efter en lingre fingelsevistelse.

Verifiering under och efter permission och frigdng

Vid den férsta instillelsen i anstalt behdver den intagne identifieras,
ett moment som idag sker genom kontroll av behorighetshandlingar
m.m. Direfter behéver den intagne, vid &tervindande frin
permission och frigdng, verifiera att det ir samma person som
tervinder. Verifiering vid sidana tillfillen idr ett viktigt moment
genom vilket Kriminalvirden kan férsikra sig om att det ir ritt
person som kommer tillbaka for fortsatt verkstillighet. Detta for att
sikerstilla att inte ndgon annan in den démde forsdker avtjina ett
straff for den démdes rikning. I mindre anstalter kan kontroller ske
genom att personal som har kinnedom om personen gor
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verifieringen. Nir det giller storre anstalter kan personalen omojligt
ha personkinnedom om samtliga intagna och verifieringen behover
ske pd annat sitt. Den intagne kan identifiera sig med legitimation,
men det ir inte sillan en intagen saknar giltiga eller fullstindiga
identitetshandlingar. En mer tillforlitlig metod vore att anvinda
biometrisk autentisering.

Under permissionen kan det bli aktuellt att den intagne har att
anmila sig vid ett annat verksamhetsstille sisom en annan anstalt
eller en polisstation, beroende pd var den intagne kommer att vistas
under permissionstiden. Aven i sidana fall finns det behov av en
siker verifiering av att det 4r samma intagen som har permission som
anmiler sig. Den som ir villkorligt frigiven kan ocks8 bli féremal for
drog- och alkoholkontroll. Sidana kontroller skulle kunna utféras
pd distans genom att den intagne sjilv utfér provtagningen, férutsatt
att tillrickligt siker verifiering kan uppnds, se vidare avsnitt 16.2.3
dir behovet beskrivs mer ingdende.

Verifiering i samband med elektronisk kommunikation

Nir det giller intagnas mojlighet att ha elektronisk kommunikation
med omvirlden och i synnerhet anhériga ir den idag begrinsad och
féremal for omfattande kontroller. Dels kontrolleras den som den
intagne ska ha kontakt med genom bla. kontroll mot
belastningsregistret, dels kan samtalet kontrolleras p4 olika sitt bl.a.
genom avlyssning av samtalen 1 realtid eller i efterhand, fér att
sikerstilla att samtalet iger rum mellan de personer som
kommunikationen har godkints for, se vidare avsnitt 17.2. Det ir
allesd viktigt att sikerstilla att det dr ritt personer som talar med
varandra.

Intagna har som huvudregel ritt till kommunikation med
omvirlden men det ir, enligt 7 kap. 4 § fingelselagen, férutsatt att
den inte dventyrar sikerheten, motverkar den intagnes anpassning i
samhillet eller pd annat sitt kan vara till skada f6r den intagne eller
nigon annan. Om icke godkinda kontakter tas finns risk f6r att den
intagne planerar for fortsatt brottslighet eller rymning. Idag
avlyssnas samtal 1 stor utstrickning av personal vilket ir en
tidsédande uppgift. Beroende pd om samtalet avlyssnas i realtid eller
i efterhand ir det inte heller sikert att personal i ritt tid kan
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motverka otillitna kontakter. Om Kriminalvirden kunde anvinda
biometrisk autentisering for att fortlopande under samtalet
sikerstilla att det dr ritt personer som talar med varandra skulle
personalen inte behéva avlyssna samtalen eller i vart fall inte 1 samma
utstrickning som 1dag, vilket utdver effektivitetsvinster skulle
innebidra mindre ingrepp 1 den personliga integriteten fér de intagna
och kontakter med bl.a. deras anhériga.

Annan identifiering

Kriminalvirdens behov som hittlls har redovisats handlar om
moment och situationer dir intagnas nirvaro behover kontrolleras
eller verifieras och dir sddan kontroll och verifiering kan ersittas
med biometrisk autentisering.

Utover biometrisk autentisering har Kriminalvirden ocksd behov
av att anvinda de biometriska underlagen och biometriska
uppgifterna fér annan identifiering. Det handlar bl.a. om situationer
dir det fortfarande kan finnas behov fér Kriminalvirden att
identifiera intagna genom manuella metoder, t.ex. innan tekniska
16sningar har implementerats eller om tekniska l6sningar tillfilligtvis
inte fungerar. Vidare handlar det om méjlighet att identifiera
personer som t.ex. har orsakat ordningsstdrningar pi en rastgdrd
eller vem som limnade ett visst utrymme senast. Vid sddana tillfillen
kommer Kriminalvirden att behéva anvinda den biometriska
uppgiften, t.ex. ett avsatt fingeravtryck mot en avlisare 1 ett
passagesystem eller en inspelad rést fran en ljudupptagning, och med
hjilp av den biometriska uppgiften séka bland Kriminalvirdens
uppgifter f6r att identifiera vem de biometriska uppgifterna tillhor.

Om de biometriska uppgifterna skulle {3 anvindas vid sékning
bland Kriminalvirdens uppgifter skulle ocksd forutsittningarna for
att kunna identifiera den eller de personer som orsakar
ordningsstdrningar férbittras. P4 si vis kan Kriminalvdrdens arbete
med att uppritthdlla ordning sikerstillas men dven oka
myndighetens mojlighet att pd ett rittssikert sitt kunna agera inom
ramen fér de regler som giller avseende misskdtsamhet.
Rittssidkerheten for kollektivet av intagna kan sigas dka betydligt
om Kriminalvirden ges mojligheter att faststilla vem eller vilka som
t.ex. gjort sig skyldig till ordningsstdrningar.
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Samma behov finns for att kunna utesluta att till synes obehériga
personer som ibland tar sig in pd anstaltsomriden 1 sjilva verket
utgdér intagna som forsoker rymma. Genom att en
overvakningskamera tar ett fotografi av en sidan person, kan
Kriminalvirden direfter genom sékning med fotografiet bland
Kriminalvirdens egna uppgifter identifiera om den tillsynens
obehdriga personen ir intagen eller inte.

Kriminalvirden arbetar dven framitsyftande med framtida
digitala 16sningar. En sddan 16sning skulle vara att utrusta personal
med tillgdng till verksamhetssystem genom en mobiltelefon eller
annan littillginglig teknisk anordning. Om en intagen har en friga
om sin egen verkstillighet, s3som t.ex. om denne har beviljats ett
telefontillstdnd, kan medarbetaren, genom att den intagne ligger sitt
fingeravtryck mot den tekniska apparaten, identifiera vem den
intagne ir och direfter ta del av information om personen. En sddan
16sning ser Kriminalvirden framfor sig skulle vara till stor nytta 1 de
storre anstalter som det planeras for.

Enligt 5§ strafftidslagen har en démd person ritt att pdbérja
verkstillighet av ett fingelsestraff om han eller hon begir det och
straffet dr verkstillbart. Det innebir att den démde kan instilla sig
pd vilken anstalt eller hikte som helst for att nir som helst pdbérja
verkstillighet av straffet. Kriminalvirden ir d3 skyldig att ta emot
den démde. Den démde behéver uppvisa verkstillighetshandlingar,
t.ex. domen’®, och identifiera sig. Kriminalvirden har uppgett att en
person som ir frihetsberévad i avvaktan pd att avtjina straff oftast
redan har varit féremil for identitetskontroll hos polisen och det
rdder som huvudregel inga tveksamheter om vem personen ir.
Situationen ir, enligt Kriminalvirden, diremot en annan avseende de
personer som inte ir frihetsberévade. Enligt Kriminalvirden ir det
inte ovanligt att personerna saknar fullstindiga identitetshandlingar
och 1 vissa fall har det férekommit att personer vid uppgivande av
felaktig identitet eller uppvisande av felaktiga eller falska
identitetshandlingar, férsokt avtjina ndgon annans fingelsestraff.
For att 1 sddana situationer bringa klarhet i identitetsfrigan har
Kriminalvirden uppgett att myndigheten miste utreda identiteten,
vilket utéver kontroll av id-handlingar kan ske genom kontroll av
uppgifter i det egna verksamhetssystemet om sddana uppgifter finns
eller 1 kontakt med andra myndigheter. Forfarandet kan vara

8 Prop. 2017/18:250, En ny strafftidslag, s. 167.
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tidskrivande och innehilla felkillor. For att komma ull ritta med
problematiken och utesluta risken att fel personer tar sig in pd en
anstalt krivs att Kriminalvirden ges méjlighet att ta upp biometriska
underlag frin personer som idnnu inte ir intagna men som instiller
sig for verkstillighet och som i samband med det inte kan identifiera
sig. Detta 1 syfte att kunna jimféra med motsvarande uppgifter 1
polisens biometriregister, antingen genom biometrisk autentisering
eller genom annan identifiering.

14.3  Overviaganden och forslag

14.3.1 Utékade majligheter genom en uttommande reglering

Bedomning: Maojligheten att inom fingelseverksamheten
anvinda biometri bor utokas.

Upptagningen av biometriska underlag frin enskilda innebir
ett ingrepp 1 den enskildes fri- och rittigheter. Det bor dirfér
uttdmmande av lag framgd vilka biometriska underlag som fir
samlas in med tving.

Skilen {6r utredningens bedomning
Behov av utékad majlighet att anvinda biometri

Det har 1 avsnitt 7.1.2 och 7.1.3 redogjorts for vilka utmaningar
Kriminalvirden stir infér p.g.a. redan rddande 6verbeliggning men
framfor allt den utdkning av verksamheten som kommande
kapacitetsutokning kommer att innebira. Verksamheten pd anstalt
har hittills 1 stor utstrickning utgdtt frdn gamla och manuella
arbetsmetoder, forildrad teknik och lokaler samt smdskalig
fingelsedrift dir personalen med hjilp av i huvudsak upparbetad
personkinnedom uppritthiller ordning och sikerhet fér mindre
grupper med intagna. Det rdder inte ndgra tvivel om att
Kriminalvirden, med anledning av de férestiende utmaningarna,
kommer att behéva idndra och effektivisera verksamheten
genomgdende och att digitaliserade 18sningar som t.ex. verifiering
genom biometrisk autentisering skulle kunna utgora effektfulla
verktyg for att fortsatt bedriva en siker och robust kriminalvird som
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uppfyller de krav pd verkstillighetens mal och utformning som anges
i bl.a. 4-6 kap. fingelselagen.

Det kontinuerliga behovet av att utéva tillsyn och kontrollera var
intagna befinner sig och att i olika sammanhang verifiera dem, finns
pd samtliga anstalter oavsett sikerhetsklass. Behoven ir for
nirvarande stdrst 1 anstalter med sikerhetsklass 1 och 2, men
féorekommer dven i1 anstalter med sikerhetsklass 3. Nir anstalterna
framover kommer att fortitas antalsmissigt och nya storskaliga
fingelser kommer att byggas med betydligt fler intagna, kommer
behovet sannolikt att 6ka dven i anstalter med sikerhetsklass 3.
Detta eftersom fler intagna i sig innebir en storre sikerhetsrisk. Det
kommer i hégre utstrickning in idag t.ex. behdva undvikas att alltfor
ménga intagna samlas pd ett och samma stille och sikerstillas att
intagna som tillhor rivaliserande kriminella nitverk undviker att
triffas.

Utover det behdver personalen pd samtliga anstalter, dir det ir
omdjligt att ha god personkinnedom om samtliga intagna antingen
p.g-a. att de dr minga till antalet eller att det rider en storre
omsittning av intagna, snabbt kunna kontrollera identiteten pd de
intagna. Detta for att kunna hjilpa vederbérande rérande dennes
verkstillighet sisom t.ex. vilken sysselsittning denne ska delta i och
vid vilken tid, vilken post som vederbérande har ritt till och vilken
medicin den intagne ska ha.

De arbetsmoment som idag kriver verifiering eller identifiering
av de intagna skéts 1 princip uteslutande genom manuell hantering
av personal. Den manuella hanteringen bygger pi att personalen har
personkinnedom om samtliga intagna. En sidan kinnedom kan vara
mojlig att upparbeta i mindre anstalter dir antalet intagna inte
uppgdr till mer dn ca 50, men ir svirtillimpad under t.ex.
semestertider nir tillfillig personal tjinstgor eller pd anstalter dir
intagna befinner sig kortvarigt. Arbetssittet kommer inte heller att
kunna anvindas inom storre fingelser dir antalet intagna uppgar till
flera hundra. Att personal ska kunna ha personkinnedom om
samtliga intagna i den typen av storre anstalter bedémer utredningen
som helt orealistiskt. Utdver det kommer att en sddan hantering inte
later sig uppritthdllas nir antalet intagna ska 6ka kraftigt samtidigt
som personaltitheten ska minska.

Enligt utredningens uppfattning rdder det inga tvivel om att
Kriminalvrden behéver andra verktyg for att klara av att
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uppritthdlla den ordning och sikerhet som, om dn ndgot anstringd,
rider inom anstalterna idag.

Forenlighet med grundliggande fri- och rittigheter

Var och en &tnjuter genom bla. Europakonventionen och EU:s
rittighetsstadga skydd for privatlivet, se nirmare om dessa
rittigheter i kapitel 3. Europadomstolen har vid ett flertal tillfillen
bedémt att upptagning av biometriska underlag sdsom provtagning
for dna-analys och fingeravtryck samt bruk av ansiktsigenkinning ir
sidana &tgirder som omfattas av det skyddet.’” Frigan om
upptagning av rostprov har Europadomstolen idnnu inte tagit
stillning till. Med hinsyn till det vidstrickta tillimpningsomradet
for skyddet 1 artikel 8, finns det enligt utredningens uppfattning,
emellertid skil for att utgd frin att iven réstprov omfattas av
skyddet. Utdver det dtnjuter var och en skydd mot pitvingade
kroppsliga ingrepp, sdsom tagande av fingeravtryck, och gentemot
det allminna skydd mot betydande intring 1 den personliga
integriteten, om det sker utan samtycke och innebir évervakning
eller kartliggning av den enskildes personliga férhdllanden, enligt
2 kap. 6§ regeringsformen. Skyddet mot pdtvingade kroppsliga
ingrepp anses omfatta fingeravtryck men diremot inte réstprov och
fotografering.'® Att fotografera nigon kan diremot i vissa fall utgora
ett sidant intrdng i den personliga integriteten som avses i 2 kap. 6 §
andra stycket."

For att lagstiftaren ska 3 gora begrinsningar 1 dessa rittigheter
krivs, féorutom att de har stod i lag, att de gors for vissa tillitna
indamail. I regeringsformen uttrycks det som att inskrinkningen, for
att vara tilldten, miste goras for att tillgodose indamil som ir
godtagbara 1 ett demokratiskt samhille, se 2 kap. 20 och 21 §§
regeringsformen. P4 motsvarande sitt uttrycks det i Europa-
konventionen dir det framgdr att en inskrinkning ska vara
nddvindig 1 ett demokratiskt sambhille, vilket innebir att

 Europadomstolens dom i Dragan Petrovic mot Serbien, mal nr 75229/10, dom den 14 april
2020, dom 1 och S. och Marper mot Storbritannien, mal nr 30562/04 och 30566/04, dom den
4 december 2008 samt dom 1 Glukhin mot Ryssland, m4l nr 11519/20, dom den 4 juli 2023.
19 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 54

" Prop. 2009/10:80, En reformerad grundlag, s. 177.
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inskrinkningen miste svara mot ett tringande socialt behov."” Av
artikel 8 framgdr uttryckligen att inskrinkningar miste vara
nddvindiga med hinsyn till den nationella sikerheten, den allminna
sikerheten eller landets ekonomiska vilstdnd, till forebyggande av
oordning eller brott, till skydd fér hilsa eller moral eller till skydd
for andra personers fri- och rittigheter.

De forslag som utredningen limnar syftar till att ge
Kriminalvirden effektiva men rittssikra verktyg for att, trots en
ligre personaltithet, kunna uppritthilla ordning och allmin
sikerhet 1 anstalt. Syftet att forebygga oordning eller brott framgir
redan av Europakonventionens artikel 8 och kan dirmed i sig
motivera en inskrinkning i integritetsskyddet. Europadomstolen
har dessutom 1 flera rittsfall bedémt att sikerhet 1 fingelse ir ett
sddant indamil som kan motivera en rittighetsbegrinsning.”
Regeringen har pd samma vis konstaterat att effektiv och siker
verkstillighet av fingelsestraff ir ett sidant intresse som fér ligga till
grund f6r en inskrinkning.'*

Genom utredningens forslag kommer intagna att kunna anvinda
digitala resurser i hogre utstrickning. Aven det kan motiveras med
behovet av att uppritthdlla ordning och allmin sikerhet inom
anstalt, men syftet ir ocksd att erbjuda de intagna ett mer
innehdllsrikt  verksamhetsinnehdll, mojlighet att uppritthilla
kontakter med omvirlden och att motverka ett digitalt utanforskap.
Det handlar allts om 4tgirder som i stor utstrickning syftar till att
tillgodose de rittigheter som intagna har enligt bide internationella
dtaganden och svensk lagstiftning och som kommer att vara till gagn
foér de intagna. Att anvinda biometriska underlag och biometriska
uppgifter fér det nu angivna syftet fir enligt utredningens
bedémning, anses utgdra godtagbara intring i de rittigheter som
skyddas av regeringsformen, Europakonventionen och EU:s
rittighetsstadga.

Det finns alltsd, enligt utredningens bedémning, mojlighet att
inskrinka skyddet fér privatliv i Europakonventionen och EU:s

12 Europadomstolens dom i Silver m.fl. mot Storbritannien, mil nr 7136/75, dom den 25 mars
1983.

13 Europadomstolens dom 1 Wainwright mot Storbritannien, mil nr 12350/04, dom den 26
september 2006, dom i Van der Ven mot Nederlinderna, mal nr 50901/99, dom den 4 februari
2003, dom i Iwaficzuk mot Polen, mil nr 25196/94, dom den 15 november 2001, dom 1
Vala$inas mot Litauen, 44558/98, dom den 24 juli 2001 och dom i Horych mot Polen, mil nr
13621/08, dom den 17 april 2012.

4 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 42.
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rittighetsstadga och skyddet mot patvingade kroppsliga ingrepp och
sddan overvakning eller kartliggning av den enskildes personliga
forhillanden som stadgas 1 2 kap. 6 § regeringsformen, fér intresset
att uppritthdlla effektiv och siker verkstillighet av fingelsestraff och
att bereda de intagna ett bredare och mer kvalitativt verksam-
hetsinnehill, mojlighet att uppritthilla kontakter med omvirlden
och att motverka att intagna efter villkorlig frigivning hamnar i ett
digitalt utanforskap. Méjligheten f6r Kriminalvidrden att anvinda
biometriska underlag och biometriska uppgifter bor dirfér, mot
bakgrund av de visentliga behov som Kriminalvirden har, utokas.
Utredningen dterkommer till frgan om vilka biometriska underlag
som ska fi upptas och hur de ska fi anvindas.

Uttommande reglering

Fingelselagen innehdller idag en bestimmelse som tilldter att
Kriminalvirden tar ett fotografi av den intagne. Frdn och med den 1
april 2026 kommer det i samma bestimmelse fortydligas att ett
fotografi far tas av en intagen f6r biometrisk autentisering eller for
att underlitta annan identifiering av honom eller henne. Dessa regler
finns nirmare beskrivna i avsnitt 8.1.1.

En 6ppnare reglering som ger Kriminalvirden méjlighet att ta
upp alla slags biometriska underlag som kan bli féremdl for
biometrisk analys skulle vara férdelaktigt med hinsyn till att
tekniken stindigt forindras och forbittras samt att det vid dagens
tidpunkt inte ir mojligt att fullt ut dverblicka vilken teknik som
kommer att vara mest fordelaktig nir Kriminalvirden i framtiden ska
upphandla den och ta den i bruk. Utredningen tar dirfor 1 det
foljande stillning till om dagens regelverk kan breddas si att det
avser upptagning av biometriska underlag 1 allminhet.

Med en allmin reglering skulle det ges forutsittningar for
Kriminalvirden att l6pande forindra sitt arbetssitt och méjliggéra
anvindande av teknik som idag inte ens finns att tillgd. En sddan
reglering skulle alltsd mojliggora en effektiv och flexibel tillimpning.
Att ta upp biometriska underlag med tving utgér dock en sddan
inskrinkning i1 grundliggande fri- och rittigheter som kriver stéd i
lag. Enligt utredningens bedémning ir det di inte tillrickligt att det
1 lag anges frdn vem och under vilka férutsittningar upptagning far

250



Ds 2025:31 Utokad anvandning av biometri i fangelseverksamheten

ske, utan legalitetsprincipen stiller ocksd krav pd att det direkt av lag
framgdr vilka slags biometriska underlag som fir samlas in.
Utredningen anser dirfor att det inte ir mojligt att foresld
bestimmelser som ger Kriminalvirden en allmin ritt att ta upp olika
slags biometriska underlag allteftersom nya tekniska landvinningar
gors. Av samma skil anser utredningen att bestimmelser om
upptagning av biometriska underlag behéver tas in 1 lag for att fullt
ut svara mot kravet pd legalitet, jimfor 2 kap. 20 § regeringsformen,
se dven kapitel 3. Det innebir att utredningen inte limnar nigot
forslag som innebdr att Kriminalvirden med tving fir ta upp
biometriska underlag utan nirmare specificering av vilka underlag
som avses. I stillet bor det, precis som det redan nu gors i
fingelselagen, uttdémmande framgi vilka biometriska underlag som
far samlas in med tving.

14.3.2 Kriminalvarden bor fa ta upp de biometriska
underlagen

Bedomning: Kriminalvirden bér ges mojlighet att uppta de
biometriska underlagen. Det bér inte inféras en generell
mojlighet f6r Kriminalvirden att inhimta sddana underlag eller
biometriska uppgifter frin polisens biometriregister.

Skilen for utredningens bedomning

Kriminalvirden har, som beskrivits 1 avsnitt 14.2, behov av att
anvinda biometri 1 anstaltsverksamheten. Den typen av uppgifter
kan redan finnas registrerade i polisens biometriregister. Sedan en
lagindring som tridde i kraft den 1 juli 2025 har upptagningen av
biometriska underlag till polisens biometriregister utdkats varvid
registren 6ver tid kan vintas bli mer omfattande och fullstindiga, se
mer om detta 1 avsnitt 12.1. Mot den bakgrunden skulle det kunna
argumenteras foér att Kriminalvirden, i stillet for att uppta
biometriuppgifterna pa nytt, bér ges ritt att inhimta och anvinda de
biometriuppgifter som redan finns i dessa biometriregister. For det
alternativet talar dven att den som tvingsvis utsitts fér upptagning
av biometriska underlag inte ska behdva bli det vid fler tillfillen in
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noédvindigt. Aven kostnadsskil och resursbesparande skil skulle
kunna tala f6r att myndigheter borde dteranvinda de underlag som
redan finns.

Syftet med de biometriregister som hélls av polisen ir emellertid
att uppnd en 6kad effektivitet inom brottsbekimpningen. Registren
anvinds for att soka fram potentiella girningspersoner och att
matcha spdr frin en brottsplats mot upptagna spdr. Att registren
halls 1 brottsbekimpningssyfte innebir att upptagningen av t.ex. en
girningspersons fingeravtryck behover goras med hog kvalité och
precision och av samtliga fingrar for att fi ett si heltickande
underlag som mojligt. Detta for att underlagen 1 framtiden ska kunna
anvindas som fullgott jimférelseunderlag iven om det spdr som
underlaget ska jimforas mot ir bristfilligt eller kanske t.o.m. bara
utgdr en del av ett fingeravtryck. Biometriska uppgifter som ska
anvindas for verifiering genom biometrisk autentisering, liknande
den som sker i vanliga mobiltelefoner vid inloggning, behover inte
uppritthdlla samma kvalité fér att fungera. Kriminalvirden skulle
allts8 kunna anvinda mindre kostsam apparatur in den polisen
anvinder for upptagning av biometriska underlag till biometri-
registren.

Utdver det ir polisens biometriregister inte komplett. Dels kan
de uppgifter som finns vara gamla och bristfilliga och i vissa fall
nirmast otjinliga, dels dr registren 1 dagsliget inte fullstindiga. Med
den nya lagindringen kommer registren visserligen pa sikt att bli mer
heltickande. Det kan emellertid dven framéver komma att saknas
vissa biometriska underlag och biometriska uppgifter, detta
eftersom regleringen inte stadgar om obligatorisk upptagning av
samtliga biometriska underlag och inte heller f6r personer som vare
sig anhdlls eller hiktas. Det leder till att Kriminalvirden indd
kommer att behéva ha rittsliga och praktiska férutsittningar for att
uppta biometriska underlag nir de inte finns i polisens biometri-
register.

Dirutéver vicker frigan om att bereda Kriminalvirden en utdkad
tillgdng till uppgifter 1 biometriregistren en del rittsliga
tveksamheter om t.ex. personuppgiftsbehandlingen. Ingen annan
myndighet har idag obegrinsad tillgdng till polisens biometriregister
pd det vis som Kriminalvirden skulle behéva, d.v.s. inte enbart
mojlighet att kontrollera ndgons férekomst i registren utan ocksa att
inhimta biometriska underlag och biometriska uppgifter dirifrin.
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Att tllita en annan myndighet en sidan tillgdng il
biometriregistren skulle alltsd utgdra en ny foreteelse. En sidan
tillgdng till biometriregistren, som innehdller mycket kinsliga
personuppgifter for ett stort antal minniskor, skulle 1 sig 6ka
riskerna for en olaglig personuppgiftshantering. Kriminalvirden
skulle, som anges ovan, inte heller kunna forlita sig pd polisens
biometriregister. Under alla férhillanden miste egna mojligheter att
ta upp biometriska underlag finnas, savil rittsligt som 1 praktiken.
Det framstir dd som en oproportionerlig dtgird att Kriminalvirden
ges obegrinsad tillgdng till polisens biometriregister.

Mot denna bakgrund féreslar utredningen att Kriminalvirden ska
ges utdkade mojligheter att pid egen hand uppta biometriska
underlag. Det motsvarar den ordning som redan giller betriffande
Kriminalvirdens nuvarande mojlighet att ta ett fotografi av de
intagna. Utredningen dterkommer dock till frigan om mojligheten
att, 1 de fall en person instiller sig for att verkstilla ett fingelsestraff
men inte kan identifiera sig, tillita Kriminalvirden att {4 ta del av
biometriska underlag och biometriska uppgifter ur polisens
biometriregister for att kunna géra jimforelser 1 identifieringssyfte,
se vidare kapitel 19.

14.3.3 Upptagning av fingeravtryck och rostprov ska tillatas

Forslag: Fingeravtryck och réstprov ska {4 tas av en intagen fér
att anvindas som jimforelse vid biometrisk autentisering eller
annan identifiering av honom eller henne (d.v.s. indamailet).
Forslaget ska genomféras genom dndringar i fingelselagen.

I likhet med vad som giller enligt polisens brottsdatalag ska
med fingeravtryck avses avtryck av finger eller hand. Det ska
dirfor foreskrivas att det med fingeravtryck avses dven
handavtryck. I fortydligande syfte ska motsvarande lydelse
inforas 1 den befintliga bestimmelsen 1 8 kap. 7 a § fingelselagen
om upptagning av biometriska underlag fér polisens
biometriregister.

Fotografi och fingeravtryck ska {4 tas av en person som i syfte
att verkstilla ett fingelsestraff eller en paféljd, instiller sig hos
Kriminalvirden men inte kan identifiera sig, fér biometrisk
autentisering mot uppgifter 1 polisens biometriregister, eller
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annan identifiering av honom eller henne. Forslaget ska
genomfdras i en ny lag om anvindning av biometri inom delar av
Kriminalvirdens verksambhet.

Bedomning: Utredningens férslag om upptagning av
biometriska underlag inom fingelseverksamheten motiverar inte
att det inférs ndgra sirskilda bestimmelser som begrinsar
mojligheterna att ta upp biometriska underlag frin barn som ska
avtjidna straff i fingelse.

Proportionalitetsprincipen finns redan reglerad 1 fingelse-
lagen och kommer att omfatta de forslag som utredningen
limnar.

Kriminalvirden fir enligt befintliga bestimmelser 1 polislagen
ta upp biometriska underlag med vild om det ir nédvindigt.

Skilen for utredningens forslag och bedomning
Endast behov av viss biometri

Kriminalvirden har redan enligt 8 kap. 1 § fingelselagen mojlighet
att fotografera intagna 1 syfte att underlitta identifiering. Frdn och
med den 1 april 2026 fortydligas 1 samma bestimmelse att ett
fotografi far tas av en intagen f6r biometrisk autentisering eller for
att underlitta annan identifiering av honom eller henne. De behov
som inom fingelseverksamheten finns av att kunna verifiera och
identifiera intagna ir emellertid vidstrickta och det ir lingt ifrin
sikert att behoven later sig tickas av biometrisk autentisering genom
just ansiktsigenkinning. For vissa situationer av verifiering eller
identifiering kan det limpa sig bittre eller endast fungera
uteslutande med en viss teknik, som t.ex. verifiering av roster under
elektronisk kommunikation dir biometrisk autentisering forutsitter
rostjimforelse. Kriminalvirden har dessutom upphandlat viss
teknisk utrustning i form av fotbojor med tillhérande telefon som
har en inbyggd funktion for verifiering med biometrisk
autentisering genom ansiktsigenkinning, vilken av ekonomiska skil
rimligtvis borde kunna {4 anvindas. Utéver det har Kriminalvirden
en pigdende upphandling av teknisk utrustning fér elektronisk
6vervakning och har i den upphandlingen inkluderat optionskrav p&
att kunna anvinda ansiktsigenkinning vid alkoholkontroll. I
upphandlingen stills ocksa krav p8 rittigheter att i en framtid kunna
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komplettera med avrop av funktionalitet f6r fingeravtrycksavlisning
for identifikation vid évervakning i hemmet.

Det gir inte heller att i1 dagsliget 6verblicka de tekniska
landvinningar som kommer att ske framéver eller vilka tekniska
16sningar som kommer att passa bist 1 fingelseverksamheten. Det
kan t.ex. skilja sig &t beroende pid om den tekniska losningen ska
implementeras i befintliga byggnader eller installeras i samband med
uppforandet av en helt ny byggnadskropp. Dessa omstindigheter
talar for att det behdver finnas ett visst utrymme for valmojlighet
betriffande vilka biometriska underlag och uppgifter som kan
komma att anvindas fér biometrisk autentisering och annan
identifiering. Det gir inte heller att utesluta att det vid vissa
situationer kommer krivas anvindning av bide fingeravtryck och
fotografi for en siker verifiering eller identifiering. Enligt
utredningens uppfattning behéver dirfor fler biometriska underlag
in vad som idag ir tillitet, vara mojliga att anvinda f6r biometrisk
autentisering och annan identifiering. Andringarna bér av
konsekvensskil inforas genom justeringar i fingelselagen. Som
utredningen har konstaterat behover regleringen av legalitetsskil
vara uttdmmande 1 friga om vilka biometriska underlag som far tas
upp och frigan ir d& vilka uppgifter som ska {4 anvindas.

I dialog med Kriminalvirden har det framkommit att det i
dagsliget, utover fotografi, finns behov av att uppta och anvinda
fingeravtryck och roéstprov. Med hinsyn till den snabba
teknikutvecklingen inom omridet kan det inte uteslutas att det 1
framtiden kommer finnas behov fér Kriminalvirden att uppta andra
biometriska underlag. Nigot tillrickligt tydligt behov av andra
biometriska underlag som t.ex. dna har dock inte framkommit och
regler som tilliter anvindning av andra biometriska underlag
kommer dirfor inte att féreslas.

Det kan inledningsvis konstateras att de tekniska 16sningar som
Kriminalvdrden kan komma att behéva anvinda for biometrisk
autentisering, kan utgéra artificiell intelligens (AI). Fér anvindning
av Al giller sirskilda regler som Kriminalvirden 1 s3 fall behover
1aktta, se mer om detta 1 avsnitt 18.2.3.
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Fingeravtryck

Upptagning av ett fingeravtryck kan anvindas for verifiering genom
biometrisk autentisering, se avsnitt 5.5.1. Genom en jimforelse med
ett tidigare limnat fingeravtryck kan det konstateras huruvida
limnaren av det nya fingeravtrycket dr samma person.
Anvindningen av sddan teknik ir utbredd i samhillet och nyttjas
systematiskt t.ex. nir det giller att lisa upp mobiltelefoner.
Tekniken, om in i1 mer forfinad tappning, anvinds flitigt inom
polisens verksamhet for att 16sa brott. Inom Kriminalvirden skulle
tekniken kunna anvindas for att verifiera intagna nir s8 behover ske,
t.ex. nir den intagne byter rum eller lokal eller genom att denne sjilv
kan slussa sig genom en anstalt till de 13sta rum dit denne har tilltride
och for ullfillet ska vistas 1. Det storsta behovet av att anvinda
fingeravtryck ir alltsd kopplat till de vinningar som kan nis genom
anvindning av biometrisk autentisering. En manuell okulir
jimforelse av fingeravtryck kommer sannolikt inte att [3ta sig goras.
Diremot kan fingeravtryck behdva anvindas vid annan identifiering.
Det kan handla om att anviinda ett fingeravtryck som anvints vid en
teknisk lisare f6r att 6ppna en [3st dorr till ett visst utrymme for att
soka 1 Kriminalvirdens egna uppgifter i syfte att identifiera vilken
intagen som befann sig i utrymmet medan en ordningsstdrning
pagick.

Eftersom alla individers fingeravtryck ir olika dr fingeravtrycks-
jamforelse 1 viss utstrickning en mer tillférlitlig metod dn t.ex.
ansiktsjimforelse. Nir det giller ansiktsjimférelse gir det inte att
utesluta att tekniken kommer att ha svirare att gora skillnad pi
minniskor som ir si nira slikt som tvillingar eller 1 6vrigt lika
syskon. Ansiktsjimférelse kan ocksi vara svdrare att tillimpa i
praktiken i vissa situationer. Enligt Kriminalvirden kan funktionen
vara mindre vilfungerande i vissa utrymmen med simre belysning
eller limpa sig mindre vil nir de intagna tickt delar av ansiktet, vilket
t.ex. var fallet under covid-19 pandemin. Med hinsyn till de behov
Kriminalvirden har, se avsnitt 14.2, ir upptagning av fingeravtryck
enligt utredningens uppfattning ett nddvindigt verktyg for att
Kriminalvirden ska kunna bedriva fingelseverksamhet pi ett sikert
och effektivt sitt. Att den reglering utredningen féresldr méste
omfatta fingeravtryck ir alltsd tydligt.
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I rittegingsbalken och i polisens brottsdatalag definieras 1
lagtexten fingeravtryck som avtryck av finger eller hand, se 28 kap.
14 § rittegingsbalken och 1 kap. 5 § polisens brottsdatalag.

Det framgdr i forarbetena till bestimmelsen 1 8 kap 7a§
fingelselagen, som reglerar upptagning av fingeravtryck till polisens
biometriregister, att dven handavtryck omfattas av begreppet, dock
utan att det framgir sirskilt av lagtexten.” Att fingeravtryck dven i
dessa sammanhang omfattar bdde avtryck av fingrar och hand
framstir som naturligt, inte minst av det skilet att upptagningen
sparas i biometriregistren for att inom ramen for brottsutredningar
kunna underlitta identifieringen av girningspersoner.

Det ir inte brottsbekimpningssyftet som ligger till grund for
behoven av fingeravtrycksanvindning inom Kriminalvirdens
verksamhet. Diremot kan det ind3 finnas anledning att tillita att
Kriminalvirden upptar bide fingeravtryck och handavtryck. Ett skil
for en sddan 16sning dr att Kriminalvirden behover ett visst utrymme
nir det giller val av tekniska 18sningar f6r biometrisk autentisering
varvid upptagning av olika biometriska underlag ir motiverat samt
att fingeravtryck och handavtryck i princip utgér samma ingrepp i
den personliga integriteten. Ett annat skil fér att 1dta Kriminalvdrden
uppta och anvinda dven handavtryck ir att det inte bor goras nagon
begreppsmissig  skillnad mellan de olika bestimmelser 1
fingelselagen som reglerar fingeravtryck.

Utredningen foresldr dirfor att fingeravtryck i fingelselagen ska
ha samma innebérd som 1 rittegdngsbalken. Med hinsyn till
legalitetsprincipen bér det 1 lag framg3 sirskilt att med fingeravtryck
avses dven handavtryck i den reglering som nu féreslds. Eftersom
handavtryck inte framgdr uttryckligen av regleringen i 8 kap. 7 a §
fingelselagen bor motsvarande lydelse inféras 1 den bestimmelsen.

Rostprov

Réstprov kan anvindas fér att kontrollera om en viss rost tillhér en
viss person, se avsnitt 5.5.3. Kriminalvirden har pitalat att behovet
av att kunna ta upp réstprov frdn de intagna ir stort. Rent allmint
skulle ett rostprov, i likhet med en ansiktsbild eller ett fingeravtryck,
kunna anvindas for att verifiera eller pd annat sitt identifiera den

15 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 182.
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intagne 1 olika delar av verksamheten. Det primira anvindnings-
omridet ir verifiering vid elektronisk kommunikation i syfte att
sikerstilla att det dr den intagne och inte nigon annan som talar
under elektronisk kommunikation med omvirlden, se dven kapitel
17. Men rostprov skulle ocksd kunna anvindas for verifiering i andra
situationer, t.ex. vid forflyttning mellan olika lokaler. Det skulle
ocksd kunna anvindas fér att genom sékning i Kriminalvirdens egna
uppgifter identifiera vilken intagen som uttalat olimpligheter som
utgdr ordningsstdrningar/dvertridelser av  ordningsregler om
sddana fingats upp en Overvakningskamera eller annan ljudupp-
tagning.

Utredningen delar Kriminalvdrdens bedémning. Det ir tydligt att
det finns ett behov av att kunna ta rostprov frén den som ska avtjina
ett fingelsestraff for att kunna verifiera eller pd annat sitt identifiera
den intagne. Utredningen foresldr dirfor att dven rostprov ska f3
samlas in med stdd av fingelselagen.

Det bor 1 regel vara verifiering genom biometrisk autentisering
som rostproven kommer att anvindas foér. Det kan emellertid inte
uteslutas att manuella kontroller av rostprover kan behova
genomforas om exempelvis tekniska losningar tillfilligt ir ur
funktion. Det kan ocks8 finnas behov av att identifiera en viss person
som orsakat ordningsstorningar som fingats upp med
ljudupptagning. Genom att séka med réstprovet 1 Kriminalvirdens
egna uppgifter skulle den aktuella intagne kunna identifieras. Mot
den bakgrunden féreslar utredningen att réstprov liksom fotografier
och fingeravtryck ska f& tas upp dven f6ér annan identifiering. Vad
giller frigan om mojligheten att anvinda en anhérigs réstprov,
dterkommer utredningen i kapitel 17.

Upptagning av biometriska underlag for indamadlet biometrisk
autentisering eller annan identifiering

Grundliggande fri- och rittigheter fir endast begrinsas for indamal
som ir godtagbara i ett demokratiskt samhille, se vidare kapitel 3.
Utredningen har, 1 avsnitt 14.3.1, konstaterat att de forslag som
limnas begrinsar grundliggande fri- och rittigheter endast for
sidana godtagbara indamal. Andamélsprincipen ska emellertid ocks3
dterspeglas 1 lagstiftningen genom att det for varje enskilt
tvidngsmedel anges for vilket eller vilka indamdl det fir anvindas.
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Det ir alltsd viktigt att det 1 lagtext specificeras for vilka dindamail
som upptagning av biometriska underlag far ske.

De behov som Kriminalvirden har redogjort for i sin hemstillan
om att fd utdkade mojligheter att anvinda biometri i verksamheten
handlar uteslutande om att méjliggdéra en sikrare och effektivare
verifiering och identifiering av intagna genom framfér allt tekniska
l6sningar. Kontroll av intagnas identitet ir redan moment som
l6pande gors idag, dock frimst genom manuell hantering. Behovet
av att kontrollera intagnas identitet, som utredningen gir igenom
mer ingdende ovan 1 avsnitt 14.2, kommer dessutom att 6ka nir
anstalterna blir stérre och nir de intagna tilldts anvinda mer teknisk
utrustning som t.ex. lisplattor och datorer.

Situationerna 1 vilka verifiering eller annan identifiering behéver
goras kan forvisso skifta, som t.ex. vid nirvarokontroll respektive
inloggning i dator, men det gemensamma syftet ir att sikerstilla att
det handlar om att ritt intagen befinner sig p4 ritt plats, har tillgdng
till ritt tekniska utrustning eller utrymme, talar med ritt anhérig
o.s.v. Det kan ocksd handla om att genom annan identifiering behova
identifiera vilken intagen som har befunnit sig eller agerat i ett visst
utrymme vid en viss tidpunkt. Vidare kan det ocksd handla om att
sikerstilla att obehériga inom eller i nira anslutning till ett
anstaltsomrdde inte utgdr intagna. Behovet att kunna verifiera
intagna genom biometrisk autentisering eller annan identifiering,
framstdr enligt utredningens uppfattning som tringande och
vilmotiverat.

Utredningen har overvigt om idndamidlet bor specificeras
ytterligare 1 lagtext pd s vis att det anges i vilka situationer som
verifiering eller identifiering kan vara aktuellt, som t.ex. verifiering
vid nykterhetskontroll, verifiering vid anvindning av digitala
resurser, verifiering fér 16pande nirvarokontroll o.s.v. En sidan
upprikning skulle innebira ytterligare fortydliganden och
preciseringar av indamélen vilket ur ett rittssikerhetsperspektiv
skulle kunna vara att foredra. En alltfor preciserad lagstiftning
tenderar emellertid att bli alltfér begrinsande. Utrymmet fér att
framéver kunna anvinda biometrisk autentisering eller annan
identifiering i andra situationer skulle dirmed bli starkt inskrinkt. I
stillet skulle det f6r varje nytt behov eller anvindningsomride som
uppstdr krivas justeringar 1 fingelselagen foér att Kriminalvirden
skulle 8 anvinda biometrisk autentisering eller annan identifiering.
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Gemensamt {or de behov som Kriminalvirden har redogjort fér
ir att det handlar om behovet av att kontinuerligt kontrollera
intagnas identitet, iven om situationerna nir sidan kontroll behover
goras kommer att variera. Utredningen har dirfér funnit att
indamailet for vilket upptagning av biometriska underlag fir goras
bér anges vara biometrisk autentisering och annan identifiering. Det
innebir att utredningen inte ser nigot skil att indra utformningen
av 8 kap. 1§ fingelselagen som foéreslagits av regeringen 1 en
proposition som nyligen limnats till riksdagen, dir det framgar att
ett fotografi fir tas av en intagen f6r biometrisk autentisering eller
annan identifiering av honom eller henne.'

Syftet for vilket upptagningen av biometriska underlag fir goras
behéver enligt indamdlsprincipen komma till uttryck 1 lagtext.
Enligt utredningens uppfattning bor det ske genom justeringar i
8 kap. fingelselagen dir 6vriga bestimmelser om kontroll- och
tvingsdtgirder regleras.

Upptagning for dndamdlet att i identifieringssyfte kunna gora
jamforelser med uppgifter i polisens biometriregister

Kriminalvirden har behov av att uppta biometriska underlag frin en
person som instéller sig for att verkstilla ett fingelsestraff men som
inte kan identifiera sig, 1 syfte att jimfora uppgifterna mot
motsvarande uppgifter i polisens biometriregister for att sikerstilla
personens identitet. Jimforelsen kan ske genom biometrisk
autentisering eller annan identifiering som t.ex. okulir jimforelse
med ett fotografi. Som konstaterats ovan, behover enligt
indamdlsprincipen dven detta syfte anges 1 lagtext.

Personer som ska verkstilla ett fingelsestraff tas in enligt
speciella rutiner. Inskrivningsitgirder kan emellertid inte paborjas
forrin den domdes identitet har bekriftats. Som tidigare redogjorts
for ir det ibland inte mojligt att kontrollera en persons identitet
p.g-a. att denne saknar identitetshandlingar eller sedan tidigare inte
forekommer hos Kriminalvirden. Polisens biometriregister
innehiller, eller kommer med tiden att innehilla, biometriska
underlag och biometriska uppgifter om personer som har varit
anhdllna eller hiktade f6r brott och i vissa fall iven de personer som

16 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgifisbebhandling, s. 40
f.
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varit skiligen misstinkta fér ett brott for vilket fingelse ingdr 1
straffskalan samt personer som ir démda fér brott. En person som
instiller sig for verkstillighet av ett fingelsestraff torde dirfor i de
allra flesta fall finnas i polisens biometriregister. Om Kriminalvirden
fick mojlighet att ta del av polisens underlag och uppgifter och
anvinda for jimférelse med biometriska underlag och uppgifter som
Kriminalvirden har, skulle myndigheten snabbare kunna konstatera
att en person som instillt sig for verkstillighet av ett fingelsestraff
men som inte kan identifiera sig, ir samma person som har démts
for brottet. Det skulle i sin tur leda till en sikrare och mer effektiv
ordning f6r Kriminalvirden.

Kriminalvirden har uppgett att det ir de biometriska underlagen
fotografier och fingeravtryck som behéver upptas for att anvindas
vid jimférelse med motsvarande uppgifter 1 polisens
biometriregister. Bdde fotografier och fingeravtryck kan anvindas
féor biometrisk autentisering, se avsnitt 5.5.1 och 5.5.2.
Integritetsskil talar for att sd 3 biometriska underlag som mojligt
upptas. Samtidigt kan de biometriska underlag som finns 1 polisens
biometriregister vara av varierande kvalité. Ett fotografi kan t.ex.
vara taget for flera ir sedan varvid personens utseende kan ha
indrats. Det ir inte heller sikert att polisen har samtliga biometriska
underlag och biometriska uppgifter om en person. Mot den
bakgrunden finns anledning att tilldta upptagning av bdde fotografier
och fingeravtryck. Av samma skil som redogors {6r ovan bér med
fingeravtryck avses dven handavtryck.

Reglering som tilldter upptagning enligt vad som redogérs for i
detta avsnitt bor inféras 1 en ny lag om anvindning av biometri inom
delar av Kriminalvirdens verksamhet I avsnitt 16.3 motiveras och
behandlas nirmare inférandet av en sidan ny lag.

Det kan i sammanhanget ocksi tilliggas att om kontrollen av
identitet mot uppgifter 1 biometriregistret bekriftar att personen ir
démd och ska verkstilla ett fingelsestraff eller en pafoljd sd kommer
det, 1 enlighet med de 6vriga férslag som utredningen limnar, finnas
ritt f6r Kriminalvirden att ta bdde fotografier, fingeravtryck och
rostprov. Om personens identitet inte gir att faststilla kommer han
eller hon inte att kunna p8borja nigon straffverkstillighet.

I kapitel 19 &terkommer utredningen med hur Kriminalvirden
ska fi tillgdng till polisens biometriregister och i kapitel 20
dterkommer utredningen med hur de biometriska underlagen och
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uppgifterna ska hanteras i de fall personen inte kommer bli féremadl
for straffverkstillighet.

Behov av biometriska underlag dven fran barn

Kriminalvirden har i dagsliget {4 intagna under arton ir som avtjinar
fingelse 1 anstalt. Det har mellan dren 2010-2022 &rligen handlat om
mellan noll och 4tta barn i 8ldern 15-17 &r som har pdbérjat en
fingelseverkstillighet."” Under manaderna januari till augusti &r 2025
har emellertid s& minga som 10 barn varit inskrivna i anstalt.

En av regeringen tillsatt utredning'® har nyligen gjort en éversyn
av regleringen om frihetsberévande paféljder for lagovertridare som
begdr brott innan fyllda 18 &r och féreslagit férindringar, bl.a. att
pafoljden sluten ungdomsvard ska ersittas med fingelse. Regeringen
har limnat en lagridsremiss som i huvudsak bygger pa utredningens
forslag."” Kriminalvirden har dessutom av regeringen fitt i uppdrag
att redan nu forbereda inrittandet av sirskilda enheter fér unga i
3ldern 15-17 4r inom Kriminalvirden®, se vidare om detta i1 avsnitt
6.3.5. Enligt preliminira berikningar har Kriminalvirden bedémt att
det kommer att finnas ett behov av ca 100 barn- och ungdomsplatser
1 anstalt r 2026 och ca 250 4r 2027. De forslag som 1 nirtid limnats
om sinkt straffbarhetsdlder’’ har inte beaktats i dessa platsbehovs-
beddmningar.”

Barn och ungdomar som ska avtjina fingelsestraff kommer,
sdsom det gdr att anta utifrin lagférslag och regeringsuppdrag, att
placeras i redan befintliga anstalter. De behov av att uppta
biometriska underlag for att kunna anvinda som jimférelse vid
biometrisk autentisering eller annan identifiering ir dirmed
desamma {6r barn och unga som fér vuxna. Samma behov av att
uppritthdlla allmin ordning och sikerhet féreligger, 1 synnerhet
sedan antalet barn 1 anstalt vintas 6ka, och det kommer vara minst
lika viktigt att kunna erbjuda barnen ett kvalitativt verksamhets-
innehll och att sikra att barnen inte hamnar 1 digitalt utanférskap.

17SOU 2023:44, En dversyn av regleringen om fribetsberévande pafolider for unga,s. 170 {.

18 SOU 2023:44, En dversyn av regleringen om fribetsberévande pafolider for unga.

1 Lagridsremiss, Fribetsberdvande pafélider for barn och unga.

20 Regeringens beslut Ju2023/02157.

2t Utkast till lagridsremiss, Sinkt straffbarbetsdlder for allvarliga brott.

22 Kriminalvirden, Delredovisning Uppdrag att férbereda inrittandet av sirskilda enheter fér
ungaidldern 15-17 &r inom Kriminalvirden (Ju2023/02157), 2025-02-28, dnr KV2023-22428,
s. 14,
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Det finns inte ndgot behov av undantagsbestimmelse for barn

Det finns inga sirskilda bestimmelser i fingelselagen som tar sikte
pa kroppsbesiktning och annan upptagning av biometriska underlag
frdn den som ir under arton &r och som ska avtjina straff i fingelse.
I lagrddsremissen” som féresldr att barn och unga, i de fall en
frihetsberdvande paféljd inte kan undvikas, ska domas till fingelse i
stillet for sluten ungdomsvard gors inte heller ndgon inskrinkning
av 8kap. 1§ fingelselagen 1 det avseendet. Det innebir att
bestimmelserna i fingelselagen ir fullt ut tillimpliga 1 dessa fall.
Frigan ir om utredningens forslag motiverar ndgon annan ordning.

Som framgir ovan ir behovet av att uppta biometriska underlag
frdn barn detsamma som f6r Gvriga intagna, se avsnitt 14.2. Nigra
skil for att ha en annan ordning fér barn finns inte. Nigot sidant
har heller inte foreslagits gillande fotografier och ansiktsigen-
kinning 1 propositionen roérande en modern lagstiftning for
Kriminalvirdens personuppgiftsbehandling. Tvirtom skulle en
sirbehandling av den gruppen motverka de sikerhets- och
effektivitetsvinster som anvindningen av biometri dr tinkt att
medfora. I dn storre utstrickning dn vuxna ir det av vikt att olika
former av administrativa forfaranden kan férenklas och
effektiviseras si att resurserna kan riktas mot verkstillighetens
utformning f6ér att minska de negativa foljderna av frihets-
berévandet. Utredningen anser dirfor att de barn som ska avtjina
fingelsestraff 1 detta avseende bér behandlas p&8 samma vis som
vuxna. Det foreslds dirmed inga undantag fér barn vad giller
upptagningen och anvindningen av biometriska underlag och
biometriska uppgifter.

Allméinna principer for tvangsmedel beaktas

For att kunna begrinsa grundliggande fri- och rittigheter krivs att
begrinsningen uppfyller legalitetsprincipen, indamdlsprincipen,
proportionalitetsprincipen samt, nir det giller tvingsmedel,
behovsprincipen se vidare avsnitt 3.7. I det féljande redogors for
utredningens 6verviganden och beddémning av att forslagen
uppfyller principerna.

2 Lagridsremiss, Fribetsberévande péfélider for barn och unga.
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Legalitetsprincipen och dndamadlsprincipen iakttas

Nir det giller legalitetsprincipen och dndamélsprincipen si har
utredningen konstaterat att det finns méjlighet att inskrinka
skyddet for privatliv i Europakonventionen och EU:s
rittighetsstadga och skyddet mot patvingade kroppsliga ingrepp och
betydande intrdng 1 den personliga integriteten som innebir
overvakning eller Kkartliggning av den enskildes personliga
forhallanden 12 kap. 6 § regeringsformen, se avsnitt 3.2, 3.3 och 3.4.
Vad som ytterligare krivs for att en reglering om tvingsmedel fullt
ut ska uppfylla legalitetsprincipen och indamélsprincipen framgar av
avsnitt 3.7.

Kraven p4 hur lagstiftning ska utformas enligt legalitetsprincipen
och indamalsprincipen har utredningen tillgodosett genom att det 1
lagstiftningen foreslds att det uttryckligen och uttdmmande ska
anges vilka biometriska underlag som fir upptas och att de fir
anvindas for enbart indamilet biometrisk autentisering och annan
identifiering. Nir det giller upptagning av biometriska underlag frén
personer som instiller sig fér att verkstilla ett fingelsestraff men
som inte kan identifiera sig, féreslds biometriska underlag endast f3
upptas 1 syfte att jimféra med motsvarande uppgifter frin polisens
biometriregister.

Forslagen dr proportionerliga

Proportionalitetsprincipen innebir att ett tvdngsmedel bara fir
anvindas om skilen for tgirden uppviger det intrdng eller men i
ovrigt som dtgirden innebir f6r den som utsitts for tvingsmedlet.
Det innebir att en tvingsdtgird i friga om art, styrka, rickvidd och
varaktighet ska std 1 rimlig proportion till vad som kan vinnas med
dtgirden.”* Det behover dirfor sikerstillas att mojligheten att uppta
biometriska underlag inte gir utdver vad som ir nédvindigt med
hinsyn till indamilet med wupptagningen. Vad giller
proportionaliteten av de forslag utredningen limnar om att fler
biometriska underlag ska kunna tas av intagna i fingelse for
indamailet biometrisk autentisering och annan identifiering samt,
nir det giller personer som instiller sig for att verkstilla ett
fingelsestraff men som inte kan identifiera sig, f6r indamailet att

24 Se t.ex. prop. 2016/17:165, Kroppsbesiktning i syfte att utreda dlder i brottmdlsprocessen, s. 10.
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jimfora med motsvarande uppgifter frin polisens biometriregister,
gor utredningen foljande bedémning.

Forst och frimst ir de forslag som utredningen limnar
begrinsade stillvida att det inte dr alla biometriska underlag som
kommer att vara méjliga {6r Kriminalvirden att uppta och anvinda.
Upptagningen begrinsas till de behov som Kriminalvirden har gett
uttryck fér finns idag och inom en nira framtid, varvid utredningen
konstaterar att det i nuliget endast ror sig om de biometriska
underlagen fotografi, fingeravtryck och réstprov. Genom att
mojligheterna till upptagning av biometriska underlag foreslds
utvidgas frin att tidigare endast ha omfattat fotografi, till att
framover omfatta idven fingeravtryck och réstprov, kommer
Kriminalvirden att ges ett visst handlingsutrymme betriffande de
tekniska 16sningar som kan komma 1 friga for biometrisk
autentisering och annan identifiering. Samtidigt begrinsas
upptagningen till att omfatta s3 fa biometriska underlag som mojligt
och vars upptagning i normalfallet inte frambringar ngot kroppsligt
obehag och ir av kortvarig natur, sett 1 jimférelse med vad t.ex. dna-
topsning eller kroppsbesiktning kan gora. Det fysiska ingreppet ir i
det avseendet mindre ingripande.

Utover det kommer upptagningen som utgdngspunkt bara att
behova goras vid ett tillfille, nir den intagne skrivs in 1 anstalt. Forst
om de biometriska underlagen eller de biometriska uppgifterna som
har tagits fram av ndgot skil blir oanvindbara, t.ex. for att en
intagens fingeravtryck indras med tiden eller for att ny eller bittre
utrustning inférskaffas av Kriminalvdrden, finns skil att géra en ny
upptagning. Enligt utredningens uppfattning ir forslagen avseende
utdkningen av mojligheten att uppta biometriska underlag till att
avse dven fingeravtryck och rostprov vilavvigda och att behovet inte
kan tillgodoses pd ett mindre ingripande sitt. De kommer ocksd leda
till stdrre rorelsefrihet inom anstalten {6r de intagna. Utredningens
uppfattning dr dirmed att forslagen i denna del dr proportionerliga.

De biometriska underlagen foéreslis endast f& anvindas for
biometrisk autentisering eller annan identifiering samt, 1 de fall
ndgon instiller sig for att verkstilla ett fingelsestraff men inte kan
identifiera sig, vid jimforelse med motsvarande uppgifter hos
polisen.

Situationerna nir biometrisk autentisering eller annan
identifiering aktualiseras varierar i karaktir men handlar tll storsta
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del om att uppritthilla sikerheten inom anstalten genom att
sikerstilla att ritt intagen befinner sig pd ritt plats, moment som
redan idag kriver kontroll av intagnas identitet vilket emellertid sker
via manuell hantering. Det kan ocksd handla om att med hyilp av en
biometrisk uppgift, t.ex. ett fingeravtryck som avsatts mot en
teknisk lisare 1 ett visst rum, géra sokningar i Kriminalvirdens
uppgifter for att identifiera vem som har avsatt fingeravtrycket. Om
tekniken tillfilligtvis ligger nere kan det ocksd finnas behov av att
identifiera intagna manuellt genom att medarbetare okulirt jimfor
intagna mot tidigare tagna fotografier.

Attidessa situationer kunna verifiera och identifiera intagna med
stdd av biometri motiveras sirskilt av intresset att uppritthdlla
allmin ordning och sikerhet 1 anstalt. Genom anvindningen av
biometrisk autentisering skulle Kriminalvirden kunna uppritthilla
erforderlig nivd av sikerhet inom fingelseverksamheten samtidigt
som effektivitetsvinsterna vad giller personalresurser skulle bli
stora.

Effektiviteten bygger emellertid pd att samtliga intagna
kontrolleras genom biometrisk autentisering. Det gir sdledes inte att
sirbehandla vissa intagna eller grupper av intagna som eventuellt
skulle motsitta sig en upptagning av biometriska underlag eftersom
en sddan 16sning skulle leda till att effektivitetsvinsten gir forlorad.
Dessutom har Kriminalvirden uppgett att varierande behandling av
intagna inte sillan leder till missnoje vilket 1 sig innebir en utdkad
sikerhetsrisk. Upptagningen behover sdledes kunna géras av alla
intagna och oavsett anstaltens sikerhetsklass eller fingelsestraffets
lingd. Utredningen bedémer dirmed att nodvindigheten av
upptagningen och anvindningen av biometriska underlag for
indamdlet biometrisk autentisering eller annan identifiering ir s3
stor att det 6verviger det integritetsintrdng som det innebir f6r den
enskilde.

P& samma vis dr det utredningens bedémning att nédvindigheten
av att uppta biometriska underlag frén ndgon som vill verkstilla ett
fingelsestraff men som inte kan identifiera sig, fr att jimfora med
motsvarande uppgifter 1 polisens biometriregister, overviger
integritetsintringet. Det idr av sikerhetsskil av storsta vikt att ritt
personer verkstiller fingelsestraff och att risken for att fel personer
frihetsberdvas och att obehdriga tas in 1 anstaltsmiljé, elimineras.
Det kan konstateras att de nu aktuella f6rslagen avser personer som
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innu inte ir identifierade som personer som ska verkstilla ett
fingelsestraff. Med forslagen foljer alltsd en viss risk for att personer
som inte ir ddmda kommer att bli fé6rem3l {6r biometriupptagning.
Enligt utredningens bedémning torde det emellertid 1 praktiken inte
handla om ménga fall. Mot den risken ska dven stillas risken f6r att
minniskor felaktigt tas in 1 anstalt, en risk som enligt utredningens
bedémning viger tyngre. Utredningen bedémer dirfor att
Kriminalvirden ska f8 mojlighet att uppta biometriska underlag frn
en person som inte kan identifiera sig men som instiller sig for
straffverkstillighet.

Det kommer ocksd att férekomma andra situationer dir
biometrisk autentisering eller annan identifiering krivs, di framfor
allt i samband med anvindandet av digitala resurser. Aven de
situationerna kan motiveras med att uppritthélla allmin ordning och
sikerhet 1 anstalt, &ven om de tyngst vigande skilen ir att kunna
tillhandahilla intagna ett kvalitativt verksamhetsinnehall.

Verifiering f6r anvindning av digitala resurser innebir férvisso
ett intring fér den enskilde 1 dennes grundliggande fri- och
rittigheter men det skulle samtidigt medféra vinster f6r den intagne
som 1 storre utstrickning skulle kunna delta 1 distansutbildningar,
genomfora digitala likarbesok och ha utokad kontakt med anhériga.
Genom anvindningen av biometrisk autentisering i de fallen skulle
Kriminalvirden allts§ kunna erbjuda ett mer kvalitativt
verksamhetsinneh3ll samtidigt som effektivitetsvinsterna vad giller
personalresurser skulle bli stora.

Effektiviteten bygger emellertid dven i detta fall pd att samtliga
intagna ska kunna verifieras genom biometrisk autentisering i den
tekniska utrustningen eller digitala 16sningarna. Det gr sledes inte
heller betriffande detta moment att sirbehandla vissa intagna eller
grupper av intagna som eventuellt skulle motsitta sig en upptagning
av biometriska underlag. Utredningen beddémer dirmed att
nodvindigheten av upptagningen och anvindningen av biometriska
underlag fé6r indamdlet biometrisk autentisering eller annan
identifiering ir sd stor att det dverviger det integritetsintrdng som
det innebir for den enskilde. For ytterligare resonemang om
proportionaliteten i stort, se integritetsanalysen 1 kapitel 23.

Det hittills anférda giller utredningens 6vervigande och
bedémningen av proportionaliteten avseende limnade forslag.
Utover det ska proportionalitetsprincipen alltid tillimpas vid varje
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tvings- eller  kontrollitgird. I  fingelselagen  kommer
proportionalitetsprincipen till uttryck genom 1kap. 6§ andra
stycket. Dir framgr att en kontroll- eller tvingsitgird endast far
anvindas om den stir i rimlig proportion till syftet med 3tgirden och
att om en mindre ingripande &tgird ir tillricklig ska den anvindas.
Utredningen anser dirfor att det inte behdver goras nigon justering
i fingelselagen 1 detta avseende.

Upptagning kan i undantagsfall behéva genomdrivas med vdild

Enligt nuvarande lagstiftning ir en intagen skyldig att l3ta sig
fotograferas, se 8 kap. 1§ fingelselagen. Utredningen limnar nu
forslag som innebir att en intagen dessutom kommer att vara skyldig
att limna fingeravtryck och réstprov. Upptagning av sddana
biometriska underlag utgér en &tgird som i férsta hand bor
genomféras genom att den intagne efterkommer &tgirden. Det kan
emellertid uppstd situationer nir den intagne, trots uppmaning om
att genomféra den biometriska upptagningen, vigrar att genomgd
dtgirden. I sddana situationer kan det vara nédvindigt att ingripa
med vald {or att dtgirden ska kunna genomforas.

For att en myndighet ska fi anvinda vald krivs lagst6d.” Mot
bakgrund av de uttalanden som har gjorts i foérarbeten till olika
lagstiftningsirenden, se avsnitt 9.2, rider det enligt utredningens
uppfattning emellertid inga tvivel om att Kriminalvirden med st6d
av 10 § forsta stycket 4 och andra stycket samt 29 § forsta stycket
polislagen fir anvinda vild vid genomférandet av tex.
kroppsbesiktning eller upptagning av fotografi eller fingeravtryck,
forutsatt att andra medel dr oullrickliga och det med hinsyn till
omstindigheterna dr forsvarligt samt att kriminaltjinstemannen
mots av motstdnd vid genomférande av dtgirden.

Det finns alltsd redan en reglering som tilliter Kriminalvirden att,
1 det fall andra medel inte ir mojliga, anviinda vald {6r att genomféra
en upptagning av biometriska underlag om en intagen motsitter sig
dtgirden. Ndgon f6rindring i de reglerna krivs dirfor inte.

Det kan emellertid konstateras att vildsanvindningen knappast
kan vara lika verkningsfull vid upptagning av réstprov som av

2 Prop. 1973:90, Kungl. Maj:ts proposition med forslag till ny regeringsform och ny
riksdagsordning m. m.; given Stockholms slott den 16 mars 1973, 's. 242.

268



Ds 2025:31 Utokad anvandning av biometri i fangelseverksamheten

fingeravtryck och fotografering. De sistnimnda biometriska
upptagningarna kan ske genom vald som fasthillande av den intagne
medan finger och handflata pressas mot den tekniska apparatur som
upptar fingeravtryck. Ett réstprov liter sig emellertid inte framkallas
med vald pd samma sitt eftersom den intagne svirligen kan tvingas
att tala om denne inte medverkar.”® Eftersom réstproven tas upp i
huvudsyfte att underlitta verifiering av personer vid elektronisk
kommunikation torde det emellertid ligga i den intagnes intresse att
medverka till upptagningen. For en intagen som inte medverkar kan
foljden helt enkelt bli att denne inte kommer kunna ges mojlighet
till telefonsamtal.

Utover regleringen 1 polislagen giller den allminna
ansvarsbefriande regeln 1 24 kap. 2§ brottsbalken dven for
kriminalvirdstjinstemin, se vidare avsnitt 9.3. Fér Kriminalvirdens
del innebir bestimmelsen att kriminalvirdstjinstemin inte kan
démas f6r det vild denne nédgas ta till om en frihetsberévad person
rymmer eller 1 samband med att den som stdr under
kriminalvirdstjinstemannens uppsikt, sitter sig till motvirn med
vald eller hot om vild, forutsatt givetvis att vildet som utdvas
bedéms som férsvarligt. Enligt utredningens uppfattning ir den
ansvarsbefriande bestimmelsen 1 24 kap 2 § brottsbalken generellt
tillimplig nir Kriminalvrden uppritthiller sikerhet och ordning
inom t.ex. anstalter, medan bestimmelserna 1 10 § férsta stycket 4
och andra stycket samt 29 § forsta stycket polislagen ger ett tydligare
mandat att anvinda vild vid genomférandet av pdtvingade fysiska
ingrepp sisom vissa tvingsmedel.

14.3.4 Foreskriftsratt

Bedomning: Den ritt som Kriminalvirden har att meddela
foreskrifter om verkstillighet av fingelselagen och fingelse-
forordningen omfattar de foreskrifter som kan komma att
behéva meddelas med anledning av utredningens férslag.
Forslag: Det ska tydliggoras att Polismyndigheten, enhgt
forordning om upptagning av biometriska underlag 1
brottsbekimpningen, i friga om fingelselagen endast har ritt att
meddela foreskrifter om upptagning av biometriska underlag

26 Prop. 2021/22:119, Modernare regler for anvindningen av tvingsmedel, s. 150.
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enligt 8 kap. 7a§ fingelselagen och inte avseende de nya
bestimmelser som utredningen foresldr om upptagning av
biometriska underlag inom fingelseverksamheten. Samma
begrinsning ska goras betriffande 2 kap. 6 § lag om verkstillighet
av fingelsestraff med elektronisk dvervakning.

Skilen {6r utredningens bedomning och forslag
Foreskriftsritt for Kriminalvdrden

I 15kap. 5§ fingelselagen finns en bestimmelse som i rent
informativt syfte anger att regeringen har befogenhet att meddela
verkstillighetsforeskrifter till lag eller delegera den ritten till
myndighet. Det ir alltsd en foreskrift som omfattas av regeringens
foreskriftsritt som foljer av 8 kap. 7 § regeringsformen och som
regeringen kan delegera till férvaltningsmyndighet enligt 11§ 1
samma kapitel. Genom 41 § fingelseférordningen har regeringen
bemyndigat Kriminalvirden att meddela ytterligare foreskrifter om
verkstillighet av fingelselagen och fingelsefoérordningen. Det
bemyndigandet kommer, enligt utredningens beddémning, att
omfatta de foéreskrifter som kan komma att behéva meddelas med
anledning av utredningens forslag om en utdokad biometri-
anvindning inom fingelseverksamheten.

Foreskriftsritt for polisen

Det synes emellertid ha uppstitt en 6verlappande reglering vad giller
Kriminalvirdens nyssnimnda foéreskriftsritt och polismyndighetens
foreskriftsritt enligt forordning om upptagning av biometriska
underlag i brottsbekimpningen. Enligt 6 § nyssnimnda férordning
far polismyndigheten meddela nirmare foreskrifter om upptagning
av biometriska underlag och signalement. Férordningen omfattar,
enligt 18§, bestimmelser om upptagning av prov fér dna-analys,
fingeravtryck, fotografi, video, réstprov, handstilsprov samt avtryck
av fot och 6ra (biometriska underlag) enligt rittegdngsbalken, lagen
med sirskilda bestimmelser om unga lagovertridare, lagen om
intensivovervakning med elektronisk kontroll, fingelselagen och
lagen om sirskild kontroll av vissa utlinningar. Med hinsyn till
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utformningen av foérordningen framstir det alltsi som att
polismyndigheten  fir meddela  féreskrifter  rorande  all
biometriupptagning som sker enligt fingelselagen. Nir utredningen
nu foreslir utdkad upptagning av biometriska underlag inom
Kriminalvirdens verksamhet uppkommer f{rigan om vilken
myndighet som har féreskriftsritt avseende de nya reglerna.

Foérordningen tillkom i samband med den utékade méjlighet att
uppta biometriska underlag inom brottsbekimpningen fér bl.a.
registrering 1 biometriregistren, som tridde 1 kraft den 1 juli 2025.
Intentionen bakom polisens méjlighet att meddela féreskrifter torde
dirfor ha varit att ge polisen foreskriftsritt betriffande biometri-
upptagning till biometriregistren som kan komma att ske genom
Kriminalvirdens forsorg enligt 8 kap. 7 a § fingelselagen, se vidare
avsnitt 8.2. En ordning dir bemyndigandet ger polismyndigheten
ritt att meddela foreskrifter dven avseende de forslag som
utredningen limnar, d.v.s. upptagning av biometriska underlag fér
Kriminalvirdens verksamhet, ter sig frimmande. Mot denna
bakgrund foreslir utredningen att polisens foreskriftsritt enligt
féorordning om  upptagning av  biometriska underlag i
brottsbekimpningen, for tydlighets skull, begrinsas till enbart den
biometriupptagning som ir aktuell enligt 8 kap. 7 a § fingelselagen.
Av samma skil boér motsvarande begrinsning goras for den
biometriupptagning som gors med stéd av 2 kap. 6§ lag om
verkstillighet av fingelsestraff med elektronisk &vervakning.
Dessutom bér hinvisningen till lagen om intensivévervakning med
elektronisk kontroll utga.
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15 Anvandning av biometri i
haktesverksamheten

15.1 Inledning

Enligt utredningens uppdrag ska det limnas forslag pd rittsliga
forutsittningar f6r utdkad anvindning av biometri i Kriminal-
vardens verksamhet. Det 6vergripande syftet dr att sikerstilla att
Kriminalvirden har tillgdng till limpliga och flexibla biometriska
verktyg for att kunna bedriva en s effektiv verksamhet som mojligt
samtidigt som sdkerheten stirks. Som framgir av kapitel 8 ir
forutsittningarna fér att anvinda biometriska underlag och
biometriska uppgifter idag begrinsade for Kriminalvirden till att
gilla nistan enbart fingelseverksamheten.

I detta kapitel redogérs for utredningens verviganden huruvida
det finns behov av att Kriminalvirden ska kunna ta upp biometriska
underlag frin intagna i hikte, dels hur anvindningen av biometrisk
autentisering och annan identifiering i s fall i stort bor vara reglerad
inom hiktesverksamheten. Med hiktesverksamhet menas 1 detta
kapitel den verksamhet som Kriminalvirden bedriver i hikten men
ocksd den verksamhet avseende frihetsberévade personer som
Kriminalvirden, enligt éverenskommelse med polisen, bedriver f6r
polisens rikning antingen i hiikteslokaler eller arrester. Inom ramen
for hiktesverksamheten faller dven de forvarstagna som omfattas av
hikteslagen men som kan vara placerade i anstalt.
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15.2 Behov av biometrianvdandning inom
haktesverksamheten

15.2.1 Kapacitetsutokning medfér 6kade behov
Kapacitetsutokningen medfor 6kade behov

Som redovisas nirmare 1 avsnitt 7.1.3, stdr Kriminalvirden infér en
historisk utékning av verksamheten. Antalet intagna 1 hikte bedéms
2034 uppgd ull 5000 vilket skulle innebira en 6kning med 60
procent. Samtidigt kommer antalet anstillda per intagen att behéva
minskas. For att kunna hantera kapacitetsutékningen kommer en
rad dtgirder att behova vidtas, dir bla. en utékad anvindning av
digitalisering kommer att vara ett viktigt verktyg for att effektivisera
verksamheten. Minga av de befintliga hiktena ir nimligen gamla
med fordldrad standard vilket lett till en cementering av
dlderdomliga och manuella arbetssitt.

Bibehillen sikerhet trots utékning av verksamheten

Uppritthillande av en tillfredsstillande sikerhetsnivd inom hikten
ir, precis som giller f6r anstalter, av fundamental betydelse f6r sdvil
verksamheten som f{6r intagna och personal. En fullgod
sikerhetsnivd mdiste uppritthillas dven nir verksamheten indras
eller utokas. For att kunna uppritthilla en godtagbar sikerhetsnivd
behéver verksamheten, som beskrivs 1 avsnitt 7.1.6, bedrivas si
effektivt som mojligt vilket férutsitter bl.a. anvindning av digitala
l6sningar som innefattar anvindning av biometriska uppgifter. For
att dven framover uppfylla de krav som hikteslagen stiller pd
verksamheten 1 en situation di antalet anstillda per intagen behéver
minska, bl.a. att verkstilligheten ska utformas s att negativa foljder
av frihetsberévandet motverkas, ir det ocksi pdkallat med
effektiviseringar genom digitala 16sningar.

I framtida hikten kan digitaliserade 16sningar vara en integrerad
del av fastigheten. Det finns ocksd behov av att 1 redan existerande
hikten implementera digitaliserade 16sningar for att uppritthilla
ordning och sikerhet. I avsnitt 7.1.6 beskrivs nirmare det arbete som
planeras fér och pigdr inom Kriminalvirden med att utveckla och
implementera digitala 16sningar.
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Biometrisk autentisering kan vara effektivt

Som framgittiavsnitt 5.1 och 7.1.6 kan biometrisk autentisering och
annan identifiering vara mycket effektiva verktyg fér att genom olika
tekniska eller digitala verktyg bekrifta en persons identitet i
samband med straffverkstillighet. Kriminalvirden har inom
hiktesverksamheten, som anges ovan, inte nigon méjlighet att uppta
och anvinda intagnas biometriska underlag och biometriska
uppgifter. Enligt Kriminalvdrdens uppfattning ir emellertid behoven
av att kunna anvinda biometri inom hiktesverksamheten stora.

15.2.2 Stora behov av biometri
Inledning

Som framgdtt ovan kan biometrisk autentisering vara ett mycket
effektivt verktyg for att verifiera en persons identitet 1 fingelse-
verksamheten. Exempelvis kan olika tekniska eller digitaliserade
l6sningar och verktyg anvindas for ansiktsigenkinning eller
fingeravtrycksigenkinning, for att mojliggéra sikrare och
effektivare verifiering av intagna. Det handlar om att arbetsmoment
som idag sker genom manuell kontroll kan ersittas med digitala
l6sningar. Genom biometrisk autentisering kan t.ex. intagna
verifieras och férflyttas snabbare och enklare. For att utredningen, 1
enlighet med uppdraget, ska kunna gora en fullgod integritetsanalys
krivs en mer djupgiende beskrivning av de behov av biometri som
Kriminalvirden bedémer dven finns inom hiktesverksamheten.

Som anges 1 avsnitt 14.2.2 kan dessutom ett tydligt
stillningstagande frin lagstiftaren av vilka behov som biometrisk
autentisering kan tillgodose underlitta fér Kriminalvirden vid
projektering och implementering av olika tekniska system. I det
foljande  redogoérs  dirfor  timligen  detaljerat,  gillande
hiktesverksamheten, for Kriminalvirdens fortsatta behov av i
huvudsak verifiering genom biometrisk autentisering, men iven
behov av att anvinda biometriska underlag och biometriska
uppgifter fér annan identifiering som t.ex. att med hjilp av en
inspelad rést soka fram den person som résten tillhor i
Kriminalvirdens uppgifter.
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Verifiering vid daglig tillsyn och slussning inom hikte
Lopande tillsyn och nérvarokontroll

P4 samma sitt som giller f6r fingelseverksamheten ir det en
grundliggande foérutsittning for att hiktesverksamheten ska kunna
bedrivas pd ett sikert sitt att Kriminalvirden stindigt har tillsyn och
kontroll 6ver att de intagna vid varje givet tillfille uppehiller sig pd
den plats dir de ska vara. Det handlar om att 16pande kontrollera att
den intagne befinner sig pa sitt bostadsrum, p4 en rastgird, utrymme
for trining eller i beséksrum eller andra utrymmen. Den stindiga
tillsynen och nirvarokontrollen ir en grundliggande férutsittning
for att kunna uppritthélla sikerheten pd hikte for sivil intagna som
personal.

P& samma vis som 1 fingelse handlar det bakomliggande syftet
med nirvarokontrollen om att motverka rymningsférsok och andra
avvikelser men ocksd att minska risken foér vildsincidenter eller
andra ordningsstorningar. Det handlar t.ex. om att sikerstilla att
intagna 1 rivaliserande kriminella Kkonstellationer inte mdts.
Dessutom handlar det om att kunna sikerstilla att de restriktioner
som dklagaren efter beslut av domstol enligt 24 kap. 5a§
rittegdngsbalken fir meddela, kan uppritthdllas. Om det intriffar
nigon allvarlig sikerhetsincident, exempelvis en brand, finns det ett
pitagligt behov for personalen att ha information om var alla intagna
befinner sig. Detsamma giller om en vildsincident eller liknande gor
att “liget miste frysas”.

Den l6pande tillsynen och nirvarokontrollen utfors alltsd idag
manuellt inom alla delar av hiktesverksamheten, precis som inom
fingelseverksamheten. Beroende pd sikerhetsklass kan, enligt
Kriminalvirden, behovet av kontroll se olika ut f6r respektive hikte.
Varje hikte utdvar dock daglig nirvarokontroll genom att den
intagne bockas av for varje aktivitet denne deltar i, t.ex. limnar
avdelningen fér att delta i sysselsittning eller sjukvdrd, anvinda
dusch eller toalett. P samma vis bockas den intagne av nir denne
anlinder tll aktiviteten. Kontrollen sker alltid genom en manuell
hantering p4 sd vis att personalen okulirt noterar vilken intagen som
befinner sig pd en viss plats vid ett visst tillfille, oftast i samband med
forflyttningar av en eller flera intagna, och bockar av de intagna mot
en papperslista.
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I vissa hikten kompletteras papperslistorna av magnettavlor
utanfér respektive intagens bostadsrum eller 1 gemensamma
personalutrymmen. P4 tavlorna markeras var de intagna uppehiller
sig vid varje givet tillfille genom magneter som flyttas mellan olika
kolumner vid varje tillfille en intagen limnar bostadsrummet.
Systemet med magnettavlor dr osikert i1 den bemirkelsen att
magneterna kan komma att flyttas genom yttre pdverkan, t.ex.
genom att ndgon medvetet flyttar magnetknappen 1 syfte att
manipulera personalens vetskap om var nigon befinner sig eller
genom att ndgon som ror sig i korridoren av en olyckshindelse
kommer emot magnetknappen.

Kontrollen av var de intagna befinner sig sker idag genom okulir
kontroll ~ baserad pi  personkinnedom. Det ligger 1
hiktesverksamhetens natur att det sker ett frekvent och regelmissigt
utbyte av intagna. Det innebir att kontrollen av de intagna baserat
pd personkinnedom kan utgéra en osiker metod, och di sirskilt vid
stora hikten.

Ersitta signalementskort och manuella arbetsmetoder

Kriminalvdrden har inte rittsliga forutsittningar foér att ta ett
fotografi av en person som ska tas in i hikte. Kriminalvirden har
emellertid uppgett att det dr viktigt att dven i hiktesverksamheten
kunna identifiera de intagna. Detta f6r att kunna sikerstilla att ritt
intagen befinner sig pd ritt plats och framfor allt att det dr rite
person som slipps fri i de fall ett frihetsberévande upphér.

Inom hiktesverksamheten ir det, till skillnad frdn vad som giller
for fingelseverksamheten, idag alltsd inte tillitet att fotografera
intagna trots att det finns ett stort behov av att gora det. For att
personal ska kunna kontrollera intagna anvinds i stillet skriftliga,
fortrycka blanketter s.k. signalementskort, dir det for varje intagen
ska fyllas i lingd, vikt, kroppsbyggnad, harfirg, 6gonfirg, eventuella
irr och tatueringar. Signalementskorten utgor, enligt utredningens
bedémning, ett férdldrat och trubbigt instrument som inte ger ett
fullgott och sikert stéd vid den kontroll av en intagens identitet som
behéver ske nir en intagen t.ex. efter beslut frdn domstol ska
forsittas pd fri fot.
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Inom hiktesverksamheten finns det allts8 behov av att
fotografera intagna for att kunna anvinda vid biometrisk
autentisering men ocksd for att kunna genomféra manuell okulir
identifiering.

Tillvigagdngssitten med papperslistor och magnettavlor kriver
omfattande personalresurser och Kriminalvirden har uppgett att det
ofta uppstér felaktigheter i nirvarolistorna. Felaktigheterna handlar
om att nirvaron inte har bockats av korrekt. Det kan {3
konsekvenser dels genom att den som saknas miste eftersokas, dels
att det vid utrymning vid t.ex. brand kan férekomma situationer dir
personalen inte vet var samtliga intagna befinner sig. Genom
kontinuerlig verifiering genom biometrisk autentisering skulle
tillsynen och nirvarokontrollen kunna sikerstillas genom att de
intagna t.ex. ligger fingret mot en avlisare innan de trider in i ett
visst utrymme. P3 s3 vis skulle den ineffektiva manuella kontrollen
kunna ersittas.

Slussning och forflyttning

Utover den regelbundna tillsynen och kontrollen av var respektive
intagen befinner sig behover personalen ombesérja ledsagning av
varje intagen nir denne ska slussas eller forflyttas inom hiktet.
Forflyttningarna kan se olika ut beroende p3 hur hiktet ir
konstruerat. Inom vissa hikten kan transporter ske genom att
bevakningscentralen via fjirrstyrning dppnar ldsta dorrar s att den
intagne pd egen hand kan transportera sig dit han eller hon ska ta sig
till. T flera hikten saknas emellertid sddana anordningar och det ir i
stillet personalen som ombesdrjer ledsagningen, oftast genom att
tvd ur personalen foljer med den intagne lings vigen och liser upp
dorrar till 1ista utrymmen som korridorer eller utomhusytor.

Nir de intagna limnar sitt bostadsrum sker avbockning mot
nirvarolistan eller magnettavlan och nir de anlinder till det andra
utrymmet sker avbockning pd motsvarande sitt.

Ledsagningen av intagna ir ett mycket resurskrivande och
ineffektivt arbetsmoment. Den skulle 1 minga fall kunna ersittas
med ett list passagesystem som Oppnas genom biometrisk
autentisering. P& s vis skulle intagna kunna férflytta sig pd egen
hand inom hiktet, vilket skulle innebira effektivitetsvinster foér
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personalen. Det kan samtidigt antas skapa en storre kinsla av frihet
fér mdnga intagna. I vart fall kan ett minskat behov av ledsagning i
en mening utgdra en integritetsvinst for de intagna.

Kontinuerlig 6vervakning

Utover den 18pande nirvarokontrollen och slussningen av intagna
inom hiktet, krivs foér att sikerheten och ordningen ska
uppritthdllas att de intagna kontinuerligt ¢vervakas. Det handlar
framfoér allt om &vervakning av situationer di det rider risk for
vildsincidenter eller andra ordningsstorningar, som t.ex. pd
rastgdrdar eller inom andra gemensamma utrymmen. I sidana
situationer behéver det kontrolleras vilka intagna som befinner sig
pd en viss plats f6r att undvika att intagna fr@n olika kriminella
konstellationer triffas. Det handlar ocksd om att eliminera risken for
att intagna som ir hiktade 1 samma mal vid domstolen och som
3lagts restriktioner mots. Utdver det behdver de intagnas agerande
overvakas s att personalen, vid évertridelse av ordningsregler, kan
ingripa. Det handlar alltsd om att sikerstilla att det rder en siker
milj6 f6r intagna och personal att vistas i.

Idag sker 6vervakning genom personalens férsorg. Antingen
genom att de befinner sig pd plats i utrymmet som ska &vervakas,
sdsom avdelning eller rastgrd, eller frin ett kontrollrum. Genom att
anvinda biometrisk autentisering i samband med tillsyn och kontroll
av tex. en rastgird kan personalen sikerstilla att ritt intagna
befinner sig dir vid ett visst tillfille. P s3 vis kan Kriminalvdrdens
arbete med att uppritthilla ordning sikerstillas.

Realistiska alternativ till biometri saknas

Som anges 1 avsnitt 7.1.5 och 7.1.6 sker ett arbete med att digitalisera
klienthanteringen p hiktena, precis som pa fingelserna. Detta ir en
forutsittning f6r att kunna anvinda sig av biometrisk autentisering.
Diremot skulle det 1 och fér sig vara mojligt ate, 1 ett digitaliserat
system, den intagne verifierar sig pd annat sitt in genom biometriska
uppgifter, t.ex. nigon form av tag eller annat identifierings-
instrument enligt vil kind teknik. Sidana tags eller nyckelbrickor
anvinds idag pd vissa anstalter med sikerhetsklass 3. En sddan tag
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riskerar dock att bli ett virdeféremal som kan bli riskfyllt att inneha
pd hikte, se vidare vad som anges om nackdelarna med taggar i
avsnitt 14.2.2 om fingelseverksamheten. Mot bakgrund av de risker
som redovisas 1 det hinvisade avsnittet, varvid motsvarande
bedémning kan goras betriffande hiktesverksamheten, kan tags
eller nyckelbrickor inte heller avseende denna verksamhet anses
utgdra ndgot realistiskt alternativ till biometrisk autentisering.

Verifiering vid anvindning av digital teknik
Rittigheter for intagna

Av internationella bestimmelser och svensk lagstiftning foljer de
rittigheter som tillkommer intagna 1 form av besék och andra
kontakter, mojlighet att ta del av vad som sker i omvirlden och att
delta 1 sysselsittning och aktiviteter m.m. respektive de skyldigheter
Kriminalvdrden har att tillgodose de rittigheterna. Enligt
Kriminalvirdens foreskrifter och allminna rdd om hikte ska det
dessutom fér varje intagen 1 hikte faststillas en hiktesplan. Genom
den beskrivs den intagnes behov av t.ex. kontakt med hyresvird,
isoleringsbrytande dtgirder, stéd och kontakt med socialtjinst m.m.

Verksambetsinnehdll genom digitala losningar

Flera delar av en intagens rittigheter och vad som fastslds i en
individuell hiktesplan skulle kunna tillgodoses och tillhandahllas
genom digitala 1¢sningar, pd samma sitt som det skulle kunna goras
inom fingelseverksamheten, se avsnitt 14.2.2. Det handlar om t.ex.
utbildning pd distans, digitala vdrdbesok, myndighetskontakter via
videokonferens eller chatfunktioner och kontakt med anhériga
genom videosamtal.

Sikerbeten mdste kunna garanteras

En anvindning av digitala |8sningar kan emellertid ¢ka risken for att
tekniken manipuleras eller anviinds pd ett sitt som ir oférenligt med
syftet. Det krivs dirfér att anvindningen av digitala 16sningar och
tjinster kan ske pd ett sikert sitt och att riskmoment i form av att
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den intagne ges utrymme att planera f6r rymningar, tar odnskade
kontakter med mélsiganden eller andra samt manipulerar tekniken
fér andra indamadl, reduceras. Anvindning av digitala resurser
behover vara individanpassad vad giller t.ex. vilka appar som fir
anvindas, vilka websidor som fir besokas och vilka irenden
vederborande kan vidta. Det kriver att varje intagen har en egen unik
inloggning som skyddas med nigon form av identifiering, som
losenordsanvindning eller biometrisk autentisering.  Enligt
Kriminalvirdens erfarenhet ir en anvindning med sedvanligt
l6senord inte en indamailsenlig 16sning eftersom ldsenord kan
gldommas eller slarvas bort samt avkrivas av andra intagna genom
vald eller hot om vild eller andra pdtryckningar. En verifiering
genom biometrisk autentisering vore dirfor enklare och sikrare for
de intagna.

Idag tillgodoses de intagnas rittigheter genom manuell hantering,
t.ex. sisom att intagna dr hinvisade till traditionella brev eller
telefoni inom Kriminalvirdens system for telefonerande (INTIK-
systemet) for att, 1 den del restriktioner tilldter det, hélla kontakt
med omvirlden. Anvindning av annan teknisk utrustning ir ytterst
begrinsad. Dessutom behover personal nirvara och 6vervaka
anvindningen av den begrinsade tekniska utrustningen som trots
allt finns idag. Dessa arbetsmoment ir resurskrivande och skulle 1
flera fall kunna ersittas med digitala l6sningar som t.ex. videosamtal
dir den intagne verifierar sig digitalt. Inte sillan krivs dessutom att
anvindaren av en extern tjinst legitimerar sig eller pd visst sitt
styrker sin behorighet, t.ex. vid digitalt sjukvirdsbesok eller
inloggning i en bank f6r att kunna betala rikningar. Om den intagne
kan verifiera sin identitet i de tekniska [3sningarna skulle den intagne
ha mojlighet att anvinda fler tjinster och dirmed uppnd en mer
kvalitativ tillvaro under hiktesvistelsen.

Verifiering i samband med elektronisk kommunikation

Nir det giller intagnas mojlighet att ha elektronisk kommunikation
med omvirlden och i synnerhet anhériga ir den idag begrinsad och
foremdl f6r omfattande kontroller. Dels kontrolleras den som den
intagne ska ha kontakt med genom bla. kontroll mot
belastningsregistret, dels kan samtalet kontrolleras pé olika sitt bl.a.
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genom avlyssning av samtalen i realtid eller i efterhand, fér att
sikerstilla att samtalet iger rum mellan de personer som
kommunikationen har godkints fér, se vidare avsnitt 17.2. Det ir
viktigt att sikerstilla att det dr ritt personer som talar med varandra.
Intagna har som huvudregel ritt till kommunikation med omvirlden
men, enligt 3 kap. 4 § hiikteslagen, endast om det limpligen kan ske.
Om icke godkinda kontakter tas finns risk fér att den intagne
planerar for fortsatt brottslighet, sabotage eller manipulering av
pagdende forundersokning eller rymning.

Idag avlyssnas samtal 1 stor utstrickning av personal vilket ir en
tidsédande uppgift. Beroende pd om samtalet avlyssnas i realtid eller
i efterhand ir det inte heller sikert att personal i ritt tid kan
motverka otillitna kontakter. Om Kriminalvirden kunde anvinda
biometrisk autentisering fér att fortlopande under samtalet
sikerstilla att det dr ritt personer som talar med varandra skulle
personalen inte behéva avlyssna samtalen eller i vart fall inte 1 samma
utstrickning som 1dag, vilket utdver effektivitetsvinster skulle
innebidra mindre ingrepp 1 den personliga integriteten fér de intagna
och kontakter med bl.a. deras anhériga.

Annan identifiering

Kriminalvirdens behov som hittlls har redovisats handlar om
moment och situationer dir intagnas nirvaro behover kontrolleras
eller verifieras och dir sidan kontroll och verifiering kan ersittas
med biometrisk autentisering.

Utover biometrisk autentisering har Kriminalvirden ocksd behov
av att anvinda de biometriska underlagen och biometriska
uppgifterna fér annan identifiering. Det handlar bl.a. om situationer
dir det fortfarande kan finnas behov fér Kriminalvirden att
identifiera intagna genom manuella metoder, t.ex. innan tekniska
16sningar har implementerats eller om tekniska l8sningar tillfilligtvis
inte fungerar. Vidare handlar det om méjlighet att identifiera
personer som t.ex. har orsakat ordningsstdrningar pi en rastgdrd
eller vem som limnade ett visst utrymme senast. Vid sddana tillfillen
kommer Kriminalvrden att behdva anvinda den biometriska
uppgiften, t.ex. ett avsatt fingeravtryck eller en inspelad rést frdn en
ljudupptagning, och med hjilp av den biometriska uppgiften séka
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bland Kriminalvirdens uppgifter foér att identifiera vem de
biometriska uppgifterna tillhor.

Genom att f3 anvinda de biometriska uppgifterna vid sékning
bland Kriminalvirdens uppgifter 6kar ocksd forutsittningarna for
att kunna identifiera den eller de personer som orsakar
ordningsstorningar. P4 sd vis kan Kriminalvirdens arbete med att
uppritthilla ordning sikerstillas men dven 6ka myndighetens
mojlighet att pd ett rittssikert sitt kunna agera inom ramen fér de
regler som giller avseende misskdtsamhet. Rittssikerheten for
kollektivet av intagna kan sigas 6ka betydligt om Kriminalvirden ges
mojligheter att faststilla vem eller vilka som t.ex. gjort sig skyldig till
ordningsstdrningar.

Enligt 5§ strafftidslagen har en démd person ritt att pdbérja
verkstillighet av ett fingelsestraff om han eller hon begir det och
straffet dr verkstillbart. Det innebir att den démde kan instilla sig
pd vilken anstalt eller hikte som helst for att nir som helst pdbérja
verkstillighet av straffet. Kriminalvirden ir d3 skyldig att ta emot
den démde. Som anges 1 avsnitt 14.2.2 kan de identifieringsproblem
som kan uppkomma dtgirdas om Kriminalvirden ges mojlighet att
ta upp biometriska underlag frén personer som dnnu inte ir intagna
men som instillt sig i ett hikte for verkstillighet av ett fingelsestraff
och som 1 samband med det inte kan identifiera sig.

15.3  Overviaganden och forslag

15.3.1 Utdkade majligheter genom en uttémmande reglering

Bedomning: Mgjlighet att inom hiktesverksamheten anvinda
biometri bér inforas.

Upptagningen av biometriska underlag frin enskilda innebir
ett ingrepp 1 den enskildes fri- och rittigheter. Det bor dirfor
uttdmmande av lag framgd vilka biometriska underlag som far
samlas in med tving.
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Skilen {6r utredningens bedomning
Mdjlighet att anvinda biometri

Det har i avsnitt 7.1.2 och 7.1.3 redogjorts for vilka utmaningar
Kriminalvirden stdr infér p.g.a. redan rddande 6verbeliggning men
framfér allt den utékning av verksamhet som kommande kapacitets-
utdkning kommer att innebira. Det som i avsnitt 14.3.1 om fingelse-
verksamheten, beskrivs om gamla och manuella arbetsmetoder och
foraldrad teknik, det kontinuerliga behovet av att utéva tillsyn och
kontroll 6ver de intagna samt att nuvarande kontroll nistan
uteslutande skéts genom manuell hantering av personal, giller dven
for hiktesverksamheten iven om verksamhetsinnehillets fokus
ligger pd isoleringsbrytande dtgirder. Enligt utredningens
uppfattning rider det inga tvivel om att Kriminalvrden behover
andra verktyg for att klara av att uppritthdlla ordning och sikerhet
samt uppritthdlla en verksamhet som svarar mot de krav som stills i
bl.a. 2 kap. hikteslagen pa verkstillighetens utformning.

Forenlighet med grundliggande fri- och réttigheter

Utredningen har redogjort for det skydd fér privatlivet respektive
skydd mot kroppsliga ingrepp och skydd fér den personliga
integriteten som féljer av bla. Europakonventionen och EU:s
rittighetsstadga samt regeringsformen och vad som krivs for att
lagstiftaren ska fd gora begrinsningar i dessa rittigheter, se kapitel 3.
Vidare har utredningen redogjort fér och bedémt att det far goras
inskrinkningar 1 de nyssnimnda rittigheterna med hinvisning till
intresset att uppritthdlla effektiv och siker verkstillighet av
fingelsestraff och att bereda de intagna ett bredare och mer
kvalitativt verksamhetsinnehdll, méjlighet att uppritthdlla kontakter
med omvirlden och att motverka att intagna efter villkorlig
frigivning hamnar i ett digitalt utanférskap, se avsnitt 14.3.1.
Samma behov av att anvinda biometri som finns inom
fingelseverksamheten  foreligger inom  hiktesverksamheten.
Utredningen bedémer dirfér att nyssnimnda skydd fér privatlivet
respektive skydd mot kroppsliga ingrepp och skydd fér den
personliga integriteten, fir inskrinkas iven inom hiktesverksam-
heten med hinsyn till motsvarande indamil. Mojligheten for
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Kriminalvirden att anvinda biometriska underlag och biometriska
uppgifter bor dirfér, mot bakgrund av de visentliga behov som
Kriminalvirden har, inféras. Utredningen dterkommer till frgan om
vilka biometriska underlag som ska fi upptas och hur de ska fi
anvindas.

Uttommande reglering

Idag har Kriminalvirden inga rittsliga férutsittningar for att uppta
och anvinda biometriska underlag och biometriska uppgifter inom
hiktesverksamheten, se kapitel 8, trots att Kriminalvirden har stora
behov av en sidan upptagning och anvindning. Nir det giller
hiktesverksamheten, till skillnad frin fingelseverksamheten, finns
alltsd inte ens ndgon mojlighet att idag ta ett fotografi av de intagna.

Med hinsyn till att tekniken stindigt férindras och forbittras
samt att det vid dagens tidpunkt inte dr mojligt act fullt ut 6verblicka
vilken teknik som kommer att vara mest fordelaktig nir
Kriminalvirden i framtiden ska upphandla den och ta den i bruk,
skulle det skulle vara fordelaktigt med en &ppnare reglering som ger
Kriminalvirden mojlighet att ta upp alla slags underlag som kan bli
foremadl f6r biometrisk analys. Utredningen har emellertid nir det
giller fingelseverksamheten, se avsnitt 14.3.1, bedémt att en sddan
oppen reglering inte ir mojlig med hinsyn till att upptagning av
biometriska underlag med tving utgér en sidan inskrinkning i
grundliggande fri- och rittigheter som kriver stod i lag samt att det
1 lag behover specificeras frin vem och under vilka férutsittningar
upptagning fir ske samt vilka slags biometriska underlag som fir
samlas in. Av samma skil anser utredningen att bestimmelser om
upptagning och av vilka biometriska underlag iven betriffande
hiktesverksamheten behéver tas in 1 lag f6r att fullt ut svara mot
kravet pd legalitet, jimfor 2 kap. 20 § regeringsformen, se dven
kapitel 3. Det innebir att utredningen inte limnar ndgot forslag som
innebir att Kriminalvirden med tving fir ta upp biometriska
underlag utan nirmare specificering av vilka uppgifter som avses. I
stillet bor det uttémmande av lag framg3 vilka biometriska underlag
som fir samlas in med tving.
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15.3.2 Kriminalvarden bor fa ta upp de biometriska
underlagen

Bedomning: Kriminalvirden bor ges mojlighet att uppta de
biometriska underlagen. Det bér inte inféras en generell
mojlighet f6r Kriminalvirden att inhimta sddana underlag eller
biometriska uppgifter frin polisens biometriregister.

Skilen {6r utredningens bedomning

Kriminalvirden har, som beskrivs 1 avsnitt 15.2, behov av att anvinda
biometriska  underlag  och  biometriska  uppgifter i
hiktesverksamheten. Den typen av uppgifter kan redan finnas
registrerade 1 polisens biometriregister, se kapitel 12. Det kan med
hinsyn tll integritetsaspekter och av  kostnadsskil och
resursbesparande skil argumenteras f6r att Kriminalvarden, 1 stillet
for att uppta biometriuppgifterna pd nytt, bor ges ritt att inhimta
och anvinda de biometriuppgifter som redan finns 1
biometriregistren.

Utredningen har emellertid av olika skil bedémt att en sidan
ordning inte ir limplig nir det giller fingelseverksamheten, se
avsnitt 14.3.2. Samma skl talar emot en 16sning dir Kriminalvirden
skulle inhimta uppgifter fr&n polisens biometriregister for
hiktesverksamheten. Ytterligare ett skil som talar emot en sddan
16sning dr att det forekommer personer 1 hikte som inte omfattas av
polisens biometriregister, men som genom utredningens forslag
kommer att omfattas av reglerna om upptagning av biometriska
underlag.

Mot denna bakgrund foresldr utredningen, precis som fér
fingelseverksamheten, att Kriminalvirden ska ges utdkade
mojligheter att pd egen hand uppta biometriska underlag. Det
motsvarar den  ordning som redan giller betriffande
Kriminalvirdens nuvarande mojlighet att ta ett fotografi av de
intagna i fingelse. Utredningen dterkommer dock till frigan om
mojligheten att, 1 de fall en person instiller sig f6r att verkstilla ett
fingelsestraff men inte kan identifiera sig, tillita Kriminalvirden att
f3 ta del av biometriska underlag och biometriska uppgifter ur
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polisens biometriregister fér att kunna goéra jimférelser i
identifieringssyfte, se vidare kapitel 19.

Eftersom hikteslagen giller frihetsberévade personer som kan
forekomma 1 bdde Kriminalvirdens och polisens verksamhet bor det
1 lagtext tydliggoras att ritten att uppta biometriska underlag for
indamadlet biometrisk autentisering och annan identifiering endast
tillkommer Kriminalvirden.

15.3.3 Upptagning av fotografi, fingeravtryck och rostprov ska
tillatas

Forslag: Kriminalvirden ska {3 ta fotografi, fingeravtryck och
réstprov av en intagen for att anvindas som jimférelse vid
biometrisk autentisering eller annan identifiering av honom eller
henne (d.v.s. dndamélet). Forslaget ska genomforas genom
indringar 1 hikteslagen.

I likhet med vad som giller enligt polisens brottsdatalag ska
med fingeravtryck avses avtryck av finger eller hand. Det ska
dirfor foreskrivas att det med fingeravtryck avses iven
handavtryck.

Upptagningar ska inte f genomfdras om det kan antas att den
intagne kommer att vara intagen 1 hikte eller annan
forvaringslokal endast under begrinsad tid.

Fotografi och fingeravtryck ska {4 tas av en person som 1 syfte
att verkstilla ett fingelsestraff eller en paféljd, instiller sig hos
Kriminalvirden men inte kan identifiera sig, f6r biometrisk
autentisering mot uppgifter 1 polisens biometriregister, eller
annan identifiering av honom eller henne. Forslaget ska
genomforas 1 en ny lag om anvindning av biometri inom delar av
Kriminalvirdens verksamhet.

Bedomning: Utredningens forslag om upptagning av
biometriska underlag inom hiktesverksamheten motiverar inte
att det infors ndgra sirskilda bestimmelser som begrinsar
mojligheterna att ta upp biometriska underlag frin barn som tas
in 1 hikte.

Proportionalitetsprincipen finns redan reglerad i hikteslagen
och kommer att omfatta de férslag som utredningen limnar.
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Kriminalvirden fir enligt befintliga bestimmelser 1 polislagen
ta upp biometriska underlag med vild om det ir nédvindigt.

Skilen f6r utredningens f6rslag och bedomning
Endast behov av viss biometri

De behov som inom hiktesverksamheten finns av att kunna verifiera
och identifiera intagna ir vidstrickta och det dr 18ngt ifrdn sikert att
behoven liter sig tickas genom anvindning av biometrisk
autentisering enbart med en viss biometrisk uppgift, t.ex. fotografi.
Det som anges i avsnitt 14.3.3 angdende behoven av olika
biometriska underlag och biometriska uppgifter inom fingelse-
verksamheten giller dven for hiktesverksamheten varfér det
hinvisas till det avsnittet.

Enligt utredningens uppfattning behover fler biometriska
underlag vara tilldtna att ta upp och anvinda fér biometrisk
autentisering och annan identifiering. Som utredningen har
konstaterat behover regleringen av legalitetsskil vara uttémmande i
frdga om vilka biometriska underlag som far tas upp och frigan ir d3
vilka underlag som ska 3 anvindas. I dialog med Kriminalvirden har
det framkommit att det finns behov av att uppta och anvinda
fotografi, fingeravtryck och réstprov. De nirmare skilen for dessa
behov redovisas nedan. Nigot behov av andra biometriska underlag
som t.ex. dna har inte framkommit och regler som tilliter
anvindning av andra biometriska underlag kommer dirfér inte att
foresls.

Det kan inledningsvis konstateras att de tekniska l6sningar som
Kriminalvirden kan komma att behéva anvinda for biometrisk
autentisering, kan utgéra Al For anvindning av AT giller sirskilda
regler som Kriminalvirden 1 s3 fall behéver iaktta, se mer om detta 1
avsnitt 18.2.3.

Fotografi

Ansiktsigenkinning ir exempel pd en biometrisk teknik som pi
senare ir har gitt igenom en snabb utveckling och som anvinds
frekvent 1 samhillet for att t.ex. l18sa upp mobiltelefoner eller vid
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automatiska passkontroller pd flygplatser. Igenkinningen gors
vanligen genom att utvalda ansiktsdrag frén en ansiktsbild jimférs
med bilder pi en eller flera personers ansikten.! For att
Kriminalvdrden ska kunna anvinda ansiktsigenkinning inom
hiktesverksamheten behéver Kriminalvirden kunna fotografera
personer som dr intagna 1 hikte. Mojligheten att anvinda
ansiktsigenkinning kommer Kriminalvirden frin den 1 april 2026
att ha betriffande intagna i anstalt, se avsnitt 8.1.1. Behovet framstar
som lika framtridande inom hiktesverksamheten. Nigra skil till att
samma mojlighet inte borde vara tilliten inom den verksamheten har
utredningen inte funnit.

Inom Kriminalvdrdens verksamhet skulle fotografier av intagna
behéva anvindas bide vid biometrisk autentisering och manuell
identifiering samt vid identifiering genom sdkningar i register.
Dagens metod att identifiera intagna, som beskrivs ovan, med st6d
av en skriftlig blankett dir nigon tidigare fyllt 1 uppgifter om endast
lingd, vikt, kroppsbyggnad, hirfirg, 6gonfirg, irr och tatueringar,
ar inte tillrickligt siker. Mallen har fyllts 1 av en medarbetare som
har en férestillning om vad som utgér en normalbyged eller kraftig
person och det ir inte sikert att den medarbetare som senare ska
utféra identifieringen med stéd av blanketten har samma
uppfattning. Risken {6r att férvixla personer ir i det avseendet inte
forsumbar. Det vore betydligt littare och sikrare om
Kriminalvirden i stillet hade ett fotografi av den intagne att jimfora
med, d.v.s. samma mojlighet som idag finns inom
fingelseverksamheten.

Fotografiet borde, precis som kommer att gilla inom
fingelseverksamheten efter de fortydliganden som goérs i
propositionen om en modern lagstiftning for Kriminalvirdens
personuppgiftsbehandling, fi anvindas b3de vid biometrisk
autentisering och annan identifiering. Med annan identifiering avses
inte bara manuell identifiering utan fotografier bor dven {8 anvindas
vid s6kning 1 register for att identifiera en person. Det kan handla
om situationer dir en dvervakningskamera tagit en bild av en intagen
som stor ordningen. Om personen inte kan identifieras med hyilp av
en manuell identifiering, d.v.s. att en medarbetare okulirt
identifierar denne, kan fotografiet behéva anvindas for att séka fram

! Europeiska dataskyddsstyrelsen, Riktlinjer for ansiktsigenkinning inom rittsvisendet,
version 1.0, antagna den 12 maj 2022, s. 7.
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ritt person bland de uppgifter som nu ingdr i det centrala
kriminalvirdsregistret men som efter genomférandet av de forslag
som anges 1 propositionen som nimns ovan kommer att benimnas
uppgifter som har gjorts gemensamt tillgingliga. En sddan ordning
skulle innebdra mer rittssikra utredningar gillande t.ex. incidenter
om misskdtsamhet.

Fingeravtryck

Nir det giller fingeravtryck och hur sddana kan anvindas inom
hiktesverksamheten  hinvisas wll vad som anges om
fingelseverksamheten 1 avsnitt 14.3.3.

Med hinsyn tll de behov Kriminalvirden har inom
fingelseverksamheten, se avsnitt 14.2, har utredningen bedémt att
upptagning av fingeravtryck ir ett nddvindigt verktyg for att
Kriminalvirden ska kunna bedriva fingelseverksamheten pd ett
sikert och effektivt sitt, se avsnitt 14.3.3. Med hinsyn till att samma
behov av att uppta och anvinda fingeravtryck fér biometrisk
autentisering foreligger dven inom hiktesverksamheten ir det
utredningens uppfattning att den framtida regleringen miste tillita
fingeravtryck dven inom den verksamheten. Av samma skil som
redogors for 1 avsnitt 14.3.3, bor begreppet fingeravtryck omfatta
dven handavtryck.

Réstprov

Nir det giller rostprov och hur sidana kan anvindas inom hiktes-
verksamheten hinvisas till vad som anges om fingelseverksamheten
1avsnitt 14.3.3.

Kriminalvdrden har uppgett att det finns ett tydligt behov av att
kunna ta upp rostprov frin den som ir intagen 1 hikte f6r att kunna
verifiera eller pd annat sitt identifiera den intagne. Utredningen delar
den bedémningen och f6reslar dirfor att dven rostprov ska £3 samlas
in med stéd av hikteslagen. Vad giller frigan om méjligheten att
anvinda en anhérigs réstprov, dterkommer utredningen 1 kapitel 17.
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Intagna pd annan grund in brottsmisstanke eller verkstillighet av
fingelsestraff

Utdver personer som ir hiktade, anhillna eller gripna p.ga.
misstanke om brott finns andra personkategorier som kan vara
intagna 1 hikte eller anstalt och som omfattas av hikteslagen enligt
bestimmelsen i 1 kap. 2-3 § hikteslagen, se vidare avsnitt 6.3.3.

Sammantaget utgdér de personer som, pi annan grund in
brottsmisstankar eller verkstillighet av fingelsestraff, dr intagna 1
hikte och anstalt antalsmissigt 1 praktiken en férhdllandevis liten
grupp minniskor, se avsnitt 7.1.2.

Kriminalvirden har redogjort fér att de har behov av att uppta
och anvinda biometriska underlag och biometriska uppgifter av alla
de personer som omfattas av hikteslagen. Méjligheten att uppnd de
sikerhets- och effektivitetsvinster som Kriminalvirden riknar med
att gora vid anvindningen av biometrisk autentisering, utgdr frdn ett
system dir samtliga intagna ingdr, som t.ex. en passagefunktion som
dppnas genom att den intagne limnar sitt fingeravtryck. Att inféra
ett sidant system men samtidigt bibehilla manuella 16sningar for
vissa personkategorier menar Kriminalvirden vore ineffektivt, en
uppfattning som utredningen delar.

Nir det giller de personkategorier som kommer att vara intagna
1 hikte, anstalt eller polisarrest under en kortare tidsperiod, oftast
inte lingre in nigra timmar, framstdr emellertid inte skilen for att
uppta biometriska underlag som lika tringande och tungt vigande
som for de personer som kommer att vara intagna 1 hikte, anstalt
eller polisarrest lingre perioder. Vid vissa former av
frihetsberévanden som t.ex. omhindertagande av berusade personer
m.m., kommer den intagne att vistas i hikte eller férvar under s kort
tid att det dessutom kan ifrigasittas om det rent praktiskt ens
kommer att finnas tid till upptagning av biometriska underlag. Enligt
utredningens beddmning bor det dirfér inte inféras nigon mojlighet
att uppta biometriska underlag frin personer som ir foremdl for
korta frihetsberévanden. Mot den bakgrunden krivs, enligt
utredningens beddémning, ett undantag frin upptagningen av
biometriska underlag.

Ett s8dant undantag skulle kunna bestd 1 att det 1 lagtext anges
frdn vilka personkategorier en upptagning av biometriska underlag
inte f&r goras baserad pd forvintad lingd pd frihetsberévandet. En
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sddan upprikning skulle emellertid svirligen lita sig anges 1 lagtext
eftersom polisens mojligheter att placera frihetsberévade personer i
polisens arrest for férvar dr minga och regleras i olika materiella
lagstiftningar, se avsnitt 6.3.3. En sidan ordning skulle ocks3 riskera
att bli svartillimpad. Dessutom skulle en uttémmande upprikning
inte utan lagindring tillita nya former av frihetsberévanden som
med tiden kan komma att inféras. Utredningen féresldr dirfor i
stillet att det infors ett generellt undantag fr&n huvudregeln och att
biometriska underlag inte ska f3 upptas frdn personer som kan antas
endast kortvarigt kommer att befinna sig i hikte eller polisarrest.

Vad giller mojlighet att behandla personuppgifter om andra in
misstinkta fér brott, finns utredningens overviganden och
bedémning 1 avsnitt 18.2.1.

Upptagning av biometriska underlag for indamadlet antentisering eller
annan identifiering

Grundliggande fri- och rittigheter fir endast begrinsas for indamal
som ir godtagbara 1 ett demokratiskt samhille, se vidare kapitel 3.
Utredningen har, 1 avsnitt 15.3.1, konstaterat att de férslag som
limnas begrinsar grundliggande fri- och rittigheter endast for
sddana godtagbara indamal. Det handlar, avseende de forslag som
limnas 1 detta kapitel, om intresset att uppritthilla en effektiv och
siker hiktesverksamhet och att bereda de intagna ett bredare och
mer kvalitativt verksamhetsinnehdll, méjlighet att uppritthilla
kontakter med omvirlden och att motverka att intagna efter
villkorlig  frigivning hamnar 1 ett digitalt utanforskap.
Andam3lsprincipen ska emellertid ocks3 terspeglas i lagstiftningen
genom att det for varje enskilt tvingsmedel anges for vilket eller
vilka indamal det fir anvindas. Det ir alltsd viktigt att det i lagtext
specificeras foér vilka dndamil som upptagning av biometriska
underlag far ske.

Utredningen har 1 avsnitt 14.3.3 bedémt att indamélet for vilket
biometriska underlag ska f3 upptas och anvindas bor vara biometrisk
autentisering och annan identifiering. Samma resonemang som
anges 1 avsnitt 14.3.3 dr tillimpligt dven f6r hiktesverksamheten
varfér det hinvisas till det avsnittet for utredningens resonemang
och bedémning av frigan.
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Syftet for vilket upptagning av biometriska underlag fr goras
behéver enligt indamilsprincipen komma till uttryck 1 lagtext.
Enligt utredningens uppfattning bor det ske genom justeringar i
hikteslagen 1 kapitel 4 dir 6vriga bestimmelser om kontroll- och
tvdngsdtgirder regleras.

Upptagning for dndamdlet att i identifieringssyfte kunna gora
jamforelser med uppgifter i polisens biometriregister

Kriminalvirden har behov av att uppta biometriska underlag frin en
person som instiller sig i ett hikte f6r att verkstilla ett fingelsestraff
men som inte kan identifiera sig, 1 syfte att jimféra underlagen med
motsvarande uppgifter i polisens biometriregister for att sikerstilla
personens identitet. Utredningen har i avsnitt 14.3.3 limnat férslag
om att Kriminalvirden ska fi den mojligheten inom
fingelseverksamheten. Samma skil som ligger bakom utredningens
bedémning avseende fingelseverksamheten gor sig gillande dven
betriffande hiktesverksamheten varfér det hinvisas till avsnitt
14.3.3 for utredningens dvervigningar och bedémning.

Behov av biometriska underlag dven fran barn

Kriminalvirden har tidigare, 1 jimférelse med antal vuxna intagna,
haft forhdllandevis {3 intagna under arton ir som ir intagna 1 hikte,
se avsnitt 7.1.2. Under 2022 uppgick antalet till 194 hiktningar. Det
innebir inte att det ir sikert att antalet barn uppgér till 194 eftersom
nigon kan ha varit hiktad vid ett flertal tillfillen. Antalet hiktningar
har emellertid pd bara tvd &r mer in foérdubblats och siffran for ar
2024 uppgér till 475.

Det har under senare &r genomforts vissa reformer samt limnats
en rad utredningsforslag som forvintas ge effekter pd antalet barn i
hikte och anstalt, se avsnitt 7.1.3. Det handlar bl.a. om den
genomférda utvidgningen av hiktningspresumtionen® men ocksd
forslag om att dlder ska ges minskad betydelse vid straffmitningen
for lagovertridare i &ldern 15-17 4r’, indringar gillande
straffmitning dir forsvirande omstindigheter fir stérre genomslag

2 Prop. 2022/23:53, Skdrpta straff for brott i kriminella nétverk.
3 SOU 2024:39, Skérpta regler om ungdomsdévervakning och straffreduktion for unga.
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och en straffskirpningsbestimmelse som tar sikte pd alla brott och
héjda straffskalor samt att presumtionen f6r hiktning ska gilla 1 fler
fall in idag.* Utdver det har regeringen foreslagit att straffbarhets-
dldern ska sinkas till 13 &r f6r brott med minimistraff fingelse i fyra
ar eller mer samt f6rs6k, forberedelse och stimpling till sddana brott.
Regleringen féreslds vara tidsbegrinsad och gilla i fem 4r.”

Om forslagen genomfors kan det leda till att barn kommer att
anhillas och hiktas i fler fall in idag.® Kriminalvirden har uppgett att
nuvarande statistik redan visar pd en stor piverkan pi
hiktesverksamheten f6r 15-17-3ringar.

Det finns inte ndgot behov av undantagsbestimmelse for barn

Det finns inga sirskilda bestimmelser 1 hikteslagen som tar sikte pd
kroppsbesiktning och annan upptagning av biometriska underlag
frdn den som ir under arton &r och som ir intagen i hikte p.g.a.
misstanke om brott eller verkstillighet av fingelsestraff. Det innebir
att bestimmelserna i hikteslagen ir fullt ut tillimpliga 1 dessa fall.
Frigan ir om utredningens forslag motiverar ndgon annan ordning.

Som framgir ovan ir behovet av att uppta biometriska underlag
frdn barn detsamma som f6r dvriga intagna, se avsnitt 15.2. Ngra
skil for att ha en annan ordning f6r barn finns inte. Utredningen gor
hir samma bedémning som 1 avsnitt 14.3.3 gillande barn som déms
till fingelse.

Tvirtom skulle en sirbehandling av gruppen 15-17 dr motverka
de effektivitetsvinster som anvindningen av biometri ir tinkt att
medfora. I dn stdrre utstrickning dn vuxna dr det av vikt att olika
former av administrativa forfaranden kan foérenklas och
effektiviseras si att resurserna kan riktas mot verkstillighetens
utformning fér att minska de negativa féljderna av frihets-
berévandet.

Utredningen anser dirfor att de barn som ir intagna i hikte p.g.a.
misstanke om brott eller verkstillighet av fingelsestraff i detta
avseende bor behandlas pd samma vis som vuxna. Det foreslds
dirmed inga undantag fér barn vad giller upptagningen och
anvindningen av biometriska underlag. Det bér i sammanhanget

+SOU 2025:66, En straffreform.
5 Utkast till lagradsremiss, Sinkt straffbarbetsilder for allvarliga brott.
©SOU 2024:93, Effektivare verktyg for att bekimpa brott av unga lagévertridare, s. 196 £.f.
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noteras att barn som ir tagna 1 férvar inte fir placeras 1 hikte eller
fingelse, se avsnitt 6.3.3.

Allménna principer for tuvingsmedel beaktas

Nir det giller de allminna principer som giller for tvingsmedel
hinvisas tll den redogorelse som finns 1 avsnitt 14.3.3 gillande
fingelseverksamheten. Utredningen har avseende de férslag som
limnas roérande hiktesverksamheten tagit samma hinsyn ill
legalitetsprincipen och indamélsprincipen som gjorts betriffande de
forslag som limnas betriffande fingelseverksamheten, varfér det
hinvisas till det avsnittet betriffande utredningens 6verviganden.

Vad giller proportionaliteten av de forslag utredningen limnar
om att fler biometriska underlag ska kunna tas av intagna 1 hikte fér
indamilet biometrisk autentisering och annan identifiering samt,
nir det giller personer som instiller sig foér att verkstilla ett
fingelsestraff men som inte kan identifiera sig, fér indamailet att
jimféra med motsvarande uppgifter frdn polisens biometriregister,
hinvisas 1 tillimpliga delar till utredningens bedémning i avsnitt
14.3.3. Utredningen har 1 nyssnimnda avsnitt bl.a. bedémt att
effektiviteten av  att anvinda biometriska uppgifter {for
automatiserad autentisering bygger pd att samtliga intagna ingdr i
samma system och verifieras pi samma sitt.

Nir det giller personer som ir intagna 1 hikte, anstalt eller férvar
under korta tidsrymder har utredningen emellertid, trots vad som
redogors f6r ovan, gjort en delvis annan bedémning och bedémt att
biometrisk upptagning inte bor tillitas av personer som kan antas bli
foremdl for kortvariga frihetsberévanden. Anledningen till
urskiljningen ir att utredningen inte finner behovet av att tillita
upptagning av biometriska underlag i sdana fall vara tillrickligt stort
men ocksd for att ett sddant férslag, vid en proportionalitets-
bedémning, framstdr som alltfér ingripande. Utredningen bedémer
alltsd betriffande de personer som endast kortvarigt ir intagna i
hikte eller anstalt att skilen for dtgirden inte uppviger det intring
eller men 1 6vrigt som 4tgirden skulle innebira for de som utsitts
for den.

I 6vrigt beddmer utredningen sammantaget att nédvindigheten
av upptagningen och anvindningen av biometriska underlag for
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indamailet biometrisk autentisering och annan identifiering samt,
nir det giller personer som instiller sig for att verkstilla ett
fingelsestraff men som inte kan identifiera sig, f6r indamailet att
jimfora med motsvarande uppgifter frin polisens biometriregister,
ir s stor att det dverviger det integritetsintring som det innebir f6r
den enskilde. For ytterligare resonemang om proportionaliteten 1
stort, se integritetsanalysen 1 kapitel 23.

Det hittills anférda giller utredningens 6vervigande och
bedémningen av proportionaliteten avseende limnade forslag.
Utover det ska proportionalitetsprincipen alltid tillimpas vid varje
tvings-  eller  kontrollitgird. I  hikteslagen = kommer
proportionalitetsprincipen till uttryck genom 1kap. 6§ andra
stycket. Dir framgir att en kontroll- eller tvingstgird endast fir
anvindas om den stir i rimlig proportion till syftet med &tgirden och
att om en mindre ingripande &tgird ir tillricklig ska den anvindas.
Utredningen anser dirfor att det inte behover géras ndgon justering
1 hikteslagen i detta avseende.

Upptagning kan i undantagsfall behiva genomdrivas med vdld

Utredningen limnar nu férslag som innebir att en intagen kommer
att vara skyldig att l3ta sig fotograferas samt att limna fingeravtryck
och roéstprov. Upptagning av sddana biometriska underlag utgér en
dtgird som 1 forsta hand boér genomféras genom att den intagne
efterkommer &tgirden. Det kan emellertid uppstd situationer nir det
kan vara nodvindigt att ingripa med vild, en 4tgird som
Kriminalvirden under vissa férutsittningar redan enligt
bestimmelser 1 polislagen har ritt att ta till, se vidare vad som
redogérs for 1 kapitel 9 och motsvarade bedémning gillande
fingelseverksamheten 1 avsnitt 14.3.3. Nigon dndring av de reglerna
krivs dirfor inte.
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16 Utbkad anvandning av biometri i
frivardsverksamheten

16.1 Inledning

Behovet av att kunna anvinda biometri inom Kriminalvirdens
verksamhet har uppmirksammats redan genom tidigare
lagstiftningsirenden.! Trots det dr, som framgdr av kapitel 8,
férutsittningarna for att uppta och anvinda biometriska underlag
idag begrinsade. Det ir endast enligt bestimmelser 1 fingelselagen
respektive lag om verkstillighet av fingelsestraff med elektronisk
&vervakning®, som Kriminalvirden fir ta ett fotografi av en démd
person.

I detta kapitel redogérs for utredningens 6verviganden och
forslag 1 dessa delar, sdvitt giller personer som verkstiller straff och
andra paféljder pd annat sitt dn i anstalt. Dessa verkstillighetsformer
benimns 1  detta avsnitt som  verkstillighet inom
frivirdsverksamheten. Med detta menas de personer som har démts
till villkorlig dom med foreskrift om samhillstjinst, skyddstillsyn,
ungdomsdvervakning samt personer som verkstiller fingelsestraff
med elektronisk évervakning i bostaden med s.k. fotboja eller pd
kontrollerat boende. Hit riknas ocksd personer som har frigetts
villkorligt frin fingelse. Nir det giller upptagning av biometriska
underlag frdn sidana personer sd ir fingelselagen tillimplig. Under
villkorlig frigivning omfattas de emellertid av 6vervakning och andra

! Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 254 f. och prop. 2025/26:48,
En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 38 {.1.

2 Enligt 4 kap. 5 § lag om verkstillighet av fingelsestraff med elektronisk &vervakning, som
tridde i kraft den 1 januari 2026, giller 8 kap. 1§ fingelselagen for verkstillighet av
fingelsestraff med elektronisk 6vervakning i kontrollerat boende. Lagen tillimpas dock f6rsta
gingen den 1 juni 2026 i friga om verkstillighet i kontrollerat boende. Fr.o.m. den 1 april 2026
kommer méjligheten att ta fotografi av den démde i stillet att regleras i 2 kap. 7 § samma lag
och d3 gilla verkstillighet av fingelsestraff med elektronisk &vervakning i bdde bostaden och
i kontrollerat boende.
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kontroller inom ramen for frivirdsverksamheten. Dirfér behandlas
den gruppen idven i detta kapitel.

I detta ligger att ta stillning till om det finns behov av att
Kriminalvirden ska kunna ta upp fotografier av fler in bara de som
ska verkstilla fingelse med elektronisk 6vervakning, om
Kriminalvirden bér kunna ta upp fler biometriska underlag in
fotografier, vilka personer som boér omfattas av en sddan reglering
och hur anvindningen av biometrisk autentisering och annan
identifiering 1 stort bor vara reglerad.

16.2 Behov av biometrianvdandning inom
frivardsverksamheten

16.2.1 Foreslagen méjlighet inte tillracklig

Nir det giller verkstillighet av fingelsestraff utanfor anstalt har den
tidigare lagen om intensivévervakning med elektronisk kontroll
ersatts med en ny lag om verkstillighet av fingelsestraff med
elektronisk &vervakning.’ Regeringen har till riksdagen nyligen
overlimnat en annan proposition om en modern lagstiftning for
Kriminalvirdens personuppgiftsbehandling.* I propositionen
limnas férslag om att det 1 den nya lagen om verkstillighet av
fingelsestraff med elektronisk 6vervakning ska inféras en mojlighet
for Kriminalvirden att ta ett fotografi av den som ska verkstilla
fingelsestraff med elektronisk 6vervakning, fér biometrisk
autentisering eller annan identifiering av honom eller henne. De nya
reglerna trider 1 kraft den 1 april 2026.

Kriminalvirdens tillsyn &ver personer som verkstiller
fingelsestraff med elektronisk 6vervakning kommer bla. enligt
2 kap. 3 § lag om verkstillighet av fingelsestraff med elektronisk
overvakning innefatta att den démde inte vistas utanfér sin bostad
eller det kontrollerade boendet annat dn pd sirskilt angivna tider och
for bestimda indamil sdsom forvirvsarbete, utbildning, vird,
behandling, brotts- och missbruksrelaterad programverksamhet och
nddvindiga inkdp. Den domde ska vidare, enligt 2 kap. 1 § samma
lag, iaktta skdtsamhet och, enligt 2 kap. 2 §, avhilla sig frin alkohol

3 Proposition 2024/25:202, Utékade mdjligheter att verkstilla fingelsestraff med elektronisk
dvervakning.
* Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling.
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och andra beroendeframkallande medel och ir skyldig att p& begiran
limna blod-, urin-, utandnings-, saliv-, svett- eller hdrprov for
kontroll av att han eller hon inte ir pdverkad av alkohol, droger eller
andra beroendeframkallande medel. Vad giller de nirmare
forutsittningarna  f6r  verkstillighet av  fingelsestraff med
elektronisk dvervakning hinvisas till avsnitt 6.3.3.

[ forarbetena till den foreslagna lagindringen om att
Kriminalvirden ska f& fotografera den démde foér biometrisk
autentisering eller annan identifiering, redogérs for att elektroniska
hjilpmedel redan idag fir anvindas for att kontrollera den som
verkstiller fingelsestraff i eller utanfér kriminalvirdsanstalt men att
flera kontroller dock kriver att den domde identifieras eller
kontrolleras manuellt. Som exempel anges att nykterhetskontroller
som idag som regel forutsitter att frivirden beger sig till den démde,
manuellt verifierar hans eller hennes identitet och sedan genomfor
kontrollen genom att 1ita den domde géra ett utandningsprov.
Regeringen anfor att, i takt med att allt fler doms till fingelse, har
tillsyn och kontroll 6ver démda blivit en mycket resurskrivande
uppgift fér Kriminalvirden och att den utvecklingen inte vintas avta
under kommande &r. For att uppritthilla en siker och effektiv
straffverkstillighet anfér regeringen att modern och siker teknik
bér {4 anvindas. Den form av biometri som regeringen menar ligger
nirmast till hands att anvinda f6r Kriminalvirden dr biometrisk
autentisering genom ansiktsigenkinning. Regeringen anger att
ansiktsigenkinning 1 minga fall skulle kunna ersitta de manuella
dtgirder for identifiering och kontroll som vidtas idag och att
tekniken kan leda till sikrare och effektivare kontroller under
verkstilligheten, vilket kan bidra till 6kad féljsamhet.

Dirutdver anfor regeringen att Kriminalvirden kan ha behov av
att anvinda ansiktsigenkinning vid verkstillighet av andra pafoljder
in fingelse, liksom att anvinda andra former av biometrisk
autentisering in ansiktsigenkinning. Nigra sidana forslag limnas
dock inte eftersom beredningsunderlag i den delen saknas.*

Nigra andra mojligheter att ta upp och anvinda biometriska
underlag och biometriska uppgifter inom frivirdsverksamheten in
vid verkstillighet av fingelsestraff genom elektronisk dvervakning

5 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 39.
¢ Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling,
s. 40 f.
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har alles8  inte  Kriminalvdrden. I sin  framstillan il
Justitiedepartementet och 1 samrddet med wutredningen har
Kriminalvdrden emellertid lyft fram att behoven att kunna anvinda
biometri inom frivdrdsverksamheten ir stora. Utdver det kan
dessutom, i avsaknad av en fullstindig genomlysning, anses rdda en
oklarhet inom Kriminalvirden om i vilken utrickning en anvindning
av biometrisk autentisering ir forenlig med integritets- och
dataskyddsaspekter, d.v.s. vilka konkreta indamil inom
verksamheten som kan anses godtagbara att anvinda biometrisk
autentisering eller annan identifiering till.

16.2.2 Kapacitetsutokning medfér 6kade behov

Uppritthillande av en tillfredsstillande kontroll- och sikerhetsnivd
inom frivirden ir enligt utredningens mening av fundamental
betydelse f6r sdvil verksamheten som f6r de démda och personal.
Samma sak konstaterade regeringen i lagstiftningsirendet rérande
okad ordning och sikerhet inom frivirden.” Lagstiftningsirendet
foranleddes av ett behov av att stirka sikerheten inom frivirden. I
forarbetena redovisas bl.a. att Kriminalvirden under tiden 1 januari
2017 till 1 juni 2019 rapporterat att besékare vid frivirden 1 134 fall
haft med sig verktyg, 1 42 fall haft med sig kniv eller vapen, 1 tvd fall
haft med pistol och 1 52 fall haft med sig skyddsvist. Utover det hade
det rapporterats om allvarliga eller mycket allvarliga hindelser som
handlade om hot och vild mot personal. Det kan ocksd nimnas att
det 1 november 2018 intriffade en skottlossning utanfér ett
frivirdskontor vilket fick Arbetsmiljoverket att genomféra
inspektioner hos Kriminalvdrden.® Lagstiftningsirendet ledde fram
till inférandet av en sirskild lag om sikerhetskontroll pd
frivirdskontor.

Som redovisas nirmare 1 avsnitt 7.1.3, stir Kriminalvirden infér
en historisk utékning av verksamheten. Antalet démda som ska
verkstilla en pdfoljd inom frivdrden beriknas dka fram till 2034 med
mellan 40 och 60 procent. Samtidigt kommer antalet anstillda per
domd person inte att kunna utdkas 1 motsvarande utstrickning. For
att kunna hantera kapacitetsutokningen kommer en rad dtgirder att

7 Prop. 2020/21:54, Okad ordning och sikerbet i frivdrden, s. 13.
8 Prop. 2020/21:54, Okad ordning och sikerbet i frivdrden, s. 10 f.

300



Ds 2025:31 Utdkad anvindning av biometri i frivardsverksamheten

behéva vidtas, dir bla. en utékad anvindning av digitalisering
kommer att vara ett viktigt verktyg for att effektivisera
verksamheten.

Over tid har det skett en forindring av vilka personer som fir
frivirdspifoljder, varvid Kriminalvirden noterat att det numer ir fler
in tidigare som har kopplingar till kriminella nitverk eller som
begdtt allvarlig brottslighet. I det sammanhanget bor noteras att
frivirden hanterar klienter som har domts for all form av
brottslighet, detta som en f6ljd av att frivdrden hanterar majoriteten
av de personer som friges villkorligt frdn fingelse. Klienter som har
begitt allvarlig brottslighet eller som har kopplingar till kriminella
nitverk féorekommer dirfor 1 lika stor utstrickning inom frivdrden
som inom fingelseverksamheten.

Utéver det har Kriminalvirden i1 en rapport frdn 2023 om
ungdomsévervakning konstaterat att det dr forhdllandevis allvarlig
brottslighet som féranleder pafoljden. Ran har enligt rapporten visat
sig vara det vanligaste brottet, men dven valdtike, inklusive valdtike
mot barn samt grov misshandel férekommer. Andra vanliga brott
som de som démits till ungdomsévervakning har gjort sig skyldiga
till var grovt vapenbrott och narkotikabrott. Vid en genomging av
samtliga pdgdende och avslutade ungdomsévervakningsirenden har
det visat sig att uppskattningsvis 20 procent av ungdomarna hade
koppling till en kind kriminell individ, gruppering eller
vildsbejakande extremism.’

Den utvecklingen kriver, enligt utredningens bedémning, 1 vissa
delar av frivdrdsverksamheten, bittre sikerhetslésningar in vad som
finns idag. En fullgod kontroll- och sikerhetsnivd miste dessutom
uppritthillas dven nir verksamheten indras eller utdkas. For att
kunna vidmakthilla detta behover verksamheten, som beskrivs 1
avsnitt 7.1.6, bedrivas s effektivt som mojligt vilket forutsitter bla.
anvindning av digitala l6sningar som innefattar anvindning av
biometriska uppgifter. En sddan effektivisering torde enligt
utredningens bedémning vara en forutsittning for att resurserna ska
kunna koncentreras kring det aterfallsforebyggande arbetet. I
avsnitt 7.1.6 beskrivs nirmare det arbete som planeras f6r och pdgar
inom Kriminalvirden med att utveckla och implementera digitala
16sningar.

9 Kriminalvirden, Tv4 r med ungdomsévervakning, 2023-04-12, dnr 2019-19240.
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Som framgdr i avsnitt 5.1 och 7.1.6 kan biometrisk autentisering
och annan identifiering vara ett mycket effektivt verktyg for att i
olika tekniska eller digitala verktyg bekrifta en persons identitet i
samband med straffverkstillighet. Kriminalvirden kommer frén och
med den 1 april 2026 att kunna ta fotografier av personer som ska
verkstilla fingelsestraff med elektronisk évervakning och anvinda
bilderna fér biometrisk autentisering. Genom den méojligheten
kommer Kriminalvirden att 1 viss utstrickning kunna ersitta
manuell tillsyn och kontroll genom automatiserade foérfaranden.
Enligt Kriminalvirdens uppfattning ir emellertid behoven av att
kunna anvinda biometri s& stora att enbart ansiktsigenkinning
betriffande personer som ska verkstilla fingelsestraff med
elektronisk 6vervakning inte kommer att kunna ticka behoven.
Myndigheten har uppgett att de dirfér behdver 3 anvinda dven
andra biometriska underlag och biometriska uppgifter och inom
storre delar av frivrdens verksamhet.

16.2.3 Stora behov av biometri
Inledning

Som framgitt ovan kan biometrisk autentisering vara ett mycket
effektivt verktyg for att bekrifta en persons identitet 1 samband med
straffverkstillighet. Exempelvis kan olika tekniska eller digitali-
serade 16sningar och verktyg anvindas for ansiktsigenkinning eller
fingeravtrycksigenkinning, for att mojliggora sikrare och
effektivare kontroll av démda som verkstiller paféljder inom
frivirden. Det handlar om att arbetsmoment som idag sker genom
manuell kontroll kan ersittas med digitala 16sningar.
Kriminalvirdens behov av att anvinda biometri redovisas
oversiktligt 1 lagstiftningsidrendet rorande indringar 1 Kriminal-
virdens brottsdatalag.'” For att utredningen, i enlighet med
uppdraget, ska kunna gora en fullgod integritetsanalys krivs
emellertid en mer djupgdende beskrivning av de behov av biometri
som Kriminalvirden bedémer alltjimt finns inom frivirds-
verksamheten. Som anges 1 avsnitt 14.2.2 kan dessutom ett tydligt

19 Ds 2023:21, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 250 £.1.
och prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling,
s 38 £.6.
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stillningstagande frin lagstiftaren av vilka behov som biometrisk
autentisering kan tillgodose underlitta f6r Kriminalvirden vid
projektering och implementering av olika tekniska system. I det
foljande redogors dirfor timligen detaljerat f6r Kriminalvirdens
behov av digitalisering och anvindning av biometrisk autentisering,
men iven behov av att anvinda biometriska underlag och
biometriska uppgifter f6r annan identifiering som t.ex. fér att med
hjilp av en inspelad rost soka fram den person som résten tillhor i
Kriminalvirdens uppgifter.

Verifiering vid nirvarokontroll

For samtliga frivirdspdfoljder, utom villkorlig dom om den inte
forenats med féreskrift om samhillstjinst, giller att den domde ir
foremal for overvakning och/eller kontroll. Detsamma giller vid
villkorlig frigivning. Overvakningen sker genom att den démde har
kontinuerlig kontakt med en av Kriminalvidrden utsedd &vervakare
som kan vara en handliggande tjinsteman vid Kriminalvirden
och/eller en annan limplig person. Vid de tllfillena behéver den
démdes identitet kontrolleras for att sikerstilla att det dr ritt person
som besdker frivirden. Det bakomliggande syftet med
nirvarokontrollen handlar om att sikerstilla att den démde fullféljer
de villkor som giller for den frivirdande pafoljden.

For personer som har domts till villkorlig dom med féreskrift om
samhillstjinst forordnas ingen Overvakare. Diremot behédver
personen instilla sig hos frivirden foér ett inledande méte och
direfter pd ett placeringsméte pd arbetsplatsen. Under verkstillig-
heten sker nirvarokontroller och till sist ett avslutningsmote.

Idag sker kontroll av identitet oftast genom att ansvarig
frivirdsinspektor identifierar den démde. Det systemet bygger
emellertid pd att ansvarig frivirdsinspektér ir 1 tjinst samt att den
tjdnstemannen har god personkinnedom om samtliga sina klienter.
Nir frivirden utdkar sin verksamhet, utan att antalet personal kan
utdkas 1 motsvarande min, kommer det bli betydligt svirare for
personalen att kunna uppritthilla en personkinnedom om samtliga
klienter. Utdver det ir ett system med identifiering genom
personkinnedom sdrbart nir det giller sivil planerade som
oplanerade personalbortfall som vid semestrar eller sjukskrivning.
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Dessutom utfors inte alla klientrelaterade 3tgirder av en och samma
medarbetare, t.ex. dvervakas urinprovtagning av en annan person in
ansvarig handliggare.

Genom att verifiera nigons identitet genom biometrisk
autentisering skulle nirvarokontrollen kunna sikerstillas pd ett mer
ullforlitlige sitt. Det skulle ocksd innebira en effektivare hantering
och minskad arbetsborda fér Kriminalvirden och ett storre
utrymme att anvinda resurserna till det klientnira och
3terfallsférebyggande arbetet. En démd person som ska bekrifta sin
nirvaro genom verifiering skulle kunna gora det vid en digital
terminal vid t.ex. ett frivirdskontor, utan att nigon manuell kontroll
behéver goras.

Verifiering pa distans

Genom biometrisk autentisering ir det méjligt f6r en domd person
att verifiera sin identitet pd andra stillen in vid ett frivirdskontor.
Forutsatt att den tekniska utrustningen finns tillginglig, skulle en
démd person genom biometrisk autentisering kunna bekrifta sin
nirvaro nir vederbérande t.ex. befinner sig i hemmet eller pd
sysselsittning eller utfér arbete inom ramen foér en samhillstjinst.
Med en sidan 16sning skulle Kriminalvirden kunna effektivisera
verksamheten och samtidigt stirka sikerheten genom att utfora fler
kontroller av att personer som har démts till en frivirdande pfsljd
befinner sig p& den plats de ska och vid ritt tillfille. Det dr ocksd bra
ur ett brottsofferperspektiv eftersom det gir att sikerstilla att
klienterna befinner sig dir de ska vara. I takt med att kontrollerna
kan utdkas kan ocks3 risken for misskdtsamhet vintas sjunka.

Kontrollatgirder

En person som stir under 6vervakning efter villkorlig frigivning
samt personer som verkstiller ndgon av paféljderna skyddstillsyn
och ungdomsovervakning eller de som idag verkstiller ett
fingelsestraff genom intensivovervakning med elektronisk kontroll,
kan bli féremal for drog- och alkoholkontroll. Detsamma kommer
att gilla de som enligt den nya lagen om verkstillighet av
fingelsestraff med elektronisk 6vervakning ska verkstilla ett
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fingelsestratf med fotboja i hemmet eller 1 kontrollerat boende.
S&dana prover ombesorjs idag genom frivirdspersonalens férsorg.

Nir en person inleder sin verkstillighet tas prover i frivirdens
lokaler men nir det giller [6pande provtagning kan sidan ske i
klienternas hem, genom oaviserade besok. Rent praktiskt gdr det vid
hembesok till sd att minst tv8 representanter fér Kriminalvirden
bestker de som ska provtas i deras hem och att minst en medarbetare
dvervakar provtagningen, oavsett om det ror sig om urinprovtagning
eller utandningsprov. Arbetsmomentet dr mycket resurskrivande
fér Kriminalvirden, samtidigt som det utgér en sikerhetsrisk for
medarbetarna att befinna sig i en okind milj6 dir det kan férekomma
hundar eller andra djur, andra minniskor eller vapen. Med hinsyn
till att arbetsmomentet ir s resursdrivande kan endast ett begrinsat
antal kontroller genomféras. Det saknas dirmed mojlighet att
genomfoéra den nivd av kontroll som 1 vart fall krivs avseende vissa
klienter.  Dessutom  kan  proceduren  upplevas  som
integritetskrinkande f6r den démde, eftersom denne behover ta
emot representanter for Kriminalvirden i sitt hem dir t.ex. 6vrig
familj bor och vistas.

Den utrustning som anvinds vid elektronisk ¢vervakning idag
innehiller teknik genom vilken den démde sjilv skulle kunna utféra
utandningsprov samtidigt som denne verifierar sin identitet genom
ansiktsigenkinning. Den funktionen anvinds emellertid inte innu
med hinsyn wll att Kriminalvirden har saknat rittsliga
forutsittningar for en sidan hantering. Det ir inte heller uteslutet
att det 1 framtiden kan finnas tekniska l6sningar som méjliggér dven
drogprov pd distans.

Om Kriminalvirden fir anvinda biometriska uppgifter for
biometrisk autentisering skulle minga av de kontroller som
frivirden genomfor idag, i stillet kunna utféras pd distans genom att
den démde sjilv utfor sjilva provtagningen, forutsatt att tillrickligt
siker verifiering kan uppnds. Det skulle vara ett betydligt mindre
ingripande tillvigagdngssitt for den domde, samtidigt som det skulle
bidra till en mer effektiv verksamhet vid frivirden. Enligt
Kriminalvirdens egen bedémning skulle myndigheten kunna utféra
betydligt fler kontroller in vad som gors idag. Kontrollerna skulle
ocksd kunna utféras vid tidpunkter som personal idag normalt inte
genomfor kontroller och med betydligt hogre frekvens.
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Att 1 hogre grad in idag kunna sikerstilla drogfrihet vid
verkstillighet av frivirdspdfoljder skulle enligt utredningens
bedémning kunna bidra till att uppritta trovirdigheten i paféljderna.
Kriminalvirden har ocksd uppgett att de beriknar att fler personer
skulle kunna verkstilla fingelsestraff med elektronisk évervakning
om en hégre grad av kontroll gick att utféra.

Verifiering i samband med elektronisk kommunikation

Kriminalvirden har beskrivit att biometriska uppgifter skulle kunna
anvindas vid biometrisk autentisering inom frivirden i situationer
som dr kopplade till kommunicering genom elektronisk
kommunikation. Medarbetare inom frivirden héller p daglig basis
kontakt med ett stort antal klienter genom elektronisk
kommunikation som telefonsamtal och videosamtal. Det ir ett vil
inarbetat arbetssitt att genom elektronisk kommunikation med den
démde hantera frigor kopplade till klientens verkstillighet av
pafoljden sdsom nir i tiden nista triff med dvervakaren ska dga rum,
vilken tid klienten ska instilla sig f6r en kontrolldtgird o.s.v. Den
typen av information ir nistan alltid sekretessbelagd hos
Kriminalvirden enligt 35 kap. 15 § OSL. Eftersom frivirdsklienter,
beroende p4 vilken friga det handlar om och vilka medarbetare som
vid den aktuella tidpunkten ir 1 jinst, kan komma att hanteras av
olika medarbetare skulle det enligt Kriminalvirden vara mycket
virdefullt om det vid kontakter per telefon eller video skulle g8 att
sikerstilla klientens identitet genom biometrisk autentisering. Det
ir, enligt vad Kriminalvirden uppgett till utredningen, omgjligt for
personalen att ha personkinnedom om samtliga klienter och kunna
sikerstilla identifiering pd ndgot annat sitt vid t.ex. telefonsamtal.
Det ir enligt vad Kriminalvirden har uppgett vid utredningens
samrdd inte heller ovanligt att personer falskeligen utger sig for att
vara en viss ddmd person for att kunna f3 ut information som
frigestillaren egentligen inte har ritt att ta del av. Inom den
organiserade brottsligheten 4r det inte ovanligt att personer ir
sirskilt intresserade av att veta vid vilka tidpunkter en démd person
ska instilla sig vid eller befinna sig p olika platser. Fér att férhindra
att information limnas ut till personer som inte har ritt att ta del av
den och att informationen dirmed missbrukas eller anvinds 1
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brottsligt syfte, skulle det enligt Kriminalvirden behova goéras en
verifiering av den som framstiller en begiran om att {3 ta del av viss
information. P3 s3 vis skulle det gd att sikerstilla att informationen
endast limnas ut till den som har ritt till den. En sdan verifiering
skulle t.ex. kunna géras genom automatiserad rostjimforelse.

Annan identifiering

Kriminalvirdens behov som hittills har redovisats handlar om
moment och situationer dir démdas nirvaro behover kontrolleras
eller verifieras och dir sidan kontroll och verifiering kan ersittas
med biometrisk autentisering. Utdver biometrisk autentisering har
Kriminalvrden ocksi behov av att anvinda de biometriska
underlagen och biometriska uppgifterna fér annan identifiering. Det
handlar bl.a. om situationer dir det fortfarande kan finnas behov for
Kriminalvirden att identifiera ddémda genom manuella metoder, t.ex.
innan tekniska lésningar har implementerats eller om tekniska
16sningar tillfilligtvis inte fungerar. Vidare handlar det om méjlighet
att identifiera vem som limnade ett visst utrymme senast eller vid
vilken tidpunkt. Vid sidana tillfillen kommer Kriminalvirden att
behéva anvinda den biometriska uppgiften, t.ex. ett avsatt
fingeravtryck eller en inspelad rost frin en ljudupptagning, och med
hjilp av den biometriska uppgiften soka bland Kriminalvirdens
uppgifter for att identifiera vem de biometriska uppgifterna tillhor.
Genom att f anvinda de biometriska uppgifterna vid sékning bland
Kriminalvirdens uppgifter o6kar ocksid forutsittningarna for
Kriminalvirden att uppritthlla ordning men dven 6ka myndig-
hetens mojlighet att pd ett rittssikert sitt kunna agera inom ramen
for de regler som giller avseende misskétsamhet.

Samma behov finns {or att kunna identifiera obehoriga personer
som ibland tar sig in pd frivirdskontor. Genom att en
dvervakningskamera tar ett fotografi av en sidan person, kan
Kriminalvirden direfter genom sdkning med fotografiet bland
Kriminalvirdens egna uppgifter identifiera om den tillsynens
obehoriga personen ir klient hos frivirden eller inte.

Enligt Kriminalvirden ir det inte ovanligt att personerna som ska
verkstilla en frivirdspafsljd saknar fullstindiga identitetshandlingar.
I vissa fall har det dessutom dven inom frivirden férekommit att
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personer, med uppgivande av felaktig identitet eller uppvisande av
felaktiga eller falska identitetshandlingar, forsokt verkstilla ndgon
annans pafoljd. For att 1 sddana situationer bringa klarhet i
identitetsfrigan har Kriminalvirden uppgett att myndigheten
utreder identiteten, vilket utdver kontroll av id-handlingar kan ske
genom kontroll av uppgifter i det egna verksamhetssystemet om
sddana uppgifter finns eller i kontakt med andra myndigheter.
Forfarandet kan vara tidskrivande. For att komma ull ritta med
problematiken krivs att Kriminalvirden ges mojlighet att ta upp
biometriska underlag fr8n personer som innu inte har paborjat
verkstilla en frivdrdspdfoljd men som instillt sig f6r verkstillighet
och som 1 samband med det inte kunnat identifiera sig, fér att kunna
jimfora med motsvarande uppgifter i polisens biometriregister.
Jimforelsen kan goras genom biometrisk autentisering eller annan
identifiering som t.ex. okulir jimférelse med fotografi.
Kriminalvirden har dirutéver uppgett att myndigheten kan ha
samma svérigheter att identifiera en person vid framtagande av
yttrande enligt lag om sirskild personutredning i brottmal, m.m.

16.3  Overviaganden och forslag

16.3.1 Utokade majligheter genom en uttommande reglering

Bedomning: Mojligheten att inom frivirdsverksamheten
anvinda biometri bor utokas.

Upptagningen av biometriska underlag frin enskilda innebir
ett ingrepp 1 den enskildes fri- och rittigheter. Det bor dirfoér
uttdémmande av lag framgd vilka biometriska underlag som fir
samlas in.

Skilen {6r utredningens bedomning
Behov av utékad majlighet att anvinda biometri

Det har i avsnitt 7.1.2 och 7.1.3 redogjorts foér vilka utmaningar
Kriminalvirden stdr infér, framfor allt den utdkning av
verksamheten som kommande kapacitetsutokning kommer att
innebira. Det rider inte ndgra tvivel om att Kriminalvirden, med
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anledning av de forestdende utmaningarna, kommer att behova
indra och effektivisera verksamheten genomgiende och att
digitaliserade 16sningar som t.ex. verifiering genom biometrisk
autentisering skulle kunna utgora effektfulla verktyg for att fortsatt
bedriva en siker och robust frivird.

Behovet av att utdva tillsyn och kontroll éver de personer som
ska verkstilla en pdféljd utanfor anstalt finns inom alla delar av
frivirdsverksamheten. Nir frivirden framéver kommer att
expandera verksamheten genom att fler personer déms till en
frivardspfoljd, kommer behovet sannolikt att 6ka dnnu mer. Det ir
egentligen endast betriffande villkorlig dom som det i dagsliget inte
finns nigot behov, detta eftersom en person som déms till en
villkorlig dom inte kommer att vara underkastad ndgon 6vervakning
eller andra kontrolldtgirder.

De arbetsmoment som idag kriver kontroll av de doémdas
identitet skots 1 princip uteslutande genom manuell hantering av
personal. En sidan hantering kriver att personalen har
personkinnedom om samtliga démda som tillhér aktuellt
frivirdskontor. Det ir emellertid, enligt Kriminalvirden, oméjligt
att uppritthdlla en sidan kinnedom nir klientantalet redan ir stort
och det finns en rotation bland tjinstgérande personal till foljd av
semester, sjukdom och vrd av sjukt barn. Utéver det dr det inte en
enskild handliggare hos frivirden som uteslutande har kontakt med
klienten. Tvirtom kommer en klient att mota flera medarbetare
inom frivirden sdsom receptionist, Overvakningshandliggare,
programledare, bitridande kontrollér och kriminalvirdare pd
frivirden. Att personal ska kunna ha personkinnedom om samtliga
démda ir helt enkelt inte méjligt. Dessutom kan en sddan manuell
hantering knappast uppritthillas nir antalet personer som
verkstiller paféljder utanfor anstalt kommer 6ka kraftigt samtidigt
som personaltitheten minskar.

Enligt utredningens uppfattning rider det inga tvivel om att
Kriminalvirden behdver andra verktyg for att klara av att
uppritthdlla en ullricklig nivd av tillsyn och kontroll inom
frivirdsverksamheten.
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Forenlighet med grundliggande fri- och rittigheter

Utredningen har redogjort f6r det skydd for privatlivet respektive
skydd mot kroppsliga ingrepp och skydd fér den personliga
integriteten som féljer av bla. Europakonventionen och EU:s
rittighetsstadga samt regeringsformen och vad som krivs for att
lagstiftaren ska fd gora begrinsningar i dessa rittigheter, se kapitel 3.

De f{orslag som utredningen limnar syftar tll att ge
Kriminalvirden effektiva men rittssikra verktyg for att, trots en
ligre personaltithet, kunna uppritthilla en effektiv och siker frivird
dir det klientnira och 4terfallstorebyggande arbetet kan prioriteras.
Syftet att forebygga oordning eller brott framgir redan av
Europakonventionens artikel 8 och kan dirmed 1 sig motivera en
inskrinkning 1 integritetsskyddet. Att anvinda biometriska underlag
och biometriska uppgifter f6r det nu angivna syftet fir, enligt
utredningens mening, dirfér anses utgdra godtagbara intrdng 1 de
rittigheter som skyddas av regeringsformen, Europakonventionen
och EU:s rittighetsstadga.

Det finns alltsd, enligt utredningens uppfattning, méjlighet att
inskrinka skyddet for privatliv i Europakonventionen och EU:s
rittighetsstadga och skyddet mot patvingade kroppsliga ingrepp och
sddan overvakning eller kartliggning av den enskildes personliga
forhillanden som stadgas 12 kap. 6 § regeringsformen, for syftet att
uppritthilla en effektiv och siker frivird. Mojligheten for
Kriminalvdrden att anvinda biometriska underlag och biometriska
uppgifter bor dirfér, mot bakgrund av de visentliga behov som
Kriminalvirden har, utdkas. Utredningen dterkommer till frigan om
vilka biometriska underlag som ska fi upptas och hur de ska 3
anvindas.

Uttommande reglering

Med hinsyn till att tekniken stindigt férindras och forbittras samt
att det vid dagens tidpunkt inte ir mojligt att fullt ut dverblicka
vilken teknik som kommer att vara mest fordelaktig nir
Kriminalvirden i framtiden ska upphandla den och ta den 1 bruk,
skulle det skulle vara fordelaktigt med en 6ppnare reglering som ger
Kriminalvirden méjlighet att ta upp alla slags underlag som kan bli
foremdl f6r biometrisk analys. Utredningen har emellertid nir det
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giller fingelseverksamheten respektive hiktesverksamheten, se
avsnitt 14.3.1 och 15.3.1, bedémt att en sddan 6ppen reglering inte
ir mojlig med hinsyn till att upptagning av biometriska underlag
med tving utgdr en sddan inskrinkning 1 grundliggande fri- och
rittigheter som kriver stod 1 lag samt att det 1 lag behover
specificeras frin vem och under vilka férutsittningar upptagning far
ske samt vilka slags biometriska underlag som fir samlas in. Av
samma skil anser utredningen att bestimmelser om upptagning och
vilka biometriska underlag som fir tas upp, dven betriffande
frivirdsverksamheten, behover tas in i lag f6r att fullt ut svara mot
kravet pd legalitet, jimfor 2 kap. 20 § regeringsformen, se dven
kapitel 3. Det innebir att utredningen inte limnar nigot férslag som
innebir att Kriminalvirden fir ta upp biometriska underlag utan
nirmare specificering av vilka underlag som avses. I stillet bor det
uttdmmande av lag framg vilka biometriska underlag som fir samlas
in med tving.

Nir det giller frivirdens verksamhet si regleras den frimst
genom bestimmelser 1 brottsbalken och 1 férordning om
verkstillighet av frivirdspdfoljder. Att gora justeringar i
brottsbalken kan leda till ett svirnavigerat regelverk dir detaljerade
bestimmelser om biometriupptagning riskerar att tynga balken vars
syfte egentligen ir att reglera de centrala delarna av straffritten.
Eftersom begrinsningar behdver goras i lag och inte férordning for
att fullt ut svara mot kravet pd legalitet passar det inte heller att
inféra  regleringen 1 forordning om  verkstillighet av
frivirdspafoljder.  Enligt utredningens uppfattning behover
regleringen 1 stillet ske 1 den befintliga lagen om verkstillighet av
ungdomsdvervakning, lagen om verkstillighet av fingelsestraff med
elektronisk 6vervakning samt i1 en ny lag som enbart reglerar
Kriminalvirdens biometriupptagning inom &vriga delar av
frivirdsverksamheten.
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16.3.2 Kriminalvarden bor fa ta upp de biometriska
underlagen

Bedomning: Kriminalvirden bor ges mojlighet att uppta de
biometriska underlagen. Det bér inte inféras en generell
mojlighet f6r Kriminalvirden att inhimta sddana underlag eller
biometriska uppgifter frin polisens biometriregister.

Skilen {6r utredningens bedomning

Kriminalvirden har, som beskrivits 1 avsnitt 16.2, behov av att
anvinda biometriska underlag och biometriska uppgifter i
frivirdsverksamheten. Den typen av uppgifter kan redan finnas
registrerade 1 polisens biometriregister, se kapitel 12. Det kan med
hinsyn tll integritetsaspekter och av  kostnadsskil och
resursbesparande skil argumenteras f6r att Kriminalvarden, 1 stillet
for att uppta biometriuppgifterna pd nytt, bor ges ritt att inhimta
och anvinda de biometriuppgifter som redan finns 1
biometriregistren. Utredningen har emellertid av olika skil bedémt
att en sddan ordning inte ir limplig nir det giller fingelse-
verksamheten respektive hiktesverksamheten, se avsnitt 14.3.2 och
15.3.2. Samma skl talar emot en 16sning dir Kriminalvirden skulle
inhimta uppgifter frin polisens biometriregister fér anvindning
inom frivirdsverksamheten. Mot denna bakgrund foreslar
utredningen, precis som fér fingelseverksamheten och
hiktesverksamheten, att Kriminalvirden 1 stillet ska ges utékade
mojligheter att pd egen hand uppta biometriska underlag for
frivirdsverksamheten. Det motsvarar den ordning som redan giller
betriffande Kriminalvirdens nuvarande méjlighet att ta ett fotografi
av intagna i fingelse samt démda som ska verkstilla fingelsestraff
med elektronisk évervakning i kontrollerat boende. Utredningen
dterkommer dock till frigan om méjligheten att, i de fall en person
som instiller sig for att verkstilla en frivirdspdfoljd men inte kan
identifiera sig, tillita Kriminalvirden att £ ta del av biometriska
underlag och biometriska uppgifter ur polisens biometriregister fér
att kunna goéra jimforelser 1 identifieringssyfte, se vidare kapitel 19.
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16.3.3 Upptagning av fotografi, fingeravtryck och réstprov ska
tillatas

Forslag: Fotografi, fingeravtryck och rostprov ska fa tas av en
démd person som ska verkstilla en pdfoljd utanfor anstalt, d.v.s.
den som har démts till villkorlig dom med foreskrift om
samhillstjinst, skyddstillsyn och ungdomsévervakning for att
anvindas som jimférelse vid biometrisk autentisering eller annan
identifiering av honom eller henne (d.v.s. indamalet).

Detsamma ska gilla den som har blivit villkorligt frigiven frin
fingelse och stir under dvervakning.

Fingeravtryck och réstprov ska {4 tas av en démd person som
ska verkstilla ett fingelsestraff med elektronisk évervakning i
den démdes bostad eller 1 kontrollerat boende, for att anvindas
som jimférelse vid biometrisk autentisering eller annan
identifiering av honom eller henne (d.v.s. indamilet).

Forslaget ska genomféras genom indringar 1 lag om
verkstillighet av ungdomsdvervakning, lag om verkstillighet av
fingelsestraff med elektronisk &vervakning samt genom
inférandet av en ny lag om anvindning av biometri inom delar av
Kriminalvirdens verksamhet.

I likhet med vad som giller enligt polisens brottsdatalag ska
med fingeravtryck avses avtryck av finger eller hand. Det ska
dirfér foreskrivas att det med fingeravtryck avses iven
handavtryck. I fortydligande syfte ska motsvarande lydelse
inféras i den befintliga bestimmelsen 1 2 kap. 6§ lag om
verkstillighet av fingelsestraff med elektronisk évervakning.

Fotografi och fingeravtryck ska {4 tas av en person som i syfte
att verkstilla ett fingelsestraff eller en pifoljd, instiller sig hos
Kriminalvirden men inte kan identifiera sig, fér biometrisk
autentisering mot uppgifter 1 polisens biometriregister, eller
annan identifiering av honom eller henne. Forslaget ska
genomforas i den nya lagen om anvindning av biometri inom
delar av Kriminalvirdens verksambhet.

Det ska i den nya lagen om anvindning av biometri inom delar
av Kriminalvirdens verksamhet inféras en bestimmelse om att
biometriska underlag bara far tas om 4tgirden ir proportionerlig.
Motsvarande reglering ska inféras i lag om verkstillighet av
fingelsestraff med elektronisk évervakning.
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Det skaiden nya lagen informeras om att regeringen, eller den
myndighet som regeringen bestimmer, med stéd av 8 kap. 7 §
regeringsformen, kan meddela foreskrifter om verkstillighet av
lagen.

Bedomning: Utredningens férslag om upptagning av
biometriska underlag inom frivirdsverksamheten motiverar inte
att det infoérs ndgra sirskilda bestimmelser som begrinsar
mojligheterna att ta upp biometriska underlag frén barn som ska
verkstilla pafoljder inom frivirden.

Om den doémde inte medverkar till upptagning eller
anvindning av biometriska underlag kan det hanteras som
misskdtsamhet enligt befintliga regler.

Det bér inte inféras ndgon méjlighet f6r Kriminalvirden att
ta upp biometriska underlag i identifieringssyfte frin den som ska
genomfdra en personutredning.

Skilen {6r utredningens f6rslag och bedomning
Endast behov av viss biometri

De behov som inom frivirdsverksamheten finns av att kunna
verifiera och identifiera démda ir enligt utredningens bedémning
stora och det ir lingt ifrdn sikert att behoven l3ter sig tickas genom
anvindning av biometrisk autentisering enbart med en viss
biometrisk uppgift, t.ex. fotografi. Det som anges i avsnitt 14.3.3
angdende behoven av olika biometriska underlag och biometriska
uppgifter inom  fingelseverksamheten  giller dven  for
frivirdsverksamheten varfor det hinvisas till det avsnittet.

Enligt utredningens uppfattning behover fler biometriska
underlag och biometriska uppgifter in idag vara tillitna att anvinda
for biometrisk autentisering och annan identifiering. Andringarna
ska inféras 1 lag om verkstillighet av ungdomsdvervakning och lag
om verkstillighet av fingelsestraff med elektronisk évervakning.
Dirutéver ska det inféras en ny lag om anvindning av biometri inom
delar av Kriminalvirdens verksamhet. Som utredningen har
konstaterat behover regleringen av legalitetsskil vara uttémmande i
frdga om vilka biometriska underlag som fir tas upp och frigan ir d&
vilka uppgifter som ska f8 anvindas. I dialog med Kriminalvdrden har
det framforts att det finns behov av att uppta och anvinda fotografi,
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fingeravtryck och réstprov. Nigot behov av andra biometriska
underlag som t.ex. dna har inte framkommit och regler som tilliter
anvindning av sddana biometriska underlag f6reslds dirfér inte.

Det kan inledningsvis konstateras att de tekniska lésningar som
Kriminalvirden kan komma att beh6éva anvinda for biometrisk
autentisering kan utgéra Al. For anvindning av Al giller sirskilda
regler som Kriminalvirden i si fall behover iaktta, se mer om detta i
avsnitt 18.2.3.

Fotografi

Ansiktsigenkinning ir exempel pd en biometrisk teknik som pd
senare ar har gitt igenom en snabb utveckling och som anvinds
frekvent i samhillet for att t.ex. ldsa upp mobiltelefoner eller vid
automatiska passkontroller pi flygplatser. Igenkinningen gors
vanligen genom att utvalda ansiktsdrag frin en ansiktsbild jimfors
med bilder pd en eller flera personers ansikten."'

For att Kriminalvirden ska kunna anvinda ansiktsigenkinning
inom hela frivdrdsverksamheten behéver Kriminalvirden tilldtas att
fotografera démda personer. Den mojligheten har Kriminalvirden
betriffande personer som ska verkstilla ett fingelsestraff med
elektronisk évervakning i kontrollerat boende. Frin den 1 april 2026
kommer Kriminalvirden att ha samma mojlighet betriffande de
personer som ska verkstilla ett fingelsestraff med elektronisk
overvakning 1 bostaden, se avsnitt 8.1.2. Kriminalvirden kommer
ocksd, enligt de férslag som utredningen nu limnar betriffande
biometriupptagning inom fingelseverksamheten och hiktesverk-
samheten, att ha den mgjligheten betriffande personer som ir
villkorligt frigivna. Samma mojlighet skulle emellertid dven behévas
betriffande personer som ska verkstilla en villkorlig dom med
foreskrift om sambhillstjinst, skyddstillsyn eller ungdomséver-
vakning.

Inom frivrdsverksamheten skulle fotografier av démda behova
anvindas bide vid manuell identifiering som t.ex. nir nigon instiller
sig vid ett frivirdskontor, men dven vid biometrisk autentisering nir
sddan teknik finns pd plats, samt vid identifiering genom sékningar

! Europeiska dataskyddsstyrelsen, Riktlinjer f6r ansiktsigenkinning inom rittsvisendet,
version 1.0, antagna den 12 maj 2022, s. 7.
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1 register. Fotografier bor dirfér, precis som kommer att gilla inom
fingelseverksamheten efter de fértydliganden som gors i
propositionen om en modern lagstiftning fér Kriminalvirdens
personuppgiftsbehandling'? och som utredningen foreslr ska gilla
dven betriffande hiktesverksamheten, f3 anvindas bide vid
biometrisk autentisering och annan identifiering.

Med annan identifiering avses inte bara manuell identifiering utan
fotografier bor dven fi anvindas vid sokning i register for att
identifiera en person. Det kan handla om situationer dir en
overvakningskamera har tagit en bild av en démd person som stor
ordningen eller en person som kan antas vistas obehérig 1
Kriminalvirdens lokaler. Om vederbérande inte kan identifieras
med hjilp av en manuell identifiering, d.v.s. att en medarbetare
okulirt identifierar ndgon, kan fotografiet behéva anvindas for att
soka fram ritt person bland de uppgifter som nu ingdr i1 det centrala
kriminalvirdsregistret. Efter genomfoérandet av de férslag som
limnats 1 propositionen om en modern lagstiftning f6r Kriminal-
vdrdens personuppgiftsbehandling kommer det 1 stillet att
benimnas uppgifter som har gjorts gemensamt tillgingliga.

Fingeravtryck

Nir det giller fingeravtryck och hur sddana kan anvindas inom
frivirdsverksamheten hinvisas till vad som anges om fingelse-
verksamheten 1 avsnitt 14.3.3 i relevanta delar.

Med hinsyn till de behov Kriminalvrden har inom fingelse-
verksamheten, se avsnitt 14.2, har utredningen beddémt att
upptagning av fingeravtryck ir ett nodvindigt verktyg for att
Kriminalvirden ska kunna bedriva fingelseverksamheten pd ett
sikert och effektivt sitt, se avsnitt 14.3.3. Eftersom Kriminalvirden
har behov av att uppta och anvinda fingeravtryck fér biometrisk
autentisering och annan identifiering dven inom frivirdsverk-
samheten, se avsnitt 16.2.3, ir det utredningens uppfattning att den
framtida regleringen maiste tillita fingeravtryck iven inom den
verksamheten. Av samma skil som redogérs for 1 avsnitt 14.3.3, bor
begreppet fingeravtryck omfatta dven handavtryck.

12 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgifisbebhandling, s. 40
£f.
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Enligt 2 kap. 6§ lag om verkstillighet av fingelsestraff med
elektronisk dvervakning ska Kriminalvirden féreligga den domde
att instélla sig for upptagning av fingeravtryck, salivprov fér dna-
analys och fotografi av ansikte om sidana uppgifter om den démde
inte finns 1 biometriregister som férs enligt polisens brottsdatalag,
se avsnitt 8.4. Eftersom handavtryck inte framgir uttryckligen av
regleringen 1 2 kap. 6 § lag om verkstillighet av fingelsestraff med
elektronisk overvakning bér motsvarande lydelse 1 fortydligande
syfte inforas 1 den bestimmelsen.

Rostprov

Nir det giller rostprov och hur sidana kan anvindas inom
frivirdsverksamheten hinvisas till vad som anges om fingelse-
verksamheten 1 avsnitt 14.3.3. Utdver det skulle réstprov kunna
anvindas for att sikerstilla att det ar ritt klient som har kontaktat
frivirden per telefon. Genom réstigenkinning kan det garanteras att
ritt person fir information som ror verkstillighet av paféljden o.s.v.
Kriminalvirden har uppgett att det finns ett tydligt behov av att
kunna ta upp rostprov frin den som ir démd till en pdfsljd inom
frivirdsverksamheten for att kunna verifiera eller pd annat sitt
identifiera denne. Utredningen delar den bedémningen och foreslar
dirfor att dven rostprov ska f8 tas inom frivdrdsverksamheten.

Upptagning av biometriska underlag for indamadlet antentisering eller
annan identifiering

Grundliggande fri- och rittigheter fr endast begrinsas f6r indamail
som ir godtagbara 1 ett demokratiskt samhille, se vidare kapitel 3.
Utredningen har, i avsnitt 16.3.1, konstaterat att de forslag som
limnas begrinsar grundliggande fri- och rittigheter endast fér
sddana  godtagbara  indamil. Det handlar, vad giller
frivirdsverksamheten, om att uppritthdlla en effektiv och siker
frivird. Andamélsprincipen ska emellertid ocksi &terspeglas i
lagstiftningen genom att det for varje enskilt tvingsmedel anges for
vilket eller vilka iandamal det far anvindas. Det dr alltsd viktigt att det
1 lagtext specificeras fér vilka indamil som upptagning av
biometriska underlag far ske.
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Utredningen har 1 avsnitt 14.3.3 bedémt att indamalet for vilket
biometriska underlag ska f3 upptas och anvindas bor vara biometrisk
autentisering och annan identifiering. Samma resonemang som
anges 1 avsnitt 14.3.3 ir tillimpligt dven for frivdrdsverksamheten
varfor det hinvisas till det avsnittet f6r utredningens resonemang
och bedémning av frgan.

Syftet for vilket upptagning av biometriska underlag fir géras
behéver enligt indamdlsprincipen komma till uttryck 1 lagtext.
Enligt utredningens uppfattning bér det goras i den nya lag om
Kriminalvirdens biometriupptagning inom frivirdsverksamheten,
som utredningen foresldr ska inféras. Dirutdver behover justeringar
goras 1 lag om verkstillighet av ungdomsévervakning och i lag om
verkstillighet av fingelsestraff med elektronisk évervakning.

Upptagning for dndamdlet att i identifieringssyfte kunna gora
jamforelser med uppgifter i polisens biometriregister

De klienter som férekommer inom frivirden behéver identifieras
innan verkstilligheten kan paborjas eller vid klientens férsta kontakt
med frivirden. Som tidigare redogjorts for ir det ibland inte méjligt
att kontrollera en persons identitet p.g.a. att denne saknar
identitetshandlingar eller sedan tidigare inte férekommit hos
Kriminalvirden. Som redogjorts fér i kapitel 12, innehéller polisens
biometriregister, eller kommer med tiden att innehélla, biometriska
underlag och biometriska uppgifter om personer som har varit
anhillna eller hiktade f6r brott och 1 vissa fall dven de personer som
har varit skiligen misstinkta for ett brott for vilket fingelse ingdr i
straffskalan. De personer som instiller sig for verkstillighet av en
frivirdspafoljd torde dirfér 1 mycket hog utstrickning finnas i
polisens biometriregister.

Eftersom det inte rider obligatorisk upptagning av biometriska
underlag vid alla brottsmisstankar kan det dock antas att
biometriregistret inte kommer att vara lika heltickande som nir det
giller personer som har varit anhdllna eller hiktade. Trots det
bedomer utredningen att uppgifterna i biometriregistret, 1 vart fall
med tiden, kommer att vara till nytta f6r Kriminalvirden.

Om Kriminalvirden fick méjlighet att ta del av polisens underlag
och uppgifter och anvinda for jimfoérelse med biometriska underlag
och uppgifter som Kriminalvirden har, skulle myndigheten snabbare
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kunna konstatera att en person som instillt sig f6r verkstillighet av
en frivirdspafoljd men som inte kan styrka sin identitet, &r samma
person som har démts for brottet. Det skulle i sin tur leda till en
sikrare och mer effektiv ordning f6r Kriminalvirden.

Som anges 1 avsnitt 14.3.3, har Kriminalvirden uppgett att det ir
de biometriska underlagen fotografier och fingeravtryck som
behéver upptas for att anvindas vid jimforelse med motsvarande
uppgifter 1 polisens biometriregister. Mot bakgrund av samma skil
som anges 1 det avsnittet bedémer utredningen att upptagning av
biometriska underlag bor tilldtas dven inom frivirdsverksamheten,
varfér det hinvisas till avsnittet betriffande utredningens
overviganden och bedémningar.

Fran vilka personer upptagning av biometriska underlag ir aktuellt

Kriminalvirden har uppgett att det finns behov av att ta upp och
anvinda biometriska underlag frin démda personer, fér indamalen
biometrisk autentisering och annan identifiering. Kriminalvirden
har utvecklat att behovet finns betriffande personer som har démts
till skyddstillsyn och ungdomsévervakning samt personer som
verkstiller fingelsestraff med elektronisk 6vervakning i sin bostad
eller 1 kontrollerat boende, en bedémning som utredningen delar.
Det ska dirfér, utover den mojlighet som Kriminalvdrden redan har
betriffande personer som verkstiller fingelsestraff i kontrollerat
boende och frin den 1 april 2026 ocksd kommer att ha betriffande
personer som verkstiller fingelsestraff i bostaden, inféras mojlighet
foér Kriminalvirden att uppta och anvinda fotografier, fingeravtryck
och rostprov frin personer som dr démda till de nyssnimnda
pafoljderna.

Behovet finns inte f6r personer som har domts till villkorlig dom
eftersom det di inte férekommer nigra moment av tillsyn eller
nirvarokontroll som kriver biometrisk autentisering eller annan
identifiering. Den typen av kontroller kan emellertid férekomma
betriffande personer som ska verkstilla villkorlig dom med
foreskrift om att utféra samhillstjinst. Mot den bakgrunden foreslar
utredningen att Kriminalvirden dven ska f4 mojlighet att uppta och
anvinda biometriska underlag frin de personer som har démts till
villkorlig dom med foreskrift om samhaillstjinst.
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Kriminalvdrden har uppgett att behovet av att anvinda
biometriska underlag och biometriska uppgifter omfattar iven de
personer som ir villkorligt frigivna. De personerna kommer
emellertid redan att, i enlighet med de férslag som utredningen
limnar rérande hiktes- respektive fingelseverksamheten, ha limnat
biometriska underlag hos Kriminalvirden och dessa kommer 1 de
allra flesta fall inte att behova tas upp pa nytt. Med hinsyn till att
utredningen féreslir en lingsta tid fé6r behandling av sidana
uppgifter motsvarande tre ménader efter verkstillt fingelsestraff
(d.v.s. efter utgdngen provotid som foljer pd villkorlig frigivning), se
avsnitt 20.4, kommer Kriminalvirden ha méjlighet att anvinda de
biometriska underlagen och biometriska uppgifterna under den
villkorliga frigivningen.

Det gir emellertid inte att helt utesluta att biometriska underlag
ind4 kan behova tas upp pd nytt. S8 kan vara fallet om den démdes
utseende eller fingeravtryck har indrats eller ny teknik hos
Kriminalvdrden férutsitter en ny upptagning. De personer som ir
villkorligt frigivna omfattas emellertid inte lingre av reglerna 1
fingelselagen. Det behover dirfér inféras en mojlighet for
Kriminalvirden att uppta biometriska underlag frén villkorligt
frigivna personer.

Utover de nyssnimnda situationerna har Kriminalvirden behov
av att ta upp biometriska underlag frin den som instiller sig for att
verkstilla en pif6ljd men som inte kan identifiera sig, for att jimféra
med motsvarande uppgifter fr@n polisens biometriregister. Det
handlar om situationer nir ndgon instiller sig for att verkstilla nigon
av de frivdrdande piféljderna villkorlig dom med foreskrift om
samhillstjinst, skyddstillsyn och ungdomsévervakning samt
verkstillighet av fingelsestraff med elektronisk évervakning.

Séirskilt om personer som ska instilla sig for personutredning

Nir det giller det behov som Kriminalvirden har pdtalat om att {3
uppta biometriska underlag av personer som ir foremdl for
personutredningar i brottmal enligt lag om sirskild personutredning
i brottmil, m.m., gér utredningen diremot en annan bedémning.
Det rider forvisso ingen tvekan om att det kan uppstd situationer
nir en person som instiller sig fér att genomg3 en personutredning
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inte kan identifiera sig och att en sidan situation skulle kunna lésas
genom en upptagning av biometriska underlag som jimférs med
motsvarande uppgifter i polisens biometriregister.

En personutredning genomfors emellertid som huvudregel innan
huvudférhandling har hillits och det dr 1 det liget inte givet att
personen 1 friga kommer att démas fér den misstinkta
brottsligheten och inte heller att vederbérande kommer att behéva
verkstilla ett straff. Det dr dirmed inte sikert att personen kommer
att behova limna biometriska underlag hos Kriminalvirden enligt de
forslag som utredningen nu limnar. Att i den situationen ind4 uppta
biometriska underlag i syfte att endast dstadkomma en jimforelse
gentemot uppgifter 1 polisens biometriregister framstdr som alltfor
langtgdende och ingripande. Enligt utredningens bedémning ir
behovet av att kunna uppta och gora jimférelser med biometriska
underlag eller uppgifter alltsd inte s tungt vigande att det motiverar
att en sddan ordning ska tillitas. Utredningen limnar dirfér inget
forslag om att Kriminalvirden ska fi ta upp biometriska underlag
frdn de personer som ska genomga en personutredning.

Behov av biometriska underlag dven fran barn

Antalet barn, d.v.s. unga i1 8ldern 15-17 &r, som verkstiller
frivirdspafoljder har hittills varit begrinsat, se avsnitt 7.1.2.
Inférandet av ungdomsévervakning har dock forindrat detta till viss
del, eftersom den péfsljden ir avsedd f6r underdriga lagovertridare.
Av de 1920 unga klienterna (under 21 &r) som pdborjade en
verkstillighet 1 Kriminalvirden under &r 2024 var drygt 150 klienter
under 18 &r. Av dem var 13 démda till skyddstillsyn och 137 will
ungdomsdvervakning. En person verkstillde fingelsestraff genom
intensivévervakning genom elektronisk kontroll.

Det finns inte ndgot behov av undantagsbestimmelse for barn

Som framgar ovan ir behovet av att uppta biometriska underlag frin
barn detsamma som f6r évriga intagna, se avsnitt 16.2. Nigra skl
for att ha en annan ordning fér barn finns inte. Tvirtom skulle en
sirbehandling av den gruppen motverka de effektivitetsvinster som
anvindningen av biometri dr tinkt att medféra. Sirskilt vid
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verkstillighet av ungdomsévervakning kan det finnas skil att ersitta
manuella kontroller med biometrisk autentisering sd att resurserna
kan koncentreras till det dterfallstérebyggande arbetet. Utredningen
anser dirfor att de barn som idr démda tll villkorlig dom med
foreskrift om sambhillstjinst, skyddstillsyn, ungdomsévervakning
och som verkstiller fingelsestraff genom intensivévervakning med
elektronisk kontroll, i detta avseende bér behandlas pid samma vis
som vuxna. Det 6verensstimmer ocksd med den ordning som giller
for polisens upptagning av biometriska underlag till biometri-
registren samt de forslag som utredningen limnar betriffande
fingelse- respektive hiktesverksamheten. Det dr ocksd samma
ordning som redan giller delvis och kommer att gilla enligt lag om
verkstillighet av fingelsestraff med elektronisk 6vervakning.
Utredningen féresldr dirfér inga undantag for barn vad giller
upptagningen och anvindningen av biometriska underlag och
biometriska uppgifter.

Allménna principer for tvingsmedel beaktas

Nir det giller de allminna principer som giller for tvingsmedel
hinvisas till den redogorelse som finns i fingelsekapitlet avsnitt
14.3.3. Utredningen har avseende de forslag som limnas rérande
frivirdsverksamheten tagit samma hinsyn till legalitetsprincipen och
indamilsprincipen som gjorts betriffande de férslag som limnas
betriffande fingelseverksamheten, varfér det hinvisas till det
avsnittet betriffande utredningens éverviganden. Detsamma giller
utredningens 6verviganden och bedémning av proportionaliteten
och det hinvisas dven i1 den delen vad som sigs rorande
fingelseverksamheten 1 samma avsnitt.

Utredningen bedémer dirmed att nodvindigheten av
upptagningen och anvindningen av biometriska underlag for
indamadlet biometrisk autentisering och annan identifiering ir sd stor
att det overviger det integritetsintring som det innebir fér den
enskilde. Samma bedémning gérs gillande personer som instiller sig
for att verkstilla en frivdrdspifsljd men som inte kan identifiera sig,
for indamailet att jimféra med motsvarande uppgifter frin polisens
biometriregister. For ytterligare resonemang om proportionaliteten
1 stort, se integritetsanalysen i kapitel 23.
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Det hittills anférda giller utredningens overvigande och
bedémningen av proportionaliteten avseende limnade forslag.
Utover det ska proportionalitetsprincipen alltid tillimpas vid varje
tvings- eller kontrolldtgird. I 6§ lag om verkstillighet av
ungdomsévervakning finns bestimmelser om proportionalitets-
principen. Enligt utredningens bedémning bér principen komma till
uttryck dven 1 lag om verkstillighet av fingelsestraff med elektronisk
overvakning och 1 den féreslagna lagen om anvindning av biometri
inom delar av Kriminalvirdens verksambhet.

Konsekvenser av att den démde motsditter sig upptagning och
anvdndning av biometri

Utredningens forslag innebir, som utvecklas ovan, att en démd
person som ska verkstilla en p&f6ljd i frihet kommer att vara skyldig
att 13ta sig fotograferas samt att limna fingeravtryck och rostprov.
Upptagning av sidana biometriska underlag utgér en 3tgird som i
forsta hand bor genomforas genom att den démde efterkommer
éitgéirden Det kan emellertid uppstd situationer nir personen, trots
uppmaning om att genomfora den biometriska upptagningen, vagrar
att underkasta sig &tgirden. I sidana situationer ir det, 1
fingelseverksamheten och hiktesverksamheten, tillitet for
yinstemin inom Kriminalvirden att under vissa férutsittningar
ingripa med vald for att dtgirden ska kunna genomféras, se avsnitt
14.3.3 och 15.3.3. Det skulle kunna anféras att mojligheten att med
vald genomféra en sddan dtgird borde gilla dven inom frivirden. Det
skulle dock vara ett frimmande inslag i frivirdens normala
verksamhet och dessutom férenad med stora praktiska svrigheter.

I stillet bor vigran att 1ta Kriminalvirden uppta biometriska
underlag samt vigran att verifiera sig genom biometrisk
autentisering hanteras som misskdtsamhet enligt reglerna i 27 kap. 4
och 6 §§ brottsbalken, 28 kap. 7-8 §§ brottsbalken, 26 kap. 18-19 §§
brottsbalken, 26 § lag om verkstillighet av ungdomsévervakning
med diri gjorda hinvisningar samt 6 kap. 2 § lag om verkstillighet av
fingelsestraff med elektronisk évervakning.
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Ndrmare om personer domda till villkorlig dom med sambillstjinst

De personer som har démts till villkorlig dom med samhillstjanst ir
enligt 27 kap. 4 § brottsbalken skyldig att under prévotiden vara
skétsamma och efter férmiga forsoka forsérja sig. Om den
villkorliga domen har férenats med samhillstjinst ska den démde
fullgora sambhillstjinsten enligt en arbetsplan som upprittas av
Kriminalvirden. Om den démde inte iakttar vad som &ligger honom
eller henne enligt den villkorliga domen, d.v.s. att den démde
uppvisar misskdtsamhet, kan ritten enligt 27 kap. 6 § brottsbalken
pd talan av 3klagaren vidta olika dtgirder. Misskotsamheten kan vara
av olika slag och bestd i alltifrin ett olimpligt agerande till att den
démde underliter att géra det som férvintas av honom eller henne.”

Vad giller det praktiska genomférandet av sambhillstjinsten
kommer vissa moment, i enlighet med de férslag som utredningen
limnar, att framéver kunna utféras med digitala 16sningar dir en
persons identitet kan kontrolleras genom biometrisk autentisering
eller annan identifiering. Att limna biometriska underlag kommer
alltsd framover att vara en forutsittning for att den domde ska kunna
genomfora vissa foreskrifter. Underldtenhet att limna biometriska
underlag kommer att ha direkt betydelse for personens fullgérande
av foreskriften om sambhillstjinst och en vigran att limna
biometriska underlag kan innebira att den démde inte kan uppfylla
den nirvarokontroll eller &vriga kontroller som har féreskrivits.
Enligt utredningens bedémning kan underlitenhet att limna
biometriska underlag slutligen komma att bedémas som
misskdtsamhet 1 enlighet med befintliga regler i brottsbalken. Vid
misskdtsamhet kan dklagaren vilja att féra talan om att paféljden ska
undanrdjas, vilket nirmare regleras i 27 kap. 6 § brottsbalken. Av
den nyssnimnda bestimmelsen framgir att, om den démde inte
iakttar vad som aligger honom eller henne enligt den villkorliga
domen, far ritten besluta om varning, meddela vissa foreskrifter eller
undanrdja den villkorliga domen och bestimma annan péfsljd for
brottet.

13 Johannison, Sven, Brottsbalk (1962:700) 27 kap. 2 a §, avsnitt 2.5 Talan om 4ndring eller
upphivande av en foéreskrift om samhillstjinst, Lexino (JUNO) (besdkt 2025-11-20).
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Ndrmare om personer domda till skyddstillsyn

Skyddstillsyn ska enligt 28 kap. 5 § brottsbalken vara férenad med
overvakning frin dagen f6r domen. En person som har démts till
skyddstillsyn ir, enligt hinvisning 1 28 kap. 6 § brottsbalken till
26 kap. 16 § brottsbalken, skyldig att underkasta sig sirskilda
foreskrifter som Kriminalvirden meddelar. Det kan t.ex. handla om
pa vilket sitt och i vilken omfattning den démde ska hélla kontakt
med overvakaren eller Kriminalvirden och skyldighet att limna
blod-, urin-, utandnings-, saliv-, svett- eller hrprov fér kontroll av
att den Overvakade inte ir pdverkad av alkohol eller andra
beroendeframkallande  medel. Vad giller det praktiska
genomférandet av de nyssnimnda 3tgirderna kommer sidana
moment, 1 enlighet med de forslag som utredningen nu limnar, att
framéver kunna utféras med digitala [8sningar dir verifiering kan
goras genom biometrisk autentisering. Att limna biometriska
underlag kommer alltsd fram&ver att vara en férutsittning for att den
démde ska kunna genomféra vissa féreskrifter och underkasta sig
den 6vervakning som alltid foljer av skyddstillsynsdomen.

Underlitenhet att limna biometriska underlag och att anvinda
dem vid biometrisk autentisering kommer att ha direkt betydelse f6r
genomférandet av skyddstillsynen och personens fullgérande av
foreskrifterna och en vigran att limna biometriska underlag kan
innebira att den démde inte kan uppfylla den nirvarokontroll eller
de drogprover som har féreskrivits. Den domde kan d3 anses ha
brutit mot vad som giller f6r honom eller henne till f6ljd av domen
pa skyddstillsyn enligt 28 kap. 7 § brottsbalken. Enligt utredningens
bedémning kan underlitenhet att limna biometriska underlag
slutligen komma att bedémas som misskdtsamhet. En sddan
misskdtsamhet kan bla. leda till att en varning meddelas eller att
skyddstillsynen undanréjs och ny piféljd bestims for brottet, se
28 kap. 7-8 §§ brottsbalken samt avsnitt 6.3.3.

Nirmare om personer som dr villkorligt frigivna

Nir det giller personer som ir villkorligt frigivna s& kommer
biometriska underlag redan att ha upptagits 1 samband med att de
har varit intagna 1 hikte och/eller anstalt. Endast om de biometriska
underlagen eller biometriska uppgifterna av nigot skil, som att
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fingeravtryck eller utseende har dndrats eller Kriminalvirden fitt
tillgdng till ny teknisk utrustning som kriver att nya underlag
upptas, behdver biometriska underlag tas upp pa nytt. Det kan ocksd
under en &vergdngstid uppstd situationer nir villkorligt frigivna
personer aldrig hann limna biometriska underlag medan de var
intagna 1 hikte eller fingelse. Fér de personerna giller samma
regelverk som f6r de personer som har démits till skyddstillsyn, d.v.s.
de dr skyldiga att underkasta sig samma typ av sirskilda féreskrifter.
Utredningen anser dirfér, av samma skil som redogérs fér ovan
betriffande de personer som ir démda tll skyddstillsyn, att
underldtenhet att limna biometriska underlag slutligen kan bedémas
som misskdtsamhet. En sddan misskotsamhet kan bl.a. leda till att
den villkorligt medgivna friheten férklaras férverkad, se 26 kap. 18-
19 §§ brottsbalken samt avsnitt 6.3.3.

Ndrmare om personer domda till ungdomsévervakning

For en person som har domts till ungdomsévervakning ska det,
enligt 10 och 14 §§ lag om verkstillighet av ungdomsévervakning,
upprittas en verkstillighetsplan av vilken ska framg foreskrifter om
att den démde idr skyldig att méta sin koordinator med viss
regelbunden frekvens, underkasta sig rorelseinskrinkningar och p
begiran limna blod-, urin-, utandnings-, saliv-, svett- eller hirprov
for kontroll av att han eller hon inte ir pdverkad av narkotika,
alkohol eller nigot annat berusningsmedel. P4 samma vis som
redogjorts for ovan betriffande de personer som ir démda till
skyddstillsyn, kan de momenten vad giller manuell nirvarokontroll
och provtagning ersittas med digitala losningar som foérutsitter
verifiering genom biometrisk autentisering. Ovan féreslds att det 1
lagen om verkstillighet av ungdomsévervakning féreskrivs att
biometriska underlag ska tas frdn den démde. Att inte limna
biometriska underlag bor dirfér kunna bedomas som ett avsteg frdn
de &ligganden som féljer av domen p& ungdomsévervakning, och i
yttersta fall som misskdtsamhet som kan innebira att varning
meddelas eller att ungdomsévervakningen undanréjs och ny paféljd
bestims, se 26 § lag om verkstillighet av ungdomsévervakning, 30 b
§ lagen med sirskilda bestimmelser om unga lagovertridare och
32 kap. 4 § brottsbalken samt avsnitt 6.3.3.
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Ndrmare om personer som verkstiller fingelsestraff med elektronisk
dvervakning i sin bostad eller pd kontrollerat boende

Nir det giller en person som ska verkstilla fingelsestraff genom
elektronisk 6vervakning ir denne enligt 2 kap. 1 § skyldig att ritta
sig efter det som han eller hon ir skyldig till enligt lagen och enligt
foreskrifter som har beslutats med stdd av lagen. Enligt 6 kap. 2 §
samma lag ska ett beslut om verkstillighet genom elektronisk
overvakning upphivas bla. om den démde &sidositter sina
skyldigheter enligt lagen eller enligt en foreskrift som beslutats med
stdd av lagen och dsidosittandet inte dr av mindre betydelse. Genom
det lagforslag som innebir att Kriminalvirden ska f8 uppta och
anvinda fotografi av personer som ska verkstilla straff med
elektronisk évervakning 1 bostaden, se avsnitt 8.1.2, samt de forslag
som utredningen nu foreslir om méjlighet fér Kriminalvirden att
dessutom uppta fingeravtryck och rostprov frén de personerna,
kommer skyldigheten att underkasta sig upptagning av biometriska
underlag att framgd av lagen. En person som vigrar att underkasta
sig en upptagning av biometriska underlag riskerar dirmed 1i
slutinden att verkstilligheten upphivs varvid straffet 1 stillet far
avtjinas i fingelse."

Sammanfattande slutsats

Utredningens slutsats idr alltsd att vdgran att medverka till att
biometriska underlag tas upp och vigran att medverka tll att
verifiering sker med hjilp av biometrisk autentisering, kan leda till
att en villkorlig dom med féreskrift om samhillstjinst, en
skyddstillsyn eller en ungdomsévervakning undanréjs och ersitts av
en annan pdfoljd. Vidare kan en motsvarade vigran frin den som
verkstiller ett fingelsestraff genom elektronisk 6vervakning
foranleda att fingelsestraffet 1 stillet kommer verkstillas i anstalt.
Nigra lagindringar behévs silunda inte.

4 Prop. 2024/25:202, Utébkade mdjligheter att verkstilla fingelsestraff med elektronisk
dvervakning, s. 51 {.

327



Utokad anvindning av biometri i frivardsverksamheten Ds 2025:31

Bemyndigande
I 15kap. 5§ fingelselagen och 8 kap. 3§ hikteslagen finns

bestimmelser som i rent informativt syfte anger att regeringen har
befogenhet att meddela verkstillighetsforeskrifter till lag eller
delegera den ritten till myndighet. Det handlar om den
foreskriftsritt som regeringen har enligt 8 kap. 7 § regeringsformen
(verkstillighetstoreskrifter och regeringens restkompetens). Samma
information bor finnas 1 den nya lagen om anvindning av biometri
inom delar av Kriminalvirdens verksamhet. Utredningen foreslar
dirfor att det 1 den nya lagen infors en bestimmelse om att
regeringen eller den myndighet som regeringen bestimmer fir
meddela ytterligare foreskrifter. Regeringen kan sedan limna ett
sddant bemyndigande till Kriminalvirden.
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17 Anvandning av biometri fran
andra personer

17.1 Inledning

Enligt direktiven ska utredningen se over de rittsliga
forutsittningarna  for utdkad anvindning av  biometri i
Kriminalvirdens verksamhet. Syftet med 6versynen ir att sikerstilla
att Kriminalvirden har tillgdng till limpliga och flexibla biometriska
verktyg for att kunna bedriva en s effektiv verksamhet som mojligt
samtidigt som sikerheten stirks. Kriminalvirden har i hemstillan till
regeringen, utdver upptagning och anvindning av intagnas
biometriska underlag och biometriska uppgifter, ocksa redogjort for
behovet av att i vissa fall uppta och anvinda andra personers
biometriska underlag och biometriska uppgifter. Syftet ir att genom
biometrisk  autentisering  kunna  kontrollera  elektronisk
kommunikation mellan framfor allt anhériga och intagna, nigot som
idag inte finns rittsliga forutsittningar f6r att gora pa annat sitt in
genom manuell avlyssning.

I detta kapitel redogors for utredningens &verviganden och
forslag i dessa delar. Det innebir att hir behandlas férutsittningarna
for att ta rostprov fr8n personer som ska ha elektronisk
kommunikation med en intagen i hiikte och fingelse.

17.2 Elektronisk kommunikation i hakte och fangelse
17.2.1 Intagnas mojlighet till elektronisk kommunikation
Regelverk

En intagen har, enligt 7 kap. 4§ fingelselagen och 3 kap. 4§
hikteslagen, mojlighet till elektronisk kommunikation med en
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annan person i den utstrickning det limpligen kan ske. Med
elektronisk kommunikation avses ljud, text, bild, data eller annan
information som foérmedlas med hjilp av radio, ljus eller
elektromagnetiska svingningar som utnyttjar sirskilt anordnade
ledare. Det innebir t.ex. att anvindning av fast telefoni,
mobiltelefoni, internet och e-post omfattas av begreppet.
Bestimmelserna ir tillimpliga s&vil nir en intagen vill kommunicera
med ndgon annan som ir intagen i1 Kriminalvirden som med
personer utanfér.! Med uttrycket “limpligen kan ske” avses
praktiska férutsittningar for elektronisk kommunikation, t.ex. vad
som ir mojligt med hinsyn till anstaltens rutiner samt tillgdngen till
personal och utrustning f6r sidan kommunikation.’

Kommunikation kan vigras

Elektronisk kommunikation mellan en intagen 1 fingelse och en
annan person far enligt 7 kap. 4 § fingelselagen vigras om den kan
dventyra sikerheten pd ett sitt som inte kan avhjilpas genom
avlyssning, om det kan motverka den intagnes anpassning i samhillet
eller pd annat sitt kan vara till skada f6r den intagne eller ndgon
annan. Nir det giller en intagen i hikte fir, enligt 3 kap. 4§
hikteslagen, elektronisk kommunikation mellan den intagne och en
annan person vigras om den kan dventyra sikerheten pd ett sitt som
inte kan avhjilpas genom avlyssning. Elektronisk kommunikation
mellan en intagen 1 hikte och hans eller hennes offentliga férsvarare
far emellertid inte vigras.

I sammanhanget bor inflikas att den som ir hiktad kan vara
underkastad restriktioner enligt 24 kap. 5 a § rittegingsbalken, d.v.s.
att en domstol efter begiran frin &klagare har bestimt att
restriktioner fir meddelas. S&dana restriktioner kan innebira
sirskilda inskrinkningar 1 kontakten med omvirlden.

Vid bedémningen av om elektronisk kommunikation kan beviljas
boér sdvil riskerna kring den intagne som den som den intagne ska
kommunicera med beaktas. Tillstdnd fér den intagne till elektronisk
kommunikation med en person som avtjinar ett fingelsestraff eller

! Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 145.

27 kap. 4 § Kriminalvirdens féreskrifter och allminna rdd (KVES 2011:1) om fingelse (FARK
Fingelse) och 3 kap. 4 § Kriminalvirdens féreskrifter och allminna rdd (KVFS 2011:2) om
hikte (FARK Hikte).
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ir foremdl for kriminalvdrd 1 frihet bér normalt inte beviljas.
Detsamma giller sddan kommunikation med en person som ir
misstinkt for brott, missbrukar narkotika eller ir medlem i eller har
annan koppling till ett kriminellt nitverk eller grov organiserad
brottslighet. Om personen ir nirstdende till den intagne kan dock
tillstdnd till avlyssnad kommunikation medges, om riskerna kan
hanteras genom avlyssningen. Om den intagne saknar nirstdende att
kommunicera elektroniskt med, kan avlyssnad kommunikation dven
medges till annan dn nirstdende.’

Kontroll med avlyssning

Enligt 7 kap. 5§ fingelselagen och 3 kap. 5§ hikteslagen fir
elektronisk kommunikation mellan en intagen och en annan person
avlyssnas om det dr nodvindigt av sikerhetsskil. Nir det giller
elektronisk kommunikation mellan en intagen 1 fingelse och en
advokat som bitrider den intagne i en rittslig angeligenhet fir sidan
emellertid inte avlyssnas. Detsamma giller en intagen 1 hikte vad
giller dennes elektroniska kommunikation med sin férsvarare.

17.2.2 Kommunikation inom och utom INTIK-systemet
INTIK

Kriminalvirden har ett sirskilt system for telefonerande for intagna,
det s.k. INTIK-systemet. Genom det systemet sker huvududdelen
av de intagnas elektroniska kommunikation. Nir en intagen beviljas
ett tillstdnd att ringa inom INTIK-systemet sd innebir detta ett
l6pande tillstdnd att ringa till det aktuella numret som tllstdndet
avser och den intagne kan sjilv hantera telefoneringen. Elektronisk
kommunikation utanfér INTIK-systemet kriver alltid hantering av
personal och beviljas dirfér endast om den intagne har starka skil
for det. Starka skil att {3 ringa ett telefonsamtal utanfér INTIK-
systemet kan finnas for att ringa samtal till en forsvarare men ocksd
samtal till nirstdende, annan advokat dn férsvararen, arbetsgivare,
hyresvird eller liknande, bank eller férsikringsbolag, om behovet av

37 kap. 4 § Kriminalvirdens féreskrifter och allminna rdd (KVFS 2011:1) om fingelse (FARK
Fingelse) och 3 kap. 4 § Kriminalvirdens foreskrifter och allminna rdd (KVFS 2011:2) om
hikte (FARK Hikte).
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kontakt inte kan tillgodoses pd annat sitt. Det kan ocksd foreligga
starka skil att f4 genomfora ett videosamtal fér kontakt med
nirstdende barn samt {6r kontakt med nirstdende nir den intagne
sjilv dr ett barn. Starka skil att 3 genomféra ett videosamtal kan
dven finnas om en intagen, eller den som en intagen vill ha kontakt
med, har en sidan horsel- eller talnedsittning att samtal inte kan
genomféras via telefon.*

Telefontillstind

En ansékan om telefontillstdnd ska betraktas som en ansékan om
tillstdnd att ringa inom INTIK-systemet, om den intagne inte anger
ndgot annat.” Nigon automatisk prévning av samtal utanfér INTIK-
systemet behover siledes inte géras om tillstdnd inom systemet inte
kan beviljas.®

Bestimmelserna om elektronisk kommunikation 1 fingelselagen
och hikteslagen ir i princip uppbyggda utifrdn att varje
telefonsamtal ska provas for sig. For en dkad férutsebarhet och av
praktiska skil arbetar Kriminalvirden dock med ett system med
tillstdndsbeslut for elektronisk kommunikation inom INTIK-
systemet, dir dven forutsittningarna for framtida telefonsamtal
regleras genom tillstdndsbeslutet.” Férfarandet har accepterats av
savil JO som Hogsta férvaltningsdomstolen.®

Huvudregeln inom férvaltningsritten ir att ett gynnande beslut
inte kan &terkallas. Ett beslut om besok- eller telefontillstdnd kan
dock alltid dndras till den intagnes nackdel eller dterkallas med st6d
av 7 kap. 1 och 4 8§§ fingelselagen respektive 3 kap. 1 och 4 §§
hikteslagen.” Det betyder att ett tillstindsbeslut kan 4terkallas eller
indras till den intagnes nackdel om kontakten inte lingre limpligen
kan ske eller om det inte lingre finns rittsliga forutsittningar for att
bevilja elektronisk kommunikation. Ett beslut om besoks- eller

*7 kap. 4 § Kriminalvardens f6reskrifter och allminna rdd (KVFS 2011:1) om fingelse (FARK
Fingelse) och 3 kap. 4 § Kriminalvirdens féreskrifter och allminna rid (KVFS 2011:2) om
hikte (FARK Hikte).

57 kap. 4 § Kriminalvirdens foreskrifter och allminna rdd (KVFS 2011:1) om fingelse (FARK
Fingelse) och 3 kap. 4 § Kriminalvirdens féreskrifter och allminna rdd (KVFS 2011:2) om
hikte (FARK Hikte).

¢ Kriminalvirdens handbok fér besok och elektronisk kommunikation (2014:3), s. 75.

7 Kriminalvirdens handbok fér besok och elektronisk kommunikation (2014:3), s. 75.

§ Se bl.a. JO:s beslut 1995-02-15, dnr 4700-1994 och RA 1992 ref. 65.

 Avgérande frin Hogsta forvaltningsdomstolen den 21 december 2016, mél nr 6950-14.
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telefontillstdind behéver dirmed inte férses med ett dterkallelse-
forbehdll. Aven tillstind att ringa ett samtal utanfér INTIK-
systemet kan pd samma sitt terkallas."

Ett tillstdnd tll elektronisk kommunikation inom INTIK-
systemet kan ocksd upphora att gilla om den intagne omplaceras till
en annan anstalt eller hikte eller placeras 1 hogre sikerhetsklass. Nir
det giller elektronisk kommunikation utanfér INTIK-systemet
upphor ett sidant bifallsbeslut att gilla efter en omplacering till ett
annat hikte eller en annan anstalt. Det upphér normalt dven nir
syftet med samtalet ir uppnitt, iven om den intagne ir kvar pd
samma verksamhetsstille. Forutsittningarna f6r att bevilja tillstind
till en kontakt skiljer sig delvis 4t 1 anstalt och hikte. Det innebir att
ett tillstdnd som har beviljats pd ett hikte inte automatiskt kan
fortsitta att gilla efter forflyttning till anstalt. T stillet mdste
anstalten, om den intagne ansdker om tillstdnd efter férflyttningen,
gora en provning av om kontakten kan beviljas utifrin reglerna 1
fingelselagen. Anstalten kan dock naturligtvis helt eller delvis
beroende pa férutsittningarna i det enskilda fallet, ligga uppgifter ur
hiktets utredning till grund for sitt beslut."

Villkor om avlyssning och inspelning

Telefontillstdnd inom INTIK-systemet fir férenas med villkor om
avlyssning och eller inspelning och avlyssning 1 efterhand.
Avlyssning av elektronisk kommunikation ska som utgingspunkt
ske 1 realtid. Om det innebir tillricklig kontroll f&r kommunika-
tionen emellertid spelas in och avlyssnas i efterhand. Situationer d3
det kan innebira tillricklig kontroll att kommunikationen spelas in
och avlyssnas i efterhand kan vara nir syftet med avlyssningen
endast dr att sikerstilla att kommunikationen inte kopplas vidare,
utan fors med den person som Kriminalvirden har kontrollerat och
godkint att den intagne f&r kommunicera med. Med hinsyn till de
personalresurser som krivs for att avlyssna samtalen 1 efterhand far

19 Kriminalvirdens handbok fér besok och elektronisk kommunikation (2014:3), s. 75 f.
" Kriminalvdrdens handbok fér besék och elektronisk kommunikation (2014:3), s. 77.
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intagna, enligt Kriminalvirden, endast ringa sddana samtal under en
timme per vecka."

En riskbedémning kan leda till slutsatsen att det inte ricker att
kontrollera att kommunikationen sker med den som Kriminalvirden
godkint, utan en kontroll av vad som sigs behover goras. S ir
normalt fallet f6r intagna pd sikerhetsavdelning. S& kan dven vara
fallet for andra intagna, t.ex. de som har en ledande position 1 ett
kriminellt nitverk eller som annars bedéms ha en stor vilja och
formdga att nyttja elektronisk kommunikation fér medverkan i
brottslig verksamhet eller f6r att planera brott, insmuggling av
droger eller farliga foremél eller rymning eller fritagning.”

Eftersom avlyssning i realtid inom INTIK-systemet endast sker
pd sikerhetsavdelning behover évriga realtidsavlyssnade samtal ske
utanfér INTIK-systemet. D3 hanteringen av dessa samtal dr in mer
resurskrivande in samtal som spelas in och avlyssnas 1 efterhand
beviljas samtal till nirstdende inte oftare in ett samtal per vecka och
oftast inte mer dn 15 min per samtal.

Annan ordning for personer i forvar

Bestimmelserna om elektronisk kommunikation i fingelselagen och
hikteslagen giller for alla intagna, d.v.s. iven de personer som kan
vara intagna 1 fingelse eller hiikte pd annan grund dn brottsmisstanke
eller verkstillighet av straff. Diremot finns en sirreglering for
utlinningar som har tagits 1 forvar enligt 10 kap. 20 § utlinnings-
lagen. Av 11 kap. 2 § samma lag framgdr att f6r behandlingen av en
utlinning som placerats 1 kriminalvirdsanstalt, hikte eller polisarrest
giller hikteslagen 1 tillimpliga delar. Det framgir emellertid av
11 kap. 2 § att utlinningen ska ges mojlighet att ha kontakt med
personer utanfor inrittningen och dven i dvrigt beviljas de littnader
och férminer som kan medges med hinsyn tll ordningen och
sikerheten inom inrittningen. Det framgir vidare av Kriminal-
virdens handbok om besok och elektronisk kommunikation att en
forvarstagens ansdkan om tillstdnd att ringa inom INTIK-systemet
inte kan nekas, eftersom varken sikerhetsskil eller resursskil kan

12 7 kap. 4 § Kriminalvdrdens féreskrifter och allminna rdd (KVFS 2011:1) om fingelse
(FARK Fingelse) och 3 kap. 4§ Kriminalvirdens féreskrifter och allminna rdd (KVFS
2011:2) om hikte (FARK Hikte).

13 Kriminalvdrdens handbok fér bessk och elektronisk kommunikation (2014:3), s. 68.
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dberopas 1 ett sirskilt fall, detta eftersom intagna sjilva hanterar
telefoneringen inom systemet. Mot denna bakgrund har
Kriminalvirden undantagit férvarstagna frin bestimmelsen att en
ansdkan om telefontillstind ska ses som en ansékan om att {4 ringa
inom INTIK-systemet."*

17.2.3 Kontroller av andra personer
Samtycke

En forutsittning for att elektronisk kommunikation ska kunna
komma till stdind med en intagen 1 fingelse ir att den person som en
intagen vill kommunicera med samtycker till att kontakten dger rum.
Om den som kontakten ska dga rum med inte samtycker till kontakt
med den intagne, fir den intagne inte beviljas tillstdnd till kontakten.
Av Kriminalvirdens foreskrifter och allminna rdd om fingelse
framgdr att den som en intagen vill kommunicera elektroniskt med
ska tillfrdgas om han eller hon samtycker till att kontakten ska dga
rum.” Samtycke ska inhimtas genom en sirskild blankett.'® Det
finns emellertid vissa undantag frdn skyldigheten att inhimta
samtycke, som t.ex. om den som kontakten ska dga rum med ir
advokat eller tjinsteman pd en svensk myndighet, vid telefonsamtal
som ir av stor vikt for den intagnes frigivningsforberedelser och
samtalet sker utanfér INTIK-systemet samt nir en intagen
underrittar en nirstiende om var han eller hon befinner sig enligt
bestimmelsen i 3 § fingelseférordningen."”

Elektronisk kontakt med nigon som ir intagen 1 hikte kriver inte
att samtycke inhimtas pd forhand frin den som den intagne vill
kontakta.

Kontroll mot misstanke- och belastningsregister

Om det behdvs for att beddma om elektronisk kommunikation kan
tillitas eller ska kontrolleras genom avlyssning, ska det enligt 7 kap.

4 Kriminalvdrdens handbok om besk och elektronisk kommunikation, (2014:3), s. 73.

15 7 kap. 8§ Kriminalvirdens foéreskrifter och allminna rdd (KVES 2011:1) om fingelse
(FARK Fingelse).

16 Kriminalvdrdens handbok om besék och elektronisk kommunikation (2014:3), s. 15.

177 kap. 8 § Kriminalvirdens féreskrifter och allminna rdd (KVFS 2011:1) om fingelse
(FARK Fingelse).
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10§ fingelselagen respektive 3 kap. 11§ hikteslagen 1 forvig
undersékas om den som kontakten ska iga rum med ir démd eller
misstinkt for brott eller f6r att utdva brottslig verksamhet. I den
utstrickning det behovs fir upplysningar ocksd inhimtas om hans
eller hennes personliga férhillanden i 6vrigt. En sddan undersdkning
ska goras innan en intagen i anstalt med sikerhetsklass 1 och 2
beviljas tillstdnd till elektronisk kommunikation. Det behévs dock
inte om tillricklig kontroll kan uppnis genom att kommunikationen
kontrolleras." Nir det giller undersdkning av personer vilka intagna
1 anstalt med sikerhetsklass 3 vill ha elektronisk kommunikation
med, gors kontroller vid behov."”

De bakgrundskontroller som gors sker genom kontroll av
belastningsregister och misstankeregister. Kriminalvirden har ritt
att f uppgifter ur belastningsregistret och misstankeregistret nir det
behévs for provning av en friga enligt bla. fingelselagen eller
hikteslagen.” Personen som en intagen i hikte vill ha kontakt med
informeras inte i {6rvig om att en sddan kontroll kan komma att ske.
Nir det giller personer som en intagen 1 anstalt vill ha kontakt med
far dessa informationen genom samtyckesblanketten.”!

17.2.4 Stiandig manipulation och paverkansforsok
Kriminalvirdens uppdrag

Kriminalvirden har som frimsta uppdrag att verkstilla utdémda
pafoljder, bedriva hiktesverksamhet och utféra personutredningar i
brottmdl, se 1 och 2§§ foérordning med instruktion for
Kriminalvirden. Myndigheten ska bedriva verksamheten pd ett
sikert, humant och effektivt sitt samt forebygga &terfall 1 brott.
Utover det ska myndigheten sirskilt vidta dtgirder som syftar till att
brottslighet under verkstilligheten férhindras och att narkotika-
missbruk bekimpas. Genom de bestimmelser 1 fingelselagen och
hikteslagen som reglerar mojligheten f6r intagna att std 1 férbindelse
med andra genom elektronisk kommunikation, kan Kriminalvirden

18 Kriminalvirdens handbok om besdk och elektronisk kommunikation (2014:3), s. 38.

19 Kriminalvdrdens handbok om besdk och elektronisk kommunikation (2014:3), s. 39.

2 Se 6 § forsta stycket 4 lag om belastningsregister och 10 § férordning (1999:1134) om
belastningsregister respektive 5 § forsta stycket 2 lag om misstankeregister och 4 § forsta
stycket 3 férordning (1999:1135) om misstankeregister.

2! Kriminalvirdens handbok om besék och elektronisk kommunikation (2014:3), s. 39.
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begrinsa och 1 évrigt vidta de sikerhetsitgirder som behovs for att
genomfdra kommunikationen pa ett sikert sitt.

Omfattningen av elektronisk kommunikation

Nir det giller mingden telefonsamtal som genomférs mellan
intagna och andra personer s kan konstateras att det handlar om
omfattande volymer. Bara mellan den 2 juni och 22 juni 2025
ringdes, enligt Kriminalvirden statistik, samtal motsvarande nira
11 500 timmar inom Sverige och drygt 550 timmar till utlandet. Av
annan statistik som Kriminalvidrden tagit fram framgdr att under
perioden 28 april till den 25 maj 2025 avlyssnade Kriminalvirden
19 513 samtal 1 sin helhet och ungefir lika minga samtal avlyssnades
delvis.

Manipulation

Den elektroniska kommunikationen mellan intagna och andra
personer ir stindigt utsatt for manipulationsférsék, enligt vad
Kriminalvirden beskrivit fér utredningen. Det ir inte ovanligt att
intagna forsoker kontakta personer som inte har godkints for
elektronisk kommunikation eller som inte har samtycke till
elektronisk kommunikation. Kontaktférsdken kan ske genom
manipulation av den tekniska utrustningen eller genom att den
person med vilken elektronisk kontakt har godkints, méjliggor for
ytterligare en person att delta i samtalet genom att verlimna
telefonen till en annan person eller pa annat vis koppla in en annan
person i samtalet, s.k. trepartskoppling.

I en dom frin Virmlands tingsritt den 7 februari 2022 redogors
for hur en tilltalad kunnat genomfora otillitna samtal frdn en anstalt.
Den tilltalade har uppgett att det fanns tva trddlosa telefoner som de
intagna kunde anvinda. Han l&nade ut sitt telefontillstdnd till andra
intagna genom att han ringde upp sin flickvin som direfter, genom
en annan telefon, ringde ett nummer som en annan intagen 6nskade
ringa. Direfter lade flickvinnen telefonerna mot varandra s att
personerna kunde tala med varandra.”

22 Virmlands tingsritts deldom den 7 februari 2022 i mil B 3696-21.
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Kriminalvirdens underrittelseavdelning har  sammanstillt
rapporter med redogorelser ver de manipulationsférsok som
intagna vidtagit. Nir det giller manipulation av INTIK-systemet har
underrittelseavdelningen uppgett att bara antalet forsok ill
trepartskopplingar under 2024 uppgick till 11 907 fall. Det ir alltsd
inte ovanligt att intagna foérséker manipulera tekniken fér att
mojliggdra kontakter som inte hade godkints och som kan innebira
sikerhetsrisker. Kriminalvirden bedémer dessutom mérkertalet
vara stort.

Under en méinad under 2023 genomférdes en studie av
samtalsloggar inom INTIK fr&n anstalter med sikerhetsklass 1.
Analysens syfte var att identifiera manipulativa monster for att
kartligga forekomsten av otilliten kommunikation genom
anvindandet av en annan intagens INTIK. Studien visade att det
forekom otilliten kommunikation via INTIK-systemet pd samtliga
undersokta anstalter. Den vanligaste metoden fér otilliten
kommunikation var att genom tving, utlining eller uthyrning
anvinda nigon annans tillstind att ringa inom INTIK. Det visade sig
ofta kombineras med att pd nigot sitt f6rma de anhériga att hilla lur
mot lur vilket gav mojlighet att ringa ut till 1 princip vem som helst.
Morkertalet bedémdes vara stort.

Under juni mdnad 4r 2025 registrerades 738 tillfillen dir
personen som den intagne fatt tillstdnd att ringa till pd olika sitt
forsokt koppla vidare samtalet.

17.3  Overviaganden och forslag

Forslag: Elektronisk kommunikation mellan en intagen och en
annan person ska f& kontrolleras med biometrisk autentisering
om det dr nddvindigt av sikerhetsskal.

Rostprov ska f3 tas av en person som ska ha elektronisk
kommunikation med en intagen, f6r biometrisk autentisering i
samband med elektronisk kommunikation, nir férutsittningar
for kontroll med biometrisk autentisering enligt 7 kap. 5§
fingelselagen eller 3 kap. 5 § hikteslagen foreligger.

Elektronisk kommunikation mellan en intagen i fingelse och
en advokat som bitrider den intagne 1 en rittslig angeligenhet ska
inte fi kontrolleras med biometrisk autentisering. Samma
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inskrinkning ska gilla elektronisk kommunikation mellan en
intagen 1 hikte och dennes férsvarare.

Forslaget ska genomféras genom indringar 1 fingelselagen
och hikteslagen.

Rostprov ska f3 tas av barn under femton ar om det inte ir
olimpligt.

Bedomning: Proportionalitetsprincipen finns redan reglerad i
fingelselagen och hikteslagen och kommer att omfatta de forslag
som utredningen limnar.

Skilen f6r utredningens f6rslag och bedomning
Kontroll av elektronisk kommunikation

Nir det giller intagnas mojlighet att ha elektronisk kommunikation
med omvirlden och i synnerhet anhériga, ir den som tidigare
beskrivits begrinsad och féremdl fér kontroller. Den som ska
kontaktas av en intagen kan behova kontrolleras genom t.ex.
forekomst 1 belastningsregistret. Fér kontakt med intagna 1 fingelse
krivs ocksd att personen som ska kontaktas samtycker till
kontakten. Dessutom kan samtalen komma att avlyssnas i realtid
eller i efterhand. De omfattande kontrollerna syftar till att
Kriminalvirden ska kunna sikerstilla sitt uppdrag att garantera en
siker verkstillighet av utdémda paféljder och hiktesverksamhet,
arbeta &terfallsférebyggande och bekimpa narkotikamissbruk.
Kontrollerna syftar dven tll att sikerstilla att den elektroniska
kommunikationen sker mellan de personer for vilken kontakten har
godkints men ocksd att samtalen innehéllsmissigt inte innehéller
nigot otillborligt.

Befintliga kontrollmajligheter dr resurskrivande och inte tillrickligt
sikra

Idag ir det Kriminalvirdens personal som skoter all praktisk
hantering kring den elektroniska kommunikationen. Det innebir
bl.a. att de mottar skriftliga ansékningar frén de intagna om att {3 ha
elektronisk  kommunikation med n8gon, gor erforderliga
bakgrundskontroller av personerna med vilken kontakten ska ske
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samt fattar beslut om tillstind till elektronisk kommunikation. Det
ir ocksd personalen som utfér avlyssning, antingen 1 realtid eller av
inspelade samtal. Samtalen kan behova avlyssnas for att sikerstilla
att dessa f6rs med den person som samtalet har godkints fér och for
att férhindra brottslig verksamhet och planering av rymning. De kan
ocksd behova avlyssnas for att eliminera risken foér sabotage eller
annan manipulation av férundersékning.

Den typen av kontroll ir resurskrivande fér Kriminalvirden
eftersom en medarbetare méste lyssna igenom hela eller delar av
samtalen. Hanteringen kriver alltsd omfattande personella resurser.
Kontrollen ir inte heller alltid siker och effektiv. Om avlyssningen
sker 1 efterhand av inspelade samtal ir det inte sikert att personalen
1 ritt tid lyckas motverka att otillitna kontakter tas. Att samtal
mellan en intagen och en anhérig blir avlyssnade, i realtid eller i
efterhand, kan ocks3 sigas vara ett betydande integritetsintring och
integritetsfoérlust fér bida deltagarna i samtalet. Detta giller oavsett
att de uppgifter som kriminalvirdstjinstemannen pa sd sitt far del av
kan omfattas av sekretess. Dessutom kan det inte genom manuell
avlyssning garanteras att det ir ritt person som pratar under hela
samtalet. Det ir t.ex. inte uteslutet att réster liknar varandra eller att
andra misstag kan géras.

Kriminalvirden har uppgett att myndigheten idag har svért att
hinna med all avlyssning och kontroll som behéver ske och att
myndigheten inte f6rmir kontrollera elektronisk kommunikation i
den utstrickning som vore efterstrivansvirt.

Risker om kontroller inte kan uppritthillas eller genomforas

Om Kriminalvirden inte kan sikerstilla att den elektroniska
kommunikationen sker pd ett sikert sitt och med de personer som
har kontrollerats och godkints for kontakt, finns sdsom utredningen
bedomer det, risk for att intagna t.ex. fortsitter sin brottsliga
verksamhet, forsoker piverka mélsiganden eller planera
rymningsfoérsok. Utdver det finns risk for att intagna inte kan tilldtas
ha elektronisk kommunikation med anhériga och andra i den
utstrickning de sjilva 6nskar eller som hade varit gynnsamt f6r dem.
Detta for att Kriminalvirden inte har resurser for att kontrollera alla
samtal och att samtal som hade varit positiva f6r den intagne och den
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anhorige inte kan ske 1 tllricklig utstrickning. Med kapacitets-
utdkningen kommer det dessutom bli innu svirare f6r myndigheten
att kunna hantera sikerheten kring den elektroniska kommunika-
tionen.

Enligt utredningens bedémning stir det dirfér klart att Kriminal-
varden behover ytterligare verktyg for att kunna kontrollera den
elektroniska kommunikationen p3 ett tillfredsstillande vis.

Behov av att kontrollera elektronisk kommunikation med biometrisk
autentisering

Ett sitt att stirka sikerheten kring den elektroniska kommunika-
tionen och att 1 hogre grad undanréja risken for otillitna kontakter
vore att, utdéver mojligheten att avlyssna samtal, tillita verifiering av
de samtalande personerna genom biometrisk autentisering. Om den
intagne och den som kommunikationen ska ske med pd férhand
limnar réstprov kan det under samtalet med hjilp av biometrisk
autentisering sikerstillas att samtalet verkligen hills mellan de
personer for vilka kontakten ir godkind. Om den intagne eller den
person med vilken kontakten ska ske éverlimnar telefonen till nigon
annan eller pd annat sitt manipulerar kontakten si att ndgon annan
utdver de ursprungliga personerna deltar 1 samtalet, kan samtalen
genom en teknisk funktion avslutas omedelbart.

Dessutom skulle biometrisk autentisering innebira en sikrare
verifiering av att en rost tillhor en viss person jimfort med att samma
kontroll goérs manuellt. Forfarandet skulle oka sikerheten vid
kommunikationen markant och samtidigt innebira stora
effektivitetsvinster f6r Kriminalvdrden. Utéver det skulle
integriteten for de intagna och de personer som de har elektronisk
kommunikation med stirkas eftersom samtalen inte skulle behova
avlyssnas av Kriminalvdrdens personal i samma utstrickning.
Slutligen skulle kontroll med biometrisk autentisering ha generellt
sikerhets- och trygghetshéjande effekter f6r de intagna. Det skulle
bli svirare med ”saluféring av telefonsamtal” d.v.s. att intagna via sitt
eget telefontillstdnd forsoker silja telefontid t andra intagna eller
utsitts for pdtryckningar f6r att overldta sin telefontid. Det kan
ocksd antas innebira en sikrare ordning fér anhériga med mindre

risk f6r pdtryckningar.

341



Anvindning av biometri fran andra personer Ds 2025:31

Kontroll med biometrisk autentisering ska tilldtas och rostprov ska fa
tas fran andra dn intagna

Det har i avsnitt 7.1.2 och 7.1.3 redogjorts for vilket anstringt lige
Kriminalvirden befinner sig i och vilka utmaningar myndigheten
stdr infor p.g.a. den kommande kapacitetsutdkningen. Vidare har det
ovan redogjorts f6r de behov som finns avseende att uppta och
anvinda réstprov frin intagna och de personer som intagna har
elektronisk kommunikation med f6r att anvinda vid kontroll genom
biometrisk autentisering samt vilka effektivitets- och integritets-
vinster det skulle innebira att kunna éverg3 till en sidan losning.
Enligt utredningens uppfattning rider det inga tvivel om att
Kriminalvdrden har ett mycket tydligt behov av att anvinda
biometrisk autentisering for att framover klara av att uppritthilla
sikerhet och effektivitet vid elektronisk kommunikation mellan
intagna och andra personer. I det fortsatta avsnittet viger
utredningen detta mot de skil som kan tala emot en sddan ordning
och provar sedan om, och 1 vilken utstrickning, detta bor
genomforas. En sddan ordning forutsitter att rostprov ockss kan tas
frdn intagna och anvindas for biometrisk autentisering.
Utredningen har 1 avsnitt 14.3.3 och 15.3.3 limnat sidana férslag.

Forenlighet med grundliggande fri- och réttigheter

Var och en itnjuter genom bl.a. Europakonventionen och EU:s
rittighetsstadga skydd fér privatlivet. Frigan om upptagning av
rostprov har Europadomstolen dnnu inte tagit stillning till. Med
hinsyn till det vidstrickea tillimpningsomridet f6r skyddet i artikel
8, finns det enligt utredningens uppfattning, emellertid skil for att
utgd frin att dven rostprov omfattas av skyddet. Upptagning av
rostprov anses inte vara ett sddant kroppsligt ingrepp som anges 1
2 kap. 6 § forsta stycket regeringsformen® och det ir inte sjilvklart
att upptagningen av rostprov utgdr ett tvidngsmedel. Diremot kan
upptagning av rostprov utgora ett sddant betydande intring i den
personliga integriteten som alla enligt 2 kap. 6§ andra stycket
regeringsformen ir skyddade fran.

For att lagstiftaren ska 3 gora begrinsningar 1 dessa rittigheter
krivs, féorutom att de har stod i lag, att de gors for vissa tilldtna

2 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 54.
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indamadl. I regeringsformen uttrycks det som att inskrinkningen, f6r
att vara tilldten, miste goras for att tillgodose indamil som ir
godtagbara 1 ett demokratiskt samhille, se 2 kap. 20 och 21 §§
regeringsformen. P4 motsvarande sitt uttrycks det 1 Europa-
konventionen dir det framgdr att en inskrinkning ska vara
noédvindig 1 ett demokratiskt sambhille, vilket innebir att
inskrinkningen miste svara mot ett tringande socialt behov.**

De forslag som utredningen limnar syfrar wll att ge
Kriminalvirden effektiva men rittssikra verktyg for att, trots en
ligre personaltithet, kunna uppritthilla allmin ordning och
sikerhet 1 anstalt och hikte samt bevara personella resurser for det
klientnira och &terfallsférebyggande arbetet. Syftet att férebygga
oordning eller brott framgir redan av Europakonventionens
artikel 8 och kan dirmed i sig motivera en inskrinkning i
integritetsskyddet. Europadomstolen har dessutom i flera rittsfall
bedémt att sikerhet i1 fingelse ir ett sddant dndamdl som kan
motivera en rittighetsbegrinsning.”

Genom tagande av rostprov och verifiering med biometrisk
autentisering skulle intagna kunna erbjudas utokad kontakt med
anhoriga, dessutom under mindre integritetsinskrinkande
férutsittningar eftersom samtalen inte kommer att behéva avlyssnas
av Kriminalvirdens personal i lika hég utstrickning. Aven det kan
motiveras med behovet av att uppritthdlla ordning och allmin
sikerhet inom anstalt och hikte, men syftet ir ocks3 att erbjuda de
intagna ett mer innehdllsrikt verksamhetsinneh3ll och mojlighet att
uppritthilla kontakter med omvirlden och anhériga. Det handlar
alltsd om dtgirder som i stor utstrickning syftar till att tillgodose de
rittigheter som intagna har enligt bdde internationella taganden och
svensk lagstiftning och som kommer att vara till gagn for de intagna.
Att anvinda biometrisk autentisering for det nu angivna syftet fir
enligt utredningens mening, anses utgora godtagbara intrdng i de
rittigheter som skyddas av regeringsformen, Europakonventionen
och EU:s rittighetsstadga.

2* Europadomstolens dom i Silver m.fl. mot Storbritannien, ml nr 7136/75, dom den 25 mars
1983.

2 Europadomstolens dom i Wainwright mot Storbritannien, m4l nr 12350/04, dom den 26
september 2006, dom i Van der Ven mot Nederlinderna, mdl nr 50901/99, dom den 4 februari
2003, dom i Iwanczuk mot Polen, mil nr 25196/94, dom den 15 november 2001, dom 1
Valaginas mot Litauen, 44558/98, dom den 24 juli 2001 och dom i Horych mot Polen, mil nr
13621/08, dom den 17 april 2012.
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Utredningens slutsats dr dirmed att det dr mojligt att inskrinka
skyddet for privatliv i Europakonventionen och EU:s
rittighetsstadga och skyddet mot patvingade kroppsliga ingrepp och
sddan 6vervakning eller kartliggning av den enskildes personliga
forhillanden som stadgas 1 2 kap. 6 § regeringsformen for intresset
att uppritthdlla effektiv och siker verkstillighet av fingelsestraff och
hiktesverksamhet samt att bereda de intagna ett bredare och mer
kvalitative verksamhetsinnehdll samt mojlighet att uppritthilla
kontakter med omvirlden.

Sarskilt ingripande att uppta biometriska underlag av andra personer
dn intagna

Fortroenderddet vid en anstalt som utredningen triffat har lyft fram
att anhoriga till intagna inte ska behdva drabbas av integritetsintrng
p.g.a. annans tidigare kriminalitet, se avsnitt 13.1. Aven representan-
terna for Advokatsamfundet har framfért starka betinkligheter
gentemot forslaget.

Normalt ir det de intagna som drabbas av rittighets-
inskrinkningar inom anstalt och hikte men av sikerhetsskil behover
dven andra personer i vissa fall underkasta sig sdana 3tgirder.
Exempel pd sddana situationer ir att besdkare kan behéva underkasta
sig dtgirder som kroppsvisitation eller ytlig kroppsbesiktning. Att
besdkare kan tvingas genomgd den formen av tgirder motiverades
1 férarbetena till fingelselagen respektive hikteslagen med behovet
av att hindra insmugglingen av otillitna féremdl som narkotika och
vapen, trots att den ganska lingtgiende kontrollen kan innebira
pifrestningar fér anhoriga.®® Det finns ocksd mojlighet for
Kriminalvirden att granska brev och andra férsindelser med intagna
som mottagare. Utdver det kan anhoriga bli foremal for kontroller
av belastningsregister och andra liknande kontroller innan samtal
med en intagen godkinns. Det kommer ocksd, efter genomférande
av de indringar som foreslds 1 propositionen om en modern
lagstiftning f6r Kriminalvirdens personuppgiftsbehandling, att bli
mojligt att behandla personuppgifter i sikerhetsregistret om bl.a. en

26 Prop. 1974:20, med forslag till ny lagstifining om kriminalvdrd i anstalt m.m., s. 41, prop.
1981/82:141, om dndring i lagstiftningen om kriminalvdrd i anstalt m.m., s. 29 och prop.
1975/76:90, med férslag till ny lag om behandlingen av hiktade och anhdllna m.fl, m.m., s
66 f.
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anhorig som kan antas tillhéra eller verka fér en organisation eller
grupp som utdvar allvarlig brottslig verksamhet.

Det ir alltsd mojligt att, med hinsyn till intresset att férebygga
oordning eller brott och sikerstilla sikerhet 1 fingelseverksamheten
och hiktesverksamheten, dven inskrinka rittigheter fér andra
personer dn de intagna. Dessutom kan framhillas att inskrink-
ningarna kan motiveras av behovet att erbjuda de intagna ett mer
innehdllsrikt verksamhetsinnehdll och méjlighet att uppritthilla
kontakter med omvirlden 1 stérre utstrickning dn idag. Det blir en
avvigning av olika intressen som fir avgéra om en inskrinkning som
triffar anhoriga ir motiverad. Enligt utredningens bedémning viger
de skil som talar foér en sddan rittighetsinskrinkning 6ver.
Betriffande forslaget att ta upp réstprov av intagna s redogors det
for 1 avsnitt 14.3.3 och 15.3.3.

Upptagning av rdstprov fran andra én intagna och kontroll med
biometrisk autentisering ska endast fd ske ndir det dr nodvindigt av
sikerhetsskdl

Réstprov kan anvindas for att sikerstilla att en viss rost tillhor en
viss person genom biometrisk autentisering. Tekniken skulle kunna
anvindas under elektronisk kommunikation for att sikerstilla att
det ir den intagne och den person som godkints for elektronisk
kommunikation, som samtalar. Om samtalet manipuleras eller
telefonen 6verlimnas till en annan person kan samtalet genom en
teknisk funktion avslutas omedelbart. Ett sddant verktyg vore enligt
Kriminalvirden till stor nytta f6r att sikerstilla en siker och effektiv
verksamhet, en slutsats som utredningen delar.

Att regelmissigt tilldta upptagning och anvindning av réstprov
frdn andra in intagna utan nirmare urskiljning framstir emellertid
enligt utredningens mening som b&de onddigt och alltfér ingripande
och oproportionerligt, framfér allt eftersom inte alla samtal behéver
kontrolleras pd det viset idag. Det bér dirfor 1 lagtext komma till
uttryck att upptagning av anhérigas rostprover endast fir ske nir
den elektroniska kommunikationen behéver kontrolleras av
sikerhetsskil. P4 samma vis bor det anges att kontroll med
biometrisk autentisering endast fir ske nir det ir nodvindigt av
sikerhetsskil, d.v.s. samma f6rutsittning som idag giller for att
elektronisk kommunikation ska fi avlyssnas. Enligt utredningens
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bedémning bor justeringarna goéras 1 befintligt regelverk 1 fingelse-
respektive hikteslagen.

Mer om sikerbetsskdl

Enligt gillande regelverk far Kriminalvirden kontrollera elektronisk
kommunikation genom avlyssning om det ir ndédvindigt av
sikerhetsskil. Utredningen foresldr nu att Kriminalvirden dven ska
fd anvinda biometrisk autentisering f6r sddan kontroll. Det kommer
pd samma vis som giller f6r avlyssning att vara tillitet endast om det
ir noédvindigt av sikerhetsskil. Det innebir att Kriminalvirden,
precis som ir fallet med avlyssning, kommer att behéva gora en
riskbeddmning 1 varje enskilt fall for att bedéma om elektronisk
kommunikation kan tillitas. Mgjligheten att uppta rostprov frin
andra in intagna kommer pd motsvarande vis begrinsas till de fall
nir den elektroniska kommunikationen p.g.a. sikerhetsskil behover
kontrolleras.

Frigan ir di vad sikerhetsskil innebir. I férarbetena till
fingelselagen angav regeringen att det t.ex. kan finnas skil att vigra
kommunikation med en person som ir misstinkt f6r brott eller som
har kopplingar till kriminella nitverk, men ocksid kommunikation
som kan utnyttjas till att trakassera en madlsigande.”’ Dessa
omstindigheter skulle, enligt utredningens bedémning, samtidigt
kunna utgdra sidana sikerhetsskil som i vissa fall kanske skulle
kunna undanréjas genom biometrisk autentisering. Fler sidana
exempel ir, enligt utredningens bedémning, nir det finns skil att tro
att den intagne genom elektronisk kommunikation kommer att s6ka
kontakt med nigon som telefontillstdnd inte har godkints for.
Andra situationer nir en sidan kontroll kan behova goras ir nir det
finns skil att tro, eller indikationer pd, att den som ska ha elektronisk
kommunikation med en intagen kan komma att pdverkas av andra
att medverka till otilldtna kontakter. Det kan t.ex. vara anhériga som
utsitts for pdstdtningar av ett kriminellt nitverk. Utdver det kan,
enligt utredningens bedémning, sikerhetsskil nirmast alltid anses
foreligga for intagna pd sikerhetsavdelning.

Genom forslaget kommer Kriminalvirden att ges ytterligare ett
verktyg for att, i de fall det dr pdkallat av sikerhetsskil, kontrollera

¥ Prop. 2009/10:135, En ny fingelse- och hikteslagstifining, s. 145.
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elektronisk  kommunikation. Det kommer vara wupp till
Kriminalvirden att bedéma om det ir avlyssning eller biometrisk
autentisering som behdver anvindas. Det kan inte uteslutas att det
kan férekomma situationer dir sikerhetsskilen ir s& pass tungt
vigande att bdde avlyssning och biometrisk autentisering kan
komma 1 friga.

Frin vilka personer ristprov ska kunna tas

Det ir tydligt att det finns ett behov av att kunna ta upp réstprov
frdn de personer som intagna vill ha kontakt med genom elektronisk
kommunikation. Nigot behov av att anvinda andra biometriska
underlag har inte framkommit. Utredningen foreslir dirfoér att
endast rostprov ska fd samlas in frdn andra personer dn intagna som
godkints for elektronisk kommunikation.

Det handlar foretridesvis om familjemedlemmar och andra
anhoriga, vinner eller andra personer som den intagne har kontakter
med. Diremot bér kontrollen inte omfatta elektronisk
kommunikation mellan en intagen och hans eller hennes offentliga
forsvarare, en svensk myndighet eller ett internationellt organ som
har av Sverige erkind behérighet att ta emot klagomal frin enskilda,
d.v.s. motsvarande de personer som anges i 7 kap. 6 § fingelselagen
respektive 3 kap. 6 § hikteslagen. I sidana fall bedomer utredningen
att det inte finns ndgra sikerhetsaspekter kopplade till att
telefonsamtalet manipuleras eller att nigon annan person dn den som
tillstdndet giller medverkar i samtalet.

Réstproven ska endast fa anvindas i identifieringssyfte vid elektronisk
kommunikation

Det behov som Kriminalvirden har redogjort for nir det giller
upptagning av biometriska underlag frin andra personer in intagna,
handlar uteslutande om att mojliggora en sikrare och effektivare
verifiering 1 samband med elektronisk kommunikation. Samma
teknik skulle emellertid kunna anvindas for att identifiera
personerna vid andra tillfillen som t.ex. besék 1 anstalt.
Utredningen gor dock bedémningen att méjligheten att anvinda
réstprov frin andra dn intagna, for biometrisk autentisering bor vara
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restriktiv. Mot den bakgrunden bér réstprov frén andra dn intagna
inte f anvindas 1 alla situationer nir en sidan person behover
identifiera sig. Det har inte heller framkommit ndgot framtridande
behov vid andra situationer in vid elektronisk kommunikation. Vid
andra kontakter med den intagne in genom elektronisk
kommunikation bor dirfér identifiering fortsittningsvis ske genom
samma metoder som idag, nimligen sedvanlig identifiering genom
uppvisande av identitetshandlingar. Denna begrinsning bér 1
enlighet med indamailsprincipen, uttryckligen specificeras i lagtext
sd att det framgdr att indamailet endast ir biometrisk autentisering
vid elektronisk kommunikation.

Enligt utredningens uppfattning bér férslagen genomféras
genom justeringar 1 fingelselagen 1 kapitel 7 respektive hikteslagen i
kapitel 3 dir 6vriga bestimmelser om elektronisk kommunikation
regleras. Kraven pd att lagstiftning ska utformas enligt
legalitetsprincipen och dndamélsprincipen har utredningen dirmed
tillgodosett genom att lagstiftningen kommer att vara férutsebar
betriffande vilka biometriska underlag som fir upptas, frin vilken
personkrets de far tas och att de fir tas och anvindas enbart for
indamadlet verifiering vid elektronisk kommunikation nir det ir
nodvindigt av sikerhetsskil.

Upptagning av rdstprov kan i vissa fall vara en forutsitining for
elektronisk kommunikation

Nir en intagen vill ha elektronisk kommunikation med en annan
person ir en grundliggande foérutsittning, som utvecklas ovan, for
att sidan kommunikation ska kunna ske, att det andre personen
samtycker till kontakten. Den elektroniska kommunikationen utgor
dirmed ett helt frivilligt moment f6r bdde den intagne och den andre
personen.

Utredningen limnar nu {érslag som innebir att de personer som
ska ha elektronisk kommunikation med en intagen kan komma att
behéva limna réstprov om det dr ndédvindigt att kontrollera
kommunikationen av sikerhetsskil. Eftersom réstprovet kommer
att anvindas for att sikerstilla att ritt personer deltar i samtalet,
torde rostprovet i flera fall komma att vara en férutsittning for att
den elektroniska kommunikationen ska kunna komma till stind.
Det kommer dock fortfarande att vara frivilligt f6r den person som
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kontakten ska dga rum med att 18ta Kriminalvirden uppta dennes
rostprov.

Representanter f6r Advokatsamfundet har till utredningen lyft
riskerna med att inféra upptagning av rdstprov frén bl.a. anhoriga.
Enligt Advokatsamfundet kan en sidan ordning ha himmande effekt
pd de anhérigas vilja att delta 1 sidan kommunikation. Det skulle i
virsta fall kunna leda till att de intagna inte kan genomféra
elektronisk kommunikation med sina anhériga 1 den utstrickning
den intagne skulle énska och m3 bra av, en utveckling som vore
olycklig for den intagnes dteranpassning till samhillet. Utredningen
har i viss utstrickning forstdelse for denna synpunkt. Att en person
inte vill [imna réstprov till Kriminalvdrden innebir emellertid inte
per automatik att kontakt med personen kommer att vigras. Som
beskrivs ovan kommer det vara upp till Kriminalvdrden att géra en
riskbedémning i varje enskilt fall. Om nigon vigrar att limna
rostprov till Kriminalvirden skulle, férutsatt att sikerhetsriskerna
gér att undanrgja, sidan elektronisk kommunikation kunna tilldtas
med avlyssning utanfér INTIK-systemet 1 stillet.

Barnkonventionen

Nir vissa dtgirder riktas mot barn ska, utdver bestimmelser om
skydd for privatliv och integritet som framgir av Europa-
konventionen, EU:s rittighetsstadga och regeringsformen, iven
barnkonventionen beaktas. Konventionen stiller bl.a. krav pd att
barnets bista ska sittas 1 frimsta rummet vid alla tgirder som ror
barn. T artikel 16 foreskrivs uttryckligen att barn har rite till skydd
mot intrdng 1 sitt privatliv.

Biometriska underlag fran barn far redan tas i vissa fall

Nir det giller upptagning och anvindning av biometriska underlag
och biometriska uppgifter frin barn s férekommer det redan 1 olika
situationer. Migrationsverket eller Polismyndigheten far, nir vissa
forutsittningar ir uppfyllda, ta fingeravtryck frdn utlinningar som
har fylle 14 &r, se 9 kap. 8§ utlinningslagen, vilket motsvarar
ldersgrinsen 1 en férordning antagen av Europaparlamentet och
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ridet.”® Enligt 6 § passlagen (1978:302) ir sokanden skyldig att i
samband med passansdkan l3ta passmyndigheten ta sékandens
fingeravtryck och en bild i digitalt format av sokandens ansikte.
Skyldigheten giller dock inte fér barn under sex ir, se 2§
passférordning  (1979:664). Den som ir foremdl for en
identitetskontroll ir skyldig att pd begiran lita Skatteverket ta
fingeravtryck och ansiktsbild i digitalt format f6r att kontrollera att
dessa motsvarar dem som finns lagrade 1 pass, ett identitetskort eller
annan motsvarande handling, se 26 ¢ § folkbokféringslagen
(1991:481). Skyldigheten att l3ta Skatteverket, p& myndighetens
begiran, ta fingeravtryck giller, enligt 10a§ folkbokforings-
forordningen (1991:749), inte barn under sex &r. Det framgir
dessutom av 36§ lag med sirskilda bestimmelser om unga
lagévertridare att om ndgon ir misstinkt for att fore femton ars
dlder ha begdtt ett brott fir, om det finns sirskilda skil, bl.a.
fotografi och fingeravtryck tas av honom eller henne enligt
bestimmelserna i rittegdngsbalken.

Som framgar av redogérelsen finns ingen enhetlig 8ldersgrins vad
giller upptagning av biometriska underlag frén barn. Aldersgrinsen
varierar beroende pd lagstiftning och syftet med den biometriska
upptagningen. Nir det giller vilka biometriska underlag som fir tas
upp och anvindas ir det fotografi och fingeravtryck som ir tillitet.
Det finns 1 nuliget inget svenskt regelverk som medger upptagning
av rostprov frdn barn.

Behdver barn samtycka till elektronisk kommunikation?

For det fall en intagen vill ha elektronisk kontakt med ett barn, d.v.s.
nigon som ir under 18 &r, ir det, enligt 6 kap. 11 och 13 §§
forildrabalken (1949:381) virdnadshavarna som ska ta stillning till
om samtycke till kontakten ska limnas. For det fall en domstol har
beslutat att ett barn ska ha ritt till umginge med en intagen férilder,

28 Europaparlamentets och ridets férordning (EU) 603/2013 av den 26 juni 2013 om
inrittande av Eurodac {6r jimfdrelse av fingeravtryck for en effektiv tillimpning av férordning
(EU) nr 604/2013 om kriterier och mekanismer fér att avgéra vilken medlemsstat som ir
ansvarig for att préva en ansékan om internationellt skydd som en tredjelandsmedborgare eller
en statslés person har limnat in i nigon medlemsstat och fér nir medlemsstaternas brotts-
bekimpande myndigheter begir jimférelser med Eurodacuppgifter f6r brottsbekimpande
indam3l, samt om dndring av férordning (EU) nr 1077/2011 om inrittande av en Europeisk
byrd for den operativa f8rvaltningen av stora it-system inom omridet frihet, sikerhet och
rittvisa (omarbetning) (artiklarna 9.1 och 14.1).
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giller det beslutet dven om virdnadshavaren motsitter sig
kontakten. Det ir med andra ord inte barnet sjilv som rir &ver
frigan om att delta 1 elektronisk kommunikation, dven om dess
instillning naturligtvis kan ha betydelse.

Om det infors en ordning dir réstprov ska tas dven frin barn
kommer det 1 praktiken innebira att det dr nigon annan in barnet
som fattar beslutet om att limna réstprov. Atgirden att underkasta
sig upptagning av biometriska underlag kommer dirmed inte att
innehdlla samma grad av frivillighet som det kommer att géra for
vuxna personer. Det dr en ordning som ur ett barn- respektive
integritetsskyddsperspektiv kan ifrigasittas. Dessutom kan det
ifrdgasittas hur en upptagning av rostprov ens skulle gi till i
praktiken nir det giller riktigt sma barn.

Rastprov ska endast fd tas av barn om det ér limpligt

Upptagning av rostprov frin barn kan alltsg ifrdgasittas ur bide ett
barn- respektive ett integritetsskyddsperspektiv. Mot dessa, forvisso
tungt vigande argumenten, ska stillas férdelarna med en ordning dir
réstprov upptas dven frin barn. Vid en sidan 18sning skulle
integritetsskyddsvinster uppnds genom att samtalen inte skulle
behéva avlyssnas av personal. Utéver det skulle barn inte kunna
anvindas som verktyg f6r intagna som genom kontakten med barnet
kan férsoka f6rma denne att limna éver luren till ndgon annan. Om
en 3ldersgrins inférs foér upptagning av rdstprov kommer det
automatiskt skapas en ordning dir all elektronisk kommunikation
med barn under en viss 8ldersgrins aldrig kan kontrolleras med
biometrisk autentisering. En sddan ordning skulle kunna utnyttjas
av intagna och det finns risk foér att barn under ildersgrinsen
systematiskt kommer att anvindas for otillitna kontakter.

Nir det giller upptagning av rostprov ir det oftast friga om
kortvariga ingrepp och dtgirden innebir ett begrinsat intring som, 1
motsats till kroppsbesiktning, inte innebir ndgon ingdende
kroppslig undersdkning eller krav p4 att barnet klir av sig och blottar
kroppsdelar som normalt ir tickta. Slutligen  skulle
effektivitetsvinsterna bli stora eftersom en stor del av den
elektroniska kommunikation som avlyssnas idag, sker mellan en
intagen och dennes barn. Det kan ocks vintas leda till en 6kad

351



Anvindning av biometri fran andra personer Ds 2025:31

flexibilitet f6r barnen som kommer att kunna ha mer kontakt med
den intagne som kan vara en forilder. Detta eftersom barnet
kommer kunna ha kontakt vid fler tillfillen in vad som kan ske idag
eftersom samtalen enligt den nuvarande ordningen avlyssnas i realtid
och sker vid férbestimd tidpunkt nir det foreligger sikerhetsskail.

Vid en avvigning mellan i ena sidan intresset av att effektivt
uppritthilla sikerheten inom hikte och anstalt och, & andra sidan,
det ganska begrinsade intring i den personliga integriteten som
upptagningarna kan innebira fér barn, anser utredningen att
intresset av att uppritthdlla en siker verksamhet 1 anstalt och hikte
viger tyngst. Utredningen foresldr dirfor att rostprov ska {8 tas dven
av barn.

Det kommer dock finnas situationer dir en upptagning av
rostprov frdn barn kan vara olimpligt. Det kan handla om situationer
dir vildigt unga barn ska delta 1 elektronisk kommunikation. I
sddana fall kan det uppstd rent praktiska svirigheter att f3 barnet att
limna ett rostprov. Mot den bakgrunden gor utredningen
bedémningen att det i lagtext bor anges att upptagning av rdstprov
frdn nigon som ir under femton &r, endast fir goéras om det ir

limpligt.

Forslagen dr proportionerliga

Proportionalitetsprincipen innebir att ett tvingsmedel bara fir
anvindas om skilen for dtgirden uppviger det intring eller men i
dvrigt som dtgirden innebir f6r den som utsitts for tvingsmedlet.
Det innebir att en tvingsdtgird i friga om art, styrka, rickvidd och
varaktighet ska std 1 rimlig proportion till vad som kan vinnas med
dtgirden.” Vad giller proportionaliteten av de férslag utredningen
limnar om att rdstprov i vissa fall ska kunna tas frin personer som
ska ha elektronisk kommunikation med intagna fér kontroll med
biometrisk autentisering, gor utredningen féljande bedémning.
Upptagningen av réstprov utgor sannolikt ett intrdng 1 skyddet
for privatlivet som stadgas i Europakonventionen samt EU:s
rittighetsstadga och det ir inte uteslutet att det innebir ett intring i
skyddet mot betydande intring i den personliga integriteten enligt
2kap. 6§ andra stycket regeringsformen. Det behéver dirfér

2 Se t.ex. prop. 2016/17:165, Kroppsbesiktning i syfte att utreda dlder i brottmdlsprocessen, s. 10.
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sikerstillas att méjligheten att uppta biometriska underlag inte gir
utdéver vad som ir noédvindigt med hinsyn till indamélet med
upptagningen.

Forst och frimst dr de forslag som utredningen limnar
begrinsade sitillvida att det endast ir biometriska underlag i form av
rostprov. som fir upptas och anvindas. Dirmed begrinsas
upptagningen och anvindningen till att omfatta s f biometriska
underlag som méojligt. Upptagningen frambringar inte nigot
kroppsligt obehag och ir av kortvarig natur jimfoért med vad t.ex.
dna-topsning eller kroppsbesiktning kan gora. Det fysiska ingreppet
ir dirmed vad giller upptagning av réstprov i det avseendet betydligt
mindre ingripande, iven om det kan ta lingre tid att limna i
jimforelse med t.ex. fingeravtryck.

Utoéver det kommer upptagningen som utgdngspunkt bara att
behdva goras vid ett tillfille. Forst om de biometriska underlagen
eller uppgifterna av ndgot skil blir oanvindbara, tex. for att
upptagningen inte ir tillrickligt bra, att rosten har dndrats 6ver tid
eller av medicinska skil eller for att ny eller bittre utrustning
inforskaffas av Kriminalvirden, finns skil att géra en ny upptagning.
S& kan ocks3 vara fallet om det l6per en lingre tid mellan det att en
intagen var hiktad och verkstillighet av fingelsestraff ska ske i
kriminalvirdsanstalt, se avsnitt 20.4. Enligt utredningens
uppfattning ir férslagen vilavvigda och behovet kan inte tillgodoses
pa ett mindre ingripande sitt. Utredningens bedémning ir dirmed
att forslagen 1 denna del ir proportionerliga.

De biometriska underlagen féreslds endast fi anvindas for
biometrisk autentisering vid elektronisk kommunikation. Férslagen
medger alltsd inte att de biometriska underlagen eller biometriska
uppgifterna anvinds foér biometrisk autentisering eller annan
identifiering 1 andra situationer. Finns behov av att ngon annan in
en intagen identifieras fir det ske genom manuell kontroll av id-
handlingar eller liknande. Utéver det kommer rostprov inte att {8 tas
upp av alla som ska ha elektronisk kommunikation med intagna,
utan det kommer bara att fi anvindas nir den elektroniska
kommunikationen p.g.a. sikerhetsskil dr nédvindig att kontrollera.
Genom att tilldta upptagning av réstprov endast i de fallen garanteras
att upptagning enbart sker 1 de fall det verkligen dr nédvindigt.

Motivet bakom férslagen bestdr framfoér allt av behovet att
uppritthélla en effektiv och siker verkstillighet av fingelsestraff och
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hiktesverksamhet. Genom forslaget kommer Kriminalvirden att pd
ett effektivt sitt kunna kontrollera elektronisk kommunikation.
Dirutdver kan forslaget fi positiva effekter for verksamhets-
innehillet, genom att méjligheten fér den intagne att kunna ha
elektronisk kommunikation 6kar om kontrollen av samtalen kan ske
genom teknisk hantering 1 stillet for att som idag ske genom
personalens manuella férsorg.

Biometrisk autentisering fér anvindning av digitala resurser
innebir alltsi forvisso ett intrdng fér den enskilde i dennes
grundliggande fri- och rittigheter men det skulle samtidigt innebira
okade mojligheter fér bide intagna och anhériga att hilla kontakten
med varandra. Dessutom skulle samtalen inte behova avlyssnas i
samma hoéga utstrickning vilket skulle innebira vinster fér den
personliga integriteten. Utredningen bedémer dirmed att
nodvindigheten av upptagningen och anvindningen av biometriska
underlag f6r indamilet biometrisk autentisering vid elektronisk
kommunikation ir s stor att det éverviger det integritetsintring
som det innebir f6r den enskilde. Regleringen kommer ocksd att
innehdlla lingsta tid fér behandling, se avsnitt 20.4. Gillande
rostprov av andra dn intagna gor dir utredningen sirskilda
overviganden och foresldr att tiden for behandling av uppgifterna
och bevarande av réstproverna ska vara s kort som méjligt. For
ytterligare resonemang om proportionaliteten 1 stort, se kapitel 23
(integritetsanalysen).

Det hittills anférda giller utredningens 6vervigande och
bedémningen av proportionaliteten i limnade forslag. Utdver det
ska proportionalitetsprincipen alltid tillimpas vid varje tvdngs- eller
kontrolldtgird. I fingelselagen kommer proportionalitetsprincipen
ull uttryck genom 1kap. 6§ andra stycket. Motsvarande
bestimmelse finns 1 1kap. 6§ andra stycket hikteslagen. Av
bestimmelserna framgir att en kontroll- eller tvingsitgird endast
fir anvindas om den stdr i rimlig proportion till syftet med dtgirden
och att om en mindre ingripande &tgird ir tillricklig ska den
anvindas. Bestimmelserna giller inte bara intagna utan iven nir en
sidan &tgird 1 forekommande fall vidtas mot en annan person.”
Utredningen anser dirfor att det inte behdver géras nigon justering
1 fingelselagen eller hikteslagen i detta avseende.

30 Prop. 2009/10:135, En ny fingelse- och hikteslagstiftning, s. 121.
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18.1 Inledning

Forutom att de forslag som utredningen limnar behdver vara
forenliga med grundliggande fri- och rittigheter, behover forslagen
ocksd vara forenliga med de krav som féljer av
dataskyddslagstiftningen. Det har 1 det avseendet framkommit ett
behov av tydligare analyser och stillningstaganden frin lagstiftarens
sida. Detta dr viktigt inte minst eftersom Kriminalvirden ir i en
intensiv  expansionsfas och d& behéver planera framtida
verksamheter och anliggningar bl.a. i ljuset av mojliga digitala
stodfunktioner. Enligt utredningens uppfattning kan tydliga
stillningstaganden frin lagstiftarens sida av vilka behov som bor
kunna tillmétesgds genom biometrisk autentisering, d.v.s. nir en
sddan behandling av kinsliga personuppgifter kan anses absolut
nodvindig, underlitta planering och implementering av en 6kad
digitalisering av Kriminalvirdens verksamhet.

I detta kapitel redogérs foér utredningens bedémning av hur
limnade forslag forehdller sig till reglerna om dataskydd och 1
forekommande fall de idndringar som utredningen féresldr 1
befintliga regelverk. P4 samma vis kommer det 1 detta kapitel att
redogoras for de 6verviganden utredningen har gjort kring om
forslagen kriver dndringar i befintligt regelverk rorande sekretess.
En djupare analys av konsekvenserna fér den personliga integriteten
till f61jd av den personuppgiftsbehandling som utredningens forslag
forutsitter, dterfinns 1 integritetsanalysen, se kapitel 23.
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18.2 Overviaganden och forslag

18.2.1 Kriminalvarden far behandla biometriska uppgifter

Bedomning: Kriminalvirden fir behandla biometriska uppgifter
for biometrisk autentisering och annan identifiering om det ir
absolut nédvindigt. Det behéver dirmed inte goras nigon
justering 1 Kriminalvirdens brottsdatalag eller 1 kriminalvrds-
datalagen.

Enligt kommande indringar i Kriminalvirdens brottsdatalag
kommer uppgifter om intagna och andra dn intagna att {3 goras
gemensamt tillgingliga. I  kriminalvirdsdatalagen  och
kriminalvirdsdataférordningen finns stod f6r Kriminalvirden att
behandla kinsliga personuppgifter om intagna och andra
personer automatiserat. Det behéver dirmed inte heller 1 detta
avseende goras ndgon justering i Kriminalvirdens brottsdatalag
eller i kriminalvirdsdatalagen.

Skilen {6r utredningens bedomning

Innebdr biometrisk autentisering och annan identifiering att
Kriminalvdrden behandlar personuppgifters

Den 1 juni 2022 tridde lagindringar i kraft som bl.a. innebir en
skyldighet for en enskild att i vissa fall medverka till biometrisk
autentisering, t.ex. med hjilp av sitt fingeravtryck, fér att 6ppna en
mobiltelefon eller liknande kommunikationsutrustning som har
tagits 1 beslag, se 27 kap. 17 f § rittegdngsbalken. I forarbetena till
bestimmelsen uttalade regeringen att det vid biometrisk
autentisering endast dr friga om en momentan behandling av
personuppgifter som roér en persons fysiska, fysiologiska eller
beteendemissiga kinnetecken och som endast sker 1 det
avlisningsbara informationssystemet, t.ex. i en mobiltelefon eller en
surfplatta. Mot den bakgrunden gjorde regeringen bedémningen att
den biometriska autentiseringen inte innebar ndgon personuppgifts-
behandling som utférs av en behérig myndighet.!

Till skillnad frén den biometriska autentiseringen som kan géras
enligt 27 kap. 17 f § rittegdngsbalken, kan biometrisk autentisering

! Prop. 2021/22:119, Modernare regler for anvindningen av tvingsmedel, s. 154.
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for att bekrifta en démd persons identitet inom Kriminalvirdens
verksamhet innebira att den biometriska autentiseringen kommer
att goras med Kriminalvirdens utrustning och genom en kontroll
mot de uppgifter om den démde (fotografi, fingeravtryck eller
rostprov) som ar lagrad i Kriminalvirdens datasystem. Aven om
behandlingen  alltsi  skulle vara momentan vid varje
autentiseringstillfille kommer Kriminalvirden, enligt utredningens
bedémning, utfoéra personuppgiftsbehandling vid en sd3dan
biometrisk autentisering. Utdver det vidtar Kriminalvirden
personuppgiftsbehandling vid bide upptagningen av de biometriska
underlagen och framtagandet av biometriska uppgifter samt den
fortsatta hanteringen av dem, sdsom t.ex. registrering i
systemverktyg. Detsamma giller om de biometriska underlagen och
uppgifterna anvinds fér annan identifiering, d.v.s. Kriminalvirden
vidtar personuppgiftsbehandling dven d3.

Ar dataskyddsforordningen eller brottsdatalagen tillimplig?

For den storsta delen av all personuppgiftsbehandling som
Kriminalvirden vidtar giller brottsdatalagen, som kompletteras av
Kriminalvdrdens brottsdatalag. Av 1kap. 1§ Kriminalvirdens
brottsdatalag framgir att lagen giller utdver brottsdatalagen nir
ndgon av myndigheterna inom kriminalvirden i egenskap av behorig
myndighet enligt den lagen, behandlar personuppgifter i syfte att
verkstilla hiktning eller straffrittsliga pafoljder eller bitrida en
annan behérig myndighet nir den utfér uppgifter for ett syfte som
anges 1 1 kap. 2 § brottsdatalagen.

Kriminalvirdens brottsdatalag ir dock inte tillimplig for all
verksamhet inom Kriminalvirden. Viss del av verksamheten
omfattas 1 stillet av dataskyddsférordningen och kriminalvards-
datalagen, se avsnitt 4.3.2 om relationen mellan dataskydds-
férordningen och kriminalvdrdsdatalagen. I 1§ kriminalvirds-
datalagen framgdr nimligen att den lagen giller vid behandling av
personuppgifter 1 Kriminalvirdens verksamhet som avser
verkstillighet av  frihetsberévanden och genomférande av
transporter 1 de fall brottsdatalagen inte ir tillimplig. Exempel p3 fall
som avses, anges i forarbetena vara frihetsberévanden pi annan
grund dn fér misstanke om brott och straffverkstillighet som t.ex.
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en person som har ombhindertagits enligt 4§ lagen om
omhindertagande av berusade personer m.m. eller en utlinning som
har tagits 1 forvar enligt 3 kap. 1§ lagen om sirskild utlinnings-
kontroll eller enligt 10 kap. 1 eller 2 § utlinningslagen.” Nir det
giller hiktesverksamheten omfattas endast sddan hiktning som inte
ligger inom brottsdatalagens tillimpningsomrdde. Det innebir att
verkstillighet av frihetsberévanden 1 samband med beslut om bl.a.
hiktning enligt 2 kap. 12 § konkurslagen eller enligt 2 kap. 16§
utsdkningsbalken ir sidana frihetsberévanden som faller inom
kriminalvirdsdatalagens tillimpningsomrdde. Attt sddan
hiktesverksamhet ligger utanfér tillimpningsomridet beror pd att
Kriminalvirden di inte agerar som behorig myndighet enligt
brottsdatalagen.’

Sammanfattningsvis kan alltsd konstateras att merparten av
Kriminalvirdens personuppgiftsbehandling faller inom ramen for
brottsdatalagen och Kriminalvirdens brottsdatalag med tillhérande
Kriminalvirdens brottsdataférordning. Det handlar framfér allt om
personer som ir misstinkta eller ddmda f6r brott. Nir det giller
frihetsberdvanden som vidtas av andra skil och som utgér en
betydligt mindre del av Kriminalvirdens totala verksamhet, omfattas
dessa personer emellertid av dataskyddsférordningen och kriminal-
virdsdatalagen med tillhérande kriminalvirdsdataférordningen.

Anbériga till intagna i hikte eller anstalt till foljd av brottsmisstankar
eller straffverkstillighet

Nir det giller dataskyddsregelverket omfattas straffverkstillighet
och hiktesverksamhet, sdvitt avser intagna med anledning av
brottsmisstankar, av brottsdatadirektivet och brottsdatalagen med
komplettering av Kriminalvirdens brottsdatalag och Kriminal-
vdrdens brottsdataférordning. Det innebidr att personuppgifts-
behandling relaterad till sidana intagna 1 anstalt och hikte
foretridesvis regleras av dessa regelverk.

Huruvida personer som inte dr intagna men som den intagne vill
eller behover ha elektronisk kommunikation med omfattas av
samma regelverk eller av dataskyddsférordningen och kriminal-

2 Prop. 2017/18:248, Kriminalvirdsdatalag — en ny lag med anpassning till EU:s dataskydds-
forordning, s. 34.
3 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 373.
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vardsdatalagen, dr inte lika sjilvklart. T férarbetena wll
brottsdatalagen anges emellertid att den personuppgiftsbehandling
Kriminalvirden vidtar avseende personer som besdker eller p annat
sitt har kontakt med de intagna wutgoér ett viktigt led i
verkstilligheten. Detta genom att det underlittar den intagnes
kontakter med anhoriga, arbetsgivare och andra, och
sikerhetsarbetet pd anstalterna, genom att férhindra rymningar och
att  otilldtna foéremdl f6rs in pd anstalterna. En sd3dan
personuppgiftsbehandling faller dirfér under brottsdatalagens
tillimpningsomride.* Motsvarande bedémning bor goras gillande
anhoriga tll personer som ir intagna med anledning av brott eller
brottsmisstankar och som det enligt avsnitt 17.3 ska kunna upptas
rostprov frin.

Anbhériga till andra intagna

Nir det giller anhériga till en intagen som inte omfattas av
brottsdatalagen, d.v.s. personer som ir intagna av andra skil in
brottsmisstankar och som den anhérige vill eller behéver ha
elektronisk kommunikation med, saknas uttalanden 1 férarbetena
om vilket dataskyddsregelverk de omfattas av. Enligt utredningens
bedémning torde emellertid den enda logiska slutsatsen vara att de
personerna foljer samma regelverk som den kategorin av intagna,
d.v.s. de borde omfattas av dataskyddsférordningen och
kriminalvirdsdatalagen.

Kriminalvdrden far behandla kinsliga personuppgifter om det dr
absolut nédvindigt

For att Kriminalvirden ska kunna ta upp och anvinda biometriska
underlag och biometriska uppgifter vid biometrisk autentisering och
annan identifiering behéver myndigheten, férutom den rittsliga
mojligheten att ta upp biometriska underlag, iven kunna behandla
biometriska uppgifter.

Enligt 2 kap. 12 § brottsdatalagen fir biometriska uppgifter och
genetiska uppgifter behandlas endast om det ir sirskilt féreskrivet
och det ir absolut nédvindigt f6r indamailet med behandlingen. En

+SOU 2017:29, Brottsdatalag, s. 218 {.
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sddan foreskrift finns 1 2 kap. 3 § Kriminalvirdens brottsdatalag dir
det anges att Kriminalvirden fir behandla biometriska uppgifter om
det dr absolut nédvindigt for indamilet med behandlingen. Att
Kriminalvirden fir behandla biometriska uppgifter framgdr siledes
dels av bestimmelsens ordalydelse, dels av férarbetena till
bestimmelsen dir det konstateras att bestimmelsen inférdes for att
ge Kriminalvirden rittsliga férutsittningar att behandla biometriska
uppgifter, om det ir absolut nédvindigt for dndamdlet med
behandlingen. Motsvarande bestimmelse inférdes inte f6r andra
myndigheter, exempelvis Kustbevakningen och Skatteverket,
eftersom de myndigheterna inte bedémdes ha samma behov av att
behandla biometriska uppgifter.’ Regeringen har ocksd inom
lagstiftningsirendet rérande en modern lagstiftning f6r Kriminal-
virdens personuppgiftsbehandling patalat att Kriminalvdrden redan
idag har mojlighet att behandla biometriska uppgifter om det ir
absolut nédvindigt f6r indamalet med behandlingen.®

Genom bestimmelsen 1 2 kap. 3 § Kriminalvirdens brottsdatalag
ir det alltsd redan sirskilt féreskrivet, pd det sidtt som krivs enligt
2kap. 12§ brottsdatalagen, att Kriminalvirden fir behandla
biometriska uppgifter. Det behover, enligt utredningens
uppfattning, dirfér inte inféras nigon sirskild bestimmelse som
tilliter det med anledning av de dndringar som hir foreslés.

Direfter bor 6vervigas vad som giller inom kriminalvirds-
datalagens omridet, d.v.s. den lagstiftning som kompletterar
dataskyddsforordningen. Det ir enligt huvudregeln i1 artikel 9 1
dataskyddsférordningen forbjudet att behandla kinsliga personupp-
gifter. Dataskyddsforordningen innehiller emellertid en rad
undantag, bl.a. om behandlingen ir nédvindig av hinsyn tll ett
viktigt allmint intresse. Det undantaget utgdr framfor allt grund for
mycket av den behandling av kinsliga personuppgifter som utfors av
myndigheter.” Artikeln ir, sdsom &vriga materiella bestimmelser i
dataskyddsforordningen, direkt tillimplig men det har ind3 ansetts
behévas nationella bestimmelser som ir tillimpliga for alla
myndigheter. Sidana bestimmelser finns 1 3 kap. 3 och 4§§

5 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstiftning, s.193 och 200 f.

¢ Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling,
s. 43 {. och prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 254 f. och 376.

7 Westman, Daniel, Europaparlamentets och rddets forordning (EU) 2016/679 av den 27 april
2016 om skydd for fysiska personer med avseende pd behandling av personuppgifter och om det
fria flédet av sddana uppgifter och om upphivande av direktiv 95/46/EG (allmdin dataskydds-
férordning), artikel 9, Karnov (JUNO) (besokt 2025-11-22).
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dataskyddslagen. Kompletterande bestimmelser om myndigheters
behandling av kinsliga personuppgifter férekommer dessutom ofta
i registerforfattningar, d.v.s. sektorsspecifik dataskyddsreglering for
myndigheter. En sddan kompletterande reglering finns 1 kriminal-
virdsdatalagen. Dir framgdr av 5 § att personuppgifter som avses 1
artikel 9 1 dataskyddsférordningen (kinsliga personuppgifter) fir
behandlas endast om det ir absolut nédvindigt foér syftet med
behandlingen. Det behéver dirfor, enligt utredningens bedémning,
inte heller inféras nigon sirskild bestimmelse 1 kriminalvirds-
datalagen med anledning av de dndringar som hir foreslis.

Kravet pa att behandlingen ska vara absolut nédvindig

Enligt Kriminalvirdens brottsdatalag och kriminalvdrdsdatalagen far
alltsd kinsliga personuppgifter behandlas endast om det ir absolut
noédvindig. Kravet pd att Kriminalvirden endast fir behandla
biometriska uppgifter om det ir absolut nédvindigt f6r indamilet
med behandlingen innebir att behovet av att behandla sidana
uppgifter miste provas sirskilt noga’, se vidare avsnitt 5.6.3 och
5.6.4.

Nir det giller kravet pid nédvindighet, har EU-domstolen
fastslagit, att det ir uppfyllt nir det efterstrivade milet av allmint
samhillsintresse inte rimligen kan uppnis pd ett lika effektivt sict
genom andra medel som i mindre utstrickning inskrinker de
registrerades grundliggande rittigheter.” I linje med uttalandet har
regeringen 1 lagstiftningsirendet rérande utdkad biometriupp-
tagning inom brottsbekimpningen, bedémt att upptagning av dna-
prov, fingeravtryck och ansiktsfotografi frin den som ir anhillen
eller hiktad till f6ljd av misstanke om brott kan forutsittas leda till
okad effektivitet 1 brottsbekimpningen och att fler brott klaras upp.
Regeringen menade dirvid att behovet av en utékad obligatorisk
upptagning vigde si tungt att det uppvigde det integritetsintring
som upptagningen och en efterfoljande registrering innebir f6r den
som anhdlls eller hiktas som misstinkt f6r brott.'

8 Prop. 2017/18:269, Brottsdatalag — kompletterande lagstifining, s. 376.

% EU-domstolens dom den 26 januari 2023 i mdl C-205/21, V.S. mot Ministerstvo na
vatreshnite raboti m.fl. For ett liknande resonemang se EU-domstolens dom den 1 augusti
2022 1 mal C-184/20, OT mot Vyriausioji tarnybinés etikos komisija.

19 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 72 {.
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Som det har redogjorts f6r 1 avsnitt 14.2, 15.2 och 16.2 ir behoven
att f8 uppta och anvinda biometriska underlag och biometriska
uppgifter frdn intagna inom hikte och anstalt samt klienter inom
frivird for biometrisk autentisering och annan identifiering, stora.
Syftet med behandlingen handlar om att sidkerstilla att
Kriminalvirden kan uppritthilla och bedriva en siker men effektiv
verksamhet med tydliga 3aterfallstérebyggande ambitioner och
brottspreventiva inslag, trots minskade personalresurser. Det gir
inte att uppnd samma effektivitet, dir resurserna kan anvindas till
klientnira och 3terfallsférebyggande insatser, med mindre
ingripande dtgirder.

Som beskrivs 1 avsnitt 7.1.4 mdste Kriminalvirden skala upp sina
resurser med fler och storre anstalter och éverhuvudtaget en mer
omfattande verksamhet foér att méta det behov som kan forutses
framéver. En utbyggd kriminalvird kommer enligt utredningens
bedémning inte att kunna uppritthdlla en tillricklig sikerhet for
personal, intagna och besdkare med en manuell identifiering av de
olika slagen av intagna och frivirdsklienter. Tvirtom framstir det
nirmast, enligt utredningens bedémning, som en férutsittning fér
Kriminalvirdens verksamhet framéver, att det sker en digitalisering
av stora delar av hanteringen och att verifiering av de intagna och
démda i ett sddant system kan ske genom biometrisk autentisering.

Forslagen innebdr emellertid inte att Kriminalvirden ges
mojlighet att anvinda biometriska uppgifter {6r vilket indamil som
helst. Det dr enbart i syfte att kontrollera de intagna och démda
genom biometrisk autentisering eller annan identifiering som
biometriska uppgifter fir anvindas for. Nir det giller personer som
instiller sig for att verkstilla ett fingelsestraff eller pdf6ljd men som
inte kan identifiera sig fir de biometriska underlagen och
uppgifterna endast anvindas for biometrisk autentisering mot
uppgifter 1 polisens biometriregister, eller annan identifiering.
Utover det dr det endast de biometriska underlagen fotografi,
fingeravtryck och réstprov som kommer att upptas och anvindas.
Frin personer som instiller sig for att verkstilla ett fingelsestraff
eller pafoljd men som inte kan identifiera sig far endast fotografi och
fingeravtryck upptas  och anvindas. Dessutom kommer
personuppgiftsbehandlingen  att  omgirdas av  sirskilda
rittssikerhetsgarantier, se kapitel 20. Forslagen innebir férvisso att
alla intagna och de klienter som ska verkstilla en pdfoljd utanfor
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fingelse med inslag av 6vervakning och kontrollitgirder, kommer
att omfattas av regleringen. Effektiviseringen bygger emellertid just
pa ett system som omfattar alla och effektivitetsvinsten skulle gd
forlorad om individuella avsteg skulle krivas.

Mot bakgrund av det nyss anférda anser utredningen att det som
utgdngspunkt fir anses absolut nédvindigt att behandla biometriska
uppgifter om intagna och démda inom ramen f{ér
hiktesverksamheten, fingelseverksamheten och
frivirdsverksamheten nir det behévs for biometrisk autentisering
eller annan identifiering. Det samma giller biometriska uppgifter om
de personer som instiller sig for att verkstilla ett fingelsestraff eller
pifoljd men som inte kan identifiera sig. Det kan i sammanhanget
konstateras att andra EU-linder, som iven de har att efterleva
dataskyddsdirektivets krav pd absolut nédvindighet, anvinder
biometrisk autentisering f6ér liknande behov inom anstalter. I
Belgien, Nederlinderna och Osterrike anvinds t.ex. fingeravtryck
for att bekrifta intagnas identitet, se kapitel 11.

Innan Kriminalvirden tar nigon form av biometrisk autentisering
eller annan identifiering i bruk maste myndigheten emellertid
omsorgsfullt préva behovet och forutsittningarna for det. Dirvid
kan Kriminalvirden behéva genomféra en konsekvensbedémning
enligt 3 kap. 7 § forsta stycket brottsdatalagen och enligt artikel 35 1
dataskyddsférordningen. Om en siddan konsekvensbedémning visar
att det finns sirskild risk for intring 1 den démdes personliga
integritet eller om typen av behandling innebir sirskild risk for
intring (brottsdatalagen) eller hég risk for fysiska personers
rittigheter ~ och  friheter  (dataskyddsférordningen),  ska
Kriminalvirden samrida med Integritetsskyddsmyndigheten enligt
3 kap. 7§ andra stycket brottsdatalagen eller enligt artikel 36 1
dataskyddsforordningen.

Sarskilt om kravet pd absolut nédvindighet nér det giller andra dn
intagna

Som det har redogjorts for 1 avsnitt 17.3 ir behovet av att anvinda
rostprov  for verifiering genom biometrisk autentisering vid
elektronisk kommunikation stora. Syftet med behandlingen handlar
om att sikerstilla att Kriminalvirden kan uppritthilla och bedriva
en siker men effektiv hiktes- respektive anstaltsverksamhet, detta
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trots en kapacitetsutdkning och minskade personalresurser.
Biometrisk autentisering ir férvisso inte det enda sittet att uppnd
tillricklig sikerhet. Det gir ocksd att 1 viss utstrickning kontrollera
den elektroniska kommunikationen genom avlyssning av en
ginsteman inom Kriminalvdrden. Diremot dr det endast genom
biometrisk autentisering som det gir att sikerstilla att
kommunikationen sker med den person som ir godkind. Som anges
ovan kan inte manuell avlyssning innebira full sikerhet 1 det
avseendet. Som beskrivs 1 avsnitt 17.2.4 férekommer det idag i stor
utstrickning foérsdk till manipulation av samtalen som kan
mojliggora t.ex. fortsatt brottslighet under en anstaltsvistelse. Det ir
sikerhetsrisker som enligt utredningens bedémning endast kan
motverkas pd ett tillrickligt effektivt sitt genom biometrisk
autentisering.

Fortroenderddet har emellertid ifrigasatt om tekniken kommer
att vara tillrickligt siker och om den verkligen ir limplig med
hiansyn till att roster 6ver tid kan dndras, se avsnitt 13.1 dir dessa
synpunkter 3terges 1 sin helhet. I det sammanhanget bor
understrykas att Kriminalvidrden enligt dataskyddsregelverket' ir
skyldigt att vidta tekniska och organisatoriska tgirder for att
sikerstilla att tekniken som ska anvindas fér personuppgifts-
behandlingen ir tillrickligt siker. Det kommer ocksd finnas
mojlighet att ta upp réstproven pd nytt om résten férindras over tid.

Enligt utredningens bedémning gdr det alltsd inte att uppnd
samma effektivitet med mindre ingripande itgirder. Forslagen
innebir inte att Kriminalvirden ges mojlighet att anvinda
biometriska uppgifter f6r vilket indamil som helst. Det idr enbart i
syfte att verifiera de personer som deltar i elektronisk
kommunikation som biometriska uppgifter fdr anvindas for.
Upptagning kommer dessutom endast & goras nir det ir nodvindigt
av sikerhetsskil, pd det vis som idag giller for avlyssning enligt 7 kap
5§ fingelselagen och 3 kap. 5§ hikteslagen. Slutligen kommer
personuppgiftsbehandlingen att omgirdas av gedigna rittssiker-
hetsgarantier genom att det inférs sirskilda regler om lingsta tid for
behandling, se avsnitt 20.4.

Mot bakgrund av det nyss anforda anser utredningen att det som
utgdngspunkt fir anses absolut nédvindigt att behandla réstprov nir
de behoéver anvindas for att verifiera nigons identitet i samband med

! Artikel 32 1 dataskyddsférordningen och 3 kap. 8 § brottsdatalagen.
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elektronisk kommunikation. Innan Kriminalvirden tar ndgon form
av biometrisk autentisering i bruk mdste myndigheten emellertid
omsorgsfullt préva behovet och férutsittningarna for det.

Dirvid kan Kriminalvirden, som anges ovan, behéva genomfora
en konsekvensbedémning och samrida med Integritetsskydds-

myndigheten.

Uppgifter om barn far behandlas

Personuppgifter om barn utgdér inte per automatik kinsliga
uppgifter. Av skil 38 till dataskyddsférordningen framgir dock att
barns personuppgifter fortjinar sirskilt skydd, eftersom barn kan
vara mindre medvetna om berérda risker, f6ljder och skyddsdtgirder
samt om sina rittigheter nir det giller behandling av personupp-
gifter. Av skil 50 till dataskyddsdirektivet framgdr bl.a. att de
dtgirder som den personuppgiftsansvarige vidtar bér omfatta
utarbetande och genomférande av sirskilda skyddsitgirder for
behandling av personuppgifter om barn.

Nir behandling av personuppgifter om barn aktualiseras méste
dven barnkonventionen beaktas, d3 1 synnerhet vad som fastslds i
artikel 3 om att vid alla dtgirder som ror barn ska 1 férsta hand
beaktas vad som bedéms vara barnets bista, vare sig de vidtas av
offentliga eller privata sociala vilfirdsinstitutioner, domstolar,
administrativa myndigheter eller lagstiftande organ.

Aven om personuppgifter om barn fértjinar ett sirskilt skydd
finns inga andra begrinsningar avseende behandling av kinsliga
personuppgifter i dataskyddsregelverket dn vad som giller 1 dvrigt,
d.v.s. biometriska uppgifter f&r endast behandlas om det ir absolut
nédvindigt. Utredningen har i avsnitt 14.3.3, 15.3.3, 16.3.3 och 17.3
sirskilt vigt in de sirskilda aspekter som finns gillande att uppta
barns biometriska underlag och uppgifter och kommit fram till att
skilen for detta dverviger. Utredningen gor dirfor, dven nir det
giller barn, bedomningen att det som utgdngspunkt fir anses absolut
nddvindigt att anvinda barns biometriska uppgifter f6r de indamal
som redogdrs for 1 tidigare avsnitt.
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Biometriska underlag och biometriska uppgifter om intagna kommer
fd goras gemensamt tillgingliga

Enligt 16 § Kriminalvirdens brottsdataférordning ska Kriminal-
vdrden fora ett centralt kriminalvirdsregister ver 1 princip alla som
verkstiller en paféljd inom Kriminalvdrden. De uppgifter som fir
foras 1 det centrala kriminalvdrdsregistret framgér for nirvarande av
en forhdllandevis detaljerad reglering 1 Kriminalvirdens
brottsdataférordning. Av 17§ och 2§ andra stycket 1 samma
forordning framgér, vad giller biometriska underlag, att fotografi far
behandlas 1 registret. Nigon reglering avseende andra biometriska
underlag eller uppgifter finns 1 dagsliget inte.

Regeringen har emellertid i en proposition om en modern
lagstiftning  for  Kriminalvirdens  personuppgiftsbehandling
foreslagit bla. att det centrala kriminalvirdsregistret ska ersittas.
Enligt propositionen ska det inféras sirskilda bestimmelser i
Kriminalvirdens brottsdatalag om behandling av personuppgifter
som gors eller har gjorts gemensamt tillgingliga. Regelverket
ersitter framfoér allt de detaljerade bestimmelserna i Kriminal-
virdens brottsdataférordning om det centrala kriminalvirds-
registret. Forslaget har emellertid mindre praktisk betydelse
eftersom Kriminalvirden fortsatt kommer kunna arbeta i nuvarande
verksamhetsstdd. Enligt bestimmelsen 1 3 kap. 2 § Kriminalvirdens
brottsdatalag, som kommer att gilla fr.o.m. den 1 april 2026, far
personuppgifter goras gemensamt tillgingliga om uppgifterna avser
en person som

1. ir hiktad, anhillen eller gripen med anledning av misstanke om
brott eller verkstillighet av pafoljd eller utvisning,

3. dr domd till en pafoljd som ska verkstillas inom Kriminalvirden,

4. genom en utlindsk dom eller ett utlindskt beslut ir démd till en
pifoljd som kan komma att verkstillas i Sverige,

5. genom en svensk dom eller ett svenskt beslut ir démd till en
annan pdfoljd 4n som avses 1 2 som kan komma att verkstillas 1
ett annat land,

6. annars ir frihetsberévad inom Kriminalvirden f6r nigot av de
syften som anges 12 kap. 1 §, eller
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7. dr toremadl f6r personutredning enligt 1 § lagen (1991:2041) om
sirskild personutredning i brottm4l, m.m.

Enligt utredningens bedémning kommer det i och med de nya
bestimmelserna 1 Kriminalvirdens brottsdatalag att finnas stod for
Kriminalvirden att géra biometriska underlag och uppgifter
gemensamt tillgingliga.

Biometriska underlag och biometriska uppgifter fran andra én intagna
kommer fd goras gemensamt tillgingliga

Det framgdr av 2 §4 Kriminalvirdens brottsdatatérordning att
uppgift om nirstidendes namn, adress, telefonnummer och relation
till den registrerade fir behandlas om det ir ndédvindigt. De
uppgifterna fir emellertid, enligt 17 § samma férordning, inte féras
in 1 det centrala kriminalvirdsregistret. Enligt nuvarande reglering ir
det inte heller tillitet att behandla biometriska underlag och
uppgifter frin anhériga.

Regeringen har emellertid 1 propositionen om en modern
lagstiftning  fér  Kriminalvirdens  personuppgiftsbehandling
foreslagit férindringar 1 Kriminalvirdens brottsdatalag. Enligt den
foreslagna bestimmelsen 1 3 kap. 3 § Kriminalvirdens brottsdatalag
kommer Kriminalvdrden att i gora personuppgifter om nirstiende
och andra som har nira férbindelse till den registrerade, personer
som p.g.a. tjinst eller uppdrag eller av annan anledning har kontakt
med den registrerade och maélsigande, gemensamt tillgingliga.
Enligt utredningens bedémning kommer det i och med den nya
bestimmelsen i Kriminalvirdens brottsdatalag att finnas stod for
Kriminalvirden att géra biometriska underlag och uppgifter
gemensamt tillgingliga om de personer som kommer att ha
elektronisk kommunikation med en intagen. Det forutsitter
emellertid att det inte infors ndgon begrinsning 1 Kriminalvirdens
brottsdataférordning.
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Biometriska underlag och biometriska uppgifter om intagna och andra
far bebandlas enligt kriminalvdrdsdatalagen och
kriminalvdrdsdataforordningen

Enligt 3§ kriminalvirdsdataférordningen fir personuppgifter
behandlas om det ir nddvindigt for att verkstilla frihetsberévanden
eller genomféra transporter. Kinsliga personuppgifter fir, enligt 5 §
samma lag, behandlas om det ir absolut nédvindigt. Det framgér av
2 § kriminalvdrdsdataférordningen att om det ir ndédvindigt for att
verkstilla frihetsberévanden far Kriminalvdrden, 1 friga om den som
ir frihetsberdvad, behandla personuppgifter i en sidan journal som
avses 15 § hiktesférordningen. Det framgir vidare att journalen far
innehilla uppgifter om alla beslut som har fattats, viktiga hindelser
under frihetsberévandet och visentliga uppgifter om vidtagna eller
planerade itgirder som giller personen. Den fir dven innehilla
uppgifter om omstindigheter 1 6évrigt som ir av betydelse for
frihetsberdvandet. Det finns genom detta ett tillrickligt regelverk 1
detta avseende och nigon justering i férordningen behévs dirmed
inte.

18.2.2 Rattslig grund och dndamal

Bedomning: Det kommer finnas rittslig grund fér den
personuppgiftsbehandling som kommer att vidtas med anledning
av utredningens forslag.

I de forslag som limnas om utdékad anvindning av biometri
inom Kriminalvrden kommer indamil f6r behandlingen att
preciseras.

Skilen {6r utredningens bedémning
Riittslig grund enligt Kriminalvdrdens brottsdatalag

Oavsett om en viss behandling av personuppgifter faller inom ramen
for regelverket i dataskyddsdirektivet eller dataskyddsférordningen
finns det krav pd att det mste finnas rittslig grund f6r behandlingen,
se vidare avsnitt 4.2.2 och 4.2.3.
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Brottsdatalagen, som genomfér dataskyddsdirektivet, innehdller
overgripande och grundliggande bestimmelser om Kriminalvirdens
behandling av personuppgifter. Enligt lagen fir behoriga myndig-
heter behandla personuppgifter om det ir nodvindigt for att en
behoérig myndighet ska kunna utféra sin uppgift att férebygga,
forhindra eller uppticka brottslig verksamhet, utreda eller lagfora
brott, verkstilla straffrittsliga pdfoljder eller uppritthdlla allmin
ordning och sikerhet, se 2 kap. 1§ brottsdatalagen. En mer
preciserad beskrivning av den rittsliga grunden finns 1 2 kap. 1§
Kriminalvirdens brottsdatalag enligt vilken Kriminalvirden far
behandla personuppgifter om det idr ndédvindigt for att
Kriminalvirden ska kunna utféra uppgifterna att verkstilla hiktning
eller straffrictsliga pdfoljder, forebygga, férhindra eller uppticka
brottslig verksamhet 1 samband med verkstillighet av hiktning eller
straffrittsliga pdfoljder, bitrida andra myndigheter nir de fullgor
uppgifter for ett syfte som anges 1 1 kap. 2 § brottsdatalagen eller
fullgora forpliktelser som f6ljer av internationella dtaganden. Enligt
stillningstagande 1 tidigare lagstiftningsarbeten  uppfyller
regleringen 1 brottsdatalagen och Kriminalvirdens brottsdatalag
tillsammans med de forfattningar och regeringsbeslut som giller f6r
Kriminalvirden, dataskyddsdirektivets krav pa rittslig grund."

Det kan konstateras att utredningens forslag om att tillita
Kriminalvirden att uppta och anvinda biometriska underlag och
uppgifter fér biometrisk autentisering och annan identifiering
frimst syftar till att stirka sikerheten och effektiviteten avseende
myndighetens uppdrag att verkstilla hiktning och straffrittsliga
pafoljder. Den personuppgiftsbehandling som aktualiseras med
anledning av utredningens forslag faller dirmed under
brottsdatalagens tillimpningsomride och den rittsliga grunden si
som den anges 1 brottsdatalagen respektive Kriminalvirdens
brottsdatalag.

Rittslig grund enligt dataskyddsforordningen

For personuppgiftsbehandling som regleras av dataskyddsférord-
ningen anges den rittsliga grunden 1 artikel 6 och nir det giller
myndigheters behandling av personuppgifter framgdr att den ir

rop. 2017/18:269, Brottsdatalag — kompletterande lagstiftning, s. 252.
12 Prop. 2017/18:269, Brottsdatalag — kompl, de lagstiftning 2
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tilliten om behandlingen ir nédvindig for att fullgéra en rittslig
forpliktelse som &vilar den personuppgiftsansvarige (artikel 6.1 c)
eller om behandlingen 4r nédvindig for att utfora en uppgift av
allmint intresse eller som ett led i den personuppgiftsansvariges
myndighetsutévning (artikel 6.1 e).

I kriminalvirdsdatalagen finns ingen sirskild reglering om rittslig
grund och 1 stillet giller vad som framgir om rittslig grund i den
direkt tillimpliga dataskyddsférordningen. I samband med att
kriminalvirdsdatalagen infordes anférde regeringen, 1 likhet med vad
som redogjordes for i férarbetena till Kriminalvirdens brottsdatalag,
att den rittsliga grunden f6r behandlingen faststillts genom den
reglering av verksamheten som bedrivs inom Kriminalvirden i t.ex.
férordningen med instruktion f6r Kriminalvirden, hikteslagen och
polislagen.”

Viss del av den personuppgiftsbehandling som aktualiseras av
utredningens forslag faller inom ramen for dataskyddsférordningen
och kriminalvirdsdatalagen. Nir det giller sddan personuppgifts-
behandling bor den rittsliga grunden 1 artikel 6.1 e vanligen tillimpas
av myndigheter. De foérslag som utredningen limnar kommer
innebira att det i lag preciseras att Kriminalvirden under vissa
forutsittningar far behandla biometriska underlag och biometriska
uppgifter. Genom utredningens férslag fir Kriminalvirden en
rittslig grund f6r sddan personuppgiftsbehandling.

Andamélen specificeras i materiell lagstifining

Den omstindigheten att viss behandling ir rittsligt grundad innebir
inte att vilka personuppgifter som helst f&r behandlas eller att det far
goras pd valfritt sitt. Den personuppgiftsansvarige mdste ocksd
iaktta ovriga krav som giller for behandling av personuppgifter. I
artikel 4 1 dataskyddsdirektivet anges bl.a. att personuppgifter ska
samlas in f6r sirskilda, uttryckligt angivna och berittigade dandamal,
nigot som ocksd framgdr av 2 kap. 3 § brottsdatalagen. Liknande
reglering finns 1 artikel 5 i dataskyddsférordningen. Det ir
lagstiftaren eller den personuppgiftsansvarige som bestimmer
indamilen med behandlingen, se vidare avsnitt 4.2.2 och 4.2.3.

13 Prop. 2017/18:248, Kriminalvdrdsdatalag — en ny lag med anpassning till EU:s
dataskyddsforordning, s. 20.
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Nir det giller indamal ska inledningsvis nimnas att utredningen
utgdr frdn den nuvarande systematiken 1 Kriminalvirdens
brottsdatalag och kriminalvirdsdatalagen, dir det inte finns nigra
detaljregleringar i frdga om specificerade och legitima indamaél.
Kriminalvirdens brottsdatalag saknar helt bestimmelser om
indamdl och 1 kriminalvdrdsdatalagen framgdr endast att
personuppgifter far behandlas om det dr nédvindigt for att verkstilla
frihetsberovanden eller genomfora transporter. Nir det giller
indamdl for den personuppgiftsbehandling som Kriminalvirden
vidtar framgar den 1 stillet av materiella bestimmelser i exempelvis
hikteslagen och fingelselagen. P4 samma vis kommer indamaélen for
vilka personuppgifter fir behandlas att framgi av de materiella
bestimmelser som utredningen foresldr ska inféras i1 bla.
fingelselagen och hikteslagen och som kommer ge Kriminalvdrden
ritt att under vissa férutsittningar uppta och anvinda biometriska
underlag och uppgifter.

Kravet enligt dataskyddsdirektivet och dataskyddsférordningen
pd att indamadlen ska vara sirskilda innebir att indamalen m3ste vara
tillrickligt specificerade for att ge ledning f6r beddmningen av vilka
uppgifter som dr adekvata och relevanta fé6r den aktuella
behandlingen och for att det ska kunna avgéras att inte f6r minga
uppgifter behandlas. De forslag som utredningen nu limnar
omfattar endast de biometriska underlagen fotografi, fingeravtryck
och réstprov. Det ir alltsd inga andra biometriska underlag som
kommer att {3 behandlas.

Andamilen méste ocksi vara berittigade vilket innebir att det
méste finnas en koppling till den rittsliga grunden. Forslagen om att
Kriminalvirden ska f& uppta och anvinda biometriska underlag och
uppgifter syftar enbart till att ge Kriminalvdrden verktyg for att
uppritthdlla en effektiv och siker hiktes-, fingelse- och
frivirdsverksamhet. Enligt de foérslag som utredningen limnar
kommer biometriska underlag & upptas och anvindas endast for
biometrisk autentisering eller annan identifiering, se vidare avsnitt
14.3.3, 15.3.3, 16.3.3 och 17.3. Genom avgrinsningen tydliggors vad
de biometriska underlagen och uppgifterna fir anvindas till. Kravet
pid koppling mellan indamil och grund ir dirmed, enligt
utredningens bedomning, uppfyllt.
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18.2.3 Anvandning av Al

Bedomning: Kriminalvirden behover iaktta dataskyddsregler,
Al-férordningen och kommande implementerande svensk
lagstiftning vid framtagande, utveckling och anvindning av
teknik f6r biometrisk autentisering och annan identifiering.

Det behéver inte inféras ett sdrskilt dndamidl for
testverksamhet.

Skilen {6r utredningens bedomning
Al maskininlirning och djupinlirning

Det finns ingen allmint vedertagen definition av artificiell
intelligens, d.v.s. AI. Begreppet avser inte en enskild, sirskild teknik
utan omfattar flera olika typer av tekniker. Ofta anvinds orden
maskininlirning och djupinlirning fér att beskriva samma sak men
det finns skillnader 1 begreppen. AI utgor i det avseendet ett mer
generellt och bredare begrepp som omfattar bdde maskininlirning
och djupinlirning. Maskininlirning sker genom att en algoritm
trinas med data som t.ex. personuppgifter och resulterar 1 en
matematisk modell, som brukar kallas for AI-modell. Modellen
anvinds sedan for att statistiskt komma fram till det mest rimliga
svaret nir den stills infér en friga. Maskininlirning bestdr alltsd av
processen dir datorer utvecklar férmigan att lira sig och anpassa sig
till en uppgift, utan att behéva programmeras specifikt for den
uppgiften.’* Med djupinlirning avses en form av maskininlirning
som ir uppbyggd pd ett sitt som liknar den minskliga hjirnans
neuronnit."

AT ir med andra ord olika former av tekniker som r under snabb
utveckling och kan anvindas pd en mingd olika sitt inom olika delar
av samhillet. Genom tekniken kan stora effektivitetsvinster uppnas,
samtidigt som den ocksi kan ge upphov till olika risker. Det ir
troligt att sidana tekniker kommer att bli alltmer intressanta for

" Integritetsskyddsmyndigheten,
https://www.imy.se/verksamhet/dataskydd/innovationsportalen/vagledning-om-gdpr-och-
ai/teknisk-beskrivning-av-ai/vad-ar-maskininlarning/ (himtad 2025-11-22).

15 Integritetsskyddsmyndigheten,
https://www.imy.se/verksamhet/dataskydd/innovationsportalen/vagledning-om-gdpr-och-
ai/teknisk-beskrivning-av-ai/vad-ar-djupinlarning/ (himtad 2025-11-22).
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myndigheter att anvinda 1 olika delar av deras verksamheter ju mer
sddana verktyg utvecklas. Myndigheten for digital férvaltning
(Digg) har uppskattat att det ekonomiska virdet av ett fullstindigt
inférande av nuvarande Al-teknik 1 svensk offentlig férvaltning
skulle uppga till cirka 140 miljarder kr. Dirutéver bedéomer DIGG
att det kan finnas indirekta ekonomiska virden i form av bl.a. 6kad
rittvisa.'®

Al-forordningen

Europaparlamentet har, 1 syfte att bl.a. harmonisera regler om Al
inom EU, antagit en férordning om Al den s.k. Al-férordningen."”
Enligt AI-férordningen definieras system med artificiell intelligens
(Al-system) som ett maskinbaserat system som ir utformat fér att
fungera med varierande grad av autonomi och som kan uppvisa
anpassningsférmaga efter inférande och som, for uttryckliga eller
underforstidda mail, drar slutsatser hirledda frin den indata det tar
emot, om hur utdata sisom férutsigelser, innehdll, rekommenda-
tioner eller beslut som kan paverka fysiska eller virtuella miljoer ska
genereras.

Al-férordningens regelsystem har utarbetats utifrdn en
riskbaserad metod for att skapa en uppdelning mellan olika typer av
Al-system utifrdin deras anvindningsomriden. Vissa Al-
anvindningsomriden anses si riskabla att de forbjuds, t.ex.
manipulation for att medvetet skada ndgon psykiskt eller fysiskt.
Medan andra Al-anvindningsomrdden fir anvindas men med vissa
anpassningar och krav utifrdn om Al-systemen anses utgora hog,
liten eller ingen risk.

For anvindningsomriden som anses utgora en hog risk, t.ex. Al-
anvindning infér livsavgérande beslut s8 som fér studier och
anstillning, giller vissa krav 1 form av bl.a. kontroll av efterlevnad
och registrering hos ansvarig myndighet. De Al-system som anses

16 Myndigheten fér digital férvaltning (DIGG), Frimja den offentliga férvaltningens férmiga
att anvinda Al, delrapport i regeringsuppdraget 12019/01416/DF och 12019/01020/DF
(delvis), s. 9.

7" Europaparlamentets och ridets férordning 2024/1689 av den 13 juni 2024, om
harmoniserade regler for artificiell intelligens och om 4ndring av férordningarna (EG) nr
300/2008, (EU) nr 167/2013, (EU) nr 168/2013, (EU) 2018/858, (EU) 2018/1139 och (EU)
2019/2144 samt direktiven 2014/90/EU, (EU) 2016/797 och (EU) 2020/1828 (férordning om
artificiell intelligens).
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innebira liten eller ingen risk fir anvindas utan restriktioner, med
vissa undantag.

Utover risknivén stills det krav beroende pd vilken roll och vilket
ansvar en aktor har 1 Al-systemets virdekedja. Ett system for tillsyn,
styrning och kontroll av efterlevnad ska inféras bide pd nationell
nivd och pd EU-nivd. Vidare stills krav pd etableringen av s.k.
regulatoriska sandlddor i syfte att frimja innovation och effektivisera
regelefterlevnad.

Al-férordningen giller som svensk lag men forutsitter
kompletterande nationella bestimmelser. Bestimmelserna i Al-
férordningen ska bérja tillimpas vid olika tidpunkter med start frin
den 1 augusti 2024.

En utredning, som har haft 1 uppdrag att se 6ver behovet av
nationella anpassningar till f6ljd av AI-férordningen, presenterade
den 6 oktober 2025 sina férslag.'® Forslagen avser bl.a. att de svenska
bestimmelser som behdéver komplettera Al-férordningen
huvudsakligen ska samlas i en ny lag och en ny férordning.
Utredningen foreslir ocksd ett system fér marknadsévervakning,
marknadskontroll, styrning och kontroll av efterlevnad som bestar
av elva marknadskontrollmyndigheter och tvi anmilande
myndigheter. Vidare f6reslir utredningen att Post- och telestyrelsen
ska 3 ett huvudsakligt ansvar f6r marknadskontroll enligt AI-
férordningen. Utdver det foresldr utredningen bestimmelser om
sanktioner och ingripanden samt bestimmelser om vissa
innovationsfrimjande 3tgirder, bl.a. om regulatoriska sandlddor for
AL Post- och telestyrelsen foreslds inritta en sidan regulatorisk
sandlida. Utredningen gor dven beddémningen att det behovs
kompletterande bestimmelser om sekretess, tystnadsplikt,
uppgiftsskyldighet och sekretessbrytande bestimmelser.

Kriminalvdrdens anvindning av biometriska underlag och uppgifter

Det har tidigare redovisats att Kriminalvirden stdr infoér stora
utmaningar med anledning av kommande kapacitetsutdkning. For
att kunna hantera kapacitetsutokningen kommer en rad 8tgirder
behéva vidtas, dir en utdkad anvindning av digitalisering och

18SOU 2025:101, Anpassningar till AI-forordningen Siker anvindning, effektiv kontroll och stod
for innovation.

374



Ds 2025:31 Dataskydd och sekretess

anvindning av biometriska underlag och uppgifter for autentisering
och annan identifiering kommer att vara viktiga delar.

Genom de forslag som utredningen nu limnar kommer
Kriminalvirden att kunna uppta och anvinda biometriska underlag
for biometrisk autentisering. Det innebir att Kriminalvirden genom
ansiktsjimforelse, fingeravtrycksjimforelse och rostjimforelse
kommer att kunna verifiera personers identitet. Metoden for
biometrisk autentisering bygger pi en jimférelse mellan tvd
uppsittningar av biometriska uppgifter. Jimférelsen mojliggors
genom Al-teknik som kan automatisera bearbetningen och analysen
av tex. bilder pd ansikten. For att skapa en applikation fér
ansiktsigenkinning krivs i regel stora mingder bilder p& ansikten
som en Al-modell sedan trinas pd. Det krivs for att Al-modellen,
som applikationen anvinder, ska bli tillrickligt triffsiker. Nir AI-
modellen ir firdigtrinad kan den skapa digitala, biometriska mallar
som ir unika och specifika f6r varje person. En biometrisk mall kan
sedan jimféras med andra biometriska mallar som redan finns
lagrade 1 exempelvis en central databas eller en personlig enhet, t.ex.
en mobiltelefon."”

Med stor sannolikhet kommer &tminstone vissa av de tekniska
l6sningar som Kriminalvirden i framtiden kommer att anvinda for
biometrisk autentisering att innebidra anvindning av Al. Det gir i
nuliget inte att nirmare beskriva vilken teknik och vilka l6sningar
som kommer att anvindas. Allt ir beroende av vilka 16sningar som
finns tillgingliga eller som kan utvecklas nir Kriminalvirden
framover kommer att behdva ta sidan teknik i drift. Det gir dirmed
inte heller att férutspd vilken risknivd enligt AI-férordningen som
tekniken kommer att ha. Baserat pd de behov som Kriminalvirden
beskrivit finns inom verksamheten och de tekniska lésningar
myndigheten ser framfor sig kommer att behova anvinda, handlar
det enligt utredningens bedémning emellertid inte om nigon
forbjuden AI som pdkallar sirskild reglering i lag. Oavsett detta
stiller det krav pd Kriminalvirden att framéver iaktta den allminna
dataskyddsregleringen vid utveckling och anvindande av Al vilket
bl.a. kommer kriva samrd med Integritetsskyddsmyndigheten, se
bl.a. avsnitt 4.4. Utover det behover Kriminalvirden beakta AI-

1 Integritetsskyddsmyndigheten,
https://www.imy.se/verksamhet/dataskydd/innovationsportalen/vagledning-om-
ansiktsigenkanning-och-gdpr/vad-ar-ansiktsigenkanningsteknik/ (himtad 2025-11-22).
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férordningen och den kommande kompletterande svenska
lagstiftningen, nir sddan finns pd plats.

Behov av att anvinda biometriska uppgifter for testverksambet

En ordning dir Kriminalvirden fir behandla biometriska underlag
och biometriska uppgifter i enlighet med utredningens forslag
forutsitter att myndigheten ocks3 fir behandla sidana uppgifter for
att utféra nddvindig testverksamhet. Utan en sddan mojlighet
hindras myndigheten frin att skapa och utveckla eller implementera
inkdpta nya tekniska system som dr nédvindiga for att kunna utfora
den biometriska autentisering som Kriminalvrden genom
utredningens forslag ges mojlighet att utféra, t.ex. verifiering vid
daglig tillsyn och slussning av intagna.

Om Kriminalvdrden behéver anvinda tekniska l6sningar for t.ex.
ansiktsigenkinning kan programvaran behéva trinas och valideras
pd verkliga forhillanden gillande férmdgan att jimféra nytagna
fotografier med andra bilder som myndigheten i ett tidigare skede
har tagit av de intagna. Uppgifterna som anvinds vid test och
validering behéver dterspegla verkliga férhdllanden, t.ex. avseende
glaségon, smink, frisyrer och huvudbonader. Det ir alltsd inte
mojligt att utféra nédvindiga tester och validering av tekniken for
ansiktsigenkinning utan ansiktsbilder. Testverksamheten ir en
noédvindig forutsittning for att ett sddant system ska kunna
anvindas 1 skarpt lige pd ett rittssikert och ickediskriminerande
sitt. Det kan till och med ifrigasittas om det 6verhuvudtaget ir
tekniskt mojligt att ta tekniska system i drift utan en foregdende
testperiod.”

Det behiver inte inforas nagot sirskilt dndamal for testverksambet i
Kriminalvdrdens brottsdatalag eller i kriminalvdrdsdatalagen.

For att genomfora test och validering samt nd tillforlitliga och
rittssikra resultat kan en relativt stor mingd uppgifter behova
behandlas vilket kan innebira ett integritetsintrdng. Att ta ett system
1 drift utan testperiod riskerar medféra att systemet kommer att

2 Prop. 2020/21:5, Behandling av kénsliga personuppgifier i testverksambet enligt
utlinningsdatalagen, s. 11.
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innehélla fel och brister. Mgjligheten att testa ny teknik bidrar alltsd
till att det kan inforas triffsikra, rittssikra och effektiva system, dir
risken for oligenheter 1 form av felbedémningar till den enskildes
nackdel minimeras samtidigt som en hog sikerhetsnivd kan
uppritthillas.”

Nir det giller de rittsliga forutsittningarna for att {8 behandla
personuppgifter for testindamdl har dessa upprepade ginger
behandlats 1 f6rarbeten till olika lagstiftningar. Det kan exempelvis
nimnas att Lagridet har uttryckt att planering, uppféljning och
utvirdering av en verksamhet dr en integrerad del av sjilva
verksamheten och inte ndgon frén denna fristiende aktivitet samt att
detta ir s§ sjilvklart att det inte behover sigas uttryckligen, en
uppfattning som regeringen har delat.”” Av samma skil har ndgon
indamilsbestimmelse  rorande  planering, uppféljning och
utvirdering av verksamhet inte inférts i brottsdatalagen.”

Aven utveckling av nya digitala arbetssitt genom tester m.m.
utgor idag en integrerad del av myndigheternas verksambhet.
Regeringen har i flera olika sammanhang uttalat att behandling av
personuppgifter fér testindamal ir ndgot som normalt inte brukar
regleras 1 sirskilda registerforfattningar och att det méste anses vara
en slags huvudprincip att testverksamhet inte behéver regleras som
ett sirskilt indamal, ett stillningstagande som godtagits av riksdagen
i dessa lagstiftningsirenden.”* Trots det stillningstagande frin
lagstiftaren férekommer ind4 sddana indamdlsbestimmelser 1 vissa
myndigheters registerlagstiftningar. Nir det t.ex. giller just
testverksamhet ~ inom  ramen  fér  utlinnings-  och
medborgarskapslagstiftningen har en sidan indamilsbestimmelse
ansetts pikallad.” Det kan ocksi noteras att det i utredningen
rérande biometriska underlag och uppgifter 1 Skatteverkets
folkbokforingsverksamhet foreslds inforas ett dndamdl for

21 SOU 2025:75, Biometriska underlag och uppgifter i Skatteverkets folkbokforingsverksambet, s.
467.

22 Prop. 2004/05:164, Tullverkets brottsbekimpning — Effektivare uppgifisbebandling, s. 179 och
prop. 2014/15:63, Aklagardatalag, s. 63.

2 Prop. 2017/18:232, Brottsdatalag, s. 118 f.

2+ Prop. 2015/16:65, Utlinningsdatalag, s. 64 och prop. 2019/20:113, En mer dndamdlsenlig
dataskyddsreglering for studiestodsverksambeten, s. 20 f. Jfr dven regeringens uttalanden med
innebdrden att behandling fér indamalen uppfsljning, utveckling och testning av analys- och
urvalsmodeller inte regleras sirskilt fér Utbetalningsmyndigheten 1 prop. 2022/23:34,
Utbetalningsmyndigheten, s. 205.

2 Prop. 2015/16:65, Utlinningsdatalag, s. 64.

377



Dataskydd och sekretess Ds 2025:31

testverksamhet™, 1 motsats till att det i utredningen rérande nya
registerlagar foér Skatteverket, Tullverket och Kronofogden
konstateras att ett sidant indam4l inte behévs.”

I forarbetena till dataskyddslagen har regeringen uttalat att
behandling av personuppgifter som utférs som ett led 1 de
administrativa 8tgirder som myndigheter vidtar, oavsett om de
framgir av lag eller beslut eller vidtas fér att myndigheten faktiskt
ska fungera, dr rittsligt grundade 1 dataskyddsférordningens
mening. Atgirderna méste dock vara nodvindiga for att
myndigheten ska kunna utféra sina uppgifter, vilka miste vara
faststillda i enlighet med gillande ritt.”®

I forarbetena till dataskyddslagen har dven uttalats att det ir ett
viktigt allmint intresse att myndigheternas drendehandliggning kan
ske pa ett effektivt och rittssikert sitt.”” Vidare har regeringen
uttalat att det 1 dagsliget mer eller mindre regelmissigt bor anses
vara nodvindigt att anvinda tekniska hjilpmedel och dirmed
behandla personuppgifter pd automatisk vig, eftersom en manuell
informationshantering inte utgor ett realistiskt alternativ f6r vare sig
myndigheter eller féretag.”

Att myndigheternas olika férfattningsreglerade uppgifter ocksd
omfattar att utveckla effektiva och sikra digitala arbetssitt har lyfts
1 utredningen rorande nya registerlagar for Skatteverket, Tullverket
och Kronofogden. Den utredningen menar att tester som avser
utveckling av befintlig eller ny it-infrastruktur bér vara en sidan
administrativ och integrerad uppgift som myndigheterna behover
utféra f6r att kunna skéta sina respektive verksamheter. I det nyss
sagda ingdr dven utveckling av Al, d.v.s. olika former av digitala
system f6r bl.a. maskininlirning.’!

Som ovan redogjorts fér har frigan om det behdvs en sirskild
bestimmelse som reglerar indamadl f6r testverksamhet eller inte, i
och for sig bedémts olika inom olika lagstiftningsirenden. Enligt
utredningens uppfattning synes lagstiftaren emellertid féresprika
att testverksamhet som huvudregel inte behdver anges som ett eget

26 SOU 2025:75, Biometriska underlag och uppgifter i Skatteverkets folkbokféringsverksambet, s.
468.

27 SOU 2023:100, Framtidens dataskydd Vid Skatteverket, Tullverket och Kronofogden, s. 514
ff.

28 Prop. 2017/18:105, Ny dataskyddslag, s. 60 f.

2 Prop. 2017/18:105, Ny dataskyddslag, s. 87.

3 Prop. 2017/18:105, Ny dataskyddslag, s. 47.

31 SOU 2023:100, Framtidens dataskydd Vid Skatteverket, Tullverket och Kronofogden, s. 516.

378



Ds 2025:31 Dataskydd och sekretess

indamadl och att nir sd trots allt skett, snarare ska ses som undantag.
Eftersom  Kriminalvirdens brottsdatalag dessutom  saknar
indamadlsbestimmelser, vore det enligt utredningens bedémning
avvikande att inféra ett sidant enbart for testverksamhet. Med
anledning av det anférda bedémer utredningen dirfér att det inte
behéver inforas ndgot sirskilt dndamdl for testverksamhet i
Kriminalvirdens brottsdatalag eller i kriminalvirdsdatalagen.

Testverksambet med kinsliga personuppgifter kan vara absolut
nodvindig for syftet med bebandlingen.

Kriminalvrden har redan enligt 2 kap. 3§ Kriminalvirdens
brottsdatalag och 5§ kriminalvirdsdatalagen, se avsnitt 18.2.1,
mojlighet att behandla kinsliga personuppgifter om det ir absolut
nédvindigt for indamélet med behandlingen. Det finns alltsd inget
férbud mot att behandla kinsliga personuppgifter i testverksamhet
som sker for ett syfte som anges 1 1kap. 1§ Kriminalvdrdens
brottsdatalag eller 1 § kriminalvirdsdatalagen. Med anledning av det
anfoérda bedémer utredningen att Kriminalvirden redan f&r behandla
biometriska uppgifter for testverksamhet.

Det kan i sammanhanget emellertid konstateras att behandling av
kinsliga personuppgifter i testverksamhet normalt inte anses vara
absolut nédvindig om det ir mojligt att nd ett rittssikert och
ullforlitligt resultat genom att anvinda alternativa och mindre
integritetskinsliga tillvigagingssitt, t.ex. fiktiva eller avidentifierade
uppgifter.’” Som nimnts finns det emellertid situationer nir det inte
finns nigot alternativ till att anvinda verkliga personuppgifter for att
testa och validera nédvindiga tekniska system, d.v.s. situationer dir
anvindandet av fiktiva uppgifter inte skulle ge ett tillforlitligt och
rittssikert resultat. I sddana situationer kan testverksamhet med
kinsliga personuppgifter vara absolut nédvindig foér syftet med
behandlingen. Dirutéver behéver de krav som dataskydds-
regelverken uppstiller pd bla. 6ppenhet, uppgiftsminimering,
riktighet, proportionalitet och sikerhet uppfyllas dven wvid
testverksamhet. Kriminalvirden kan behdva genomfoéra en
konsekvensbedémning enligt artikel 35 dataskyddsférordningen
och 3 kap. 7 § forsta stycket brottsdatalagen, se avsnitt 4.4 om nir

32 Prop. 2020/21:5, Behandling av kinsliga personuppgifier i testverksambet enligt
utlinningsdatalagen, s. 13 {.
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en konsekvensbedémning ir pdkallad. Om en sidan konsekvens-
bedémning visar att det finns sirskild risk for intring i den enskildes
personliga integritet eller om typen av behandling innebir sirskild
risk f6r intring, méste Kriminalvirden samrida med Integritets-
skyddsmyndigheten enligt artikel 36 i dataskyddsférordningen och
3 kap. 7 § andra stycket brottsdatalagen.

18.2.4 Sokning pa biometriska uppgifter

Forslag: Sokforbudet i brottsdatalagen ska inte hindra sokningar
1 syfte att fi fram ett urval av personer grundat pd biometriska
uppgifter i vissa personuppgifter som har gjorts gemensamt
tillgingliga.

Soktorbudet 1 kriminalvirdsdatalagen ska inte hindra
sokningar 1 syfte att fi fram ett urval av personer grundat pd
biometriska uppgifter.

Skilen f6r utredningens forslag

I 2 kap. 14 § brottsdatalen finns ett generellt f6rbud f6r behériga
myndigheter mot att utféra sokningar i syfte att {3 fram ett urval av
personer grundat pd kinsliga personuppgifter. Med kinsliga
personuppgifter avses enligt 2 kap. 11 och 12 §§ brottsdatalagen
personuppgifter som avslojar ras, etniskt ursprung, politiska 3sikter,
religios eller filosofisk 6vertygelse eller medlemskap 1 fackférening
eller som ror hilsa, sexualliv eller sexuell liggning samt biometriska
uppgifter som anvinds for att identifiera en person och genetiska
uppgifter. Férbudet mot att séka pd kinsliga personuppgifter utgir
frin indamélet med s6kningen. Om syftet inte ir att {3 fram ett urval
av personer grundat pd kinsliga personuppgifter ir sokningen
tilliten. Det giller dven om kinsliga personuppgifter anvinds vid
s6kningen.”

I de flesta myndigheters registerlagstiftningar som kompletterar
brottsdatalagen finns undantag frdn sokforbudet i brottsdatalagen
som ir anpassade till de olika myndigheternas behov, se t.ex. 2 kap.
5 och 6 §§ polisens brottsdatalag. I Kriminalvirdens brottsdatalag

3 Prop. 2017/18:232, Brottsdatalag, s. 448.
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finns for nirvarande endast ett undantag i 3 kap. 5§ som rér
sokningar 1 sikerhetsregistret. Genom propositionen om modern
lagstiftning fér Kriminalvirdens personuppgiftsbehandling som
trider 1 kraft den 1 april 2026 ska det emellertid inféras ett undantag
frén sokforbudet sd att Kriminalvirden ska kunna géra sékningar 1
gemensamt tillgingliga uppgifter som innebir att sammanstillningar
grundade pd vissa kinsliga personuppgifter skapas.

Det idr framfér allt 6r att kunna placera intagna och av hinsyn till
intagnas och personalens sikerhet som Kriminalvirden behover
kunna s6ka pd kinsliga personuppgifter. Det finns exempelvis behov
av sammanstillningar grundade pd kinsliga personuppgifter for att
sikerstilla att personer frdn grupperingar med exempelvis politiska,
etniska eller religivsa motsittningar inte placeras pd samma
avdelning eller i samma bostadsrum.’* Det foreslagna undantaget
frin sokforbudet medger emellertid, enligt den féreslagna
utformningen, inget undantag betriffande biometriska uppgifter.

Aven i 6 § kriminalvirdsdatalagen finns ett forbud mot att utféra
sokningar i syfte att {3 fram ett urval av personer grundat pd kinsliga
personuppgifter. Enligt samma bestimmelse hindrar emellertid inte
sokforbudet sokning 1 personuppgifter i sikerhetsregistret i syfte att
fa fram ett urval av personer grundat pd etniskt ursprung, politiska
dsikter, religios eller filosofisk overtygelse eller uppgifter som ror
hilsa, sexualliv eller sexuell liggning. Undantaget frin sokforbudet
medger emellertid inget undantag betriffande biometriska
uppgifter.

Som redogdrs f6r i avsnitt 14.2, 15.2 och 16.2, har Kriminalvirden
behov av att 1 vissa situationer gora sékningar bland myndighetens
egna uppgifter 1 syfte att identifiera en viss person. Det handlar
framfér allt om situationer dir olika former av ordningsstérningar
har férekommit. Kriminalvirden vidtar frekvent évervakning med
bild- och ljudupptagmng och kan pd det viset ibland uppmirksamma
ordningsstorningar 1 form av olimpligt upptridande eller
anvindande av utrustning fér andra indamal in de ir avsedda. Men
det kan ocksd handla om situationer dir Kriminalvirden behéver ta
reda pd vem som senast har befunnit sig inom ett visst utrymme. De
bilder eller ljudupptagningar som har fingat en sidan situation eller
ett fingeravtryck som har avsatts mot en viss lisare kan anvindas for
att identifiera den som orsakat en ordningsstérning. I de fall

3* Prop. 2025/26:48, En modern lagstiftning for Kriminalvdrdens personuppgiftsbebandling, s. 36
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personalen pd egen hand inte kan identifiera vem det ir som syns pd
en bild eller hors pd en inspelning, vilket sannolikt kommer att bli
ett mer omfattande problem pd storre hikten och anstalter, behover
Kriminalvdrden anvinda den biometriska uppgiften foér att kunna
gora en sdkning 1 syfte att identifiera personen.

Att kunna gora en siker identifiering i en sddan situation ir
central fér uppritthdllande av sikerheten for Gvriga intagna och
personal och kan stirka rittssikerheten fo6r de intagna. Enligt
utredningens bedémning saknas mindre ingripande och jimférbara
alternativ som uppnir samma resultat som ett undantag frin
sokforbudet 1 brottsdatalagen. Det bor dirfér inféras ett undantag
frdn sokférbudet dven betriffande biometriska uppgifter.
Undantaget bor ske genom dndring 1 den féreslagna bestimmelsen i
3 kap. 5 § Kriminalvdrdens brottsdatalag. I enlighet med férslaget
bér undantaget inte omfatta sékning i gemensamt tillgingliga
uppgifter om personer som ir foéremil fér personutredning eller
personer som genom en svensk dom eller ett svenskt beslut ir domd
till en pafoljd som kan komma att verkstillas 1 ett annat land. Ett
motsvarande undantag bor dven inforas 1 6 § kriminalvirdsdatalagen.
Enligt Kriminalvirden kommer biometriska uppgifter inte enbart att
hillas 1 sikerhetsregistret. Undantaget i kriminalvdrdsdatalagen ska
dirfor inte begrinsas till bara det registret.

18.2.5 Sekretess

Bedomning: De uppgifter som Kriminalvirden behandlar med
anledning av utredningens forslag i kapitel 14, 15, 16 och 17
omfattas av sekretess. Ndgot behov av ytterligare sekretesskydd
foreligger inte.

Skilen {6r utredningens bedémning
Tillrickligt sekretesskydd finns

Inom Kriminalvirden giller sekretess for uppgifter till skydd for
enskildas personliga forhdllanden 1 35 kap. 15§ OSL, om det kan
antas att den enskilde eller ndgon nirstdende lider men eller att fara
uppkommer for att nigon utsitts for vald eller lider annat allvarligt
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men om uppgiften rdjs. Med enskild avses inte bara intagna utan
dven t.ex. deras anhoriga och deras tilltinkta 6vervakare.” De
uppgifter som Kriminalvirden behéver behandla for att ta upp
biometriska underlag i enlighet med utredningens férslag omfattas
av detta sekretesskydd. Det har under utredningsarbetet inte
framkommit ndgot behov av ytterligare sekretesskydd.

Uppgiftsskyldighet

I sammanhanget bér emellertid nimnas den uppgiftsskyldighet som
Kriminalvirden har enligt 5 § lag om skyldighet att limna uppgifter
till de brottsbekimpande myndigheterna. Med brottsbekimpande
myndigheter avses enligt 2 § samma lag, Ekobrottsmyndigheten,
Kustbevakningen, Polismyndigheten, Skatteverket,
Sikerhetspolisen, Tullverket och Aklagarmyndigheten. Enligt
bestimmelsen 1 5§ ska Kriminalvirden limna en uppgift till en
brottsbekimpande myndighet, om uppgiften behdvs 1 den
brottsbekimpande verksamheten. En uppgift ska emellertid inte
limnas om det finns en sekretessbestimmelse som ir tillimplig pd
uppgiften och det stir klart att det intresse som sekretessen ska
skydda har foretride framfér intresset av att uppgiften limnas ut.
Den avvigning som ska goras kommer alltsd att utgd frén & ena sidan
sekretessintresset och, & andra sidan, brottsbekimpningens intresse
av uppgiften.

En utgingspunkt fér bedémningen av sekretessintresset ir
sekretessens styrka, som 1 regel bestims med hjilp av s.k.
skaderekvisit.® Att lagstiftaren tidigare har beddmt att uppgifterna
ska skyddas av sekretess med en viss styrka ir en indikation pd hur
angeliget sekretessintresset ir. Dirutdver kan viss ytterligare hinsyn
tas till hur skyddsvirda uppgifterna framstdr 1 utlimnande-
situationen. Exempel pd faktorer som kan pdverka sekretessintresset
i skirpande riktning ir om uppgifterna har limnats i fortroende eller
om de ir av kinslig art, t.ex. om de innefattar sidana personuppgifter
som avses 1 artikel 9 1 EU:s dataskyddsforordning, d.v.s. uppgifter
om ras eller etniskt ursprung, politiska &sikter, religios eller
filosofisk overtygelse eller medlemskap 1 fackférening, genetiska

35 Prop. 1988/89:67, om sekretessfrdgor inom undervisningsvisendet m.m., s. 22 {.
3¢ Prop. 2024/25:65, Okat informationsflode till brottsbekimpningen, s. 95.
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uppgifter, biometriska uppgifter for att entydigt identifiera en fysisk
person, uppgifter om hilsa eller uppgifter om en fysisk persons
sexualliv eller sexuella liggning. Andra exempel kan vara att
uppgifterna ror affirs- och driftférhdllanden och att réjande i en viss
situation kan antas leda till betydande skada fér den
niringsverksamhet som uppgifterna hirrér fran.”

Nir det giller biometriska underlag och uppgifter frin intagna
och klienter samt andra personer s kommer dessa, som ovan
konstaterats, att omfattas av sekretess enligt 35 kap. 15§ OSL.
Sekretessregeln bestdr av ett s.k. rakt skaderekvisit vilket innebir att
det foreligger en presumtion for att uppgiften ir offentlig. Aven om
en sekretessprovning alltid ska goéras i det enskilda fallet, finns det
anledning att utgd frin att sekretessen, vid den intresseavvigning
som ska goras, kan komma att behéva ge vika varvid uppgiften
behéver limnas ut. Det innebir att uppgiften kommer att kunna
limnas ut till t.ex. polisen inom ramen f6r en férundersokning.

Att personers biometriska underlag och uppgifter kan komma att
limnas ut till polisen kan anses utgora ett betydande intring i den
personliga integriteten. Det kan emellertid konstateras att polisen
numer har lingtgdende befogenheter att pid egen hand uppta
biometriska underlag frdn misstinkta personer, se kapitel 12 och
kapitel 21. Det torde dirmed inte vara mer in 1 ett fital fall som det
kan bli aktuellt att limna biometriska underlag eller uppgifter till
polisen med stdd av regelverket.

Nir regeringen inforde den aktuella uppgiftsskyldigheten
motiverades det med att brottsutvecklingen 1 Sverige ir exceptionell
och for att trycka tillbaka brottsligheten krivs att myndigheter och
andra aktorer kan limna uppgifter till de brottsbekimpande
myndigheterna pi ett effektivt och dndamilsenligt sitt.”® Att goéra
ett undantag frin den skyldigheten nir det giller biometriska
underlag  och uppgifter, skulle riskera att urholka det
informationsutbyte som regeringen har velat &stadkomma.
Utredningen finner dirfér inte skil for att dndra den nuvarande
uppgiftsskyldigheten pd nigot vis eller géra nigon annan justering i
sekretessregelverket, iven om det kan innebira att biometriska
underlag och uppgifter kan komma att limnas ut till polisen i fall nir
polisen sjilv inte har rittsliga férutsittningar for att ta biometriska

37 Prop. 2024/25:65, Okat informationsflode till brottshekimpningen, s. 96.
3% Prop. 2024/25:65, Okat informationsflode till brottsbekimpningen, s. 1.
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underlag frin en person. Inte heller finner utredningen skal att
dstadkomma ett annat utfall efter den sekretessavvigning som ska
goras enligt 5§ lag om skyldighet att limna uppgifter till de
brottsbekimpande myndigheterna, genom att indra skaderekvisiten
i tillimpliga sekretessbestimmelser.

Direktdtkomst till gemensamt tillgingliga uppgifter och andra
uppgifter

Fotografier av intagna 1 fingelse fir med dagens regler registreras 1
det centrala Kriminalvirdsregistret, enligt 17 § och 2 § andra stycket
1 Kriminalvdrdens brottsdataférordning. I nuliget fir, enligt 20 §
samma forordning, Regeringskansliet, Polismyndigheten och
Sikerhetspolisen medges direktdtkomst tll det centrala
Kriminalvirdsregistret. For Regeringskansliet fir endast sidana
uppgifter som behovs 1 drenden om ndd goras tillgingliga.

Regeringen har 1 en proposition, som anges ovan, foreslagit att
det centrala Kriminalvirdsregistret definitionsmissigt framéver i
stillet ska betecknas som uppgifter som gors eller har gjorts
gemensamt tillgingliga. Det kommer emellertid inte innebira ndgon
storre praktisk dndring 1 hur Kriminalvirden fir behandla
personuppgifter. Det nya systemet innebir att Kriminalvirden kan
fortsitta att behandla personuppgifter i sina nuvarande
verksamhetsstdd. Enligt den féreslagna bestimmelsen 1 3 kap. 2 §
Kriminalvirdens brottsdatalag kommer personuppgifter om intagna
och frivirdsklienter att fi goras gemensamt tillgingliga. Aven
uppgifter om anhoriga kommer att i goras gemensamt tillgingliga
enligt 3 kap. 3 § Kriminalvirdens brottsdatalag.

Nir det giller de myndigheter som fir medges direktdtkomst till
Kriminalvirdens gemensamt tillgingliga uppgifter gors i regeringens
proposition vissa justeringar. For det forsta foreslds dven Tullverket
f4 medges direktdtkomst. Dessutom inférs en sekretessbrytande
regel 1 2 kap. 5§ Kriminalvirdens brottdatalag som mojliggor
utlimnande av sekretessbelagda uppgifter till Polismyndigheten,
Sikerhetspolisen, Tullverket och Regeringskansliet. Inférandet av
den sekretessbrytande bestimmelsen innebir emellertid ingen
indring 1 forhillande till vad som far anses ha gillt tidigare och hur
hanteringen tidigare har skett i praktiken.
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Genom den sekretessbrytande bestimmelsen kommer myndig-
heter, precis som idag, att genom direktitkomst kunna ta del av hos
Kriminalvirden sekretessbelagda uppgifter. For sddana uppgifter
rdder emellertid sekretess hos den mottagande myndigheten enligt
11 kap. 4 § OSL. Bestimmelsen innebir att om en myndighet har
elektronisk tillgdng till uppgifter 1 en annan myndighets upptagning
for automatiserad behandling och dessa uppgifter omfattas av
sekretess hos den utlimnande myndigheten, dverfors sekretessen till
den mottagande myndigheten. Av 11 kap. 8 § samma lag foljer att
detta inte giller om en sekretessbestimmelse till skydd f6r samma
intresse redan dr tillimplig pd uppgifterna hos den mottagande
myndigheten. Om det finns en sekretessbestimmelse som ir primirt
tllimplig hos den mottagande myndigheten ir det siledes den
bestimmelsen som ska tillimpas i stillet fér den overforda
sekretessen oavsett om den primira sekretessen ir starkare eller
svagare in den sekundira sekretessen. De uppgifter som via direkt-
dtkomst tillgingliggdrs f6r andra myndigheter omfattas dirmed,
enligt utredningens uppfattning, av ett fullgott sekretesskydd.

Nir det giller biometriska underlag och uppgifter av intagna som
faller inom ramen f6r kriminalvirdsdatalagen och andra personer
sdsom anhoriga till de intagna, fir sddana idag behandlas enligt 3 och
5 §§ kriminalvirdsdatalagen och 2 § kriminalvirdsdataférordningen.
Enligt 6§ kriminalvirdsdatalagen fir Polismyndigheten och
Sikerhetspolisen medges direktdtkomst till personuppgifter som
behandlas med stéd av kriminalvirdsdatalagen. For uppgifterna
rader sekretess enligt 11 kap. 4 och 8 §§ 1 OSL p& samma vis som
redogjorts f6r ovan. De uppgifter som via direktdtkomst
tillgingliggdrs for andra myndigheter omfattas dirmed, enligt
utredningens uppfattning, av ett fullgott sekretesskydd.
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19  Jamforelser med uppgifter i
polisens biometriregister

19.1 Inledning

Polisen har redan biometriska underlag och biometriska uppgifter
registrerade 1 polisens biometriregister, se kapitel 12. Ett sitt att
utdka anvindningen av biometriska uppgifter 1 Kriminalvirdens
verksamhet skulle vara att ge Kriminalvirden mojlighet att himta
och anvinda biometriska underlag och biometriska uppgifter som
polisen redan har. Det ir emellertid en 16sning som utredningen av
olika skil inte har foreslagit, se vidare avsnitt 14.3.2, 15.3.2 och
16.3.2. Diremot kan det trots allt vara till nytta for Kriminalvirden
att 1 vissa fall fa ut uppgifter frin biometriregistren for att med hjilp
av uppgifterna kunna kontrollera identiteten pid den som ska
verkstilla straff eller annan paféljd nir denne inte kan identifiera sig.

Utredningen limnar férslag om att Kriminalvirden ska {8 ta upp
biometriska underlag dven i sddana situationer, se avsnitt 14.3.3,
15.3.3 och 16.3.3. For att problemet med identifieringen ska kunna
avhjilpas krivs emellertid att Kriminalvirden fir tillging till
motsvarande underlag eller uppgifter hos polisen for att kunna géra
jamforelser. I detta kapitel behandlas utredningens éverviganden
och férslag betriffande tillgdngen till sddana biometriska underlag
eller biometriska uppgifter.
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19.2 Nuvarande mojlighet fér Kriminalvarden att fa
biometriska underlag och uppgifter ur polisens
biometriregister

19.2.1 Forfragan enligt 6 kap. 5 § OSL

Polisens biometriregister fir innehdlla dna-profiler, fingeravtryck,
fotografier, video, rost, handstil och signalement frn personer som
ir misstinkta eller démda fér brott, se vidare kapitel 12. Det finns
ingen uppgiftsskyldighet for polisen att efter begiran eller pa eget
initiativ limna uppgifter frin biometriregistret till Kriminalvirden.
Om Kriminalvirden behéver sddana uppgifter fir myndigheten géra
en sedvanlig forfrigan enligt 6 kap. 5§ OSL, vilken polisen ir
skyldig att efterkomma om inte uppgiften ir sekretessbelagd eller
det skulle hindra arbetets behoriga ging.

Sekretessbrytande bestimmelse

Enligt en sekretessbrytande bestimmelse 1 2 kap. 9§ polisens
brottsdatalag har Kriminalvérden, trots sekretess enligt 21 kap. 3 §
forsta stycket och 35 kap. 1§ OSL, ritt att ta del av uppgifter 1
biometriregistren om Kriminalvirden behéver uppgifterna for ett
syfte som anges 1 1kap. 2§ brottsdatalagen. Det innebir att
Kriminalvirden enligt dagens regelverk har méjlighet att ta del av
biometriska underlag och biometriska uppgifter om myndigheten
behéver dem fér att bl.a. verkstilla straffrittsliga pafoljder. Polisen
har enligt 2 kap. 12 § polisens brottsdatalag mojlighet att limna ut
uppgifterna elektroniskt pd annat sitt in genom direktitkomst om
det inte ir olimpligt.

Direktitkomst

Enligt en bestimmelse 1 5 kap. 16 § polisens brottsdatalag utgor
Kriminalvdrden en myndighet som fir medges direktdtkomst till
biometriregistren. Direktitkomst fir emellertid bara medges for ett
syfte som anges 1 1kap. 2§ brottsdatalagen. Utdver den
inskrinkningen ir Kriminalvdrdens direktdtkomst till uppgifter i
biometriregistren, enligt 9§ polisens brottsdataférordning,
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begrinsad till dna-profiler, fingeravtryck och fotografier. Nir det
giller dna-profiler och fingeravtryck ska &dtkomsten dessutom
begrinsas till uppgifter om huruvida nigon férekommer 1 registren.
Enligt uppgift frin Kriminalvirden och Polismyndigheten finns en
upprittad direktdtkomst f6r Kriminalvirden. Den 18sningen innebir
dock att Kriminalvirden varken kan se eller pd annat sitt himta
uppgifterna frin biometriregistren. Kriminalvirden har alltsd endast
mojlighet att kontrollera om en démd persons biometriska underlag
redan finns i biometriregistren, inte f del av sjilva underlagen.

Slutsats

Sammanfattningsvis kan konstateras att Kriminalvirden idag har
mojlighet att begira och f3 ta del av uppgifter 1 polisens
biometriregister, 4ven om de ir sekretessbelagda hos polisen. Polisen
far limna ut uppgifterna elektroniskt till Kriminalvirden. Det finns
dock varken rittsliga eller praktiska férutsittningar for
Kriminalvirden att f ut uppgifterna elektroniskt genom befintlig
direktdtkomst.

19.3  Overviaganden och bedémning

19.3.1 Fragan om Kriminalvardens méjligheter b6r utékas

Bedomning: Det bor inte inféras nigon mojlighet for
Kriminalvdrden att himta biometriska underlag och uppgifter
frén nigon annan myndighet dn polisen.

Det bor inte inféras nigon mojlighet f6r Kriminalvirden att
med biometriska uppgifter s6ka i polisens biometriregister.

Det bér inte goras ndgon indring av de regler som medger
Kriminalvirden direktdtkomst till polisens biometriregister.

Med st6d av befintligt regelverk kan Kriminalvirden redan {3
ut biometriska underlag och uppgifter frin polisens
biometriregister. Utredningen bedémer det som tillrickligt i
forhillande till de behov Kriminalvarden har.
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Skilen {6r utredningens bedomning
Andra myndigheter upptar biometriska underlag

Det bor inledningsvis 1 detta sammanhang nimnas att det inte bara
ir polisen som upptar biometriska underlag. Aven myndigheter som
Migrationsverket och Skatteverket har vissa méjligheter att ta upp
biometriska underlag for olika indamil. Migrationsverkets
mojligheter ir emellertid begrinsade p& si vis att myndigheten
endast far ta upp biometriska underlag frin utlinningar. Uppgifterna
far enligt 15 § utlinningsdatalagen (2016:27) héllas 1 ett register.
Skatteverket har flera mojligheter att uppta och anvinda biometriska
underlag. Enligt 2 kap 4 § lag (2022:1697) om samordningsnummer
far Skatteverket ta ndgons fingeravtryck och ansikesbild i digitalt
format for att kontrollera att dessa motsvarar dem som finns 1 ett
lagringsmedium dir fingeravtryck eller ansiktsbild ir sparade.
Skatteverket tar ocksd upp fotografier vid framstillan av id-kort
enligt lag (2015:899) om identitetskort fér folkbokférda i Sverige.

Det bor upplysningsvis framhéllas att en utredning om
folkbokféringsverksamhet, biometri och brottsbekimpning har
foreslagit att  Skatteverket bér {3 mojlighet att  inom
folkbokféringsverksamheten lagra och anvinda biometriska
uppgifter, att Skatteverket och Migrationsverket bor fi utbyta
biometriska underlag och biometriska uppgifter samt att
Polismyndigheten bor f8 méjlighet att inom den brottsbekimpande
verksamheten gora biometriska jimférelser med uppgifter hos
Skatteverket.'

Upplysningsvis kan dven noteras att regeringen har tillsatt en
utredning for att forbdttra stdédet till myndigheter vid
identitetskontroller. Utredningen ir en del av arbetet mot att stoppa
identitetsmissbruk och intentionen ir att information om
biometriuppgifter ska kunna stirka fler myndigheters arbete med
identitetskontroller. Utredningens forslag ska redovisas senast den
31 augusti 2026.

1SOU 2025:75, Folkbokféringsverksambet, biometri och brottsbekimpning.
2 Sikrare verifiering av identitet (Dir 2025:22).
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Polisen har de uppgifter som dr av intresse for Kriminalvdrden

Nir det giller Kriminalvirdens behov av att i identifieringssyfte
kunna gora jimférelser med upptagningar av personer som inte kan
identifiera sig, kan konstateras att det i dagsliget ir uppgifterna i
polisens biometriregister som bist méter Kriminalvdrdens behov.
Biometriregistren innehiller, eller kommer med tiden att innehilla,
biometriska underlag och biometriska uppgifter om personer som
har varit anh8llna eller hiktade f6ér brott och 1 vissa fall dven andra
personer som har varit skiligen misstinkta for ett brott foér vilket
fingelse ingdr 1 straffskalan samt personer som ir démda f6r brott.
En person som instiller sig for verkstillighet av ett fingelsestraff
torde dirfor 1 de allra flesta fall finnas i polisens biometriregister.
Eftersom det inte rdder obligatorisk upptagning av biometriska
underlag vid alla brottsmisstankar kan det dock antas att
biometriregistren inte kommer att vara fullt lika heltickande nir det
giller personer som ska verkstilla en frivirdspafoljd.

Med hinsyn till att polisen 1 dagsliget har de mest relevanta
uppgifterna for Kriminalvidrden, gir utredningen inte vidare med
nigot forslag som innebir att Kriminalvirden ges dtkomst till
uppgifter hos nigon annan myndighet.

Bér Kriminalvdrden fd soka med biometriska uppgifter i polisens
biometriregister?

En mojlig vig att ge Kriminalvirden tillging tll polisens
biometriregister vore att ge myndigheten mdjlighet att séka med
biometriska uppgifter i registren. Genom en sidan ldsning skulle
Kriminalvirden, nir en person som instiller sig fér verkstillighet av
ett fingelsestraff eller annan p&f6ljd men som inte kan identifiera sig,
kunna ta biometriska underlag av vederborande och efter
framtagande av biometriska uppgifter sedan s6ka med uppgifterna i
polisens biometriregister for att {3 triff pd vem personen kan vara.
For att det ska vara tillitet f6r en myndighet att t.ex. s6ka med en
ansiktsbild 1 registret fér att f8 fram triffar pd vem personen pd
bilden kan vara krivs att myndigheten har ritt att behandla
biometriska uppgifter och att behandlingen ir absolut nédvindig for
indamalet.
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For att en sokning som syftar till att £ fram ett urval av personer
baserat pd biometriska uppgifter ska vara tilliten krivs ocksd att
sokningen inte omfattas av ett sokférbud.’ Av 2kap. 14§
brottsdatalagen framgdr att det ir forbjudet att utféra sokningar i
syfte att f3 fram ett urval av personer grundat pd kinsliga
personuppgifter. I den av regeringen féreslagna propositionen
rorande en modernare registerlagstiftning foér Kriminalvdrden
foreslds det emellertid att ett undantag frin sokférbudet ska inféras.
Den foreslagna lydelsen tilliter vissa kinsliga uppgifter som
sokbegrepp och inférandet av undantaget motiveras frimst med
sikerhetshinsyn till placering av intagna men dven generellt intagnas
och personalens sikerhet®. Det foreslagna undantaget omfattar dock
inte biometriska uppgifter. For att Kriminalvirden ska f8 mojlighet
att soka 1 biometriregistren krivs dirfoér att undantaget frin
sokforbudet utdkas si att dven biometriska uppgifter omfattas.
Utover det behover Kriminalvirden f8 tillgdng till uppgifterna
genom direktdtkomst, se vidare nista avsnitt.

Nir det giller sékningar med biometriska uppgifter i polisens
biometriregister ir det endast Sikerhetspolisen som idag, utdver
polisen, har sidan méjlighet. Det bakomliggande skilet till att
Sikerhetspolisen har fitt rittsliga forutsittningar for att séka i
registren beror p4 att myndighetens irenden ofta ir brddskande och
att myndigheten dirfér snabbt behéver kunna hitta uppslag pd vem
en person som forekommer i ett bildmaterial eller 1 en
ljudupptagning kan vara.’ Aven Kriminalvirden har behov av att
snabbt identifiera okinda personer som instiller sig for
verkstillighet.

Frigan ir dock om behovet viger sd tungt att det motiverar en
sidan nyordning det trots allt skulle innebira att ge Kriminalvirden
sokmojligheter i polisens biometriregister. Det finns, som redovisas
ovan, redan ett regelverk enligt vilket Kriminalvirden kan fi ut
uppgifterna frin biometriregistren. Dessutom behéver beaktas att
sokning med biometriska uppgifter utgér en omfattande
personuppgiftsbehandling som kan komma att exponera andra
personer i biometriregistren for Kriminalvirdens personal. Mot den
bakgrunden gor utredningen bedémningen att det inte bor foreslas

3 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 123.
4 Prop. 2025/26:48, En modern lagstifining fér Kriminalvdrdens personuppgiftsbehandling, s. 36.
5 Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 122.
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en mojlighet f6r Kriminalvirden att géra sokningar med biometriska
uppgifter i biometriregistren.

Bér Kriminalvdrdens direktdtkomst till biometriregistren dndras?

Direktitkomst ir en form av elektronisk informationséverféring
som sammanfattningsvis innebir att den utlimnande myndigheten
ger mottagaren mojlighet att himta information direkt frdn den
utlimnande myndighetens it-system eller register, se avsnitt 10.3.1.
Genom en l6sning dir Kriminalvirden ges direktdtkomst till
polisens biometriregister skulle allts3 Kriminalvirden kunna f3
dtkomst till de uppgifter som finns i registren. Kriminalvdrden fir i
och f6r sig redan idag, enligt 5 kap. 16 § polisens brottsdatalag,
medges direktitkomst till biometriregistren. Mojligheten ir
emellertid, enligt 9§ férordning om polisens behandling av
personuppgifter inom brottsdatalagens omrdde, begrinsad till dna-
profiler, fingeravtryck och fotografier. Nir det giller dna-profiler
och fingeravtryck ska &tkomsten begrinsas till uppgifter om
huruvida nigon férekommer 1 registren. Det stir dirmed helt klart
att Kriminalvdrden genom regleringen inte har rittsliga mojligheter
att titta pd eller anvinda de dna-profiler och fingeravtryck som finns
i polisens biometriregister. Ordalydelsen av 9§ indikerar att
Kriminalvdrden skulle ha en sidan mojlighet nir det giller
fotografier. Sett till att bestimmelsen kom till i samband med att det
inférdes en skyldighet f6r Kriminalvirden att ta vissa biometriska
underlag for polisens rikning om dessa saknas i biometriregistren®,
kan det emellertid ifrigasittas om syftet verkligen var att ge
Kriminalvirden mojlighet att anvinda uppgifterna.

I nuliget 4r det endast en handfull myndigheter som fir medges
direktitkomst till biometriregistren, se avsnitt 12.2. Ingen av de
andra myndigheterna har full tillgdng till alla biometriska underlag
som finns i biometriregistren. Det ir inte heller nigon av
myndigheterna som fir del av fingeravtryck i1 annat avseende in
information om huruvida nigon férekommer i registren. En 16sning
dir Kriminalvirden via direktitkomst medges tillging till sddana
uppgifter vore i det avseendet dirfér en nyordning.

¢ Prop. 2021/22:172, Nya regler om informationsutbyte om brottmdlsdomar i EU, s. 77 {.
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Utredningen konstaterar att det behov Kriminalvirden har av att
uppta och jimféra biometriska underlag och biometriska uppgifter
med motsvarande uppgifter 1 polisens biometriregister giller
personer som instiller sig for att verkstilla ett straff eller en pafoljd
men som inte kan identifiera sig. Det idr forvisso inte ovanligt att
personer inte omedelbart kan identifiera sig men i de allra flesta fall
torde det till slut gd att styrka identiteten, t.ex. genom att personen
redan finns 1 Kriminalvirdens uppgiftssamling. De situationer nir
Kriminalvdrden kommer att behéva géra jimforelser torde dirmed
inte ske mer idn undantagsvis.

Mot den bakgrunden synes behovet av tillgdng till uppgifterna
inte viga sd tungt att direktitkomst behéver medges. En sidan
l6sning framstdr enligt utredningens bedémning som alltfér
lingtgiende. S3 linge Kriminalvirden ges rittsliga forutsittningar
att ta upp biometriska underlag i jimforelsesyfte frin de aktuella
personerna, torde det med stéd av befintligt regelverk vara mojligt
for Kriminalvdrden att utan hinder begira ut uppgifterna.
Utredningen limnar dirfor inga férslag om att ge Kriminalvirden
utdkad direktdtkomst till polisens biometriregister.

Dagens majlighet dr tillricklig

Som anges ovan har Kriminalvirden redan mojlighet att ta del av
uppgifter 1 polisens biometriregister. I polisens brottsdatalag finns
en sekretessbrytande bestimmelse som innebir att Kriminalvirden
kan ta del av uppgifterna dven om de ir sekretessbelagda. Enligt
utredningens bedémning ir detta tillrickligt fér att mota
Kriminalvirdens behov. Dagens reglering medger att polisen och
Kriminalvirden tar fram en teknisk 16sning fér utlimnande, s linge
det inte utgor en utvidgning av befintlig direktdtkomst.

Om det visar sig att biometriska underlag har upptagits frdn en
person som inte ska verkstilla ett fingelsestraff eller annan pafoljd
bér Kriminalvirden inte lingre f8 behandla uppgiften, se vidare
avsnitt 20.4 angdende lingsta tid f6r behandling av uppgifter.
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20.1 Skydd for de registrerades rattigheter

For att en reglering som medger behandling av personuppgifter ska
vara forenlig med grundliggande rittssikerhetskrav méste det finnas
limpliga rittssikerhetsgarantier som bla. sikerstiller att de
personuppgifter som behandlas ir relevanta och inte behandlas
under f6r ling tid. Den reglering som utredningen foresldr miste av
detta skil skydda de registrerades rittigheter pd si sitt att
forutsittningarna for registrering och konsekvenserna av en sddan
tgird ir forutsebara for den som berdrs. Det stiller bl.a. krav pd
tydliga bestimmelser om lingsta tid for behandling och en reglering
som underlittar fér den personuppgiftsansvarige att uppritthélla en
effektiv och korrekt registervird.

20.2  Arkivlagstiftningen

En myndighet ir enligt 3 § arkivlagen (1990:782) skyldig att bevara
allminna handlingar i ett arkiv. Aven om huvudregeln ir att
myndigheternas arkiv ska bevaras, f&r allminna handlingar under
vissa forutsittningar gallras, d.v.s. sorteras ut och forstoras, se 10 §
arkivlagen. Om det finns avvikande bestimmelser i annan lag eller 1
férordning om gallring av vissa allminna handlingar giller de
bestimmelserna, enligt 10§ tredje stycket arkivlagen, nimligen
framfor arkivlagens bestimmelser. Av 14§ arkivférordningen
(1991:446) framgdr att statliga myndigheter fir gallra allminna
handlingar endast i enlighet med foreskrifter eller beslut av
Riksarkivet, om inte sirskilda gallringsforeskrifter finns i lag eller
férordning. Sidana bestimmelser finns i vissa myndigheters
registerforfattningar.
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I myndigheters registerforfattningar kan 1 stillet for
gallringsbestimmelser finnas regler om lingsta tid fér behandling.
S&dana regler ir kopplade till dataskyddsregleringen och innebir inte
att det foreskrivs ndgon forstéring av uppgiften utan bevarande kan
trots att lingsta tid f6r behandling gitt ut ske enligt arkivlagen.

20.3  Nuvarande och kommande regler om gallring
och langsta tid for behandling

20.3.1 Regelverket i kriminalvardsdatalagen och
kriminalvardsdataférordningen

Som ovan redogérs for dr utgdngspunkten enligt arkivlagen att
allminna handlingar ska bevaras. Nir det giller uppgifter om
personer som ir frihetsberévade och andra personer som omfattas
av kriminalvirdsdatalagen, se i avsnitt 4.3.2 vilka kategorier av
personer det avser, fir Kriminalvirden, enligt 4 § kriminalvirds-
datalagen, behandla sddana uppgifter dven for arkivindama3l.!

Det finns emellertid bestimmelser 1 kriminalvirdsdata-
forordningen som foreskriver gallring. Kriminalvirden behandlar
uppgifter om intagna och andra personer med st6d av 3 och 5 §§
kriminalvirdsdatalagen samt 2§ kriminalvirdsdataférordningen.
S&dana uppgifter fir behandlas i en sddan journal som avses 1 5§
hiktesforordningen, om det ir nodvindigt foér att verkstilla
frihetsberévanden. For sddana personuppgifter giller emellertid att
de ska gallras senast tvd r efter det att frihetsberévandet har
upphort, se 3 § kriminalvirdsdataférordningen.

20.3.2 Nuvarande regelverk i Kriminalvardens brottsdatalag
och brottsdataforordning som géller till den 1 april
2026

Som tidigare har konstaterats dr huvudregeln enligt arkivlag-
stiftningen att allminna handlingar ska bevaras. Det framgir av
2 kap. 17 § forsta stycket brottsdatalagen att personuppgifter inte far
behandlas under lingre tid 4n vad som 4r nédvindigt med hinsyn till

U Prop. 2017/18:248, Kriminalvdrdsdatalag — en ny lag med anpassning till EU:s
dataskyddsforordning, s. 23.
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indamadlet med behandlingen. Bestimmelsen hindrar dock inte att
en behorig myndighet arkiverar och bevarar allminna handlingar
eller att arkivmaterial limnas till en arkivmyndighet, se andra stycket
1 samma bestimmelse.

I 2 kap. 5§ forsta stycket Kriminalvirdens brottsdatalag finns
emellertid en sirskild regel som féreskriver att personuppgifter som
behandlas automatiserat inte fir behandlas lingre in tio ir efter det
att den senaste pdféljden eller dtgirden avseende den registrerade
helt har verkstillts eller upphort. Av andra stycket i samma paragraf
framgar att bestimmelsen 1 2 kap. 17 § andra stycket brottsdatalagen
inte giller vid tllimpningen av 2kap. 5§ Kriminalvirdens
brottsdatalag. Det innebir att all automatiserad behandling av
personuppgifter ska upphéra nir den tid som anges 1 forsta stycket
har 16pt ut.

I 3 kap. Kriminalvirdens brottsdatalag finns bestimmelser som
anger en kortare lingsta tid fér behandling av uppgifter 1
sikerhetsregistret. Dessutom finns 1 4, 7, 10, 13, 15 och 15 ¢ §§
Kriminalvirdens brottsdataférordning bestimmelser som reglerar
hur linge olika typer av personuppgifter fir behandlas. Regleringen
ir knuten ull vilken personkategori som uppgifterna hér. De
tidsfrister som anges 1 bestimmelserna utgér den yttersta frist for
hur linge personuppgifterna far behandlas.?

Nir det giller fotografier av intagna fir de enligt 10 § samma
férordning inte behandlas lingre in tio r efter det att det senaste
straffet avseende den registrerade helt har verkstillts.

Enligt 2 kap. 6 § Kriminalvirdens brottsdatalag fir regeringen
eller den myndighet som regeringen bestimmer meddela féreskrifter
om bla. att personuppgifter fir behandlas for arkivindamil av
allmint intresse.

20.3.3 Kommande regelverk i Kriminalvardens brottsdatalag
fran och med den 1 april 2026

Overgripande indringar

I den proposition som rér en modern lagstiftning fér Kriminal-
vardens personuppgiftsbehandling och som trider i1 kraft den 1 april

2 Dessa bestimmelser kommer enligt dndringarna i prop. 2025/26:48, En modern lagstifining
for Kriminalvdrdens personuppgiftsbebandling, att indras frin och med den 1 april 2026.
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2026, foreslds en rad dndringar vad giller lingsta tid fér behandling
av uppgifter. Det kommer inféras ett nytt kapitel 5 1
Kriminalvirdens brottsdatalag avseende lingsta tid som
personuppgifter f&r behandlas. I det kapitlet kommer anges att
bestimmelsen 1 2 kap. 17 § andra stycket brottsdatalagen inte giller
vid tillimpningen av kapitlet, se foreslagen 5 kap. 2 §.

Det kommer, precis som idag, finnas méjlighet for regeringen
eller den myndighet som regeringen bestimmer att meddela
foreskrifter om bla. att personuppgifter fir behandlas for
arkivindamal av allmint intresse, se kommande bestimmelse 1 5 kap.
11§. Den mojligheten kommer emellertid endast att finnas
betriffande tidsgrinser i vissa uttryckliga bestimmelser.

I det f6ljande redogors kortfattat for de yteerligare bestimmelser
som kommer att gilla frin och med den 1 april 2026 och som nu ir
av intresse.

Personuppgifter som inte har gjorts gemensamt tillgingliga

De lagindringar som kommer trida i kraft den 1 april 2026 innebir
att  Kriminalvdrdens nuvarande ordning med ett centralt
kriminalvirdsregister kommer att ersittas med regler om
personuppgifter som har eller inte har gjorts gemensamt tillgingliga.
Med gemensamt tillgingliga menas att behandlingen av uppgifterna
sker for en obestimd krets, t.ex. en viss enhet inom Kriminalvirden
eller viss personkategori.’

Reglerna f6r hur linge uppgifter far behandlas foreslds utformas
olika fér uppgifter som har eller inte har gjorts gemensamt
tillgingliga. Nir det giller uppgifter som inte har gjorts gemensamt
tillgingliga, menar regeringen att behovet av att behandla dem under
lingre tid typiskt sett dr begrinsat. Dessutom menar regeringen att
det ir sirskilt angeliget att sddana uppgifter inte behandlas under
lingre tid, eftersom ndgra sirskilda begrinsningar inte foreslds gilla
for behandlingen av dem. Mot den bakgrunden har den lingsta tid
for behandling av personuppgifter som inte har gjorts gemensamt
ullgingliga foreslagits vara kort.

3 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 22
f.
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Nir det giller uppgifter som behandlas inom ramen f6r ett drende
har lingsta tid f6r behandling foreslagits vara ett r efter det att
irendet avslutades. For uppgifter som inte kan hinforas tll ett
drende har lingsta tid f6r behandling foreslagits vara ett ar efter det
att uppgifterna behandlades forsta gidngen. Tidsfristerna ir desamma
som giller enligt andra myndigheters lagar som kompletterar
brottsdatalagen.*

Personuppgifter som har gjorts gemensamt tillgingliga
Uppgifter om dem som varit hiktade

Personuppgifter om en hiktad fir, enligt nuvarande bestimmelse 1
7 § Kriminalvirdens brottsdataférordning, inte behandlas lingre in
tvd &r efter det att den hiktade frigavs frin hiktet. Om den som har
varit hiktad doms till fingelse, skyddstillsyn eller villkorlig dom med
foreskrift om sambhillstjinst fir personuppgifterna inte behandlas
lingre 4n tio &r efter det att den senaste pdfoljden helt har verkstillts.

Det ir inte sjilvklart att ett brottmdl, dir den tilltalade har varit
hiktad men har forsatts pd fri fot, avgors slutligt inom tvd &r. Om
personen senare doms till fingelse finns det en risk for att
uppgifterna inte lingre ir tillgingliga. S&dana situationer kan
exempelvis uppstd 1 fall dir en hiktad person frigetts, fore
huvudférhandling 1 tingsritten eller 1 samband med
huvudférhandling 1 tingsritten, och handliggningen i tingsritten
eller hovritten tar 6ver tvi ir. For brottmdl som inte kriver
skyndsam handliggning, sdsom nir den tilltalade inte 4r hiktad, ir
det inte helt ovanligt med en handliggningstid som 6verstiger tvd ar
per instans. For att sikerstilla att nédvindiga uppgifter inte gir
forlorade har regeringen i propositionen om en modern lagstiftning
fér Kriminalvdrdens personuppgiftsbehandling féreslagit att lingsta
tid f6r behandling av gemensamt tillgingliga uppgifter om en person
som har varit hiktad, och som inte har démts till en paféljd som ska
verkstillas inom Kriminalvirden, bor férlingas till fem 4r.”
Bestimmelsen foreslds inforas 1 5kap. 4§ Kriminalvirdens
brottsdatalag.

* Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgifisbebandling, s. 46.
5 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 47.
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Uppgifter om domda

I nuvarande regelverk saknas en generell bestimmelse om lingsta tid
for behandling av personuppgifter avseende den som har démts for
brott till en pdféljd som ska verkstillas inom Kriminalvirden.
Beroende p& omstindigheterna kan ett flertal bestimmelser vara
ullimpliga.

I propositionen om en modern lagstiftning f6r Kriminalvirdens
personuppgiftsbehandling anger regeringen att det inte framstir
som dndamélsenligt att behilla den nuvarande detaljregleringen och
foreslar att det 1 stillet infors en generellt utformad bestimmelse i
5kap. 6§ Kriminalvirdens brottsdatalag om lingsta tid for
behandling av personuppgifter om den som har démits till en pafsljd
som ska verkstillas inom Kriminalvirden. Bestimmelsen omfattar
uppgifter om den som har démits till fingelse, ocksd d4 det ir frigan
om foérvandlingsstraff for boter eller vite, skyddstillsyn och villkorlig
dom med féreskrift om samhillstjinst samt ungdomsévervakning.
Lingsta tid f6r behandling kommer enligt det forsta stycket 1 den
nya bestimmelsen att vara tio ir efter det att den senaste piféljden
helt har verkstillts eller upphort av annat skil. I andra stycket
framgdr ett undantag frin huvudregeln. Om personen inte slutligt
doms till en pafsljd som ska verkstillas inom Kriminalvirden, far
uppgifter som behandlas med anledning av den tidigare utdémda
piféljden inte behandlas lingre in tre minader efter det att domen
eller beslutet fick laga kraft. Om verkstilligheten har pdborjats giller
i stillet tio &r. ¢

Uppgifter om andra personer

For personuppgifter om andra dn intagna, som behandlas p.g.a.
personens relation eller kontakter med en intagen, saknas idag
sirskilda bestimmelser om lingsta tid foér behandling. Regeringen
anfér 1 propositionen om en modern lagstiftning for
Kriminalvirdens personuppgiftsbehandling att det av integritetsskil
bor inforas sddana bestimmelser. Lingsta tid f6r behandling, menar
regeringen, inte bor vara lingre in den tid som uppgifterna om den
intagne behandlas. Ritten att behandla uppgifterna foreslds dirfor

¢ Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s.
49 f.f.
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upphora senast nir uppgifterna om den intagne upphor att
behandlas. En bestimmelse som reglerar den lingsta tiden for
behandling foreslds inféras 1 5kap. 7§ Kriminalvirdens
brottsdatalag.

Andra personuppgifter

I propositionen om en modern lagstiftning f6r Kriminalvirdens
personuppgiftsbehandling foreslas dven en lingsta tid f6r behandling
i 5kap. 8§ Kriminalvirdens brottsdatalag avseende andra
personuppgifter dn sidana som avses i 4-7 §§, och som har gjorts
gemensamt tillgingliga. Sidana andra personuppgifter foreslds inte
fa behandlas lingre 4n tio 4r efter det att den senaste pafoljden eller
dtgirden avseende den registrerade helt har verkstillts eller upphort.
Bestimmelsen omfattar bl.a. personer som har varit anhillna men
inte hiktade.

Biometriska uppgifter

Fotografier av intagna fir enligt 17 § och 2 § 1 Kriminalvdrdens
brottsdataférordning idag behandlas 1 det centrala Kriminalvrds-
registret. Sddana uppgifter fir enligt 10 § samma férordning inte
behandlas lingre in tio ar efter det att det senaste straffet avseende
den registrerade helt har verkstillts. Nigra bestimmelser rérande
lingsta tid for behandling avseende biometriska uppgifter finns inte.

I lagstiftningsirendet rérande en modern lagstiftning for
Kriminalvirdens personuppgiftsbehandling har regeringen limnat
forslag pd hur en bestimmelse om lingsta tid f6r behandling av
biometriska uppgifter bor utformas. Med hinsyn till att biometriska
uppgifter ir kinsliga personuppgifter anfér regeringen att en kortare
lingsta tid for behandling ska gilla fér sddana uppgifter, oberoende
av om uppgifterna har gjorts gemensamt tillgingliga. Regeringen har
dirfor foreslagit att biometriska uppgifter inte ska fi behandlas mer
in tre minader efter att det senaste fingelsestraffet helt har
verkstillts eller upphort av annat skil, vilket foreslas regleras 15 kap.
10 § Kriminalvirdens brottsdatalag.

Nir det giller fotografier gor regeringen dock skillnad pd
fotogratiet som sidant och den biometriska mall som tagits fram ur
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ett ansiktsfotografi. Regeringen anger att ett fotografi pd ett ansikte
egentligen inte utgdér nigon biometrisk uppgift medan den
biometriska mall som tas fram f6r ansiktsigenkinning ir en sddan
uppgift. Enligt regeringens forslag dr det enbart de biometriska
uppgifterna som ska omfattas av den kortare tiden fér behandling
medan huvudregeln ska gilla for fotografiet som sddant.
Anledningen till regeringens forslag ir att det kan finnas behov av
att anvinda fotografiet fér annan identifiering under lingre tid.”
Enligt de nya reglerna kommer alltsd fotografiet fi sparas i tio ar
medan den biometriska uppgiften (mallen) endast fir sparas i tre
ménader.

Eftersom det inte finns rittsliga férutsittningar for att idag uppta
biometriska uppgifter frin intagna i hikte, har regeringen inte
foreslagit nigra sirskilda regler om lingsta tid fér behandling av
sddana uppgifter.

20.4 Overviaganden och forslag

Forslag: Biometriska uppgifter som har tagits fram for
biometrisk autentisering av en person som har démts till en
pafoljd som ska verkstillas inom Kriminalvirden ska inte fa
behandlas lingre dn tre minader efter att den senaste pafoljden
helt har verkstillts eller upphért av annat skil.

Biometriska uppgifter som har tagits fram fér biometrisk
autentisering av en person som har varit anhdllen eller hiktad och
som inte har démts till en pdfoljd som ska verkstillas inom
Kriminalvirden ska inte i behandlas lingre dn tre mnader efter
det att anhéllandet eller hiktningen hivdes. Motsvarande regel
ska inféras i kriminalvdrdsdataférordningen betriffande personer
som har varit frihetsberdvade.

Uppgifter om en person som, i syfte att verkstilla ett
fingelsestraff eller en pafoljd, har instillt sig hos Kriminalvirden
men inte kunnat identifiera sig och som efter en jimforelse enligt
4 § lag om anvindning av biometri inom delar av Kriminalvirdens
verksamhet fortfarande inte har kunnat identifieras, ska inte
lingre fi behandlas.

7 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling,
s. 54 f.
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Roéstprov och biometriska uppgifter som har tagits fram for
biometrisk autentisering enligt 8 kap. 1 a § fingelselagen, ska inte
f3 behandlas lingre in den tidpunkt di den intagne, som den
elektroniska kommunikationen har skett med, friges frdn anstalt.

Biometriska uppgifter som har tagits fram {6r biometrisk
autentisering enligt 4 kap 1a§ hikteslagen ska inte lingre fa
behandlas om anhillandet eller hiktningen av den intagne med
vilken den elektroniska kommunikationen har skett hivs.
Motsvarande regel ska inféras 1 kriminalvirdsdataférordningen
betriffande bide rostprovet och de biometriska uppgifterna.

Rostprov som har upptagits med stod av 4 kap. 1a§
hikteslagen ska inte fi behandlas lingre in tvd ir frin det att
anhillandet eller hiktningen av den intagne, med vilken den
elektroniska kommunikationen har skett, hivdes. Rostproven
ska dock inte lingre i behandlas om den intagne, med vilken den
elektroniska kommunikationen har skett, inom tv3arsperioden
frikinns eller déms till en annan pafoljd dn fingelse. Om den
intagne, med vilken den elektroniska kommunikationen har
skett, padborjar verkstillighet av fingelse i kriminalvirdsanstalt
inom tvairsperioden ska réstprovet fa behandlas i enlighet med
vad som angesi13 §.

Skilen f6r utredningens forslag
Biometriska uppgifter fran en domd person

Enligt propositionen om en modern lagstiftning fér Kriminal-
virdens personuppgiftsbehandling kommer en bestimmelse inforas
som innebir att biometriska uppgifter om personer som har domts
till fingelse inte fir behandlas lingre in tre manader efter det att den
senaste pafoljden helt har verkstillts eller upphort av annat skil. Det
kommer gilla oberoende av om de biometriska uppgifterna har
gjorts gemensamt tillgingliga eller inte. Bestimmelsen omfattar,
som anges 1 propositionen, endast de biometriska uppgifter, d.v.s.
mallar, som tagits fram ur biometriska underlag.’

Nir det giller de biometriska underlagen 1 sig, d.v.s. fotografier
enligt de regler som trider i kraft den 1 april 2026, giller den

$ Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbehandling,
s. 54 f.
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foreslagna regeln 1 5 kap. 6 § Kriminalvirdens brottsdatalag, d.v.s.
som huvudregel kommer si3dana uppgifter inte att fi behandlas
lingre 4n tio &r efter det att den senaste pdfoljden helt har verkstillts
eller upphort av annat skal.

Frigan ir om det verkligen finns behov av att behandla
biometriska uppgifter frin personer som har démts till villkorlig
dom med samhillstjanst, skyddstillsyn och ungdomsévervakning
lingre 4n tre manader. Tvirtom torde det praktiska behovet av de
biometriska uppgifterna, precis som nir det giller de som har démts
till ett fingelsestraff, i minga fall upphora kort tid efter det att
pifoljden helt har verkstillts. Det framstir dessutom som
inkonsekvent om reglerna fér lingsta tid fér behandling av
biometriska uppgifter skiljer sig dt for ddmda personer beroende pd
vilken piféljd de har domts till.

En limplig l6sning bor dirfor vara att ange samma tidsramar som
for de personer som har domts till fingelse, d.v.s. att biometriska
uppgifter fir behandlas som lingst tre minader efter det att
pafoljden helt har verkstillts eller upphort av annat skal.

Den foreslagna regeln om lingsta tid fér behandling av
biometriska uppgifter bor dirfor dndras s& att den giller for alla
démda personer. P4 s& vis kommer iven féreslagna men idnnu ej
genomférda reformer som avser nya straff och paféljder, som t.ex.
sikerhetsforvaring’, att omfattas av regleringen. Om Kriminal-
virden 1 framtiden kommer att ansvara for att verkstilla fler
pifoljder, kommer iven personuppgifter om en person som har
doémts till en sidan pafoljd allesd att omfattas.

Biometriska uppgifter fran en anhdllen eller hiktad person

Idag finns ingen mojlighet att ta upp biometriska underlag och
biometriska uppgifter frdn anhllna och hiktade personer. Sddana
mojligheter foreslir emellertid utredningen ska inféras, se avsnitt
15.3.3.

Med hinsyn tll att biometriska uppgifter ir kinsliga
personuppgifter bor en begrinsad lingsta tid f6r behandling inféras
som giller oberoende av om uppgifterna har gjorts gemensamt
tillgingliga. Det praktiska behovet av de biometriska uppgifterna

9 Lagridsremiss, Sikerbetsforvaring — en ny tidsobestimd fribetsberdvande pifolid.
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torde, precis som nir det giller domda personer, i de flesta fall
upphora kort tid efter det att anhdllandet eller hiktningen har hivts.
Det framstdr dessutom som inkonsekvent om reglerna for lingsta
tid for behandling av biometriska uppgifter skiljer sig at fér domda
respektive anhdllna och hiktade personer. Mot den bakgrunden
foreslar utredningen att det ska inféras en begrinsning 1 hur linge de
biometriska uppgifterna fir behandlas. Tidsgrinsen bor sittas till tre
ménader.

Bestimmelsen bor endast omfatta, pd samma sitt som fér ddsmda
personer, de biometriska uppgifterna, d.v.s. de mallar som har tagits
fram ur biometriska underlag. Nir det giller de biometriska
underlagen i sig kommer den foreslagna huvudregeln 1 5 kap. 4 §
Kriminalvirdens brottsdatalag 1 stillet att gilla, d.v.s. sidana
uppgifter kommer inte fi behandlas lingre in fem 4r efter det att
personen frigavs frin hiktet. For anhdllna personer giller tio ar
enligt den foreslagna bestimmelsen 1 5 kap. 8 §.

Biometriska uppgifter fran en fribetsberivad person som faller under
kriminalvdrdsdatalagen och kriminalvdrdsdataforordningen

Det férekommer att personer ir intagna i hiikte av annan anledning
in brottsmisstankar eller verkstillighet av straff och dirfér faller in
under  dataskyddsforordningen,  kriminalvirdsdatalagen  och
kriminalvirdsdataférordningen. Utredningen limnar forslag om att
biometriska underlag ska f3 tas dven frin sidana personer, se avsnitt
15.3.3.

Kriminalvirden behandlar uppgifter om personer som ir
frihetsberévade, utan att Kriminalvirdens brottsdatalag ir tillimplig,
med stéd av 3 och 58§ kriminalvirdsdatalagen samt 2§
kriminalvirdsdataférordningen. Personuppgifter f&r behandlas i en
sddan journal som avses 1 5§ hiktesférordningen, om det ir
nédvindigt  for att  verkstilla frihetsberdvanden, se 2§
kriminalvirdsdataférordningen. Det foljer av 3 § samma férordning
att personuppgifter som avses 12 § ska gallras senast tv3 ar efter det
att frihetsberdvandet har upphért.

Enligt  utredningens  bedémning  bér  regleringen i
kriminalvirdsdataférordningen félja den som utredningen foreslar
foér biometriska uppgifter i Kriminalvirdens brottsdatalag. Att tillita
en lingre tidsperiod fér behandling av samma slags uppgifter
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framstdr, enligt utredningens bedémning, bide som onédigt och
inkonsekvent. Dirmed bor det anges 1 kriminalvirdsdataférord-
ningen att biometriska uppgifter ska gallras senast tre minader efter
det att frihetsberévandet har upphéort.

Bestimmelsen bor endast omfatta, pd samma sitt som f6r démda
personer, de biometriska uppgifter, d.v.s. mallar, som har tagits fram
ur biometriska underlag. Nir det giller de biometriska underlagen 1
sig bor huvudregeln 1 3 § kriminalvdrdsdataférordningen gilla, d.v.s.
sddana uppgifter ska gallras senast tvd &r efter det att frihets-
berévandet har upphort.

Uppgifter om en person som i syfte att verkstilla ett fangelsestraff eller
en pafolid instiller sig hos Kriminalvdrden men inte kan identifiera

sig

Utredningen limnar férslag om att biometriska underlag ska {3 tas
av en person som 1 syfte att verkstilla ett fingelsestraff eller en
pafoljd instiller sig hos Kriminalvirden men inte kan identifiera sig.
Detta for att i identifieringssyfte kunna jimféra med motsvarande
uppgifter 1 polisens biometriregister eller f6r annan identifiering av
honom eller henne, se kapitel 19.

Om en jimforelse av biometriska underlag eller biometriska
uppgifter med motsvarande uppgifter 1 polisens biometriregister
leder tll att den som instiller sig 1 syfte att verkstilla ett
fingelsestraff eller en pdfoljd kan identifieras som ritt person,
kommer Kriminalvirden att fortsatt kunna behandla uppgifterna.
Det blir di den foéreslagna bestimmelsen om lingsta tid for
behandling av uppgifter om en démd person som kommer att vara
ullimplig.

Skulle det, efter en upptagning av biometriska underlag och
jimforelse med motsvarande uppgifter 1 polisens biometriregister,
visa sig att personen i frdga inte gir att identifiera har Kriminalvirden
inte laglig grund fér att behandla de upptagna biometriska
underlagen och uppgifterna. Uppgifter om en sidan person, oavsett
om det handlar om biometriska uppgifter (t.ex. en biometrisk mall)
eller andra uppgifter (t.ex. ett biometriskt underlag sisom ett
fotografi) och oberoende av om uppgifterna har gjorts gemensamt
tillgingliga eller inte, bor dirfor inte 3 behandlas lingre.
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Ur arkivsynpunkt kan det visserligen hivdas att uppgifterna
skulle kunna behévas i framtiden av olika skil som t.ex. behovet av
att for eftervirlden kunna redovisa 1 vilka fall personer inte har
kunnat verkstilla ett fingelsestraff eller en pdféljd. Huruvida en
sddant behov eller dokumentationsskyldighet verkligen foreligger
har emellertid inte framgitt under utredningsarbetet och fir dirfor
anses vara oklart.

Utredningen bedémer dirfor att en reglering boér inforas i
Kriminalvirdens brottsdatalag om en mycket begrinsad lingsta tid
for behandling av sddana uppgifter.

Biometriska underlag och biometriska uppgifter frin en person som
har elektronisk kommunikation med en intagen i fingelse

Biometriska underlag och uppgifter frin andra in intagna fir idag
inte behandlas 1 det centrala kriminalvirdsregistret. Regeringen har
dock 1 propositionen om en modern lagstiftning for
Kriminalvirdens personuppgiftsbehandling féreslagit att, i enlighet
med den begreppsindring som ocksd foreslds, sidana uppgifter
enligt den foreslagna bestimmelsen 1 3 kap. 3 § Kriminalvirdens
brottsdatalag ska f8 goras gemensamt tillgingliga. Det giller
férutsatt att nigon begrinsning inte inférs 1 Kriminalvirdens
brottsdataférordning, se avsnitt 18.2.1.

Frigan ir hur linge sidana uppgifter ska f behandlas. Nir det
giller personuppgifter rérande andra in intagna och som behandlas
p.g-a. personens relation eller kontakter med en démd person,
saknas idag sirskilda bestimmelser om lingsta tid f6r behandling. T
propositionen om en modern lagstiftning for Kriminalvirdens
personuppgiftsbehandling foreslds vissa dndringar 1 regleringen av
lingsta tid for behandling, se avsnitt 20.3.3. Ritten att behandla
uppgifter f6r andra in domda féreslds 1 bestimmelsen 1 5 kap. 7 §
upphdra senast nir uppgifterna om den intagne upphor att
behandlas.

Behovet av att behandla réstprov och biometriska uppgifter frin
andra personer in intagna i fingelse upphor emellertid 1 detsamma
som den intagne, med vilken den elektroniska kommunikationen
sker, friges frin fingelse. Det giller bide rostprovet som sddant och
de biometriska uppgifter som kan ha tagits fram ur ett réstprov.
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S&dana uppgifter bor dirfor, oberoende av om de gjorts gemensamt
tillgingliga, inte {8 behandlas efter den tidpunkten.

Utredningen bedémer dirfér att en reglering behéver inforas 1
Kriminalvirdens brottsdatalag om lingsta tid f6r behandling av
rostprov och biometriska uppgifter frin de personer som har
elektronisk kommunikation med en intagen i1 fingelse. Regleringen
ska silunda innebira att uppgifterna, savil sjilva rostprovet som
biometriska uppgifter som tagits fram ut rostprovet, inte fir
behandlas efter det att den intagne som kommunikationen har skett
med har frigetts frin anstalten.

Biometriska underlag och biometriska uppgifter frin en person som
har elektronisk kommunikation med en person som dr anbdillen eller

héiktad

Vad som anges i avsnittet ovan om att Kriminalvirden kommer att
f3 behandla biometriska underlag och uppgifter om andra in intagna
och goéra uppgifterna gemensamt tillgingliga men att det saknas
sirskilda bestimmelser som reglerar lingsta tid f6r behandling, giller
dven motsvarande uppgifter om de personer som har elektronisk
kommunikation med en intagen 1 hikte. Med hinsyn till att
biometriska uppgifter ir kinsliga personuppgifter bor en begrinsad
lingsta tid for behandling inféras som giller oberoende av om
uppgifterna har gjorts gemensamt tillgingliga.

Behovet av att behandla réstprov och biometriska uppgifter frin
personer som har elektronisk kommunikation med en intagen 1
hikte upphor inte alltid i samband med att anhillandet eller
hiktningen av den intagne hivs. Uppgifterna kan nimligen komma
att behévas om den intagne ska verkstilla ett fingelsestraff, ndgot
som regelmissigt inte ir kint hur det kommer bli vid tidpunkten for
upptagande av rostprovet. Det talar foér att uppgifterna ska fi
behandlas under en lingre tid.

Vid utformandet av en limplig reglering behéver dock
integritetsintringet f6r den enskilde begrinsas. Det talar mot att
uppgifterna behandlas under nigon lingre tid. Samtidigt kan en
ordning dir t.ex. en anhorig behéver limna réstprov nir den intagne
ir hiktad och sedan pd nytt nir den intagne placeras pd anstalt
framstd som betungande f6r den anhorige. Det riskerar att leda till
att den anhérige inte vill eller f6rmdr medverka vid elektronisk
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kommunikation vilket skulle vara en mycket olycklig foljd fér den
intagne.

For att 8stadkomma en reglering som beaktar de nyss redovisade
perspektiven menar utredningen att det finns skil f6r att ange olika
lingsta tider for behandling av det biometriska underlaget
(rostprovet) och de biometriska uppgifter som har tagits fram ur det
biometriska underlaget, d.v.s. samma ordning som kommer att vara
fallet f6r anhéllna respektive hiktade samt démda personer.

De biometriska uppgifterna bor inte fi behandlas lingre in den
tidpunkten di anhillandet eller hiktningen av den intagne, som den
elektroniska kommunikationen sker med, hivs.

Lingsta tid fér behandling av réstproven bér diremot vara lingre.
Kriminalvirden ges di mojlighet att under viss tid spara rostproven
for att sedan kunna anvinda dem igen for biometrisk autentisering
vid elektronisk kommunikation i fingelse, om personen som har
varit anhillen eller hiktad ska verkstilla ett fingelsestraff.

For biometriska underlag frin hiktade personer kommer lingsta
tid fér behandling att uppgd till fem &r. Enligt utredningens
bedémning ter sig en sd ling tid, av integritetsskil, emellertid inte
motiverad nir det giller biometriska underlag fr&n andra personer.
Mot den bakgrunden foéreslar utredningen att den lingsta tiden for
behandling av rostprov frdn personer som har elektronisk
kommunikation med en anhillen eller hiktad inte bor uppga till mer
in tvd r. Med en sidan reglering fir rostprov behandlas s4 pass linge
att verkstillighet av fingelsestraff, 1 den mén det dr aktuellt, torde ha
pabdrjats i dtminstone en majoritet av fallen. Om verkstillighet inte
har hunnit pdbérjas kommer dock den person som den intagne ska
ha elektronisk kommunikation med att pid nytt behéva limna
réstprov om det finns ett sddant behov nir verkstilligheten av
fingelsestraffet sedermera pdborjas.

Om den intagne, med vilken den elektroniska kommunikationen
har skett, frikinns eller doms till en annan pafoljd dn fingelse under
tvddrsperioden finns emellertid inte lingre nigot behov av
rostprovet. Det bor d& inte lingre f8 behandlas.

Om den intagne diremot pdborjar verkstillighet av ett
fingelsestraff inom tvdirsperioden behéver rostprovet behandlas
lingre. Det bor d& {3 behandlas enligt den féreslagna bestimmelsen
om lingsta tid for behandling av uppgifter om personer som har
elektronisk kommunikation med en intagen 1 fingelse.
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Biometriska underlag och biometriska uppgifter fran en person som
har elektronisk kommunikation med en fribetsberdvad person som
faller under kriminalvdrdsdatalagen och
kriminalvdrdsdataforordningen

Kriminalvirden behandlar uppgifter om intagna och andra personer
med stéd av 3 och 5 §§ kriminalvirdsdatalagen samt 2 § kriminal-
virdsdataférordningen. Sidana uppgifter fir behandlas 1 en sddan
journal som avses i 5 § hiktesférordningen, om det ir nodvindigt
for att verkstilla frihetsberévanden. For sidana personuppgifter
giller att de ska gallras senast tvd 3r efter det att frihetsberévandet
har upphért, se 3 § kriminalvirdsdataférordningen.

Behovet av att behandla réstprov frin andra personer dn intagna
upphor 1 detsamma som den intagne, med vilken den elektroniska
kommunikationen sker, inte lingre ir frihetsberévad. Det giller
bide rostprovet som sddant och de biometriska uppgifter som kan
ha tagits fram ur ett rostprov. Enligt utredningens bedémning bor
dirfor en gallringsregel inféras 1 kriminalvdrdsdataférordningen.
Regeln bor tidsmissigt motsvara den regel som utredningen foreslar
1 Kriminalvdrdens brottsdatalag, d.v.s. uppgifterna ska gallras senast
vid den tidpunkt d& frihetsberévandet av den intagne, som den
elektroniska kommunikationen sker med, upphor.
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21 Utdkad mojlighet for polisen att
Kroppsvisitera

21.1 Bakgrund
21.1.1 Inledning

Polisen har i vissa fall skyldighet respektive mojlighet att uppta
biometriska underlag frin misstinkta och démda personer bla. i
syfte att fora in uppgifterna i polisens biometriregister och pd sd vis
dven bygga ut registret, se vidare kapitel 12. T undantagsfall fir
biometriska underlag dven tas upp frin annan in den som ir skiligen
misstinkt f6r brott. Om en férundersokning bedrivs av Tullverket,
Sikerhetspolisen eller Kustbevakningen fir Polismyndigheten
bitrida dessa myndigheter med upptagningen. I vissa fall ska
Polismyndigheten ocksd uppta biometriska underlag frin
utlinningar.

Polisen har gjort utredningen uppmirksam pd att det saknas
generell mojlighet att kroppsvisitera personer som ska limna
biometriska underlag, f6r att soka efter vapen eller andra farliga
foremal. Det gor att Polismyndigheten i vissa fall inte har méjlighet
att genomféra biometriupptagningen pé ett tillrickligt sikert sitt.
Myndigheten har dirfér efterfrigat att en generell mojlighet att
genomféra kroppsvisitation 1 de nimnda fallen inférs s fort som
mojligt.

Frigan som hanteras i detta kapitel handlar alltsd inte om
upptagning av biometriska underlag fér anvindning inom
Kriminalvirdens verksamhet. Kapitlet handlar i stillet om polisens
upptagning av biometriska underlag och berér enbart frigan om
Polismyndigheten boér ges mojlighet att av  sikerhetsskil
kroppsvisitera personer 1 samband med sddan upptagning.
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21.1.2 Upptagning av biometriska underlag i samband med
brottsutredning

Upptagning av biometriska underlag enligt rittegingsbalken

Enligt 28 kap. 12 a och 14 §§ rittegdngsbalken far Polismyndigheten
for vissa indamal ta upp biometriska underlag frin den som skiligen
kan misstinkas for ett brott for vilket fingelse ingdr 1 straffskalan.
Av den som ir anhdllen eller hiktad ska fingeravtryck, fotografi av
ansikte och prov fér dna-analys tas, se vidare kapitel 12 dir de
nirmare férutsittningarna fér Polismyndigheten att uppta
biometriska underlag frin skiligen misstinkta personer beskrivs.

Om det finns synnerlig anledning att anta att det ir av betydelse
for utredningen om ett brott for vilket fingelse ingdr i straffskalan
fir kroppsbesiktning genom ett prov for dna-analys eller
fingeravtryck (iven handavtryck), fotografi, video, rostprov,
handstilsprov samt avtryck av fot och 6ra dven tas av annan in den
som ir skiligen misstinkt. Ett prov fér dna-analys far dock inte tas
av den som idr under 15 4r, se 28kap. 12b och 14a§§
rittegdngsbalken. Med nigon annan in den som ir skiligen
misstinkt avses t.ex. milsiganden och vittnen men ocksd personer
som kan misstinkas for brott men dir misstankegraden inte ndr upp
till skiligen misstinkt. Kravet pd synnerlig anledning att anta ir
upptyllt om det finns faktiska omstindigheter som pdtagligt visar att
det med fog kan férvintas att dtgirden kommer att leda till det
avsedda resultatet. Det dr dirmed inte uteslutet att det 1 ett enskilt
fall kan vara nédvindigt att ta dna-prov pd ett stort antal personer.
Vid grova vildsbrott, som t.ex. mord, finns det inte sillan dna-spér
frdn girningspersonen. I vissa fall kan en omfattande dna-
provtagning vara det enda mojliga sittet att driva utredningen
framat.!

Beslut om att uppta prov fér dna-analys eller andra biometriska
underlag fattas, beroende p& vilken myndighet som leder
féorundersokningen, av Polismyndighetens undersokningsledare
eller 8klagaren. I de fall d& upptagningen sker i registreringssyfte fir
beslut dven fattas av Polismyndigheten. I bridskande fall har en
polisman behérighet att besluta om dtgirden, se 28 kap. 13 och
14 b §§ rittegdngsbalken.

! Prop. 2024/25:37, Biometri i brottsbekimpningen, s. 53 och 77.
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Sarskilt om forundersékningar som bedrivs av Tullverket,
Kustbevakningen eller Sikerhetspolisen

Nir en férundersokning bedrivs av Tullverket eller Kustbevak-
ningen ir bestimmelserna i rittegdngsbalken direkt tillimpliga, se
8 kap. 3-48§§ tullbefogenhetslagen (2024:710) och 3 kap. 3§
kustbevakningslagen. En férundersékningsledare vid Tullverket
eller Kustbevakningen har dirmed samma befogenheter och
skyldigheter att fatta beslut om upptagning av biometriska underlag
enligt 28 kap. rittegdngsbalken som en undersdkningsledare vid
Polismyndigheten.

Enligt 3 kap. 15 § kustbevakningslagen har en kustbevaknings-
tjinsteman, i friga om brott som ingdr i den direkta brottsbekimp-
ningen, samma ritt som en polisman att enligt 28 kap. 13 och 14 b §§
rittegdngsbalken besluta om upptagning av biometriska underlag
om det ir fara 1 drojsmil. Det kan t.ex. vara friga om brott mot
sjolagen (1994:1009) eller fiskelagen (1993:787), se 2 § kustbevak-
ningslagen. Motsvarande befogenheter giller dven for en tulltjinste-
man enligt 8 kap. 20 § tullbefogenhetslagen.

En forundersokningsledare vid Sikerhetspolisen har enligt
23 kap. 3 § tredje stycket rittegdngsbalken samma befogenhet som
en sddan befattningshavare vid Polismyndigheten. En polisman har
samma befogenheter oavsett om denne dr anstilld vid
Polismyndigheten eller Sikerhetspolisen, se 2 § polisférordningen
(2014:1104).

Nir en befattningshavare vid dessa myndigheter beslutar om
upptagning av biometriska underlag enligt rittegdngsbalken ir det i
allminhet Polismyndigheten som verkstiller dtgirden. Det anges
ocksd 1 2 § forordningen om upptagning av biometriska underlag i
brottsbekimpningen att  Sikerhetspolisen, Tullverket och
Kustbevakningen, vid upptagning av biometriska underlag enligt
28 kap. rittegdngsbalken, fir bitridas av Polismyndigheten. Vid
upptagning av biometriska underlag for registrering 1 ett
biometriregister som fors enligt polisens brottsdatalag far
Polismyndigheten enligt 3 § samma férordning bitridas av den
myndighet som utreder brottet.
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21.1.3 Upptagning av biometriska underlag vid
straffverkstallighet

Som nirmare beskrivs 1 avsnitt 8.2 och 8.4 ska fingeravtryck,
salivprov f6ér dna-analys och fotografi av ansikte tas av den som, 1
eller utanfoér anstalt, verkstiller en dom eller ett beslut pd fingelse,
om sddana uppgifter om den intagne inte finns i ett biometriregister
som fors enligt polisens brottsdatalag. Upptagningen ska goras sd
snart som mojligt efter att verkstilligheten har inletts. T de fall d&
den domde ir intagen 1 kriminalvdrdsanstalt regleras detta 1 8 kap.
7 a§ fingelselagen. Upptagningen ska utféras av Kriminalvirden
eller, om det ir limpligare, Polismyndigheten. Om Kriminalvirden
utfér upptagningen ska underlagen och de biometriska uppgifter
som tas fram ur dessa forstoras av Kriminalvirden omedelbart efter
det att underlagen har tagits emot av Polismyndigheten, se vidare
avsnitt 8.2.4.

Vid verkstillighet av en dom pd fingelse utanfér anstalt ska
Kriminalvirden enligt 2 kap. 6§ lagen om verkstillighet av
fingelsestraff med elektronisk évervakning foreligga den domde att
instilla sig fér upptagning av fingeravtryck, salivprov f6r dna-analys
och fotografi av ansikte om sidana uppgifter om den démde inte
finns i ett biometriregister som férs enligt polisens brottsdatalag. Av
foreliggandet ska framgd att beslutet om verkstillighet utanfor
anstalt kan komma att upphivas om féreliggandet inte £6ljs. Vidare
far Kriminalvirden foreligga den domde att instilla sig for sidan
upptagning pd nytt om det finns sirskilda skil. Upptagningen ska
utféras av Polismyndigheten, se vidare avsnitt 8.4.

21.1.4 Upptagning av biometriska underlag vid kontroll av
utldnningar i vissa fall

Upptagning vid sirskild kontroll av vissa utlinningar

Enligt 5 kap. 3 § lagen om sirskild kontroll av vissa utlinningar fir
fingeravtryck, fotografi och video tas av en utlinning under vissa
forutsittningar. I friga om sidana dtgirder giller 1 6vrigt 28 kap.
rittegdngsbalken och det som sigs om den som ir skiligen misstinkt
ska dd i stillet avse utlinningen. Enligt 5 kap. 10 och 16 §§ lagen om
sirskild kontroll av vissa utlinningar beslutar Sikerhetspolisen
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(efter godkinnande av Migrationsverket eller regeringen), eller i
undantagsfall Stockholms tingsritt, om en sidan tvdngsitgird som
avses 15 kap. 3 §.

Liksom vid fall d& Sikerhetspolisen bedriver férundersokning ir
det dock Polismyndigheten som innehar sirskilda lokaler och den
tekniska utrustning som krivs fér upptagningen. Det ir dirfor,
enligt vad Polismyndigheten har uppgett f6r utredningen, den
myndigheten som bitrider Sikerhetspolisen vid verkstillighet av en
upptagning av biometriska underlag dven 1 dessa situationer.

Upptagning enligt utlinningslagen

Vid in- eller utresekontroller och vid s.k. inre utlinningskontroller
har en utlinning i vissa fall skyldighet att 1ta bl.a. Polismyndigheten
fotografera utlinningen och ta upp dennes fingeravtryck.
Befogenheten tillkommer i vissa fall Polismyndigheten och i andra
fall polisman eller sirskild férordnad passkontrollant. Gemensamt
for bestimmelserna dr att de avser kontroller av en utlinnings
identitet, identitetshandlingar eller andra migrationsrittsliga
dokument i syfte att utreda utlinningens ritt att vistas 1 Sverige eller
Schengenomridet. Befogenheten dr begrinsad pd si sitt att endast
vuxna eller barn som uppnétt en viss dlder kan bli féremdl for
dtgirden. Bestimmelserna finns 1 9 kap. utlinningslagen.

Polismyndigheten har till utredningen uppgett att samma lokaler
och tekniska utrustning som vid biometriska upptagningar for andra
indamdl i regel anvinds nir polisen tar upp fingeravtryck eller
fotografier med stéd av utlinningslagens regler. Arbete pégir
emellertid med att implementera EU:s nya migrations- och asylpakt.
I det arbetet dr Polismyndighetens inriktning att vissa biometriska
upptagningar ska utforas i lokaler som Polismyndigheten delar med
Migrationsverket.

21.1.5 Polismyndighetens praktiska hantering m.m.

Som framgir ovan ir det regelmissigt Polismyndigheten som utfér
en upptagning av biometriska underlag oavsett om det gors 1
samband med straffverkstillighet, férundersékning eller vissa
kontroller enligt migrationslagstiftningen.
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Polismyndighetens biometriupptagning utfors, enligt den
beskrivning som myndigheten gett utredningen, 1 lokaler
innehdllande teknisk utrustning som ir anpassad fér indamailet,
genom att polisen tar upp underlagen som direfter registreras i ett
biometriregister som férs enligt polisens brottsdatalag. Om en
upptagning utfors for att anvindas endast inom t.ex. en pigdende
forundersokning eller ett migrationsrittsligt drende och inte for
registrering 1 biometriregistret nyttjas underlagen endast f6r det
indama4l som de tagits upp.

Den som limnar underlag ir i vissa fall frihetsberdvad, t.ex. sd
som anhdllen, hiktad eller intagen i kriminalvirdsanstalt. I dessa fall
finns bestimmelser 1 annan lagstiftning som gor det mojligt for den
personal som ansvarar foér bevakningen att kroppsvisitera den
frihetsberévade och genom det tillse att sikerheten kan
uppritthdllas fér polisens personal och verksamhet. Det
forekommer ocks3 att befattningshavare vid Polismyndigheten eller
andra brottsbekimpande myndigheter, med st6d av 28 kap. 13 a och
14 b §§ rittegingsbalken, har medtagit den som ska limna
biometriska underlag till den plats dir upptagningen ska
genomféras. Det dr di mojligt att utfora kroppsvisitation av
sikerhetsskil enligt bestimmelserna 1 19§ polislagen. For
yjanstemin vid Tullverket och Kustbevakningen finns motsvarande
befogenhet 1 2 kap. 5 § tullbefogenhetslagen respektive 2 kap. 5§
kustbevakningslagen.

Minga ginger instiller sig den som ska limna biometriska
underlag emellertid sjilv hos Polismyndigheten och hinvisas, enligt
vad polisen beskrivit, direfter till ett upptagningsrum. Det kan t.ex.
vara frdga om personer som verkstiller fingelsestraff utanfér anstalt
och som har forelagts av Kriminalvirden att instilla sig hos
Polismyndigheten f6r upptagning eller skiligen misstinkta personer
som kallats till Polismyndighetens lokaler for att limna biometriska
underlag. Det kan dven vara friga om personer, som utan att vara
skiligen misstinkta, ska limna underlag enligt 28 kap. 12 b § och
28 kap. 14a§ rittegingsbalken. Polisen har till utredningen
beskrivit att nir upptagningen utférs behdver den befattningshavare
som utfér dtgirden befinna sig invid personen som limnar underlag
men samtidigt rikta uppmirksamheten mot den tekniska
utrustningen. Befattningshavaren befinner sig dirmed i en utsatt
situation om den som limnar underlagen skulle tillgripa vild och d&
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anvinda vapen eller andra farliga f6rema3l. Det finns ocks8 risk for att
ett sidant angrepp utvidgas till att iven omfatta andra anstillda eller
bestkande som vistas utanfér upptagningsrummet.

En polisman har 1 flera fall befogenhet att genomfora
kroppsvisitation av sikerhetsskil. Polisen har dock, 1 kontakter med
utredningen, pétalat att en sidan generell méjlighet saknas i samband
med upptagning av biometriska underlag, trots att dtgirden i vissa
fall kan innebira allvarliga sikerhetsrisker.

21.1.6 Polismans mojlighet att kroppsvisitera av sdkerhetsskal
Allmint om kroppsvisitation

Det finns bestimmelser 1 flera forfattningar som ger en polisman
mojlighet att for olika indamél genomfora kroppsvisitation av en
enskild. Med kroppsvisitation avses en undersékning av klider och
annat som ndgon bir pd sig samt av viskor, paket och andra féremadl
som ndgon har med sig. Som exempel kan nimnas klider, plinbok,
fodral, paket, kassar, viskor och barnvagn. Fér att man ska kunna
siga att ndgon har med sig ett féremdl krivs att vederboérande har
egendomen under sin fysiska kontroll. Att personen ullfilligt stillt
ned ett paket pd marken utesluter inte tillimpning av bestimmelsen
om kroppsvisitation.?

Kroppsvisitation kan enligt olika forfattningar utforas tex. i
brottsutredningssyfte, for att ta reda pd en utlinnings identitet eller
for att genomféra ingripanden enligt trafiklagstiftningen. Dessa
bestimmelser ir inte tillimpliga i de situationer som behandlas i
detta kapitel. En polisman har dock dven méjlighet att genomfora
kroppsvisitation av sikerhetsskil 1 vissa fall. Nedan redogérs
nirmare for dessa regler.

Kroppsvisitation enligt 19 § polislagen

I polislagen finns bestimmelser som ger en polisman méjlighet att 1
vissa fall genomféra kroppsvisitation av sikerhetsskil. Enligt 19 §
polislagen fir en polisman, som med laga stéd griper eller annars

2 Se 28 kap. 11 § rittegingsbalken och prop. 1993/94:24, med forslag till dndrade regler om
kroppsvisitation och kroppsbesiktning, m.m., s. 40 f.
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omhindertar eller avligsnar ndgon, 1 anslutning till ingripandet
kroppsvisitera denne 1 den utstrickning som ir nodvindig av
sikerhetsskil f6r att vapen eller andra farliga féremal ska kunna tas
om hand, eller fér att hans eller hennes identitet ska kunna
faststillas.

Av 19 § andra stycket 1 polislagen framgr att en polisman ocksi
fir kroppsvisitera i den utstrickning det behovs for att soka efter
vapen eller andra farliga férem8l som ir dgnade att anvindas vid brott
mot liv eller hilsa, om det med hinsyn till omstindigheterna kan
antas att ett sddant foremdl kan forverkas enligt 36 kap. 12§
brottsbalken. Ritten till kroppsvisitation giller alltsg situationer dir
risken typiskt sett framstir som stor fér att vapen och andra
tillhyggen ska komma till anvindning vid valdsbrott. Risken for
valdsbrott kan 1 det sirskilda fallet hinfora sig till en viss person eller
en situation som ter sig allmint hotfull och konfliktfylld sisom
exempelvis nir tvd rivaliserande ungdomsgrupper konfronteras pd
allmin plats och olika slags provokationer férekommer som gor det
troligt att vissa av ungdomarna bir pd knivar eller andra tillhyggen.
Ett annat typfall kan vara offentliga evenemang dir risken for vald ir
overhingande som t.ex. vissa fotbollsmatcher. Polisen har i sidana
situationer befogenhet att mera rutinmissigt kontrollera om de som
uppehiller sig pa platsen eller besoker evenemanget bir pa sig eller i
handbagage medfér féremél som kan anvindas for att skada andra.’

Kroppsvisitation enligt 19 a § polislagen

Enligt 19 a § polislagen fir en polisman i samband med ett f6rhér
som hills 1 bla. Polismyndighetens lokaler kroppsvisitera
forhorspersonen, om det dr nddvindigt av sikerhetsskil for att soka
efter vapen eller andra farliga forem3l. Bestimmelsen infordes ar
2020 mot bakgrund av att bide antalet illegala vapen och hotbilden
mot polisanstillda hade ¢kat i samhillet samt att det under en period
hade riktats en rad sirskilt allvarliga angrepp mot polisen. Det ansdgs
dirfor att det fanns risk fér att vissa personer skulle utnyttja
forhorssituationen, di forhorsledaren befinner sig ensam med

3 Prop. 1986/87:115, om dndring i polislagen (1984:387),s. 11 {.
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forhorspersonen, for att féra med sig och anvinda vapen eller andra
farliga féoremadl i lokalerna.*

Av forarbetena framgdr att bestimmelsen omfattar situationer
som enligt forfattning kan anses utgora forhor, dock inte andra
muntliga kontakter som polisen har med enskilda. Det saknar
betydelse 1 vilken egenskap en person forhérs men bestimmelsen ir
endast tillimplig i myndighetens lokaler. Med det menas utrymmen
1 byggnader som myndigheten anvinder f6r att bedriva
polisverksamhet.’

Kroppsvisitation fir genomfdras innan eller efter forhoret.
Atgirden kan vidtas i ett annat utrymme 4n férhérsrummet. Kravet
pd att visitation endast fir ske om det dr nddvindigt av sikerhetsskil
innebir att det miste finns nigon omstindighet som 1 det enskilda
fallet talar for att férhorspersonen skulle kunna ha ett vapen eller
annat farligt foremal pd sig. De foremélstyper som avses ir vapen
enligt definitionen i1 vapenlagen (1996:67) eller féremil som avses 1
lagen (1988:254) om forbud betriffande knivar och andra farliga
féremdl, men dven annat sisom explosiva eller brandfarliga varor
eller foremél som kan sprida gift eller smitta.*

Kroppsvisitation fir inte utforas rutinmissigt men det krivs inte
heller att det finns en konkret misstanke om att fé6rhérspersonen har
ett vapen eller annat farligt foremal pd sig. Exempel pd omstindig-
heter som kan ge anledning till kroppsvisitation dr att férhérs-
personen dr misstinkt for eller tidigare har gjort sig skyldig till brott
som typiskt sett ger anledning att anta att personen skulle kunna ha
med sig ett vapen eller ett annat farligt foremdl, att det av
underrittelser eller annan information framkommit att
forhorspersonen har anknytning till personer som ignar sig 4t
allvarlig brottslighet, att personen lider av psykiska besvir eller
kinnedom om att personen tidigare upptritt aggresswt eller hottfullt.
Aven omstindigheter som framkommer i samband med
forhorstillfillet kan ge ritt att kroppsvisitera férhdrspersonen.’

* Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 11.
5 Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 24.
¢ Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 25.
7 Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 25.
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Kroppsvisitation enligt skyddslagen (2010:305)

Slutligen finns mojlighet att kroppsvisitera besckande till en
polisstation om den utgér ett skyddsobjekt enligt skyddslagen
(2010:305). Enligt 1 § skyddslagen syftar lagen till férstirke skydd
for byggnader, andra anliggningar, omrdden och andra objekt mot
sabotage, terroristbrott, spioneri samt rdjande 1 andra fall av hemliga
uppgifter som rér totalférsvaret och grovt rin.

Den som vill ha tilltride till ett skyddsobjekt eller som uppehéller
sig invid ett skyddsobjekt ir enligt 10 § skyddslagen skyldig att pd
begiran av den som bevakar skyddsobjektet underkasta sig
kroppsvisitation. Den som bevakar skyddsobjektet fir dock endast
besluta om en sddan kroppsvisitation om férutsittningarna i 11 § ir
uppfyllda. Enligt den bestimmelsen krivs att en kroppsvisitation
behovs {or att bevakningsuppgiften ska kunna fullgéras.

Polisen ska iaktta proportionalitet

Enligt 8 § polislagen ska en polisman som har att verkstilla en
tjinsteuppgift, under iakttagande av vad som foéreskrivs 1 lag eller
annan forfattning, ingripa pd ett sitt som dr férsvarligt med hinsyn
till 3tgirdens syfte och ovriga omstindigheter. Maste tving
tillgripas, ska detta ske endast i den form och den utstrickning som
behévs for att det avsedda resultatet ska uppnds. Principerna om
behov och proportionalitet 1 8 § polislagen ska iakttas vid bla.
kroppsvisitation. Det innebir att det vid kroppsvisitation 1 samband
med forhér ofta kan vara tillrickligt med en s.k. provisorisk
skyddsvisitation bestiende i att polismannen systematiskt kinner 1
eller utanpd fickor och klider samt eventuellt kontrollerar medférda
viskor och liknande. Aven elektronisk utrustning for skanning fir
anvindas.®

Polisen fir genomfdra kroppsvisitation med vald i vissa fall

I 10§ polislagen finns en detaljerad reglering som giller polisens
vildsanvindning. Enligt bestimmelsen fir en polisman, i den mén
andra medel ir otillrickliga och det med hinsyn till omstindig-

8 Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 25.
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heterna ir forsvarligt, anvinda vdld foér att genomféra en
tjinstedtgird, om polismannen exempelvis med laga stod ska avvisa
eller avligsna nigon frin ett visst omrdde eller utrymme, eller
verkstilla eller bitrida vid kroppsvisitation, kroppsbesiktning eller
nigon annan liknande 4tgird. Av bestimmelsens tredje stycke
framgar att vild mot person fir brukas endast om polismannen eller
den som han eller hon bitrider méts av motstind, se ocksd avsnitt
9.2.1.

21.2 Behov av kroppsvisitation vid
biometriupptagning

21.2.1 Det finns behov av att fortsatta starka skyddet for
Polismyndighetens anstéllda och verksamhet

Offentliganstilldas utsatthet f6r vild, hot och trakasserier har 6kat
och bedéms utgéra ett allvarligt samhills- och demokratiproblem.
Sdvil den faktiska som den upplevda utsattheten &kar i
yrkesgruppen. Polismin och andra polisanstillda utgor en sirskilt
utsatt kategori av offentliganstillda.” Vissa undersékningar visar
t.ex. att polisanstillda ir den yrkesgrupp som oftast utsitts for vald.
Utvecklingen under senare ir tyder dessutom pd att det vild som
forekommer blir allt grévre.'

For att stirka skyddet for polisanstillda har flera lagindringar
genomforts under senare r. Sedan 3r 2024 finns t.ex. mojlighet att
under vissa forutsittningar underldta att anvinda en polisanstillds
namn i ett férundersdkningsprotokoll om det finns en pétaglig risk
att denne eller ndgon nirstiende till denne utsitts f6r hot eller vald,
se 20 a § forundersdkningskungorelsen (1947:948).

Under det senaste decenniet har dven skjutvapenvildet i den
kriminella miljon 6kat 1 bdde forekomst och dédlighet. Statistik frn
Brottsférebyggande rddet visar att andelen skjutningar som riktats
mot person har 6kat liksom antalet skadade och avlidna p.g.a.
skjutvapenskador orsakade av annan person. Dessutom ir

% Prop. 2024/25:141, Ett starkare skydd for offentliganstillda mot vald, hot och trakasserier m.m.,
s. 16 1.
19 Prop. 2024/25:141, Ett starkare skydd for offentliganstillda mot vdld, bot och trakasserier m.m.,
s.33 L.
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forekomsten av illegala vapen och explosiva varor fortsatt
omfattande i Sverige."'

21.2.2 Nuvarande regler inte tillrackliga

Som framgdr ovan har en polisman idag mojlighet att under vissa
forutsittningar genomféra kroppsvisitation av sikerhetsskil. Det
handlar om situationer nir polisen ska gripa, omhinderta eller
avligsna ndgon eller nir det krivs for att efterséka vapen eller andra
farliga foremal som ir dgnade att anvindas vid vissa brott. Slutligen
kan polisen kroppsvisitera 1 samband med férhor. I flera fall saknas
dock mojlighet att anvinda dessa bestimmelser som stéd for
kroppsvisitation vid upptagning av biometriska underlag.

Med stéd av skyddslagen finns ocksd mojlighet att kroppsvisitera
en person som begir tilltride till ett skyddsobjekt. En férutsittning
ir dock att kroppsvisitationen behévs f6r att bevakningsuppgiften
ska kunna fullgéras. Det bér vid den bedémningen beaktas att
skyddslagen syftar till forstirkt skydd av byggnader, andra
anliggningar, omriden och andra objekt mot vissa specifika
utpekade grova brott. Att tillimpa skyddslagen for att stirka
medarbetarsikerheten kan sillan anses forenligt med dndamals-
principen vid tvdngsmedelsanvindning.

21.2.3 Det finns behov av att kunna vidta kroppsvisitation
aven vid biometriupptagning

Mot bakgrund av den 6kande hotbilden mot polisanstillda och att
forekomsten av illegala vapen ir fortsatt hog i samhillet ir det enligt
polisen angeliget att stirka sikerheten vid upptagning av
biometriska underlag. For att genomfora dtgirden miste den som
ska limna biometriska underlag tas in 1 ett sdrskilt upptagningsrum.
Den som ska utféra upptagningen méste direfter manuellt ta upp
t.ex. fingeravtryck vilket kriver att fokus riktas mot den tekniska
utrustningen samtidigt som den anstillde vistas i den andra
personens omedelbara nirhet. Personalen blir d& sirskilt sirbar fér

I Brottsférebyggande ridet, Okningen av skjutvapenvild i Sverige - En studie av

skjutvapenvildets utveckling 1 kriminell miljé sedan mitten av 00-talet (rapport 2024:7), s. 93
samt SOU 2024:31, En dndamdlsenlig vapenlagstifining, s. 228.
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angrepp med vapen eller andra tillhyggen. Det finns ocks3 risk for
att en eventuell girningsperson kan fortsitta sitt angrepp iven
utanfér upptagningsrummet och dirigenom skada andra anstillda
eller besokande. Situationen motsvarar den som giller nir polisen
ska hilla f6rhér och det dr svart att se varfoér behovet av att kunna
genomféra en kroppsvisitation skulle vara mindre nir biometriskt
underlag ska tas. Det bér 1 sammanhanget ocksi noteras att
Polismyndigheten till utredningen har framhaillit att upptagning av
biometriska underlag frén personer som befinner sig pa fri fot och
dirmed sjilva instiller sig hos myndigheten utgdér en allvarlig
sikerhetsrisk.

Utoéver risken for ett direkt angrepp skapar den utsatta
situationen otrygghet for personalen vilket paverkar bade
arbetsmiljon och mojligheterna att utféra dtgirden med hog kvalitet
och 1 enlighet med gillande krav. Det kan leda till att biometriska
underlag behover tas upp pd nytt eller att registreringen blir
bristfillig vilket kan pdverka mojligheterna att nyttja underlagen
fullt ut 1 brottsbekimpningen.

Polismyndigheten har férklarat fér utredningen att myndigheten
bl.a. hanterar de risker som beskrivits ovan genom att nyttja
mojligheter som finns i annan lagstiftning f6ér att genomfora
sikerhetshéjande 4tgirder. Det kan t.ex. ske genom att foérhor
planeras 1 anslutning till att biometriska underlag ska tas upp och
dirmed gor det mojligt for polisen att genomféra kroppsvisitation
med stéd av  19a§ polislagen. Ett annat exempel pi
sikerhetshojande dtgirder ir att myndigheten avdelar en eller flera
polismin for att férstirka bevakningen vid upptagningen vilket tar
resurser 1 ansprak som skulle kunna nyttjas f6r andra uppdrag.

21.3  Overvaganden och forslag

Forslag: Polisman ska 1 Polismyndighetens lokaler eller
transportmedel, eller 1 sidana lokaler som stillts il
myndighetens forfogande, f3 genomféra kroppsvisitation 1
samband med upptagning av biometriska underlag, om det ir
nodvindigt av sikerhetsskil for att soka efter vapen eller andra
farliga féremal.
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Bedomning: Kraven pd dokumentation 1 polislagen giller
dven vid kroppsvisitation enligt den nya bestimmelsen.

Utredningens forslag motiverar inte att det inférs nigot
undantag frin den féreslagna ordningen fér barn.

Skilen {6r utredningens f6rslag och bedomning
Polisen behiver kunna utféra kroppsvisitation

Det har 1 avsnitt 21.2 redogjorts f6r det behov som polisen har av att
kunna kroppsvisitera de personer som dr féremdl f6r upptagning av
biometriska underlag. Det rdder, enligt utredningens bedémning,
inte nigra tvivel om att polisen i de aktuella situationerna behéver
mojlighet att kunna kroppsvisitera personer, detta eftersom behovet
ir lika stort som nir polisen ska hélla férhor. Det bor dirfor inforas
mojlighet for en polisman att kroppsvisitera den som ska limna
biometriska underlag.

Forenlighet med grundliggande fri- och réttigheter

Var och en itnjuter genom bl.a. Europakonventionen och EU:s
rittighetsstadga skydd fér privatlivet. Foér en grundligare
redogorelse se kapitel 3. Europadomstolen har i ett flertal fall
beddémt att kroppsvisitation ir en sidan 3tgird som omfattas av
skyddet.”” Utéver det ir, enligt 2 kap. 6 § regeringsformen, var och
en gentemot det allminna skyddad mot bl.a. kroppsvisitation och
liknande intring.

For att lagstiftaren ska 3 gora begrinsningar 1 dessa rittigheter
krivs, féorutom att de har stod i lag, att de gors for vissa tillitna
indamail och ir proportionerlig, se vidare kapitel 3. De forslag som
utredningen limnar syftar till att ge polisen mojlighet att 1 vissa
situationer kroppsvisitera personer som ska limna biometriska
underlag. Syftet att forebygga oordning eller brott framgir redan av
Europakonventionens artikel 8 och kan dirmed 1 sig motivera en
inskrinkning 1 integritetsskyddet. Regeringen har dessutom i

12 Se t.ex. Europadomstolens dom i Gillian and Quinton mot Storbritannien, mél nr 4158/05,
dom den 12 januari 2010 och dom 1 Beghal mot Storbritannien, mél nr 4755/16, dom den 28
februari 2019.
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tidigare lagstiftningsidrenden konstaterat att skyddet mot
kroppsvisitation kan inskrinkas med hinsyn till syftet att tillgodose
behovet av sikerhet 1 samband med forhorssituationer, en
beddmning som ocksi riksdagen stillt sig bakom.” Samma
sikerhetsskal gor sig, enligt utredningens bedémning, gillande dven
1 de nu aktuella situationerna nir biometriska underlag ska upptas.
Oavsett om det giller en person som ir misstinkt eller démd for
brott, en person som utan att vara misstinkt fér brott ska limna
biometriska underlag 1 enlighet med 28 kap. 12b § eller 28 kap.
14 a § rittegdngsbalken eller en person som ir féremal fér kontroll
enligt viss utlinningsrittslig lagstiftning, innebir det en allvarlig
sikerhetsrisk for polisen att uppta personens biometriska underlag
utan mojlighet till féregdende kroppsvisitation for att soka efter
vapen eller andra farliga féremél nir omstindigheterna innebir att
en sidan 3tgird dr pdkallad av sikerhetsskil.

Befogenheten bor utformas med 19 a § polislagen och 2 kap. 6 §
tullbefogenbetslagen som forebilder

De sikerhetsrisker som foreligger vid upptagning av biometriska
underlag motsvarar, som konstaterats ovan, de som féreldg vid
forhor fore tillkomsten av 19 a § polislagen. Det finns dirfor goda
skil att anvinda samma konstruktion vid utformningen av den nya
tvingsmedelsbestimmelsen.

Kroppsvisitation bér dirfér bara kunna riktas mot den person
som ska limna biometriska underlag. Befogenheten att
kroppsvisitera personer enligt den nya bestimmelsen bor dirutéver
endast tillkomma den som ir polisman. Polismyndigheten har
visserligen till utredningen uppgett att myndigheten ser ett generellt
behov av att se over mojligheterna f6r andra polisanstillda in
polismin att vidta tvdngsmedel. Denna friga kriver dock ytterligare
utredning och bor ses dver i ett annat sammanhang.

Utover 19 a § polislagen finns det anledning att beakta 2 kap. 6 §
tullbefogenhetslagen vid utformningen av det nya tvingsmedlet.
Bestimmelsen i tullbefogenhetslagen tridde 1 kraft &r 2024 och ger
tulltjinstemidn mojlighet att kroppsvisitera férhorspersonen i
samband med ett forhér som hills i Tullverkets lokaler eller

'3 Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, s. 11.
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transportmedel, eller i lokaler som stillts till myndighetens
forfogande, om det dr nédvindigt av sikerhetsskil for att soka efter
vapen eller andra farliga féremdl. Av férarbetena till bestimmelsen
framgdr att 19 a§ polislagen kritiserades vid dess inférande for
begrinsningen till viss lokal. Det anférdes vidare att Tullverket ofta
genomfor férhor 1 andra myndigheters eller transportforetags
lokaler eller i myndighetens fordon. Nir det giller fordon framholls
ocksd att bristen pd utrymme kan goéra det dn svirare for
tulltjinstemannen att freda sig vid ett eventuellt angrepp med t.ex.
en kniv."

Det bér 1 sammanhanget noteras att dven Kustbevakningen har
mojlighet att genomfoéra kroppsvisitation 1 samband med férhér i
andra lokaler in myndighetens egna, se 2 kap. 5 § kustbevaknings-
lagen.

Polisen har i1 kontakter med utredningen uppgett att det finns
flera fordelar med att ta upp biometriska underlag i t.ex. en polisbuss
med sirskild utrustning och att det dr ett arbetssitt som kan komma
att  anvindas.  Eftersom  Polismyndigheten ska  bitrida
Sikerhetspolisen, Kustbevakningen och Tullverket med att
verkstilla upptagning av biometriska underlag kan det ocks3 finnas
skil att utfora dtgirden 1 lokaler som tillhér dessa myndigheter eller
andra aktorer. Vid t.ex. arbete 1 skirgdrdsmiljo eller grinsomriden
langt frin nirmaste polisstation kan andra lokaler behéva nyttjas for
ett effektivt arbetssitt. Som beskrivs ovan 1 avsnitt 21.1.4 kan
Polismyndigheten framéver dven behdva nyttja Migrationsverkets
lokaler for att kunna bedriva ett indamélsenligt arbete inom det
migrationsrittsliga omradet.

Mot denna bakgrund anser utredningen att kroppsvisitation 1
samband med upptagning av biometriska underlag ska 8 utféras i
Polismyndighetens lokaler, i myndighetens transportmedel eller i
lokaler som stillts till myndighetens férfogande. Ytterligare en
férdel med en sddan lagteknisk konstruktion ir att férutsittningarna
att genomfoéra kroppsvisitation av sikerhetsskil ges samma
utformning 1 olika férfattningar, vilket kan antas underlitta
rittstillimpningen.

For den enskilde innebir begrinsningarna ovan tydlighet och
forutsigbarhet. Av Kriminalvirdens féreliggande att instilla sig hos
Polismyndigheten, eller vid andra fall di den enskilde kallas till

4 Prop. 2023/24:132, Ny tullbefogenbetslag, s. 186
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biometriupptagning, framgdr vid vilken td och plats
biometriupptagningen ska dga rum vilket innebir att det blir klart
for den enskilde i vilka situationer denne kan komma att bli féremal
for kroppsvisitation. Likasd ir det forutsigbart f6r en utlinning att
denne kan bli féremal for poliskontroll som syftar till att bedéma
utlinningens ritt att vistas i landet, oavsett om detta sker vid in- eller
utresa eller vid en inre utlinningskontroll.

Den nya befogenheten bor inte kunna anvindas rutinmissigt
utan endast om det dr nddvindigt av sikerhetsskil for att soka efter
vapen eller andra farliga foremdl. Formuleringen, som ocksd
terfinns 1 19 a § polislagen, 2 kap. 6 § tullbefogenhetslagen och
2 kap. 5 § andra stycket kustbevakningslagen, bér dirfor ges samma
innebord som 1 de bestimmelserna. Det innebir att en prévning ska
goras 1 det enskilda fallet om &tgirden ir nédvindig. Bedémningen
kan bla. grunda sig pd uppgift om tidigare brottslighet eller
aggressivt beteende hos den som ska limna biometriska underlag.
Aven uppgifter frin Kriminalvirden om personens upptridande
under verkstillighet eller andra brottsbekimpande myndigheters
utrednings- eller underrittelseuppgifter bér kunna ligga till grund
fér beddmningen.

Liksom vid kroppsvisitation av sikerhetsskil 1 andra
sammanhang ska behovs- och proportionalitetsprinciperna beaktas.
Det boér dirfor 1 de flesta fall vara tillrickligt att utfora en ytlig
skyddsvisitation bestiende i att polismannen systematiskt kinner 1
eller utanpd fickor och klider samt eventuellt kontrollerar medférda
viskor och liknande. Aven elektronisk utrustning fér skanning bor
fd anvindas.

Eftersom det nya tvingsmedlet kan anvindas oavsett med vilken
rittslig grund en upptagning genomférs har det ett brett
tillimpningsomrdde. Det omfattar dock iven situationer dir
kroppsvisitation 1 praktiken sillan kommer att genomfdras. Som
exempel kan nimnas upptagning av biometriska underlag frin
hiktade, anhillna eller intagna 1 kriminalvirdsanstalt. Nir
biometriska underlag ska tas av en frihetsberévad person stir denne
under bevakning och har i regel tidigare blivit kroppsvisiterad med
stdd av hiktes- eller fingelselagen. Behovs- och proportionalitets-
principerna  samt den ovan nimnda begrinsningen att
kroppsvisitation endast fir genomféras om det ir nddvindigt av
sikerhetsskil for att soka efter vapen eller andra farliga foremail

427



Utdkad mojlighet for polisen att kroppsvisitera Ds 2025:31

medfor att det endast 1 undantagsfall bor finnas skil att visitera dessa
personer i samband med biometriupptagningen. Likvil bor dessa
situationer inte uttryckligen undantas eftersom omstindigheterna i
sillsynta fall kan vara sidana att det ind3 ir nodvindigt att
genomféra en kroppsvisitation. Bevakningspersonalen kan t.ex. ha
glomt att genomfora kroppsvisitation vid transport. Det kan ocksé
finnas omstindigheter som talar f6r att den frihetsberévade kan ha
tillgripit ett farligt f6remal under eller 1 anslutning till transporten
till upptagningslokalen.

Det finns inte ndgot behov av undantagsbestimmelse

I dagsliget dr det endast 1 undantagsfall som barn déms till fingelse,
se avsnitt 7.1.2. Regeringen har emellertid i lagridsremissen rérande
frihetsberdvande pféljder fo6r barn och unga féreslagit en indrad
ordning enligt vilken det, 1 de fall frihetsberévande pafoljd inte kan
undvikas, ska démas till fingelse i stillet for sluten ungdomsvard.
Det finns dirmed skil att utgd frdn att antalet barn och ungdomar
som kommer att verkstilla fingelsestraff, antingen pd anstalt eller
med elektronisk évervakning, kommer att oka.

Barn kan dven bli féremal for upptagning av biometriska underlag
s& som skiligen misstinkt fér brott eller annan inom ramen for en
férundersékning eller en utredning enligt bestimmelserna 1 lagen
om unga lagovertridare. For den som idr under 15 &r giller
uttryckliga begrinsningar {ér upptagning, se 36 §§ lagen om unga
lagovertridare. For barn som ir over 15 &r giller de allminna
bestimmelserna 1 28 kap. rittegdngsbalken men med den
restriktivitet som behovs- och proportionalitetsprinciperna kriver.

Barn kan i vissa fall dven bli foremdl for upptagning av
biometriska underlag enligt utlinningslagstiftningen.

Bestimmelsen 1 19 a § polislagen om kroppsvisitation 1 samband
med forhér innehdller ingen sirskild begrinsning som tar sikte pd
den som ir under arton &r. Det innebir att bestimmelsen ir
tillimplig f6r alla. Utredningen har inte funnit nigot skil som
motiverar en annan ordning fér den méjlighet till kroppsvisitation
som nu foreslds. Ndgon sirreglering for barn bor alltsd inte inféras.
Det foreslds dirfor inget undantag fér barn vad giller polisens
mojlighet att anvinda kroppsvisitation. Det bor dock noteras att
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behovs- och proportionalitetsprinciperna 1 8§ polislagen och
principen om barnets bista enligt artikel 3 barnkonventionen ocksd
giller 1 varje enskilt fall. Det innebir att en polisman 1 samma
situation kan ha skil att kroppsvisitera en vuxen person men inte ett
barn trots att omstindigheterna i1 évrigt ir desamma.

Allménna principer for tvingsmedel beaktas

For att en reglering om tvingsmedel fullt ut ska uppfylla
legalitetsprincipen krivs att regleringen ir férutsebar, precist
formulerad, ger ett adekvat rittsligt skydd mot godtycklig
tillimpning och med tillricklig klarhet anger omfattningen av det
utrymme {6r skdnsmissig bedémning som behoriga myndigheter
har vid dess utévande. Det krivs ocks8, enligt indam&lsprincipen, att
det f6r varje enskilt tvingsmedel 1 lagstiftningen ska anges for vilket
eller vilka indam3l det fir anvindas, se vidare avsnitt 3.7.

Kraven pid hur lagstiftningen ska utformas enligt legalitets-
principen och dndamélsprincipen har utredningen tillgodosett
genom att det i lagstiftningen anges att bestimmelsen endast ir
tillimplig vid upptagning av biometriska underlag. Dessutom anges
mot vem tvingsmedlet kan riktas, att det endast ir en polisman som
far vidta &tgirden och endast i Polismyndighetens lokaler, i
myndighetens transportmedel eller 1 lokaler som stillts ill
myndighetens forfogande. Slutligen framgir av bestimmelsen att
kroppsvisitation endast fir vidtas nir det ir nddvindigt av
sikerhetsskil for att soka efter vapen eller andra farliga férema3l.

For att en rittighetsinskrinkning ska vara tilldten krivs ocksg att
den ir proportionerlig. Som det nya tvingsmedlet ir utformat
kommer kroppsvisitation i vissa fall att kunna genomféras dven mot
personer som inte ir démda eller misstinkta f6r brott. Redan idag
har polisen dock méjlighet att kroppsvisitera personer utan
brottsmisstanke i vissa fall nir det finns ett pitagligt behov av
dtgirden. S8 ir t.eex. fallet vid forhér enligt den nimnda
bestimmelsen 1 19 a § polislagen eller vid omhindertaganden enligt
19 § forsta stycket polislagen, dven om frihetsberévandet grundas pa
en virdlag si som lagen om omhindertagande av berusade personer
m.m. Som ytterligare exempel kan nimnas kroppsvisitation 1 en
beslutad sikerhetszon, i vissa typsituationer dir risken for vild ir

429



Utdkad mojlighet for polisen att kroppsvisitera Ds 2025:31

forhojd eller 1 vissa fall under en férundersékning dven avseende
ndgon annan in den som skiligen kan misstinkas for brott, se 22 a §
eller 19 § andra stycket 1 polislagen och 28 kap. 11 § andra stycket
rittegdngsbalken.

Vid utformningen av den nya tvingsmedelsbestimmelsen har
utgdngspunkten varit att kroppsvisitation endast ska utféras 1 den
utstrickning det ir motiverat av ett pdtagligt behov som inte kan
tillgodoses med mindre ingripande 3tgirder. Bestimmelsen har
ocksd avgrinsats s3 att den ir tillimplig endast 1 fall dir 3tgirden
uppviger det intrng eller men i dvrigt som &tgirden innebir f6r
visiterade. S& ir, enligt utredningens bedomning, fallet nir
kroppsvisitation ir ndédvindigt av sikerhetsskil. Mot denna
bakgrund anser utredningen att det foéreslagna tvdngsmedlet ir en
proportionerlig inskrinkning av enskildas fri- och rittighetsskydd.

Utover det giller enligt 8 § forsta stycket polislagen att en
polisman som har att verkstilla en tjinsteuppgift ska ingripa pd ett
sitt som ir forsvarligt med hinsyn till tgirdens syfte och 6vriga
omstindigheter. Maste tving tillgripas, far det endast ske i den form
och den utstrickning som behévs for att det avsedda resultatet ska
uppnis.

Det kan 1 ssmmanhanget noteras att det i lagstiftningsarbetet som
foregick tillkomsten av 19 a § polislagen, d.v.s. mojligheten till
kroppsvisitation i forhérssituationer, framfoérdes viss kritik mot
bestimmelsens utformning. Sveriges advokatsamfund och Lunds
universitet avstyrkte forslaget med hinvisning till att det var friga
om en inskrinkning av enskildas fri- och rittighetsskydd som inte
var proportionerlig samt att det saknades ett definierat behov. Lunds
universitet ansig ocksd att det fanns risk for att bestimmelsen skulle
komma att tillimpas godtyckligt. Riksdagens ombudsmin (JO)
forordade & sin sida att kroppsvisitation borde kunna utforas
rutinmissigt utan ndgon bedémning av den som ska visiteras samt
att befogenheten dven borde utvidgas till att omfatta virdnadshavare
och andra som féljer med férhdrspersonen vid ett férhor.”
Synpunkter motsvarande de som limnades av  Sveriges
advokatsamfund och Lunds universitet framférdes emellertid inte
vid remissforfarandet  infér  tillkomsten av 2 kap. 68§
tullbefogenhetslagen och 2 kap. 5 § kustbevakningslagen.'

15 Prop. 2019/20:186, Ett forstirkt medarbetarskydd for polisanstillda, .8 {.
16 Prop. 2023/24:132, Ny tullbefogenbetslag, s. 180 f. och 391 f.
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Enligt utredningens bedomning ir det angeliget att fortsitta
stirka sikerheten for Polismyndighetens personal och verksamhet.
Det forhéller sig ocksd otvivelaktigt s& att det finns ett behov for
Polismyndigheten av att kunna genomféra kroppsvisitation vid
upptagning av biometriska underlag i de aktuella situationerna. Som
beskrivs ovan bedémer utredningen ocks3 att det nya tvingsmedlet,
med beaktande av de avgrinsningar som foreslds, utgdér en
proportionerlig inskrinkning av den enskildes fri- och rittighets-
skydd och att en bestimmelse som mojliggér kroppsvisitation i
dessa situationer bor inforas.

Dokumentation

Enligt 27 § polislagen ska protokoll féras éver kroppsvisitation. Av
protokollet ska framgd vem som har fattat beslutet om ingripandet,
grunden for beslutet och tidpunkten nir det har fattats, vem eller
vilka som har deltagit i ingripandet, vem eller vilka som ingripandet
har riktat sig mot, tiden f6r ingripandet samt vad som 1 &vrigt har
féorekommit vid ingripandet.

Den som har fattat beslutet om ingripandet ir ansvarig for att
protokoll upprittas med uppgift om vem som har fattat beslutet om
ingripandet, grunden fér beslutet och den tidpunkt di beslutet
fattades. Den som dr férman vid ingripandet ir ansvarig for att
protokoll fors dver de dvriga uppgifterna i féregdende stycke.

Eftersom den nya bestimmelsen fors in i 19a§ blir
bestimmelserna om dokumentation 1 27§ polislagen direkt
tillimpliga. Det saknas skil att tillimpa andra dokumentationsregler
vid sidan av dessa regler nir det giller kroppsvisitation i samband
med upptagning av biometriska underlag.
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22  lkrafttradande och
dvergangsbestammelser

Forslag: De foreslagna lagindringarna ska trida 1 kraft den
1 januari 2027.
Bedomning: Det behovs inte nigra 6vergdngsbestimmelser.

Skilen for utredningens foérslag och bedomning
Tkrafitridande

Det ir angeliget att Kriminalvirden si snart som mojligt far
mojlighet att anvinda biometriska uppgifter 1 verksamheten for att
kunna mota kapacitetsutdkningen. Eftersom lagstiftningen som
berér Kriminalvirden inte ir tvingande kan den trida i kraft s3 snart
som mojligt, varefter Kriminalvirden succesivt kan implementera
tekniska 18sningar for biometrisk autentisering. Utredningen
bedémer att det bor vara méjligt att 13ta forslagen trida i kraft den 1
januari 2027.

Den lagindring som foreslds om utékade mojligheter f6r polisen
att genomféra kroppsvisitationer kriver inte ndgra sirskilda
anpassningar  eller 4tgirder som paverkar ikrafttridandet.
Polismyndigheten har i kontakt med utredningen uppgett att det ir
angeliget att dndringen trider i kraft s& snart som mojligt. Mot den
bakgrunden foreslir utredningen att indringen trider 1 kraft den 1
januari 2027.

Overgingsbestimmelser

Lagindringarna kriver inte nigra 6vergdngsbestimmelser.
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23 Integritetsanalys

23.1 Utredningens uppdrag

Utredningen har i tidigare kapitel limnat ett antal forfattnings-
forslag 1 syfte att dstadkomma en utdkad anvindning av biometri
inom Kriminalvirdens verksamhet. Behandlingen av biometriska
uppgifter kommer att pdverka enskildas personliga integritet. Det ir
sdledes viktigt att det gors en noggrann bedémning av hur férslagen
forhdller sig till det regelverk som syftar till att virna om den
personliga integriteten. Enligt utredningens uppdrag ska dirfér en
integritetsanalys genomféras.'

Skyddet f6r den personliga integriteten har beaktats
kontinuerligt under utredningens arbete och har piverkat de
dverviganden som gors i utredningens olika delar. Varje forslag som
har vickt sirskilda frigestillningar om integritetsskydd innehéller en
sirskild analys av de integritetsfrigor som har aktualiserats. I detta
kapitel belyses foérslagen pd en sammanhéllen och évergripande nivd
avseende forslagens samlade effekt for enskildas personliga
integritet.

23.2 Skydd for den personliga integriteten
23.2.1 Skydd i flera regelverk

Begreppet personuppgiftsbehandling innebir enligt dataskydds-
férordningen och dataskyddsdirektivet en dtgird eller kombination
av dtgirder som vidtas med personuppgifter, se vidare avsnitt 4.2.2
och 4.2.3. Vid personuppgiftsbehandling méste flera regelverk foljas
fér att virna den personliga integriteten. Det handlar om bl.a.

! Justitiedepartementet, Uppdrag att foresli utdkade méjligheter att anvinda biometri i
Kriminalvirdens verksamhet, 2025-02-07, Ju2025/00324.
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Europakonventionen, EU:s rittighetsstadga, barnkonventionen,
dataskyddsforordningen, brottsdatalagen och regeringsformen. I
kapitel 3, 4 och 10 redogérs f6r de mest centrala bestimmelserna av
relevans f6r den utékade och nya personuppgiftsbehandling som blir
konsekvensen av utredningens forslag.

Ritten till skydd f6r den personliga integriteten dr emellertid inte
absolut utan kan bli féremdl fér inskrinkningar med hinsyn till
sirskilda intressen sdsom brottsbekimpning, men dven yttrande-
frihet, informationsfrihet, offentlighet samt effektiv och korrekt
irendehandliggning hos myndigheter.

23.2.2 Bade Kriminalvardens brottsdatalag och
kriminalvardsdatalagen &r tillampliga

For huvuddelen av Kriminalvirdens personuppgiftsbehandling
giller brottsdatalagen och Kriminalvirdens brottsdatalag med
tillhérande Kriminalvirdens brottsdataférordning. Hanteringen av
de uppgifter som férekommer i Kriminalvirdens verksamhet
betriffande verkstillighet av frihetsberévanden och genomférande
av transporter i de fall brottsdatalagen inte ir tillimplig, regleras
emellertid av dataskyddsfoérordningen och kriminalvirdsdatalagen
med tillhérande kriminalvirdsdataférordning, se vidare avsnitt 4.2.4.
De f6rslag som utredningen limnar kommer dirmed i vissa delar att
generera personuppgiftsbehandling inom bigge regelverken.

23.3 Integritetsrisker
23.3.1 Forhojd integritetsrisk

Bedomning: Bestimmelser som tilliter biometrianvindning
innebir en f6rhojd risk f6r intring i den personliga integriteten
(integritetsrisk).
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Skilen f6r utredningens beddmning
Vad éir en integritetsrisk?

Det finns inte nigon definition 1 dataskyddsférordningen eller
dataskyddsdirektivet av vad begreppet integritetsrisk rent konkret
innebir. Diremot kan vigledning himtas fran skil 75 (i ingressen)
till dataskyddsférordningen och skidl 51 (i ingressen) till
dataskyddsdirektivet, dir det anges exempel p nir risker typiskt sett
kan uppkomma. Det handlar bl.a. om féljande situationer.

o DPersonuppgiftsbehandling som inbegriper ett stort antal
personuppgifter och giller ett stort antal registrerade.

e Behandling av kiinsliga personuppgifter.

e Behandling av personuppgifter om sirbara fysiska personer,
framfor allt barn.

e Behandling av uppgifter om fillande domar i1 brottmdl samt
lagovertridelser ~ som  innefattar  brott eller  dirmed
sammanhingande sikerhetsitgirder.

e DPersonuppgiftsbehandling som skulle kunna medféra

— ekonomisk férlust, skadat anseende eller annan betydande
ekonomisk eller social nackdel,

— forlust av konfidentialitet nir det giller personuppgifter som
omfattas av tystnadsplikt, eller

— hinder mot registrerades mojlighet att utéva kontroll 6ver sina
personuppgifter.

Hur sannolik och allvarlig risken dr ska enligt skil 76 ull
dataskyddsférordningen och skil 52 till dataskyddsdirektivet
faststillas utifrin behandlingens art, omfattning, sammanhang och
indamal.

En generellt forhijd risk

Utredningens férslag om utdkad biometrianvindning inom
Kriminalvdrden kommer innebira att biometriska uppgifter, som
utgdr kinsliga personuppgifter, se vidare avsnitt 5.6, behandlas
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avseende 1 det nirmaste alla personer som omfattas av hikteslagen
eller verkstiller en pdféljd inom Kriminalvirden. Utéver det
kommer, enligt utredningens forslag, Kriminalvirden att behandla
biometriska uppgifter iven foér personer som intagna ska ha
elektronisk kommunikation med, vilken behéver kontrolleras av
sikerhetsskil. Slutligen kommer Kriminalvirden att ges mojlighet
att behandla biometriska uppgifter gillande personer som instiller
sig for att pdborja verkstillighet av en pdféljd men som inte kan
identifiera sig, i syfte att sikerstilla att det ir ritt person som har
instillt sig. Sammantaget handlar det allts3 om personuppgifts-
behandling avseende minga minniskor.

Flera av de omstindigheter som anges ovan, som enligt
dataskyddsforordningen och dataskyddsdirektivet kan medféra en
forhojd risk for direkt eller indirekt integritetsintring, aktualiseras
allts8 av utredningens forslag om en utdkad behandling av
biometriska uppgifter inom Kriminalvirden. Utredningens
bedémning ir dirfor att utdkningen av biometrianvindning innebir
en generell och forhojd risk fér intrng 1 den personliga integriteten
(integritetsrisk). I det foljande kommer det att mer ingdende
redogdras fér den risken.

23.3.2 Utokad och ny personuppgiftsbehandling

Bedomning: Férslagen om biometrianvindning inom Kriminal-
varden kommer att medféra en utdkad personuppgiftsbehandling
vid Kriminalvarden.

Skilen for utredningens bedomning
Kriminalvdrdens personuppgiftsbehandling kommer att 6ka

Utredningens f6rslag innebir att Kriminalvirden far mojlighet, dock
ingen skyldighet, att behandla biometriska underlag och biometriska
uppgifter. Sett till Kriminalvirdens stora behov av digitaliserade
l6sningar med biometrisk autentisering ir det, enligt utredningens
bedémning, rimligt att forutsitta att myndigheten kommer att
anvinda de nya mojligheterna fullt ut, &tminstone inom en
overskddlig framtid. Kriminalvirdens behandling av personuppgifter
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kommer dirmed sannolikt att 6ka med anledning av de forslag som
utredningen limnar.

Personuppgiftsbehandlingen som féranleds av utredningens
forslag kommer att innebira att Kriminalvdrden, utéver att samla in
de biometriska underlagen, ocksd kommer att behandla dem for
framtagning av biometriska uppgifter och biometrisk autentisering
men idven annan identifiering. I praktiken kommer dirmed flera
olika moment av personuppgiftsbehandling att vidtas som bl.a.
anvindning, registrering och bearbetning.

Bdde utokad och ny personuppgifisbebandling

Kriminalvrden 4r den myndighet som kommer att vara
personuppgiftsansvarig for den personuppgiftsbehandling som
genereras med anledning av utredningens férslag.

Nir det giller fingelseverksamheten férekommer redan
upptagning av fotografier varfér utredningens forslag om att
Kriminalvirden inom den verksamheten ocksd ska fi ta upp
fingeravtryck och rostprov pd sitt och vis kan anses utgora en
utdkad behandling 1 jimférelse med den behandling som sker idag.
Behandlingen kommer emellertid att vara ny pd det viset att det ir
fler uppgifter som kommer att behandlas. Dessutom ir
behandlingen ny nir det giller upptagning av biometriska underlag
frdn andra 4n intagna.

Nir det giller hiktesverksamheten och frivirdsverksamheten,
dir biometriupptagning idag i princip inte ir tilliten’, kommer det
att rora sig om en helt ny behandling av personuppgifter som
myndigheten tidigare inte haft rittsliga forutsittningar for att vidra.

Under alla foérhdllanden kommer personuppgiftsbehandlingen
avseende biometriska uppgifter inom Kriminalvrden med mycket
stor sannolikhet att 6ka. En utdkad eller ny personuppgifts-
behandling innebir i sig 6kade integritetsrisker.

2 Kriminalvirden fir dock frin och med den 1 januari 2026 ta fotografier av personer som ska
verkstilla ett fingelsestraff i kontrollerat boende, se prop. 2024/25:202, Utdkade mdjligheter
att verkstdlla fingelsestraff med elektronisk vervakning. Frin och med den 1 april 2026 kommer
fotografi dven att f3 tas av de personer som ska verkstilla ett fingelsestraff i sin bostad, se
prop. 2025/26:48, En modern lagstifining fér Kriminalvdrdens personuppgiftsbebandling, s. 40
£f.
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Andra myndigheters personuppgiftsbehandling

Det bor i sammanhanget noteras att utredningens forslag kan
komma att leda till att de myndigheter som har direktdtkomst till
Kriminalvirdens uppgifter kan komma att anvinda sig av
uppgifterna, sdvida regeringen inte begrinsar den mojligheten i
Kriminalvirdens brottsdataférordning eller kriminalvdrdsdata-
forordningen. Dessutom gir det inte att utesluta att brotts-
bekimpande myndigheter som avses i lag om skyldighet att limna
uppgifter till de brottsbekimpande myndigheterna, kommer att
kunna begira ut biometriska underlag eller uppgifter frin
Kriminalvdrden. Nir sidana myndigheter tar emot personuppgifter
behandlar de i sin tur personuppgifterna genom bl.a. insamling.

23.3.3 Kansliga personuppgifter och uppgifter som ror barn

Bedomning: Utredningens forslag kommer att leda till en 6kad
behandling av kinsliga personuppgifter.

Forslaget kommer dven leda till en 6kad behandling av
uppgifter som rér barn.

Skilen {6r utredningens bedomning
Personuppgifternas karaktir bar betydelse for integritetsrisken

Karaktiren av de personuppgifter som behandlas har stor betydelse
for vilka integritetsrisker som behandlingen kan medféra for
enskilda som berors. For att bedéma integritetsriskerna méste
uppgifternas karaktir dessutom som utgingspunkt bedémas
tillsammans med andra faktorer, som t.ex. i vilket sammanhang som
uppgifterna kommer behandlas, fér vilka indamal och vilka personer
som kan komma att {4 dtkomst till uppgifterna.

Kiinsliga personuppgifter

Biometriska uppgifter utgor kinsliga personuppgifter och fir som
huvudregel inte behandlas enligt artikel 9 i dataskyddsférordningen
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och 2kap. 11§ forsta stycket brottsdatalagen. For en djupare
genomgang av nir det trots allt ir tillitet enligt dataskyddsregel-
verken att behandla kinsliga uppgifter hinvisas till, avsnitt 5.6, 4.3.2
och 4.3.4. Dir konstateras att Kriminalvirden enligt bide
Kriminalvirdens brottsdatalag och kriminalvirdsdatalagen far
behandla kinsliga personuppgifter om det dr absolut nédvindigt fér
indamilet med behandlingen.

Biometriska uppgifter som kommer behandlas

Genom de f6rslag som utredningen limnar kommer Kriminalvirden
att 4 behandla biometriska uppgifter om framfér allt personer som
omfattas av hikteslagen och personer som ska verkstilla en pafsljd
inom Kriminalvirden. Kriminalvirden kommer f3 uppta de
biometriska underlagen fotografier, fingeravtryck och réstprov.
Aven betriffande nigra andra personkategorier kommer vissa
biometriska underlag att i samlas in och behandlas. Utredningens
forslag innebir alltsd att Kriminalvirden kommer att 8 samla in och
behandla olika biometriska underlag och ur dessa framstilla
biometriska uppgifter. Att en sidan reglering kan medféra en
omfattade och integritetskinslig personuppgiftsbehandling framstar
som uppenbart.

Sekretessreglerade uppgifter

Inom Kriminalvirden giller sekretess for uppgifter till skydd for
enskildas personliga férhillanden enligt 35 kap. 15 § OSL, om det
kan antas att den enskilde eller nigon nirstiende lider men eller att
fara uppkommer fér att nigon utsitts for vild eller lider annat
allvarligt men om uppgiften rojs. Med enskild avses inte bara intagna
utan iven t.ex. deras anhoriga och deras tilltinkta &vervakare.” De
uppgifter som Kriminalvirden behéver behandla fér att ta upp
biometriska underlag och uppgifter i enlighet med utredningens
forslag omfattas alltsd av detta sekretesskydd.

3 Prop. 1988/89:67, om sekretessfragor inom undervisningsvisendet m.m., s. 22 f.

441



Integritetsanalys Ds 2025:31

Registrerades inflytande éver bebandlingen

De registrerades inflytande 6ver behandlingen av deras person-
uppgifter har betydelse fé6r bedémningen av vilka integritetsrisker
som behandlingen medfér.* I sammanhanget kan konstateras att de
personer som kommer att behéva limna biometriska underlag till
Kriminalvirden i de allra flesta fall inte kommer att ha ndgon
mojlighet att motsitta sig behandlingen. Det innebir att
behandlingen typiskt sett dr mer integritetskinslig.

Vidare har férhillandet mellan den personuppgiftsansvarige och
den registrerade betydelse for hur integritetskinslig behandlingen
ir. Om den registrerade stir i beroendeférhillande till den
personuppgiftsansvarige eller om den registrerade befinner sig i en
utsatt position Okar integritetsriskerna. Exempel pd sddana
situationer ir forhdllandet mellan t.ex. arbetsgivare och arbetstagare,
skola och elev samt myndighet och enskild, varav det sistnimnda
exemplet alltsd dr aktuellt 1 detta fall.

Uppgifter om barn

Biometriska underlag och uppgifter kommer, i enlighet med de
forslag som utredningen limnar, dven att kunna behandlas avseende
barn. Personuppgifter om barn utgér inte per automatik kinsliga
uppgifter. Av skil 38 (i ingressen) till dataskyddsférordningen
framgdr dock att barns personuppgifter fortjanar sirskilt skydd,
eftersom barn kan vara mindre medvetna om berérda risker, foljder
och skyddsdtgirder samt om sina rittigheter nir det giller
behandling av personuppgifter. Av skidl 50 (i ingressen) till
dataskyddsdirektivet framgdr bla. att de 4tgirder som den
personuppgiftsansvarige vidtar bor omfatta utarbetande och
genomforande av sirskilda skyddsdtgirder fér behandling av
personuppgifter om barn.

Nir behandling av personuppgifter om barn aktualiseras méste
framfér allt Barnkonventionen beaktas. I artikel 3 fastslds att vid alla
dtgirder som ror barn ska i forsta hand beaktas vad som bedéms vara
barnets bista, vare sig de vidtas av offentliga eller privata sociala
vilfirdsinstitutioner, domstolar, administrativa myndigheter eller

* Integritetsskyddsmyndigheten, Vigledning for integritetsanalys i lagstiftningsarbete, dnr
IMY-2024-15399, 2025-06-09, s. 17.
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lagstiftande organ. Barnkonventionen giller som lag i Sverige, se
avsnitt 3.5.1.

Utredningens forslag innebir att biometriska uppgifter om barn
kommer att behandlas av Kriminalvirden. Aven om Kriminalvirden
behéver beakta barnets bista bér den utokade behandlingen av
uppgifter om barn anses utgdéra en risk fér barns personliga
integritet.

23.3.4 Omfattningen av personuppgiftsbehandlingen

Bedémning: Den personuppgiftsbehandling som féljer av
utredningens forslag om utokad biometrianvindning inom
Kriminalvirden kan totalt sett bli omfattande och kan komma att
avse biometriska uppgifter om 1 princip alla personer som hiktas
eller verkstiller en paféljd inom Kriminalvarden.

Skilen f6r utredningens bedémning
Personer som omfattas

Utredningens férslag gir ut pd att Kriminalvirden ska & uppta
biometriska underlag av sdvil hiktade personer som av personer som
ska verkstilla en pdféljd inom Kriminalvdrden. Under ir 2024
uppgick antalet inskrivna i hikte till 3 470 personer. Det antalet
beriknas dr 2034 1 stillet att uppga till ca 5 000. Nir det giller antalet
inskrivna 1 anstalt sd uppgick det &r 2024 till 7 530, en siffra som
beroende pd olika utfall bedéms 6ka till mellan 19 000 och 41 000
personer &r 2034. Inom frivirden uppgick det totala antalet
pabodrjade verkstilligheter &r 2024 till 11 978. Siffran behover inte
motsvara samma antal personer eftersom en person kan verkstilla
flera frivirdspafolider samtidigt. Ar 2034 bedéms antalet
frivdrdsklienter att uppg2 till mellan 23 000 och 25 500 personer.
Utover det ska biometriska underlag 3 tas upp frin personer som
ska std 1 forbindelse med en intagen genom elektronisk
kommunikation. Antalet personer som har kontakt med intagna
genom elektronisk kommunikation utgér en stor grupp Det ir
emellertid bara nir den elektroniska kommunikationen av
sikerhetsskil behover kontrolleras med biometrisk autentisering
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som biometriska underlag kommer att £ upptas. Att berikna hur
ménga personer det kommer att réra sig om ldter sig inte goras i
nuliget eftersom Kriminalvirden i varje enskilt fall kommer att
behéva bedéma om kommunikationen ska kontrolleras och 1 s3 fall
med hjilp av avlyssning eller biometrisk autentisering. Enligt
utredningens bedémning kan det emellertid konstateras att det
knappast handlar om ett férsumbart antal personer.

Dessutom ska vissa biometriska underlag {3 tas av personer som
instiller sig hos Kriminalvirden for att verkstilla en paféljd inom
Kriminalvirden men som inte kan identifiera sig. Detta for att 1
identifieringssyfte kunna jimféra med motsvarande uppgifter hos
polisen. Antalsmissigt torde det dock inte réra sig om minga
personer per dr.

Overvakning eller kartliggning?

Enligt 2 kap. 6 § andra stycket regeringsformen ir var och en
skyddad mot betydande intr@ng i den personliga integriteten, om det
sker utan samtycke och innebir vervakning eller kartliggning av
den enskildes personliga férhdllanden. Enligt motiven till
bestimmelsen ir det avgdrande for om en 8tgird ska anses innebira
overvakning eller kartliggning inte dess huvudsakliga syfte, utan
vilken effekt som &tgirden har.” Nir det giller stora uppgifts-
samlingar som det allminna férfogar 6ver som t.ex. de som finns hos
Skatteverket, Tullverket, Forsikringskassan och Kronofogde-
myndigheten, ir uppgifterna tillgingliga fér myndigheterna pd
sddant sitt att lagringen och behandlingen av uppgifterna kan sigas
innebira att enskilda kartliggs, dven om det huvudsakliga indamaélet
med behandlingen ir ett helt annat.*

Vid bedémningen av hur ingripande intringet i den personliga
integriteten kan anses vara 1 samband med personuppgifts-
behandling ir uppgifternas karaktir av betydelse. Ju kinsligare
uppgifterna ir, desto mer ingripande maste hanteringen av
uppgifterna normalt anses vara. Aven hantering av ett litet fital
uppgifter kan med andra ord innebira ett betydande intrdng 1 den
personliga integriteten om uppgifterna ir av mycket kinslig

5 Prop. 2009/10:80, En reformerad grundlag, s. 250.
¢ Prop. 2009/10:80, En reformerad grundlag, s. 180.
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karaktir. Vid bedémningen av intr@ngets karaktir ir det ocksd
naturligt att ligga vikt vid indamdilet med behandlingen. En
hantering som syftar till att utreda brott kan siledes normalt anses
vara mer kinslig dn t.ex. en hantering som uteslutande sker fér att
ge en myndighet underlag for forbittringar av kvaliteten 1
handliggningen. Dirutéver kan mingden uppgifter ocksd ha
betydelse.”

Kriminalvdrden behandlar redan en rad kinsliga uppgifter om
intagna och démda personer i sin verksamhet. Det kan handla om
uppgifter om lagovertridelser, etniskt ursprung, religiés eller
filosofisk 6vertygelse, uppgifter om hilsa eller uppgifter om en
persons sexualliv eller sexuella liggning. Utdver detta férekommer
det att Kriminalvirden behandlar uppgifter som kan medfora
sirskilda integritetsrisker fér enskilda som t.ex. personers ekonomi,
uppgifter om personliga egenskaper och sociala férhéllanden.

Att Kriminalvdrden féreslds att framover {4 ta upp biometriska
underlag och ur dem ta fram biometriska uppgifter innebir att det
gillande varje enskild person kommer att finnas fler uppgifter in
idag vilket 6kar risken fér kartliggning av personen. Med det avses
att flera olika uppgifter om en minniska kan ge en mer heltickande
bild av dennes livssituation och férehavanden in om uppgifterna
hills tskilda. Det skulle t.ex. kunna bli méjligt att med ett sidant
“pusselliggande” 3 en mer detaljerad bild av en persons relationer
med andra minniskor, intressen, resor, politisk eller religios
tillhérighet och privatekonomi. Beroende pid syftet med
personuppgiftsbehandlingen kan en myndighet ocksi i en mer
heltickande bild av personers férehavanden som indikerar
involvering i t.ex. brottslig verksamhet.

Effekterna av utredningens forslag, som tilliter behandling av
biometriska uppgifter 1 Kriminalvirdens verksamhet dir det redan
féorekommer en stor behandling av andra kinsliga personuppgifter,
kan forvintas bli mer kinnbara for enskilda 1 det avseendet att
intringet kan bli mer omfattande. Enligt utredningens bedémning
kan det dirfér inte helt uteslutas att forslagens effekt innebir en
sddan kartliggning av den enskildes personliga férhillanden som
avses 1 2 kap. 6 § regeringsformen och som var och en ir skyddad
mot.

7 Prop. 2009/10:80, En reformerad grundlag, s. 183.

445



Integritetsanalys Ds 2025:31

Kriminalvdrden kommer behandla uppgifterna

Det ir endast Kriminalvirden som foreslds f8 mojlighet att uppta
biometriska underlag och behandla biometriska uppgifter. Nigon
annan myndighet kommer genom utredningens forslag alltsd inte att
ges samma mojligheter. Hikteslagen omfattar forvisso intagna i
sdvil hikte som annan férvaringslokal som t.ex. polisarrest. Det
innebir att dven polisen tillimpar hikteslagen. Polisen kommer
emellertid inte att ges motsvarande mojlighet som Kriminalvirden
att uppta biometriska underlag och uppgifter.

I sammanhanget bér noteras att vissa andra myndigheter har,
eller foreslas att fa, direktitkomst till Kriminalvirdens uppgifter, se
avsnitt 10.3.3, och att de dirmed kommer att kunna ta del av de
biometriska underlagen och uppgifterna, sivida begrinsningar inte
inférs 1 Kriminalvirdens brottsdataférordning och
kriminalvirdsdataférordningen. Det gir inte heller att utesluta att
andra myndigheter begir ut uppgifterna och att de, efter en
sekretessprovning, kommer att behéva limnas ut. Det finns dirmed
en risk for att de biometriska underlagen och uppgifterna far
spridning utanfér Kriminalvirden till andra myndigheter.

Al

Al ir ett begrepp som omfattar olika delmoment men oftast ir det
maskininlirning som avses. Maskininlirning innebir att modellen
trinas pd stora informationsmingder med syfte att sjilv forstd eller
hitta samband. Al-tekniken kan medféra mycket stora
effektivitetsvinster, se vidare avsnitt 18.2.3. EU-parlamentet har
antagit en forordning som reglerar anvindandet av Al inom EU och
en utredning har presenterat férslag pd en svensk anpassning till AI-
forordningen.®

Genom de forslag som utredningen nu limnar kommer
Kriminalvirden att genom biometrisk autentisering kunna verifiera
personers identitet. Metoden f6r biometrisk autentisering bygger pa
en jimforelse mellan tv3 uppsittningar av biometriska uppgifter.
Jimforelsen mojliggdrs genom Al-teknik som kan automatisera
bearbetningen och analysen av t.ex. bilder pa ansikten. For att skapa
en applikation for ansiktsigenkinning krivs 1 regel stora mingder

8 SOU 2025:101, Anpassningar till AI-forordningen.
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bilder pd ansikten som en Al-modell sedan trinas pa. Det krivs f6r
att Al-modellen, som applikationen anvinder, ska bli tillrickligt
triffsiker. Nir AI-modellen ir firdigtrinad kan den skapa digitala,
biometriska mallar som ir unika och specifika f6r varje person. En
biometrisk mall kan sedan jimféras med andra biometriska mallar
som redan finns lagrade 1 exempelvis en central databas eller en
personlig enhet, t.ex. en mobiltelefon.’

Med stor sannolikhet kommer &tminstone vissa av de tekniska
l6sningar som Kriminalvirden i framtiden kommer att anvinda for
biometrisk autentisering att innebidra anvindning av AIl. Mingden
data som anvinds vid triningen av en Al-modell kan 1 sig vara en
noédvindig faktor foér att kunna garantera rittssikra forfaranden.
Utan tillrickligt mycket, korrekta och representativa data i
upplirningsfasen kan resultaten av den skarpa anvindningen bli
missvisande, opdlitliga och i vissa fall leda till diskriminering, se
vidare avsnitt 18.2.3. Stora samlingar av personuppgifter ir dock
forenat med sirskilda integritetsrisker kopplat till informations-
sikerhet. Mot bakgrund av den stora mingden uppgifter som
behandlas kan skadan fér enskilda bli mycket allvarlig om
uppgifterna sprids efter ett obehorigt intring.

Al-baserade system for bla. beslutsstod eller urval fér kontroll
kan vidare innebira att enskilda fir svirt att forstd, 6verblicka och
forutse  myndigheternas utévande av  sina  befogenheter.
Statskontoret har t.ex. konstaterat att nir Al-modeller successivt
forindras kan det vara svirt eller till och med omojligt att exakt
forstd hur de fungerar. En annan risk ir enligt Statskontoret att det
kan vara svart f6r medborgare att {8 insyn p.g.a. att tekniken som
myndigheterna anvinder skyddas av patent och andra kommersiella
rittigheter.'

Slutsats

Den féreslagna ordningen med utokade mojligheter fo6r Kriminal-
varden att anvinda biometriska underlag och biometriska uppgifter

% Integritetsskyddsmyndigheten,
https://www.imy.se/verksamhet/dataskydd/innovationsportalen/vagledning-om-
ansiktsigenkanning-och-gdpr/vad-ar-ansiktsigenkanningsteknik/, himtad 2025-11-21.

10 Statskontoret 2024, Myndigheterna och AI — En studie om méjligheter och risker med att
anvinda Al i statsférvaltningen, s. 36.
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kommer sannolikt att resultera 1 en inte obetydlig
personuppgiftsbehandling fér myndigheten. Att Kriminalvirden
foreslds att framover {3 behandla biometriska underlag och uppgifter
innebir att det om varje enskild person kommer finnas fler uppgifter
vilket 1 viss omfattning 6kar risken for kartliggning av personen. Det
kommer att finnas lagstdd f6r en sddan personuppgiftsbehandling
men effekten av lagstiftningen, i en myndighet dir det redan
férekommer en stor behandling av andra kinsliga personuppgifter,
kan forvintas leda till ett mer omfattande intring i enskildas
personliga integritet. Slutligen 4r det sannolikt att Kriminalvirden
kommer att anvinda Al-teknik f6r biometrisk autentisering, vilket 1
sig kan leda till vissa risker for de registrerade.

23.4  Rattslig grund och dndamal

Bedomning: Det kommer finnas rittslig grund {ér den nya och
utdkade personuppgiftsbehandlingen som kommer att vidtas
med anledning av utredningens férslag.

Genom utredningens forslag kommer indamdlen med
behandlingen att specificeras i materiell ritt.

Skilen {6r utredningens bedomning
Rittslig grund

For att behandling av personuppgifter ska vara laglig krivs att den
vilar pd en rittslig grund, se vidare avsnitt 4.2.2 och 4.2.3.

Nir det giller personuppgiftsbehandling som faller inom ramen
for dataskyddsforordningen bér den rittsliga grunden 1 artikel 6.1 e
(utféra en uppgift av allmint intresse som foljer av bl.a. lag eller som
ett led 1 den personuppgiftsansvariges myndighetsutévning)
vanligen tillimpas av myndigheter. De férslag som utredningen
limnar kommer innebira att det i1 lag anges och preciseras att
Kriminalvirden under vissa forutsittningar fir behandla biometriska
underlag. Genom férslagen fir Kriminalvirden en rittslig grund for
sidan personuppgiftsbehandling.

Nir det giller personuppgiftsbehandling som faller inom ramen
for dataskyddsdirektivet och brottsdatalagen konkretiseras den
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rittsliga grunden redan 1 Kriminalvirdens brottsdatalag dir det
framgsr att personuppgifter f&r behandlas om det ir nédvindigt for
att Kriminalvirden ska kunna utféra uppgifterna att verkstilla
hiktning eller straffrittsliga pafoljder, forebygga, forhindra eller
uppticka brottslig verksamhet i samband med verkstillighet av
hiktning eller straffrittsliga pafoljder, bitrida andra myndigheter
nir de fullgér uppgifter fér ett syfte som anges 1 1kap. 2§
brottsdatalagen eller fullgéra forpliktelser som féljer av
internationella dtaganden. De férslag som utredningen limnar syftar
till att stirka sikerheten och effektiviteten avseende Kriminal-
vardens uppdrag att verkstilla hiktning och straffrittsliga pafoljder
och faller dirmed under den rittslig grunden.

Enligt utredningens bedémning kommer det alltsg finnas rittslig
grund for den personuppgiftsbehandling som Kriminalvirden
kommer att vidta med anledning av utredningens foérslag. For
fullstindig redogérelse och mer omfattande resonemang om den
rittsliga grunden f6r behandlingen, se avsnitt 18.2.2.

Andamal

En grundliggande princip ir att personuppgifter endast fir samlas in
for sirskilda, uttryckligt angivna och berittigade indamal, se artikel
5 1 dataskyddsférordningen och 2 kap. 3 § brottsdatalagen.

Bestimmelser om dndamil kan finnas i myndigheters register-
forfattningar. Sddana saknas emellertid i kriminalvirdsdatalagen och
Kriminalvirdens brottsdatalag och indamilen framgdr i stillet av
materiella bestimmelser 1 exempelvis hikteslagen och fingelselagen.
P4 samma vis kommer 1 de férslag som nu limnas indamailen fér
vilka personuppgifter fr behandlas att framgi av de materiella
bestimmelser som utredningen foresldr ska inféras i1 bla.
fingelselagen och hikteslagen och som kommer att ge
Kriminalvirden ritt att under vissa forutsittningar uppta och
anvinda biometriska underlag och uppgifter.

Andamilen miste ocksi vara berittigade, vilket innebir att det
méste finnas en koppling till den rittsliga grunden. Forslagen om att
Kriminalvirden ska i uppta och anvinda biometriska underlag och
uppgifter syftar enbart till att ge Kriminalvdrden verktyg for att
uppritthdlla en effektiv och siker hiktes-, fingelse- och
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frivirdsverksamhet. Enligt de férslag som utredningen limnar
kommer biometriska uppgifter att f8 behandlas endast for
biometrisk autentisering eller annan identifiering, se vidare avsnitt
14.3.3, 15.3.3, 16.3.3 och 17.3. Genom avgrinsningen tydliggors vad
de biometriska uppgifterna fr anvindas till. Kravet pd koppling
mellan indamil och grund kommer dirmed, enligt utredningens
bedémning, vara uppfyllt.

23.5 Samlad proportionalitets- och
nodvandighetsbedémning

Bedomning: Den personuppgiftsbehandling som utredningens
forslag ger upphov till utgér en proportionerlig inskrinkning av
skyddet for den personliga integriteten.

Skilen {6r utredningens bedémning
Kravet pd proportionalitet

Ritten till skydd for uppgifter om en sjilv ir en del av den
grundliggande ritten till respekt for privatlivet, som regleras i flera
internationella  konventioner tll skydd for de minskliga
rittigheterna och 1 regeringsformen, se vidare kapitel 3. Var och en
har alltsd ritt till skydd av de personuppgifter som rér honom eller
henne.

Ritten till skydd for personuppgifter ir dock inte en absolut
rittighet utan kan begrinsas, se vidare kapitel 3.

Av artikel 6 i dataskyddsférordningen foljer att den rittsliga
grunden fér myndigheters personuppgiftsbehandling ska uppfylla
ett mil av allmint intresse och vara proportionell mot det legitima
mil som efterstrivas. Enligt skil 41 i ingressen till dataskydds-
forordningen boér en rittslig grund eller lagstiftningsdtgird vara
tydlig och precis och dess tillimpning bor vara forutsigbar for
personer som omfattas av den, 1 enlighet med rittspraxis vid EU-
domstolen och Europadomstolen. En liknande lydelse framgir av
skil 33 1 dataskyddsdirektivet.
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Som konstateras 1 avsnittet 23.3 ir Kriminalvirdens behandling
av biometriska uppgifter foérknippat med olika integritetsrisker som
kan innebdra att enskildas ritt tll skydd fér personuppgifter
inskrinks. I det foljande redogors for utredningens bedémning av
om forslagen, trots dessa risker, pd ett 6vergripande plan ir
proportionerliga.

Behovsbeskrivning

En lagstiftningsdtgird som begrinsar ritten till skydd for
personuppgifter behover forst och frimst vila pd en objektiv och
faktabaserad beskrivning av den foreteelse som motiverar
lagstiftningsdtgirden. Det behov som lagstiftningstgirden avser att
avhjilpa maéste alltsd vara klarlagt.! I avsaknad av en tydlig
beskrivning av problemet som motiverar behandling av biometriska
uppgifter inom Kriminalvirdens verksamhet blir det annars svirt att
bedéma om bestimmelserna t.ex. ir nédvindiga eller om det finns
andra sitt att dtgirda problemet pa.

Syftet med utredningens uppdrag har varit att, i den man det ir
forenligt med integritets- och dataskyddsaspekter, sikerstilla att
Kriminalvirden har tillgdng till limpliga och flexibla biometriska
verktyg for att kunna bedriva en si effektiv verksamhet som mojligt
samtidigt som sikerheten stirks. Uppdraget har ocksd innefattat att
sirskilt beakta det som framgdr av Kriminalvirdens framstillan till
regeringen. Mot den bakgrunden har utredningen noggrant kartlagt
de behov av férbittrade méjligheter till biometrianvindning som
foreligger inom Kriminalvirden idag. Behovsbilden redogérs for i
avsnitt 14.2, 15.2, 16.2 och 17.3. Dir finns alltsd den huvudsakliga
beskrivningen av de problem och behov som ligger till grund for
utredningens férslag om en utokad méjlighet att anvinda
biometriska uppgifter inom Kriminalvirden, varfér det hinvisas till
de kapitlen.

! Jfr. EDPS, Assessing the necessity of measures that limit the fundamental right to the
protection of personal data: A Toolkit, 2017,s. 9
(https://www.edps.europa.eu/sites/default/files/publication/17-06-
01_necessity_toolkit_final_en.pdf), himtad 2025-11-21.

EDPS ir tillsynsmyndighet f6r Europeiska unionens institutioner, organ och byrier. Det
innebir att EDPS har till uppgift att sikerstilla att personuppgifter behandlas pd ett lagligt
och korrekt sitt inom EU.
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En utékad anvindning av biometriska uppgifter dtgirdar det
kartlagda problemet

For att mota den behovsbild som redogérs f6r ovan krivs, enligt
utredningens bedémning, en 1 hogre grad tillitande, tydlig och
forutsebar reglering av nir och hur Kriminalvirden fir anvinda
biometriska uppgifter 1 verksamheten. Det ir utredningens
bedémning att det foreslagna regelverket kommer att ge
Kriminalvirden verktyg for att uppritthdlla en siker och effektiv
kriminalvérd, trots kommande kapacitetsutokning.

Kan en utokad anvindning av biometriska uppgifter motiveras av ett
viktigt allmént intresse?

Ett viktigt m8l av generellt allmint intresse ir att forebygga
oordning eller brott, vilket framgdr redan av Europakonventionens
artikel 8. Det syftet kan dirmed 1 sig motivera en inskrinkning i
integritetsskyddet. Europadomstolen har dessutom 1 flera rittsfall
bedémt att sikerhet i fingelse ir ett sidant indamdl som kan
motivera en rittighetsbegrinsning.'”” Regeringen har pd samma vis
konstaterat att effektiv och siker verkstillighet av fingelsestraff ir
ett sidant intresse som fir ligga till grund fér en inskrinkning.”
Motsvarande syfte har utredningen bedémt foreligger for hiktes-
verksamheten och frivirdsverksamheten. Fér en djupare beskrivning
av dessa intressen, se avsnitt 14.3.1, 15.3.1, 16.3.1 och 17.3.

Utover effektiv och siker fingelseverksamhet, hiktesverksamhet
och frivrdsverksamhet har utredningen bedémt att skyddet for
privatliv kan inskrinkas fér indamélet att erbjuda de intagna ett mer
innehdllsrikt  verksamhetsinnehdll, mojlighet att uppricthilla
kontakter med omvirlden och att motverka ett digitalt utanférskap.
Det handlar allts om &tgirder som i stor utstrickning syftar till att
tillgodose de rittigheter som intagna har enligt bdde internationella
dtaganden och svensk lagstiftning och som kommer att vara till gagn
for de intagna.

12 Europadomstolens dom 1 Wainwright mot Storbritannien, mal nr 12350/04, dom den 26
september 2006, dom i Van der Ven mot Nederlinderna, mil nr 50901/99, dom den 4 februari
2003, dom 1 Iwaniczuk mot Polen, mal nr 25196/94, dom den 15 november 2001, dom 1
ValaSinas mot Litauen, 44558/98, dom den 24 juli 2001 och dom i Horych mot Polen, mal nr
13621/08, dom den 17 april 2012.

13 Prop. 2025/26:48, En modern lagstifining for Kriminalvdrdens personuppgiftsbebandling, s. 42.
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Enligt utredningens bedémning kan alltsi skyddet for den
personliga integriteten inskrinkas med hinsyn till de viktiga
allminna intressen som redogérs for ovan.

Kravet pd nédvindighet

For att kunna inskrinka ritten tll skydd mot intring i den
personliga integriteten med en viss 8tgird, krivs att dtgirden ir
nodvindig. Forst om en inskrinkande 4tgird bedéms vara
noédvindig boér ovriga delar av proportionalitetsbedémningen
aktualiseras. Om andra, mindre inskrinkande, dtgirder hade kunnat
nd samma mal bér nimligen dessa viljas i stillet.'* Inom ramen fér
nddvindighetsbeddmningen miste det alltsd dvervigas varfor inte
redan existerande eller andra, mindre inskrinkande, 3tgirder ir
tillrickliga for att dtgirda problemet eller missférhillandet.

Det ir upp till den nationella lagstiftaren att gora dvervigandena
om en 4tgird ir nddvindig men det ir, 1 vart fall vad giller skyddet
for privatlivet enligt artikel 8 1 Europakonventionen, upp till
Europadomstolen att gora den slutliga beddmningen. Den nationella
lagstiftaren har dock ett visst handlingsutrymme, se vidare avsnitt
3.3.2.

I EU-domstolens rittspraxis tillimpas en strikt behovsprévning
for alla begrinsningar av utdvandet av ritten till skydd av
personuppgifter och ritten till respekt f6r privatlivet med avseende
pd Dbehandling av personuppgifter. Undantag frin eller
begrinsningar 1 férhdllande till skyddet av personuppgifter fir inte
gd utdver grinserna for vad som ir strikt nédvindigt."”

Det dir nodvindigt att ldta Kriminalvdrden anvinda biometri

Ett sitt att med andra medel uppnd samma syfte, d.v.s. sikerstilla en
siker och effektiv kriminalvird trots kommande kapacitets-
utokning, vore att anstilla betydligt mer personal. Utredningens

4 Jfr EDPB, Riktlinjer 10/2020 om begrinsningar enligt artikel 23 i den allminna
dataskyddsférordningen, Version 2.1, 2021-10-13, s. 13.

15 Se EU-domstolens dom den 16 december 2008 i mil C-73/07, Tietosuojavaltuutettu mot
Satakunnan Markkinapérssi Oy och Satamedia Oy, och dom den 6 oktober 2020 i mil
C 623/17, Privacy International mot Secretary of State for Foreign and Commonwealth
Affairs m.fl.

453



Integritetsanalys Ds 2025:31

bedémning ir dock att det inte utgdr ett realistiskt alternativ.
Kriminalvrden har i kapacitetsrapporten gjort berikningar av
framtida personalbehov och kommit fram till att en s omfattande
rekrytering som skulle behévas nir Kriminalvirdens verksamhet
utokas, inte liter sig goras. Bedomningen dr baserad pd landets
demografiska och geografiska férutsittningar att kompetenstérsorja
myndighetens uppdrag 1 konkurrens med annan likvirdig
verksamhet inom vilfirdssektorn samt hos privata aktérer.'® En
utdkning av personalstyrkan kommer alltsd sannolikt inte att vara
mojlig. Det skulle ocksd kunna ifrdgasittas hur effektiv en sddan
16sning 1 realiteten skulle vara. Att implementera digitala l6sningar
med biometrisk autentisering kommer dirfor att, tillsammans med
andra 4tgirder, 1 det nirmaste vara en forutsittning for att
kriminalvird ska kunna bedrivas i framtiden som uppfyller de krav
pa verksamhetsinnehdll som foljer av savil nationell lagstiftning som
internationella instrument, se avsnitt 6.3.3, 7.1.5 och 7.1.6.

Nir det giller frigan om tekniska 18sningar kan det mot
utredningens forslag invindas att annan teknik in sddan som
innefattar behandling av biometriska uppgifter skulle kunna
anvindas. Enligt utredningens bedémning finns emellertid inte
ndgra andra realistiska l6sningar som skulle kunna generera den nivd
av sikerhet som krivs inom kriminalvirden. Som tidigare belysts 1
avsnitt 14.2.2 kan andra former av identifieringsinstrument som tags
eller 16senord svirligen anvindas inom Kriminalvirdens verksamhet.
Detta for att sdvil tags som losenord kan bli virdefulla tillgingar som
kan avkrivas andra intagna eller f6r den delen tappas bort. Sddana
losningar riskerar att pd ett pdtagligt sitt dventyra sikerheten for
sdvil de intagna som for personalen. For det andra skulle en
verifiering genom biometrisk autentisering ge en sikrare
identifiering av en viss person idn t.ex. en l6senordsanvindning. Med
andra ord finns inga andra mindre inskrinkande &tgirder som hade
kunnat nd samma nivd av sikerhet som biometriska uppgifter. For
djupare resonemang kring den nivd av sikerhet som krivs for
identifiering inom Kriminalvdrden hinvisas till avsnitt 14.2.2.

Sammanfattningsvis ir det enligt utredningens bedémning inte
mojligt att dstadkomma nédvindiga forindringar pd ndgot annat sitt
in genom att l3ta Kriminalvirden uppta och anvinda biometriska
underlag och uppgifter.

16 Kriminalvdrdens kapacitetsrapport 2025-2034, s. 48.
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En inskrinkning av rétten till skydd for personuppgifters

Det regelverk som utredningen foresldr innebir att enskildas ritt till
skydd fér personuppgifter inskrinks och medfér som det har
redogjorts for ovan, ett flertal integritetsrisker. Forslagen omfattar
dock inga begrinsningar av de rittigheter och skyldigheter som ir
mdjliga att begrinsa enligt artikel 23 i dataskyddsférordningen och
artikel 15 1 dataskyddsdirektivet. Det innebir att enskilda dven 1
fortsittningen har ritt att fi klar och tydlig information frin
myndigheterna om den personuppgiftsbehandling som ir aktuell
och indamilen med den, {8 tillgdng till de personuppgifter som
behandlas (registerutdrag) och har ritt att géra invindningar mot
behandling, om inte annat framgr av andra bestimmelser.

Séirskild integritetshinsyn

P3 vissa omrdden som omfattas av uppdraget har utredningen
beddémt att det finns sirskilt starka integritetshinsyn som madste
beaktas. Det har lett till att vissa forslag inte alls har limnats och att
det for vissa forslag har inférts vissa begrinsningar och
skyddsitgirder, se vidare om dessa nedan.

Utredningen har inledningsvis 6vervigt en ordning dir
Kriminalvirden skulle ges mojlighet att inhimta biometriska
underlag eller uppgifter frin polisens biometriregister, se avsnitt
19.2.2. Mot bakgrund av bl.a. att en sidan ordning skulle medfora
omfattande  personuppgiftsbehandling  avseende  kinsliga
personuppgifter for ett stort antal minniskor, vilket skulle 6ka
riskerna for en olaglig personuppgiftshantering, har utredningen
emellertid bedémt att det inte ir limpligt att ge Kriminalvdrden en
sddan tillgdng till polisens biometriregister. Utredningen har delvis
av samma skil inte limnat nigot férslag om att Kriminalvirdens
direktdtkomst till polisens biometriregister ska utokas.

Adekvata skyddsdtgirder

Om en inskrinkning av ritten till skydd f6r personuppgifter forenas
med skyddsdtgirder, d.v.s. nigon form av begrinsning av
inskrinkningen, kan det medféra att den framstdr som mer
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berittigad in den skulle gjort utan sidana."” Enligt Europadom-
stolens praxis liggs sirskilt vikt vid att en inskrinkande
lagstiftningsdtgird maste forenas med skyddsdtgirder 1 den
nationella ritten som medfér att myndigheter inte ges ett obegrinsat
handlingsutrymme eller en okontrollerad makt (unfettered
power)."® Europadomstolen har t.ex. i friga om den materiella
regleringen av ett DNA-register for brottsbekimpande indamal,
vars legitimitet 1 och fér sig inte var ifrdgasatt, lagt vikt vid att den
nationella ritten som reglerade detta register inte hade sikerstillt att
uppgifter inte behandlades i registret under en obegrinsad tid."”
Nedan foljer en nirmare beskrivning av de skyddsitgirder och
begrinsningar som utredningens forslag innehéller. I ssmmanhanget
bér ocksd nimnas att det bl.a. 1 35 kap. 15 § OSL finns en allmin
bestimmelse om sekretess som giller for vissa uppgifter inom
Kriminalvirden, se kapitel 10 f6r en djupare redogorelse.

Skyddsatgérder for intagna och démda

De forslag utredningen limnar ir omgirdade av en rad
skyddsdtgirder och begrinsningar. For det forsta dr de biometriska
underlag som ska fd upptas begrinsade till fotografier, fingeravtryck
och réstprov. Det kommer anges uttdémmande 1 lag vilka
biometriska underlag som Kriminalvirden fir behandla och det
overlimnas alltsd inte till myndigheten att efter behov uppta det som
myndigheten anser kommer behévas.

De biometriska underlagen tillits inte upptas for vilket indamail
som helst. Utredningens férslag innebir att de biometriska
underlagen endast fir behandlas f6r biometrisk autentisering eller
annan identifiering.

Eftersom upptagning av biometriska underlag ir en ingripande
tgird som innebir ett ingrepp 1 den enskildes personliga sfir har
utredningen bedémt att sddan upptagning inte bér komma 1 friga
for de personer som kommer att vara intagna i hikte, anstalt eller
annan foérvaringslokal endast tillfilligt, se vidare avsnitt 15.3.3. Det

17 Jfr EDPS, Necessity & Proportionality,
https://www.edps.europa.eu/data-protection/our-work/subjects/necessity-
proportionality_en?page=1 (himtad 2025-11-21).

18 Jfr Europadomstolens dom 1 Hasan och Chaush mot Bulgarien, mél nr 30985/96, dom den
26 oktober 2000, punkt 84 och dir relaterad rittspraxis.

1Y Europadomstolens dom i Aycaguer mot Frankrike, m4l nr 8806/12, dom den 22 juni 2017.
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ror sig alltsd om kortare frihetsberévanden dir en upptagning av
biometriska underlag knappt l3ter sig goras rent praktisk. Utred-
ningen har, f6r dessa personer, bedémt det vara oproportionerligt
att lta Kriminalvirden uppta biometriska underlag.

Utredningen féresldr ocksd att det ska inféras en lingsta tid for
behandling av de biometriska uppgifter som tas fram ur de
biometriska underlagen, se vidare avsnitt 20.4. Eftersom biometriska
uppgifter utgor kinsliga personuppgifter har utredningen bedémt
att det bor inféras regler om lingsta tid f6r behandling som anger en
kortare tid f6r behandling in vad som 1 6vrigt giller f6r uppgifter
som Kriminalvirden behandlar. Uppgifterna kommer inte heller att
{4 anvindas for arkivindamal.

Skyddsdtgirder for andra personer

Nir det giller andra personkategorier som kommer att omfattas av
utredningens férslag handlar det framfér allt om anhériga men dven
andra personer som ska std 1 kontakt med intagna genom elektronisk
kommunikation. Fér de personerna kommer en rad begrinsningar
och skyddsdtgirder att gilla. For det forsta dr det uteslutande det
biometriska underlaget réstprov som kommer att {8 behandlas.
Vidare kommer upptagning endast fi ske om den elektroniska
kommunikationen av sikerhetsskil behéver kontrolleras med
biometrisk autentisering. Det innebir att andelen anhériga eller
andra personer som ska st 1 kontakt med intagna och som kommer
att bli foremdl fér denna form av personuppgiftsbehandling,
begrinsas. Utdver det fir upptagning bara ske for biometrisk
autentisering vid elektronisk kommunikation. Ndgon anvindning av
rostproven f6r annan identifiering kommer dirmed inte vara tilldten.

For rostproven och de biometriska uppgifterna foreslds sirskilda
regler om tid for lingsta behandling respektive gallring. Forst och
fraimst foreslds ritten att behandla uppgifterna omedelbart upphéra
nir den intagne som den elektroniska kommunikationen med, friges
fran fingelse. Det giller alltsd det biometriska underlaget som sidant
men dven eventuella biometriska uppgifter som har tagits fram ur
underlaget.

Nir det giller réstprov och biometriska uppgifter frdn anhoriga
och andra som har elektronisk kommunikation med intagna 1 hikte
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inférs begrinsningar som innebir att de biometriska uppgifterna
som utgingspunkt inte fir behandlas alternativt miste gallras efter
det att anhillandet eller hiktningen av den intagne hivs. I vissa fall
kommer det dock vara tillitet att behandla réstproven lingre, detta
for att anhoériga och andra inte ska behova limna uppgifter bide nir
den intagne befinner sig 1 hikte och senare om den intagne ska
verkstilla ett fingelsestraff 1 kriminalvirdsanstalt. Foér en
grundligare redogorelse hinvisas till avsnitt 20.4.

Av principen om lagringsminimering féljer dock att Kriminal-
virden kan behoéva radera uppgiften tidigare, om den inte lingre
behévs. Uppgifterna kommer inte heller att f3 bevaras for
arkivindamail.

Skyddsdtgirder for personer som inte kan identifiera sig

Utredningen limnar férslag som innebidr att Kriminalvirden fir
uppta biometriska underlag frin en person som instiller sig hos
Kriminalvirden for att verkstilla ett fingelsestraff eller en pfoljd
inom frivirden, men som inte kan identifiera sig. Vad giller dessa
personer s kommer forslaget att omgirdas av en rad begrinsningar
och skyddsdtgirder. Det ir uteslutande de biometriska underlagen
fotografi och fingeravtryck som kommer att f behandlas. Utéver
det fir upptagning bara ske foér biometrisk autentisering med
motsvarande uppgifter i polisens biometriregister, eller annan
identifiering.

Ritten att behandla uppgifter om personen foreslds upphora
omedelbart om personen, efter jimforelse med uppgifter i polisens
biometriregister, fortfarande inte kan identifieras. Uppgifterna
kommer inte heller att {3 bevaras for arkivindamil. Endast om
personen identifieras som den person som ska verkstilla ett
fingelsestraff eller en pdféljd inom frivirden, fir Kriminalvirden
fortsittningsvis behandla uppgifterna.

Skyddsatgéirder for barn

Utredningens forslag innebir att biometriska underlag och uppgifter
kommer att behandlas avseende barn som omfattas av hikteslagen
eller som ska verkstilla ett fingelsestraff eller en pdféljd inom

458



Ds 2025:31 Integritetsanalys

frivirden. For dessa kommer samma skyddsdtgirder som redogérs
fér ovan att gilla.

Nir det giller barn som ska ha elektronisk kommunikation med
en intagen har utredningen gjort sirskilda Sverviganden.
Utredningen har bedémt att barn 1 och fér sig inte bor sirbehandlas
och undantas helt frdn upptagning av biometriska underlag eftersom
skilen for att inbegripa barn som ir anhériga dr starka och ett
undantagande av barn eller en bestimd nedre &ldersgrins kan leda till
negativa effekter f6r barnen, se vidare avsnitt 17.3. Diremot har
utredningen funnit att upptagningen inte bor géras kategoriskt frin
alla barn, bl.a. med hinsyn till svirigheten att praktiskt genomfora
en upptagning av for unga barn. Mot den bakgrunden har
utredningen foéreslagit att upptagning av biometriska underlag
endast ska f3 goras nir det ir limpligt.

Skydd enligt dataskyddsregelverket

Utover de begrinsningar och skyddsdtgirder som anges ovan bér 1
sammanhanget noteras det skydd fér personuppgifter som
Kriminalvirden enligt dataskyddsregelverket behover iaktta. Genom
bestimmelser 1 t.ex. dataskyddsférordningen och brottsdatalagen ir
Kriminalvirden skyldig att folja grundliggande dataskyddsrittsliga
principer om bl.a. uppgiftsminimering och lagringsminimering, se
bl.a. artikel 5 i dataskyddsférordningen. Kriminalvirden ir dessutom
bla. skyldig att, genom limpliga tekniska och organisatoriska
tgirder, sikerstilla och kunna visa att behandlingen av
personuppgifter dr forfattningsenlig och att den registrerades
rittigheter skyddas, se artikel 32 1 dataskyddsférordningen och
3 kap. 2 § brottsdatalagen. Vidare kan myndigheten, vilket beskrivs
djupare 1 avsnitt 4.4, behova genomfora konsekvensbedémningar
och foérhandssamrdd med Integritetsskyddsmyndigheten innan
digitala l6sningar testas eller tas i bruk.

De fireslagna reglerna dr tillvickligt forutsebara

EU-domstolen har uttalat att de féreskrifter som ligger till grund for
behandling av personuppgifter méste innehilla tydliga och precisa
bestimmelser. Bestimmelserna miste dven vara rittsligt bindande
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och i synnerhet ange under vilka omstindigheter och p3 vilka villkor
en itgird fér behandling av sidana uppgifter fir vidtas.*® Lagkravet
ska dock inte forstds som ett formellt krav pd lagform, utan dven
annan normgivningsnivd avses, inklusive foéreskrifter m.m. och
praxis.”!

Bestimmelserna som ger Kriminalvirden mojlighet att uppta
biometriska underlag kommer att inféras i fingelselagen,
hikteslagen, lag om verkstillighet av ungdomsévervakning och lagen
om verkstillighet av fingelsestraff med elektronisk &vervakning
samt 1 den nya lagen om anvindning av biometri inom delar av
Kriminalvirdens verksamhet. Det innebir att det grundliggande
kravet pd lagform 4r uppfyllt.

Det ricker dock inte f6r att kravet 1 8 Europakonventionen ska
vara uppfyllt. Bestimmelserna i friga miste ocksd vara tillgingliga
for de personer som berdérs av dem och konsekvenserna av
bestimmelserna miste framfor allt vara forutsigbara for dessa
personer. Att bestimmelserna ska vara forutsigbara innebir att
personer som berérs av dem miste ha en mojlighet att anpassa sitt
agerande efter bestimmelserna. Bestimmelserna méste alltsd vara
ullrickligt tydligt formulerade avseende under vilka omstindigheter
och forutsittningar myndigheter fir vidta de dtgirder som avses.
Den nationella ritten miste dven innehdlla ndgon form av rittsligt
skydd mot skonsmissigt intrdng 1 enskildas rittigheter enligt
Europakonventionen.”

Redan genom de foreslagna bestimmelserna som ger
Kriminalvdrden mojlighet att uppta biometriska underlag finns en
tydlighet gillande vilka biometriska underlag som avses, frin vilka
personer de fir tas upp och fér vilket indam3l upptagning far ske.
Enligt utredningens bedémning ir reglerna dirmed tllrickligt
forutsebara. Nir det giller personkretsen som omfattas av
hikteslagen kommer det att limnas ett visst bedémningsutrymme i
friga om de som ir intagna endast kortvarigt och dirfor inte
kommer att vara féremdl f6r upptagning av biometriska underlag.
Betriffande det tolkningsutrymme som finns preciseras emellertid

20 EU-domstolens dom den 24 februari 2022 i C-175/20, *SS” SIA mot Valsts ienémumu
dienests.

2 Europadomstolens dom i Sanoma Uitgevers B.V. mot Nederlinderna, mil nr 38224/03, dom
den 14 september 2010.

22 Se t.ex. Europadomstolens dom i1 Malone mot Storbritannien, mal nr 8691/79, dom den 2
augusti 1984.

460



Ds 2025:31 Integritetsanalys

omfattningen av det 1 forfattningskommentaren, se kapitel 25.
Samma form av bedémningsutrymme kommer att finnas vad giller
kravet pd att biometriska underlag endast fir tas frin barn vid
elektronisk kommunikation nir si ir limpligt. P4 samma vis ges
vigledning 1 férfattningskommentaren.

Slutsats

De forslag som utredningen limnar ir férenade med risker for
intring 1 den personliga integriteten. Forslagen genererar ny och
utokad  personuppgiftsbehandling  avseende bla.  kinsliga
personuppgifter fér minga minniskor, diribland barn. Férslagen
kan vintas innebira ett betydande intrdng i den personliga
integriteten, eftersom det sker utan samtycke och effekten kan
innebira kartliggning av den enskildes personliga férhdllanden.
Aven med det i beaktande, bedémer utredningen, att férslagen kan
motiveras av viktiga allminna intressen och att de ir nédvindiga for
att méta de behov som Kriminalvirden redan har och som kommer
att oka 1 takt med att kapacitetsutokningen ska genomféras.
Utredningens slutsats dr dirmed att férslagen, med beaktande av de
skyddsdtgirder och begrinsningar som férslagen innefattar, ir
proportionerliga.
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24 Konsekvenser

24.1 Inledning

Utredningen ska genomféra en konsekvensutredning i enlighet med
férordningen (2024:183) om konsekvensutredningar samt limna
forslag pd hur eventuella 6kade kostnader bor finansieras. Enligt
uppdragsbeskrivningen ska ocks3 forslagens konsekvenser for
Kriminalvirdens verksamhet redovisas.

Utredningen har 1 de olika kapitlen analyserat konsekvenserna
for enskilda och for Kriminalvirdens verksamhet. I detta kapitel
gors en mer overgripande och sammanfattande bedémning av de
konsekvenser som utredningens forslag kan antas medféra.

24.2 Konsekvenser avseende forslagen som rér
Kriminalvarden

24.2.1 Konsekvenser fér Kriminalvarden

Bedomning: Forslagen innebir att Kriminalvirden kan etablera
digitaliserade 16sningar med biometrisk autentisering, dtgirder
som kan vintas vara till stor nytta fér verksamheten bide vad
giller syftet att stirka sikerheten inom kriminalvdrden och syftet
att effektivisera verksamheten.

Kriminalvirdens anvindning av biometrisk autentisering kan
behova foregds av konsekvensbedémningar och samrdd med
Integritetsskyddsmyndigheten samt stiller krav vid upphandling
pd den teknik som ska anvindas. Den nya arbetsmetoden
forutsitter vidare utbildningsinsatser och att rutiner for att
hantera den nya tekniken faststills.
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Skilen {6r utredningens bedomning
Kapacitetsutokningen ett faktum

Kriminalvirdens verksamhet har de senaste dren varit anstringd med
ett stindigt 6kande antal intagna 1 hikte och anstalt samt okat antal
klienter som verkstiller pifoljder inom frivirden. Med anledning av
de reformer som till f6ljd av Tiddavtalet planeras for eller som redan
har genomférts kommer Kriminalvirdens verksamhet att behova
utokas avsevirt, se vidare avsnitt 7.1.3.

En s8 stor kapacitetsutokning innebir risker f6r Kriminalvirdens
verksamhet och myndigheten har dirfér identifierat en rad &tgirder
som kommer att behéva vidtas for att verksamheten fortsatt ska
kunna bedrivas sikert och effektivt, bl.a. anvindning av biometrisk
autentisering. I samband med det har Kriminalvirden konstaterat att
det saknas reella alternativ fér att 3stadkomma nédvindiga
effektiviseringar. Teoretiskt skulle en alternativ 18sning vara att
utdka personalstyrkan. Kriminalvdrden har emellertid bedomt att en
s& stor utdkning som skulle behévas for att mota kapacitets-
utdkningen inte lter sig goras, se vidare avsnitt 7.1.3. Den slutsatsen
delar utredningen. Nigot reellt alternativ tll de forslag som
utredningen limnar finns alltsd inte.

Biometriska uppgifter kommer anvindas

Genom forslagen kommer Kriminalvirden att ges mojlighet att
uppta biometriska underlag och biometriska uppgifter 1 betydligt
storre utstrickning dn idag. P4 s& vis mojliggors inférande av
digitaliserade 16sningar, dir biometrisk autentisering kan ersitta
tidsédande manuella kontroller, vilket utgér dtgirder som kan stirka
sikerheten och samtidigt bidra positive till att effektivisera
verksamheten. Utredningens férslag ir inte tvingande for
Kriminalvirden. Med hinsyn till de behov som Kriminalvirden har
av sikra och effektiva lsningar som kan ersitta manuella och
tidsddande arbetsmetoder kan det emellertid forutsittas att
Kriminalvirden inom &verskidlig framtid kommer att anvinda de
mojligheter som utredningens forslag ger.
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Positiva effekter for sikerbeten

Med biometrisk autentisering avses en elektronisk mitning av
ndgons fysiska karaktirsdrag, t.ex. av fingeravtryck, nithinna eller
ansiktsgeometri. Genom metoden kan sikerstillas att t.ex. ett visst
fingeravtryck har avsatts av en viss person. Metoden ir sikrare och
mojligheten att manipulera tekniken ir ligre 1 jimférelse med andra
metoder eller teknik for identifiering som t.ex. anvindning av en tag
eller 16senord. Ett system som ir svirare att manipulera kan inom
Kriminalvirden vintas leda till en sikrare identifiering av intagna och
klienter. Vidare kan ett sidant system innebdra férdelar ur ett
arbetsmiljoperspektiv eftersom pdverkansforséken mot personalen
kan antas minska. Metoden ir ocksi mer robust eftersom den inte
bygger pd personkinnedom, d.v.s. den kan anvindas oberoende av
om ordinarie personal eller vikarier ir 1 jinst.

Ett digitalt system med biometrisk autentisering kan ocksg leda
till andra sikerhetsmissiga fordelar sivil fér intagna som for
personal. Det handlar t.ex. om att Kriminalvirden kan uppritthilla
bittre kontroll éver var de intagna befinner sig for det fall
oférutsebara hindelser intriffar som t.ex. brand som kriver
utrymning.

Positiv inverkan pd effektiviteten

Kriminalvirdens verksamhet har hittills inte genomgitt nigon
overgripande digitalisering. Ma3nga arbetsmoment ir dirfor
fortfarande manuella och tar stor tid 1 ansprk frn personalen. Nir
det giller moment dir intagna och klienter behover identifieras som
bl.a. vid nirvarokontroller, kontroller i samband med forflyttningar,
kontroller av rastgirdar och andra utrymmen samt nirvaro vid
sysselsittning, genomférs dessa 1 merparten av fallen genom okulir
kontroll och avbockning pd fysiska papper.

Biometrisk autentisering kan ersitta den manuella identifiering
som personalen p daglig basis genomfér genom okulir besiktning.
Det innebir att de omfattande resurser som idag liggs pd den
administration som omgirdar nirvarokontrollerna framéver kan
liggas pd andra sysslor, som t.ex. klientnira och iterfallstore-
byggande arbete. Det kan vintas leda till en mer indamailsenlig
kriminalvird dir de intagna och klienterna kan std i storre fokus in
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idag. P4 sikt kommer alltsd Kriminalvirden att kunna bedriva
verksamheten med ett annat och mindre administrativt fokus in

idag.

Krav pd Kriminalvdrden

Genom utredningens férslag  fir Kriminalvirden rittsliga
forutsittningar f6r att anvinda biometriska underlag och
biometriska uppgifter. Innan tekniska 16sningar tas i bruk behover
myndigheten emellertid sikerstilla att tekniken ir foérenlig med
dataskyddsregelverket. Det innebir att Kriminalvirden kan komma
att behéva genomféra bdde konsekvensbedémningar och samrid
med Integritetsskyddsmyndigheten, se vidare avsnitt 4.4.

Anvindning av biometrisk autentisering stiller krav vid
upphandling av den teknik som ska anvindas. Tekniken behover inte
vara framtagen av Kriminalvirden, men myndigheten behover
tillrickligt med information om tekniken for att sikerstilla bl.a. att
uppgifterna inte 6verfors till tredjeland som ett led 1 behandlingen,
limnas ut till andra myndigheter eller aktérer 1 samband med
anvindningen eller anvinds fér nigot annat syfte. Vidare mdste
tekniken mota lagstiftningens krav pd lingsta tid f6r behandling.

Slutligen kommer det att krivas utbildningsinsatser innan
Kriminalvirden kan borja anvinda biometrisk autentisering. Rutiner
behover tas fram for nir tekniken ska anvindas, hur den démde ska
informeras och vilken information som ska férmedlas infér
anvindandet av tekniken. Det behéver vidare utarbetas rutiner som
myndigheten kan tillimpa vid avvikelser, exempelvis nir en
autentisering misslyckas.

24.2.2 Ekonomiska konsekvenser

Bedomning: Forslagen kommer innebira kostnader fér
Kriminalvirden. Hur stora kostnaderna blir beror pd i vilken skala
Kriminalvirden viljer att implementera digitala 3sningar fér
biometrisk autentisering. Samtidigt kommer férslagen att leda till
resursbesparingar. Det ir dock foérenat med betydande
svirigheter att pd forhand uppskatta hur stora de ekonomiska
konsekvenserna av férslagen kommer att bli.
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Forslagen bedéms inte foranleda ndgra okade kostnader for
enskilda, fér andra myndigheter in Kriminalvirden eller for
foretag.

Skilen f6r utredningens beddmning
Kostnaderna dr svdrberdknade

De kostnader som f6ljer med utredningens forslag ir svirberiknade.
Det beror delvis pd att det i dagsliget inte finns ndgra sikra
uppskattningar pd hur manga personer som kommer att beréras av
utredningens forslag. Utdver det gir det 1 dagsliget inte heller att
med sikerhet siga vilken teknik som kommer att finnas tillginglig
nir Kriminalvirden avser att inforskaffa den samt ta den i drift, hur
tekniken kommer att implementeras och om det ska ske 1 befintliga
eller nybygeda anliggningar. Utdver det ser behoven av 16sningar
olika ut 1 olika delar av verksamheten och 1 olika anliggningar.
Nigon detaljerad kartliggning av behoven {6r respektive anliggning
har dnnu inte gjorts. Implementeringen av digitaliserade 18sningar
med biometrisk autentisering kommer dessutom sannolikt att
behéva inféras stegvis och under en lingre tidsrymd.

Kriminalvdrdens berikning av kostnaderna

Utredningens forslag dr dversiktliga och 1 nuliget kan det inte anges
omfattning, teknikval eller tidsplan. Det saknas dirmed underlag for
en slutlig ekonomisk berikning. Utifrin de premisser som anges
ovan har Kriminalvirden indi gjort en indikativ beddémning
avseende potentiella kostnader for myndigheten avseende
implementering av biometrisk autentisering fér en effektivare
verksamhet inom anstalt och hikte.

Kriminalvirden konstaterar att forslaget kan medféra stora
kostnadsékningar fér myndigheten beroende pid om tekniken
implementeras i en liten eller stor skala. Osikerheten ir beroende pa
hur myndigheten ska ta till vara de mojligheter till effektivisering
och 6kad sikerhet som konsekvensutredningen lyfter fram. Det
aktuella férslaget kan medféra ekonomiska konsekvenser inom flera
omriden vilket 4skddliggors 1 nedanstiende tabell.
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Indikativ bedémning ekonomiska konsekvenser for Kriminalvarden

Kostnadsomrade

Finansiering

Kommentar

Tekniska investeringar

Utbildning och
implementering

Lan + anslag pa sikt genom
avskrivningar

Anslag

Personalkostnad upptagning Anslag

av biometri/skapande av

datalager

Drift och férvaltning

Projektledning och juridiskt

stod

Anslag

Anslag

Upphandling av biometrisk
utrustning och anpassning
av |T-system. Installation av
inpasseringspunkter
(sensorer for exempelvis
fingeravtrycksavlasning) och
ansiktsigenkdnningskameror
for identifiering. Darutéver
tillkommer sannolikt
kostnader for anpassningar
pa fastigheter for att kunna
tillampa tekniken fullt ut
(som t.ex. kabeldragningar
och andra installationer).
Utbildning av personal och
framtagning av nya rutiner.
Initialt arbete med
upptagning av biometriska
underlag fran inskrivna
personer pa samtliga
anstalter och hdkten. Nya
personer kan antas lamna
biometriska underlag i
samband med inskrivning i
hékte eller anstalt och
hanteras inom ramen for den
dagliga verksamheten.

Lopande licenser, support,
lagring/servrar 0.s.v.
Tillfalligt behov i
inforandefasen — utredning
krav pa dataskydd,
kryptering, lagring o.s.v.
Projektledare for
implementeringsfasen.

| den indikativa bedémningen som Kriminalvarden har gjort ingar endast anstalts- och
haktesverksamheten, dar konsekvenserna av ett inférande beddms vara storst. En implementering i
frivardsverksamheten forvantas dock pd motsvarande satt vara forknippad med ekonomiska

konsekvenser.

Med hinsyn till de i nuliget osikra forutsittningarna fér
anvindningen av biometriska uppgifter inom Kriminalvirden ir det,
enligt myndigheten, svdrt att pd ett exakt sitt faststilla kostnaden
for implementering av digitala 16sningar. Kriminalvirden bedémer
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att den totala kostnaden kommer att vara starkt beroende av vilken
skala myndigheten viljer f6r implementeringen av den nya tekniken.
I det foljande redovisas kostnadsuppskattningar beroende pi
implementeringsskala.

— Lag skala (2-5 miljoner kronor): Vid en begrinsad implemen-
tering, exempelvis for att starta upp ett pilotprojekt med ett fital
inpasseringspunkter (slussar) med enkel teknik och integration i
en begrinsad milj6, bedoms kostnaden kunna uppgd till mellan
2-5 miljoner kronor.

— Medelskala (10-50 miljoner kronor): Fér en mer omfattande
16sning, som kan inkludera flera anstalter eller hikten och ett fullt
integrerat system med ett stort antal terminaler, samt viss drift
och licenshantering, uppskattas kostnaden kunna variera mellan
10-50 miljoner kronor.

— Stor skala/full drift 6ver ménga verksamhetsstillen (4100
miljoner kronor): Om det biometriska autentiseringssystemet
ska implementeras for att ticka majoriteten av Kriminalvirdens
in- och utfléden, krivs en losning som dels uppfyller hoga
sikerhetskrav och kan integreras med flera befintliga system som
behéver kommunicera effektive med varandra. For en sidan
16sning, som innebir full drift och implementering pA minga
enheter, uppskattas den totala kostnaden uppgi till minst 100
miljoner kronor, men kan dven bli innu hogre. Denna kostnads-
ram inkluderar bdde utveckling, installation och omfattande
systemintegration samt de l6pande drifts- och underhills-
kostnaderna fér att sikerstilla lingsiktig funktionalitet och
sikerhet.

Forslagen kommer att vara forenade med kostnader men kan
samtidigt vintas medfora betydande resursbesparingar

Som ovan redogjorts for dr det svirt att berikna vad utredningens
forslag far for ekonomiska konsekvenser. Detta f6r att det 1 nuliget
finns f6r manga osikerhetsmoment en sddan berikning behéver ta
hojd for. Oaktat det kan konstateras att utredningens forslag
kommer att innebira kostnader f6r Kriminalvirden avseende bl.a.
tekniska investeringar, utbildning och implementering, som
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storleksmissigt dr beroende av hur myndigheten viljer att
implementera tekniska 16sningar.

Utredningens forslag kommer alltsi att leda till kostnads-
okningar. Samtidigt kan férslagen férvintas leda till betydande
besparingar. Om Kriminalvirden kan implementera tekniska
l6sningar med biometrisk autentisering kommer de arbetskrivande
moment som idag genomférs pd daglig basis i hiktes-, anstalt- och
frivirdsverksamheten att kunna ersittas. Det innebir en besparing
avseende de resurstimmar som pi varje hikte, anstalt och
frivirdskontor kontinuerligt liggs pd att kontrollera identiteten pd
intagna och andra klienter. Hur stora besparingar det ror sig om ir
emellertid dven det svirt att berikna.

Inga kostnader for andra

Forslagen bedéms inte f8 nigra ekonomiska konsekvenser for
staten, kommuner, regioner, foretag eller andra enskilda utéver vad
som framgir ovan. Forslaget bedéms inte heller fi nigra
samhillsekonomiska konsekvenser 1 évrigt.

24.2.3 Konsekvenser for brottsligheten

Bedomning: Forslagen kan ha en preventiv effekt betriffande
kriminalitet men dven ordningsstérningar pd framfér allt hikten
och anstalter.
Mer tid kommer att kunna liggas pd klientnira och &terfalls-
forebyggande arbete vilket kan antas bidra till en minskad
brottslighet.

Skilen f6r utredningens bedomning

Utredningens forslag avser att utdka anvindningen av biometriska
uppgifter inom Kriminalvdrdens verksamhet i syfte att sikerstilla en
siker och effektiv kriminalvdrd. Huvudsyftet med f6rslagen ir alltsd
inte att fler brott ska klaras upp och fler girningspersoner ska
lagféras. Vid bedémningen av vilka konsekvenser utredningens
forslag kommer att 8 {6r brottsligheten finns det emellertid skil att
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framhilla den preventiva effekt som forslagen kan {3 betriffande
kriminalitet men dven ordningsstdrningar pd framfér allt hikten och
anstalter. Genom anvindning av biometriska uppgifter kommer
Kriminalvirden att littare kunna identifiera vilka personer som t.ex.
befunnit sig i ett visst utrymme under en viss tid och kommer p4 s&
vis att 1 hogre grad kunna kontrollera och sikerstilla vem som
orsakat en viss ordningsstérning. Kriminalvdrden ges ocksd mojlig-
het att av sikerhetsskil kontrollera elektronisk kommunikation med
hjilp av biometrisk autentisering. Aven det torde ha en avhillande
effekt f6r mojligheten att fortsitta begd brott, manipulationsforsok,
kontaktforsok med icke godkinda personer och liknande.

Genom de effektiviseringar som forslagen syftar till att innebira,
bedémer utredningen att mer tid kommer att finnas for det
klientnira och iterfallsférebyggande arbetet, sdvil pd hikte och
anstalter som inom frivirden. En sddan resursforflyttning kan antas
bidra till en minskad brottslighet, dock utan att det gir att géra ndgra
sikra antaganden.

24.2.4 Konsekvenser for den personliga integriteten

Bedémning: Forslagen innebir en 6kad risk fér intrdng 1 skyddet
for privatliv och den personliga integriteten men bidrar samtidigt
till att forbittra mojligheten f6r Kriminalvirden att bedriva en
siker och effektiv kriminalvird. Dirmed innebir forslagen en
okad trygghet for personer som ska verkstilla en pafsljd inom
Kriminalvérden, personal och anhériga som vistas med eller har
kontakt med intagna.

Genom forslagen kan Kriminalvirden anvinda biometrisk
autentisering for att ge intagna i hikte och anstalt stérre tillgdng
till digital teknik, nigot som kan motverka att intagna hamnar i
digitalt utanférskap efter villkorlig frigivning.

Forslagen ir forenliga med principen om barnets bista.
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Skilen {6r utredningens bedomning
Konsekvenser for enskilda

Enskilda tillférsikras skydd mot godtyckliga ingrepp 1 sitt privatliv
och sin personliga integritet frin statens sida genom bl.a. 2 kap. 6 §
regeringsformen, artikel 8 1 Europakonventionen och artikel 71 EU:s
rittighetsstadga. En inskrinkning av ritten till skydd for privatlivet
och den personliga integriteten fir bara ske i enlighet med vissa
sirskilt angivna foérutsittningar enligt 2 kap. 20 och 21 §§ regerings-
formen, artikel 8 i Europakonventionen och artikel 52 i EU:s
rittighetsstadga, se dven kapitel 3.

De forslag som limnas om att Kriminalvirden ska f anvinda
biometriska underlag och biometriska uppgifter fér bl.a. biometrisk
autentisering innebir en begrinsning av skyddet mot intrdng 1 den
personliga integriteten och privatlivet, se integritetsanalysen 1
kapitel 23. Som framgir av integritetsanalysen bedéms emellertid
forslagen vara férenliga med regeringsformen, Europakonventionen
och EU:s rittighetsstadga. Aven om behandlingen av biometriska
uppgifter innebir 6kade integritetsrisker for enskilda innehéller den
foreslagna regleringen samtidigt flera rittssikerhetsgarantier som
syftar till att begrinsa integritetsintringet, se kapitel 20.

Som anges ovan bedoms forslagen leda till en sikrare och
effektivare kriminalvird vilket innebir ett férstirke skydd och okad
trygghet for intagna och andra som verkstiller piféljder inom
Kriminalvirden samt personal och anhériga. Sammantaget innebir
forslagen som utredningen limnar en rimlig avvigning mellan
behovet av en siker och effektiv kriminalvird och den enskildes ritt
till skydd fér sitt privatliv och sin personliga integritet.

Minskat digitalt utanforskap och ett mer givande
verkstéllighetsinnehdll

I dagsliget kan inte Kriminalvirden tillhandahilla digitala l6sningar
for de intagna 1 den utstrickning myndigheten ser behov av.
Anledningen ir bl.a. att det hittills har bedémts svart att uppritthilla
tillrickligt sikra losningar dir det kan garanteras att den intagne
endast tar del av de tjinster, websidor eller liknande som denne har
ritt till. Att intagna inte fir ta del av digitala lésningar bidrar
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dessvirre till att de efter villkorlig frigivning kan komma att hamna
1 digitalt utanférskap.

Genom utredningens férslag kommer Kriminalvirden ges
mojlighet att anvinda biometrisk autentisering for bl.a. att kunna
tillférsikra intagna digitala l6sningar och hjilpmedel. Det kommer
att motverka det digitala utanférskap som intagna kan drabbas av
idag. Utdver det kommer intagna att i hogre utstrickning t.ex.
kunna delta 1 utbildning pd distans, digitala vardbesok,
myndighetskontakter via videokonferens eller chatfunktioner och
hilla kontakt med anhériga genom videosamtal. Med utdkade
digitala méjligheter skulle de intagna dessutom kunna anvinda
surfplattor, lisplattor och datorer i storre utstrickning dn vad som
sker idag och kunna ta del av sdvil vad som sker i omvirlden som sin
egen journal, inklusive gora digitala ansékningar om t.ex.
telefontillstind, i stillet for pd papper som sker idag.

Ett minskat digitalt utanférskap kan 1 sin tur underlitta
teranpassning 1 samhillet efter avslutad straffverkstillighet, sirskilt
gillande de som verkstillt l3nga fingelsestraff. Den intagne kan i och
med detta ocksd ta ett stdrre ansvar for sin frigivningsplanering,
vilket ocksd avlastar Kriminalvirden. Det kan i sin tur leda till en
normalisering 1 en annars [3st miljo.

Konsekvenser for barn och unga

I artikel 3 i barnkonventionen slds fast att vid alla &tgirder som rér
barn ska i forsta hand beaktas vad som bedéms vara barnets bista,
vare sig de vidtas av offentliga eller privata sociala vilfirdsinsti-
tutioner, domstolar, administrativa myndigheter eller lagstiftande
organ.

De férslag som limnas kommer pd samma sitt som f6r vuxna att
innebira dkade risker for intring i barns privatliv och personliga
integritet. Som framgdr av i integritetsanalysen i kapitel 23 vigs dessa
risker dock upp av indamdlet att bedriva en siker och effektiv
kriminalvird.

Forslagen bedéms dirutéver kunna motverka att barn anvinds
som verktyg i brottslig verksamhet genom att dven elektronisk
kommunikation med barn kommer att kunna kontrolleras med
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biometrisk autentisering. Dirmed begrinsas mojligheten f6r intagna
att genom barn férsoka ta otilldtna kontakter med andra.

24.2.5 Ovriga konsekvenser

Bedomning: Forslagen bedoms inte medféra nigra ovriga
konsekvenser.

Skilen for utredningens bedomning

Utredningen bedémer att forslagen inte medfor nigra konsekvenser
for den kommunala sjilvstyrelsen eller jimstilldheten och att den
overensstimmer med EU-ritten.

24.3 Konsekvenser avseende forslaget rorande
polislagen

Bedomning: Forslaget bedéms innebira viss resurseffektivi-
sering men inte innebira ndgra beaktansvirda ekonomiska
konsekvenser 1 6vrigt. Forslaget kan antas medfora 6kad sikerhet
och trygghet fér Polismyndighetens anstillda 1 samband med
upptagning av biometriska underlag.

Forslaget vintas medféra en 6kning av antalet kroppsvisita-
tioner som Polismyndigheten genomfér av enskilda och utgér
dirmed ett intring i grundliggande fri- och rittigheter. Intringet
ir dock nédvindigt samt proportionerligt med hinsyn till
indamilen och férslaget ir dirmed forenligt med fri- och

rittighetsskyddet.

Skilen {6r utredningens bedémning
Konsekvenser for Polismyndigheten

Forslaget kan vintas minska risken fér att Polismyndighetens
anstillda utsitts f6r vdld med vapen eller andra tillhyggen vid
upptagning av biometriska underlag. Det kan ocksd antas stirka
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skyddet for verksamheten 1 allminhet eftersom det minskar risken
fér angrepp med vapen eller andra tillhyggen mot personal, fordon
eller utrustning i Polismyndighetens lokaler. Dirutéver medfor
forslaget viss resurseffektivisering eftersom de sirbarheter som idag
foreligger, 1 vissa fall innebir 6kad resursanvindning i form av dkad
bevakning eller polisiir nirvaro vid biometriupptagning. Dessa
resurser skulle 1 stillet kunna anvindas fér andra prioriterade
uppgifter. Mojligheten att genomféra kroppsvisitation 1 det aktuella
fallen bedoms ocksd oka tryggheten och sikerheten for de
polisanstillda som utfér upptagningen av de biometriska underlagen
vilket kan vintas medféra hogre kvalitet pd upptagningarna och ett
minskat behov av att utféra upprepade upptagningar som en f6ljd av
bristfilliga resultat. Forslaget kommer ocksi att forbittra den
aktuella personalens arbetsmiljo.

Forslaget bedoms inte innebira ndgra ekonomiska konsekvenser
for Polismyndigheten. Vid de lokaler dir upptagning av biometriska
underlag utfors arbetar i regel polismin i olika befattningar vilka kan
genomfoéra kroppsvisitation utan ékad kostnad eller resursanvind-
ning. Utrustning for skanning finns i allminhet sedan tidigare
tillginglig 1 anslutning till de lokaler dir upptagningar ska
genomforas.

Ett alternativ till den foreslagna férfattningsindringen ir att den
myndighet som beslutar om att en person ska limna biometriska
underlag dven ansvarar for sikerheten vid upptagningen. En sidan
ordning skulle t.ex. innebira att Kriminalvérden i stillet ges ansvar
och méjlighet att genomfora kroppsvisitation och transport av
personer som ska limna underlag med anledning av att de verkstiller
fingelsestraff utanfér anstalt. P4 motsvarande sitt skulle Tullverket,
Kustbevakningen och Sikerhetspolisen ges mojlighet att vidta
adekvata sikerhetsitgirder s& som kroppsvisitation i samband med
beslut som de myndigheterna fattar inom ramen foér en
forundersdkning eller ett migrationsrittsligt ingripande.

Utredningens bedémning ir dock att det férslag som framférs dr
mer resurseffektivt f6r staten i stort dn att flera olika myndigheter
ska avdela personal for transport och sikerhetshéjande tgirder i
Polismyndighetens lokaler, transportmedel eller lokaler som stillts
till myndighetens férfogande. Dessutom ska framhéllas att en del av
den  biometriska upptagningen sker for polisens egen
brottsutredande verksamhet. Att fordela ansvaret for sikerheten
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over flera myndigheter riskerar att medféra ett fragmentariskt
regelverk med 6kade kostnader och bristande effektivitet som foljd.

Konsekvenser for andra brottsbekimpande myndigheter

I regel dr det Polismyndigheten som verkstiller ett beslut om
upptagning av biometriska underlag iven om &tgirden sker inom
ramen for en forundersdkning som bedrivs av Tullverket,
Kustbevakningen eller Sikerhetspolisen, eller ett migrationsrittsligt
ingripande som genomférs av Sikerhetspolisen. Genom att
Polismyndigheten tillférs den foreslagna mojligheten att genomfora
kroppsvisitation 1 samband med biometriupptagning minskar
behovet av att andra brottsbekimpande myndigheter foérdelar
personal for transport eller bevakning. Forslaget kan dirfor vintas
medféra viss resursbesparing f6r Tullverket, Kustbevakningen och
Sikerhetspolisen.

Konsekvenser for enskilda

Omkring 1800 personer verkstillde fingelsestraff genom
intensivovervakning med elektronisk kontroll &r 2024. Antalet
personer som kommer att verkstilla fingelsestraff med elektronisk
overvakning kan antas 6ka i och med det nya regelverket som
inférdes den 1 januari 2026, se vidare avsnitt 6.3.3. Det kan vintas
att en mindre andel av den grupp personer som verkstiller
fingelsestraff utanfér anstalt kommer att kroppsvisiteras med stéd
av det nya tvingsmedlet.

Ar 2024 blev omkring 80 000 personer skiligen misstinkta for
brott dir fingelse ingdr i straffskalan och dir sidan misstanke inte
registrerats for den enskilda individen de féregdende tio &ren.' Dessa
personer kan komma att limna biometriska underlag s& som skiligen
misstinkta foér brott. Det boér noteras att denna grupp idven
innefattar personer som ir frihetsberévade eller som kroppsvisiteras
1 samband med misstankeférhor. Med detta 1 beaktande och den
omstindigheten att kroppsvisitation endast ska utféras nir det ir

! Brottsforebyggande rddet, Statistikunderlag Individer misstinkta for brott dir fingelse ingdr
1 straffskalan, 2020 t.o.m. 2024, 2025-06-16, dnr 0954/24, s. 8.
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nodvindigt av sikerhetsskil kan det antas att merparten 1 denna
grupp inte kommer att kroppsvisiteras.

Forslaget kommer dven att innebira att Polismyndigheten
genomfér kroppsvisitation av fler personer 1 samband med
biometriupptagning enligt migrationslagstiftningen. I undantagsfall
kommer kroppsvisitation dven att kunna ske vid biometriupp-
tagning frin vittnen, milsiganden eller misstinkta personer dir
misstankarna inte nir upp tll skilig misstanke. Sammantaget
kommer férslaget dirfér att innebira en 6kning av antalet enskilda
som blir féremal for kroppsvisitation av Polismyndigheten.

Vid bedémningen av forslagets férenlighet med den enskildes fri-
och rittighetsskydd bér beaktas att hot och angrepp mot
polisanstillda utgér ett samhillsproblem som underminerar
rittsstatens formdga att utfora sitt uppdrag. Det ir dirfor angeliget
att vidta dtgirder for att stirka skyddet fo6r dessa anstillda nir det
finns ett pdtagligt behov.

De personer som kan bli féremil {6r kroppsvisitation verkstiller
1 de flesta fall fingelsestraff i eller utanfér anstalt eller kan skiligen
misstinkas for brott for vilket fingelse ingdr i straffskalan. T vissa
situationer kommer kroppsvisitation dock iven att genomforas
avseende personer som inte ir misstinkta eller ddmda f6r brott. Som
utredningen redogjort for 1 avsnitt 21.3 finns det dock redan idag
mojlighet att 1 vissa fall kroppsvisitera personer utan
brottsmisstanke om det finns ett pdtagligt behov av tgirden.
Dessutom innebir férslaget att kroppsvisitation genomférs 1
anslutning till andra fér den enskilde mer ingripande
integritetsingrepp s& som upptagning av fingeravtryck eller
ansiktsfotografier. Forslaget ir dessutom utformat med betydande
avgrinsningar i syfte att kroppsvisitation endast ska genomféras i
situationer dir det ir bdde nédvindigt och proportionerligt. I minga
situationer ir det dessutom tillrickligt att genomféra en mer ytlig
s.k. provisorisk skyddsvisitation av den enskilde. Mot denna
bakgrund bedémer utredningen att forslaget dr forenligt med
enskildas fri- och rittighetsskydd.
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Owriga konsekvenser

Den féreslagna indringen beddéms inte fi& nigra ekonomiska
konsekvenser for staten, kommuner, regioner, foretag eller andra
enskilda utéver vad som framgdr ovan. Forslaget bedoms heller inte
3 ndgra sambhillsekonomiska konsekvenser 1 6vrigt. Vidare gor
utredningen bedémningen att férslaget inte medfér nigra
konsekvenser f6r den kommunala sjilvstyrelsen eller jimstilldheten
och att det 6verensstimmer med EU-ritten.
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25  Forfattningskommentar

25.1 Forslaget till lag om anvandning av biometri
inom delar av Kriminalvardens verksamhet

Lagen ir ny och innehdller bestimmelser som mojliggor for
Kriminalvirden att uppta fotografi, fingeravtryck och réstprov frin
personer som har domts till villkorlig dom med foreskrift om
samhillstjinst eller skyddstillsyn eller har frigetts villkorligt frin
fingelse och stir under 6vervakning. Lagen innehdller ocksd
bestimmelser om Kriminalvirdens méjlighet att ta upp fotografi och
fingeravtryck av den som 1 syfte att verkstilla ett fingelsestraff eller
pafoljd instiller sig hos Kriminalvirden utan att kunna identifiera

sig.

Lagens tillimpningsomrade

1§ Lagen innebiller bestimmelser om Kriminalvdrdens majlighet att ta
fotografi, fingeraviryck och réstprov av personer som har démts till villkorlig
dom med foreskrift om sambillstiinst eller skyddstillsyn eller har frigetts
villkorligt frin fingelse och stdr under overvakning enligt 26 kap. 12 §
brottsbalken (1962:700).

Lagen innebdller ocksd bestimmelser om Kriminalvdrdens majlighet att ta
fotografi och fingeravtryck av den som i syfte att verkstdlla ett fangelsestraff
eller en pifolid instiller sig hos Kriminalvdrden men inte kan identifiera sig.

I paragrafen anges lagens tillimpningsomride. Overvigandena finns
1avsnitt 16.3.

Av forsta stycket framgdr att lagen reglerar Kriminalvirdens
mojlighet att uppta biometriska underlag frin personer som har
domts till vissa pdfsljder som ska verkstillas inom frivdrden. Det
handlar om personer som har démts tll villkorlig dom med
foreskrift om samhillstjinst eller skyddstillsyn. Bestimmelsen giller
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oavsett om personen har démts till en ren skyddstillsyn eller om den
forenats med t.ex. samhillstjinst eller fingelse. Personer som har
démts till en ren villkorlig dom eller villkorlig dom i férening med
béter omfattas diremot inte.

Aven personer som har frigetts villkorligt frin ett fingelsestraff
och som stdr under 6vervakning omfattas av lagen. Att sidana
personer redan kan ha limnat biometriska underlag med stéd av
hikteslagen eller fingelselagen hindrar inte en ny upptagning enligt
denna lag om det finns behov av det. S§ kan t.ex. vara fallet om inte
alla biometriska underlag har tagits upp 1 hikte eller pd anstalt,
personen har indrat utseende s& mycket sedan fotografi togs att
upptagning av ett nytt fotografi ir pikallat eller om tekniken som
anvinds inom frivirden kriver en ny upptagning.

Av andra stycket framgdr att lagen ocksd reglerar Kriminal-
vardens mojlighet att uppta biometriska underlag av en person som
1 syfte att verkstilla ett fingelsestraff eller en pafoljd instiller sig hos
Kriminalvirden men inte kan identifiera sig. Lagen omfattar de fall
nir en person instiller sig 1 hikte eller anstalt f6r att verkstilla ett
fingelsestraff. Upptagning kan 1 de fallen inte goras med stéd av
bestimmelserna om biometriupptagning 1 hikteslagen eller
fingelselagen eftersom de bestimmelserna giller den som redan ir
hiktad eller den som redan har piborjat verkstillighet av ett
fingelsestraff. I de situationerna kan Kriminalvirden 1 stillet uppta
biometriska underlag med st6d av denna lag. Lagen giller ocksd de
fall nir ndgon instiller sig hos frivirden 1 syfte att verkstilla en annan
pifoljd dn ett fingelsestraff som verkstills 1 anstalt. Den giller 1 de
fallen samtliga pifoljder som Kriminalvirden ansvarar fér, d.v.s.
villkorlig dom med féreskrift om samhillstjinst, skyddstillsyn,
ungdomsovervakning och verkstillighet av fingelsestraff med
elektronisk évervakning.

2§ Andra bestimmelser om upptagning av fotografi, fingeravtryck och
rostprov inom Kriminalvdrdens verksambet finns i fingelselagen (2010:610),
hikteslagen (2010:611), lagen (2020:616) om verkstillighet av ungdoms-
dvervakning och lagen (2025:1053) om verkstillighet av fingelsestraff med
elektronisk Gvervakning.

Sirskilda bestimmelser om hur Kriminalvdrden fdr bebandla forografier,
fingeravtryck och réstprov samt biometriska uppgifter som Kriminalvdrden
upptar enligt denna lag finns i lagen (2018:1699) om kriminalvdrdens
bebandling av personuppgifter inom brottsdatalagens omrdde.
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I paragrafen upplyses om andra bestimmelser som giller for
upptagning av biometriska underlag inom Kriminalvirdens
verksamhet och hur uppgifterna fir behandlas.

Upptagning av fotografi, fingeravtryck och réstprov

3§ Forografi, fingeraviryck och rostprov far tas av den som har domts till
villkorlig dom med foreskrift om sambillstiinst eller skyddstillsyn eller den
som har frigetts villkorligt fran fingelse och stir under dvervakning enligt
26 kap. 12 § brottsbalken (1962:700), for biometrisk autentisering eller annan
identifiering av honom eller henne.

Med fingeraviryck avses dven handavtryck.

Paragrafen reglerar upptagning av biometriska underlag frdn den
som har démts till villkorlig dom med féreskrift om samhillstjinst
eller skyddstillsyn eller den som har frigetts villkorligt frin fingelse
och som stdr under 6vervakning enligt 26 kap. 12 § brottsbalken.
Overvigandena finns 1 avsnitt 16.3.

Biometri ir ett samlingsnamn foér sddan automatiserad teknik
som syftar till att identifiera en person eller avgéra om en pistddd
identitet dr riktig. Identifieringen sker genom en mitning av fysiska
karaktirsdrag hos den som ska identifieras.

I forsta stycket anges vilka biometriska underlag som far upptas.
Biometriska underlag ir det material som samlas in eller tas fram for
biometrisk analys. Det kan i olika sammanhang och enligt olika
regelverk handla om biologiskt material som salivprov och andra
prover frin kroppen som tas vid en kroppsbesiktigning men iven
fingeravtryck, fotografier, handstilsprov och réstprov. De
biometriska uppgifter som tas fram ur underlaget kan sedan
anvindas som referensmall vid biometrisk autentisering.

De biometriska underlag som enligt denna bestimmelse fir
upptas dr fotografi, fingeravtryck och réstprov. Upprikningen ir
uttdémmande och det ir alltsd inte tilldtet att uppta nigra andra
biometriska underlag in de som anges i bestimmelsen.

Nir det giller upptagning av fotografi avses dels fotografier av en
intagens ansikte som kan anvindas fér ansiktsigenkinning, dels
andra fotografier av den intagne. Det kan vara bide helkroppsbilder
och fotografier av del av en kropp for att dokumentera sirskilda
kinnetecken pd en person som t.ex. drr eller tatueringar. Det ir
emellertid endast ansiktsbilder som fir anvindas fér biometrisk
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autentisering och det ir med stdd av bestimmelsen inte mojligt att
utféra biometrisk autentisering med t.ex. irisigenkinning.

Vidare anges i bestimmelsen for vilka indamil som upptagning
av biometriska underlag fir ske. Forst och frimst f&r upptagning ske
for biometrisk autentisering. Med biometrisk autentisering avses
verifiering av en persons identitet med hjilp av automatiserad teknik
som baseras pd mitning av fysiska karaktirsdrag hos personen,
sdsom dna, monster av fingeravtryck, ansiktsgeometri, dgat (iris,
regnbdgshinna och nithinna), rost, hinder, blodkirl och gingstil.
Med verifiering menas kontroll av att en person ir den som han eller
hon utger sig for att vara. Det finns olika metoder for autentisering
genom biometri, t.ex. fingeravtrycksanalys, dna-analys, ansiktsigen-
kinning, réstigenkinning och handstilsanalys. Bestimmelsen ger
alltsd Kriminalvirden méjlighet att anvinda fotografi av ansikte,
fingeravtryck och réstprov for att genom tekniska 16sningar utfora
biometrisk autentisering i syfte att verifiera att en viss person ir
samma person som limnade det ursprungliga biometriska
underlaget.

De biometriska underlagen fir ocksi upptas fér annan
identifiering. Det handlar om situationer dir det fortfarande kan
finnas behov fér Kriminalvirden att identifiera démda genom
manuella metoder, t.ex. om tekniska l6sningar tillfilligtvis inte
fungerar eller innan sidana har hunnit implementeras. I sddana
situationer kan Kriminalvirdens personal behoéva anvinda ett
sedvanligt fotografi for en okulir jimférelse. Med annan
identifiering avses ocksd sékning med biometriska uppgifter frin
tex. ett fotografi bland Kriminalvirdens egna uppgifter. Sidan
sokning kan behéva anvindas f6r att identifiera obehériga personer
som ibland tar sig in pd frivirdskontor. Genom att en
overvakningskamera tar ett fotografi av en sidan person, kan
Kriminalvirden direfter genom sdkning med fotografiet bland
Kriminalvirdens egna uppgifter identifiera om den tll synes
obehériga personen ir klient hos frivirden eller inte.

For att Kriminalvirden ska f& anvinda biometrisk autentisering
krivs, enligt 2 kap. 3 § Kriminalvidrdens brottsdatalag, iven att
behandling av de biometriska uppgifter som aktualiseras ir absolut
noédvindig fér indamélet med behandlingen. Att anvinda biometrisk
autentisering for att inom Kriminalvdrden verifiera démdas identitet
ir en dtgird som generellt sett fr anses vara absolut nédvindig. Se

482



Ds 2025:31 Foérfattningskommentar

vidare den bedémning som goérs 1 avsnitt 18.2.1. Huruvida
anvindningen av en viss teknisk 16sning gér behandlingen absolut
nddvindig far emellertid avgéras frin fall till fall och bedémningen
kommer att vara beroende av bl.a. vilken teknik som anvinds och
hur dtkomst till uppgifter regleras.

Av andra stycket framgir att med fingeravtryck avses dven
handavtryck. Begreppet har dirmed samma innebérd som i 28 kap.
14 § rittegdngsbalken, 1 kap. 5 § polisens brottsdatalag och 8 kap
7a§ fingelselagen, d.v.s. att iven handavtryck omfattas av
begreppet. Overvigandena finns i avsnitt 16.3.3.

4§ Fotografi och fingeraviryck far tas av en person som, i syfte att verkstilla

ett fingelsestraff eller en pdfold, instiller sig hos Kriminalvdrden men inte kan

identifiera sig, for biometrisk autentisering mot uppgifter i biometriregister som

fors enligt lagen (2018:1693) om polisens bebhandling av personuppgifter inom

brottsdatalagens omrdde, eller annan identifiering av honom eller benne.
Med fingeraviryck avses dven handavtryck.

Paragrafen reglerar upptagning av biometriska underlag frin den
som ska verkstilla ett fingelsestraff eller en pif6ljd men som inte
kan identifiera sig. Syftet ir att underlagen ska kunna anvindas fér
biometrisk autentisering mot uppgifter 1 polisens biometriregister
eller annan identifiering. Overvigandena finns i avsnitt 14.3, 15.3
och 16.3.

Av forsta stycket framgdr att det ir de biometriska underlagen
fotografi och fingeravtryck som fir upptas. Listan dr uttémmande
och nigot annat biometriskt underlag fir inte tas upp. For
redogorelse av vad som avses med biometriska underlag, se
kommentaren till 3 §.

I bestimmelsen anges forutsittningarna for att upptagning av
biometriska underlag ska fi ske. Upptagning fir endast tas av en
person som, i syfte att verkstilla ett fingelsestraff eller en annan
pafoljd, instiller sig hos Kriminalvdrden men inte kan identifiera sig.
Det handlar om situationen di en person frivilligt instiller sig for att
paborja verkstillighet. Instillelse kan ske 1 hikte eller anstalt eller vid
ett frivirdskontor. Kriminalvirden dr di betriffande verkstillighet
av ett fingelsestraff, enligt 5§ strafftidslagen, skyldig att bereda
personen en plats. Inledande av verkstillighet, oavsett om det giller
ett fingelsestraff eller en pafoljd som ska verkstillas inom frivirden,
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forutsitter emellertid att det kan sikerstillas att det dr den person
som ska verkstilla en pdfsljd som har instillt sig.

Mojligheten att uppta biometriska underlag med stéd av
bestimmelsen omfattar inte alla de som frivilligt instiller sig f6r att
verkstilla ett fingelsestraff eller en pafoljd som ska verkstillas inom
frivirden. Biometriska underlag fr endast upptas nir personen i
friga inte kan identifiera sig. Det handlar om situationer d4 personen
saknar sedvanliga eller giltiga identitetshandlingar som kérkort eller
pass och Kriminalvirden saknar kinnedom om personen.
Bestimmelsen avser ocks3 de fall di nigon uppvisar misstinkt falska
identitetshandlingar, identitetshandlingar som annars inte bedéms
som godtagbara for att anvindas till identifiering eller
identitetshandlingar som misstinks tillhéra en annan person. I dessa
fall fir biometriska underlag upptas i syfte att jimforas med
motsvarande underlag i polisens biometriregister.

En sddan jimforelse kan goras nir Kriminalvirden, efter
forfrigan till polisen, fitt de biometriska underlagen eller
biometriska uppgifterna for den aktuella personen frin polisens
biometriregister. Gillande frigan hur Kriminalvirden ska f4 tillgdng
ull uppgifter frin polisens biometriregister hinvisas till kapitel 19.

Jimforelsen kan goéras genom biometrisk autentisering eller
annan identifiering. Vad som avses med biometrisk autentisering
redogors for 1 kommentaren till 3 §. Med annan identifiering avses
framfoér allt en manuell, okulir jimforelse med fotografi frin
polisens biometriregister. Ett sidant tillvigagingssitt kan
exempelvis vara aktuellt att anvinda om tekniken fér biometrisk
autentisering inte dr tillginglig nir ett snabbt besked behovs och en
manuell jimférelse ger ett tillforlitligt resultat i det enskilda fallet.

Om det efter en jimforelse av uppgifter inte gr att identifiera
personen och det inte heller genom férnyade forsék pd andra sitt
gdr att identifiera personen som den personen utger sig for att vara,
kan verkstillighet inte inledas.

Om det efter jimférelse med uppgifter frin polisens
biometriregister visar sig att personen ir den som ska verkstilla ett
fingelsestraff eller en pifoljd inom frivirden fir verkstillighet
paborjas. I de situationerna far dven rostprov tas i enlighet med 3 §
eller 8 kap. 1 § fingelselagen.

Av andra stycket framgir att med fingeravtryck avses idven
handavtryck. Begreppet har dirmed samma innebord som 1 28 kap.
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14 § rittegdngsbalken, 1 kap. 5 § polisens brottsdatalag och 8 kap
7a§ fingelselagen, d.v.s. att iven handavtryck omfattas av
begreppet.

Ovriga bestimmelser

5§ En upptagning som avses i 3 och 4 §§ far vidtas endast om den stir i
rimlig proportion till syftet med upptagningen. Om en mindre ingripande
dtgird dr tillricklig ska den anvindas.

Paragrafen klargér att upptagning av biometriska underlag ska
préovas mot den s.k. proportionalitetsprincipen. Kravet pd
proportionalitet omfattar sdvil ett beslut om en kontroll- eller
tvingsitgird som genomférandet av den. Overviganden finns i
avsnitt 16.3.3.

Proportionalitetsprincipen innebdr att varje kontroll- och
tvdngsitgird som vidtas ska féregds av en intresseavvigning, i syfte
att prova om oligenheterna med tgirden stdr i rimlig proportion till
vad som stdr att vinna med den. En bedémning av dtgirdens art,
styrka, rickvidd och varaktighet miste dirfér goras 1 varje enskilt
fall. En sidan intresseavvigning kan leda till att en &tgird inte alls ska
vidtas, om den bedéms fi skadeverkningar som inte ir rimliga 1
forhallande till vad som efterstrivas.

6§ Regeringen eller den myndighet som regeringen bestimmer kan med stod
av 8 kap. 7 § regeringsformen meddela nirmare foreskrifter om verkstillighet
av lagen.

Paragrafen innehiller i informativt syfte en erinran om att
verkstillighetsforeskrifter kan komma att komplettera lagen.

25.2 Forslaget till lag om andring i polislagen
(1984:387)

19a§

En polisman fir i samband med ett f6rhér som hélls 1 Polismyndighetens,
Sikerhetspolisens eller Ekobrottsmyndighetens lokaler kroppsvisitera
forhorspersonen, om det ir nédvindigt av sikerhetsskil for att soka efter
vapen eller andra farliga f6remil. Detsamma giller i samband med en
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upptagning av biometriska underlag som utfors i Polismyndighetens lokaler
eller transportmedel, eller i lokaler som stillts till myndighetens forfogande.

Paragrafens andra mening ir ny och ger polismin befogenhet att
kroppsvisitera personer i samband med upptagning av biometriska
underlag i vissa fall. Overvigandena finns i avsitt 21.3.

Bestimmelsen giller endast 1 samband med upptagning av
biometriska underlag. Polisen fotograferar och videofilmar personer
for olika dndamdl och 1 olika sammanhang. Inte varje fall av
fotografering eller videofilmning ger polisen befogenhet att vidta
kroppsvisitation med stéd av bestimmelsen. Det krivs att
upptagningen sker med uttryckligt lagstod for ett angivet indamil
och med den som limnar underlagens vetskap. Endast den som ska
limna de biometriska underlagen far kroppsvisiteras. Atgirden kan
vidtas sdvil innan som efter det att upptagningen har inletts. Det
finns heller inget som hindrar att 8tgirden vidtas i ett annat utrymme
in dir upptagningen ska dga rum.

Kroppsvisitation fir utforas 1 Polismyndighetens lokaler eller
transportmedel eller 1 lokaler som stillts till myndighetens
forfogande. Det innebir sddana utrymmen i byggnader som
myndigheterna disponerar i syfte att bedriva polisverksamhet eller
ullfilligt forfogar 6ver i sddant syfte. Kroppsvisitation fir dven
utféras 1 Polismyndighetens transportmedel med vilket avses
polisfordon s& som bussar och personbilar.

Befogenheten att genomfora kroppsvisitation tillkommer endast
den som ir polisman.

Kravet pd att kroppsvisitation endast fir ske om det ir
noédvindigt av sdkerhetsskil giller iven vid &tgirder enligt
paragrafens andra mening. Det miste dirmed féreligga nigon
omstindighet som 1 det enskilda fallet talar fér att den person som
ska limna biometriska underlag skulle kunna ha ett vapen eller annat
farligt foremdl pd sig. Bestimmelsen ger inte utrymme for att
rutinmissigt kroppsvisitera den som ska limna biometriska
underlag. Det krivs dock inte att det finns en konkret misstanke om
att personen bir ett vapen eller annat farligt féremal pé sig. Exempel
pd omstindigheter som kan grunda anledning till kroppsvisitation ir
att personen tidigare har gjort sig skyldig till brott som typiskt sett
ger anledning att anta att personen skulle kunna ha med sig ett vapen
eller ett annat farligt foremal, att det av underrittelser eller annan
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information framkommit att personen har anknytning till personer
som dgnar sig 3t allvarligare brottslighet, att personen lider av
psykiska besvir eller kinnedom om att personen tidigare upptritt
aggressivt eller hotfullt. Aven uppgifter som Kriminalvirden
inhimtat och kan dela avseende personens upptridande under
verkstilligheten bér kunna ligga till grund f6r bedémningen. Likasd
kan  underrittelse- eller utredningsuppgifter som andra
brottsbekimpande myndigheter delar med Polismyndigheten
medfora att det finns skil att genomfora kroppsvisitation. Dirutover
bér omstindigheter som framkommer 1 samband med upptagningen
kunna ligga till grund for beslutet att genomfora en kroppsvisitation
av personen.

Med vapen och andra farliga féremdl avses vapen enligt
definitionen i vapenlagen eller f6remdl som avses 1 lagen om férbud
betriffande knivar och andra farliga f6remal, men dven annat sdsom
explosiva eller brandfarliga varor eller fé6remél som kan sprida gift
eller smitta omfattas av bestimmelsen.

Begreppet kroppsvisitation definieras 128 kap. 11 § tredje stycket
rittegdngsbalken. Av bestimmelsen framgdr att det med
kroppsvisitation avses en undersékning av klider och annat som
ndgon bir pd sig samt av viskor, paket och andra féreml som ndgon
har med sig.

Enligt 8 § ska en polisman som har att verkstilla en tjinsteuppgift
under iakttagande av vad som féreskrivs 1 lag eller annan férfattning
ingripa pd ett sitt som ir férsvarligt med hinsyn till dtgirdens syfte
och &vriga omstindigheter. Det ingripande som en kroppsvisitation
innebir fir inte vara storre dn vad som behovs for att uppnd det
avsedda resultatet. Det bor som regel vara tillrickligt med en s.k.
skyddsvisitation som bestdr i att polismannen systematiskt kinner 1
eller utanpd fickor och klider, samt eventuellt kontrollerar medforda
viskor och liknande. Aven elektronisk utrustning fér skanning kan
anvindas om sddan finns tillginglig. I forsta hand bér den metod
utnyttjas som leder till minst integritetsintring. Det ir
polismannens uppgift i det enskilda fallet att avgdra hur visitationen
limpligen bor genomforas.

Av 10§ foljer att en polisman under vissa forutsittningar fir
anvinda vild f6r att genomfora dtgirden. Om ett vapen eller annat
farligt foremdl antriffas finns i annan lagstiftning regler som
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mojliggor att foremdlet kan tas omhand, t.ex. 27 kap. 1§ forsta
stycket 1 eller 3 rittegdngsbalken.

25.3 Forslaget till lag om andring i fangelselagen
(2010:610)

7 kap.
49

En intagen fir std i férbindelse med en annan person genom elektronisk
kommunikation 1 den utstrickning det limpligen kan ske. Sidan
kommunikation fir dock vigras om den

1. kan dventyra sikerheten pd ett sitt som inte kan avhjilpas genom
avlyssning eller kontroll med biometrisk autentisering enligt 5 §,

2. kan motverka den intagnes anpassning 1 samhillet, eller

3. pd annat sitt kan vara till skada fér den intagne eller ndgon annan.

Paragrafen innehdller bestimmelser om en intagens ritt att std 1
forbindelse med en annan person genom elektronisk
kommunikation och nir sdan kommunikation kan vigras. Motiven
till indringarna har redovisats 1 avsnitt 17.3. Bestimmelsen
korresponderar med bestimmelsen 1 5§ dir det framgir att
elektronisk kommunikation fir avlyssnas och kontrolleras med
biometrisk autentisering. En motsvarande bestimmelse finns i
3 kap. 4 § hikteslagen.

I forsta punkten gors ett tilligg som innebir att elektronisk
kommunikation kan vigras om den dventyrar sikerheten pd ett sitt
som inte kan avhjilpas genom biometrisk autentisering. Tilligget
innebdr 1 praktiken att Kriminalvirden utéver avlyssning ges
ytterligare ett verktyg f6r att avhjilpa sikerhetsrisker vid elektronisk
kommunikation. Kriminalvirden behéver, precis som tidigare, gora
en riskbedémning i varje enskilt fall f6r att bedéma om elektronisk
kommunikation kan tillitas. Bestimmelsen innebir att
sikerhetsriskerna kan avhjilpas genom avlyssning, genom kontroll
med biometrisk autentisering eller genom en kombination av dessa
tgirder, allt beroende av vad som ir nddvindigt utifrin
sikerhetsskal.
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For redogorelse av vad som avses med biometrisk autentisering,
se kommentaren till 3 § lagen om anvindning av biometri inom delar
av Kriminalvirdens verksamhet.

5§

Elektronisk kommunikation mellan en intagen och en annan person fir
avlyssnas och kontrolleras med biometrisk autentisering om det ir nédvindigt
av sikerhetsskil. De som ska kommunicera med varandra ska i férvig
informeras om sddan avlyssning och kontroll.

Elektronisk kommunikation mellan en intagen och en advokat som
bitrider den intagne i en rittslig angeligenhet fir inte avlyssnas eller
kontrolleras med biometrisk autentisering.

Paragrafen reglerar férutsittningarna fér kontroll av elektronisk
kommunikation. Bestimmelsen korresponderar med 4 § dir det
anges att en intagen har ritt till elektronisk kommunikation men att
sddan kan vigras bl.a. om den kan dventyra sikerheten pd ett sitt
som inte kan avhjilpas genom avlyssning eller kontroll med
biometrisk autentisering. Motiven till bestimmelsen redovisas i
avsnitt 17.3. En motsvarande bestimmelse finns i 3 kap. 5§
hikteslagen.

Enligt forsta stycket har Kriminalvirden ritt att kontrollera
elektronisk kommunikation genom avlyssning om det dr nédvindigt
av  sikerhetsskil. Genom ulligget 1 bestimmelsen ges
Kriminalvirden méjlighet att dven kontrollera den elektroniska
kommunikationen med biometrisk autentisering. Sikerhetsskil
midste alltsd foreligga dels vid upptagningen av rostprov enligt 8 kap.
12§, dels vid varje tillfille av elektronisk kommunikation. Det ir
dock tllricklig att en framdtsyftande beddmning gillande
upptagning av rostprov och tillstdnd till elektronisk kommunikation
gors baserad pd det underlag som féreligger. Nya uppgifter och
underlag kan p3kalla att ett annat stillningstagande gors. Detta torde
vara i enlighet med hur Kriminalvirden idag hanterar telefontillstdnd
som villkoras av att de avlyssnas.

Begreppet biometrisk autentisering redogérs fér ovan i
kommentaren till 3 § lagen om anvindning av biometri inom delar
av Kriminalvirdens verksamhet.

Genom att Kriminalvirden fir kontrollera elektronisk
kommunikation med biometrisk autentisering kan det under ett
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telefonsamtal mellan en intagen och en annan person, med
jimforelse mot tidigare upptagna rdstprover frdn personerna,
sikerstillas att hela samtalet genomférs mellan de personer som
kontakten har tilldtits for. P4 sd vis minskas risken for att otilldtna
kontakter tas mellan intagna och en person som inte har godkints
for elektronisk kommunikation.

Vad giller upptagning av réstprov frin intagna hinvisas till
kommentaren avseende 8 kap. 1 § och nir det giller upptagning av
rostprov frin andra dn intagna hinvisas till kommentaren avseende
8 kap. 1a8§.

Nir det giller sikerhetsskil som motiverar avlyssning eller
kontroll med biometrisk autentisering eller som t.0.m. kan utgéra
skil for att vigra elektronisk kommunikation, kan sidana bla.
foreligga vid kommunikation med en person som ir misstinkt for
brott eller som har kopplingar till kriminella nitverk, men ocksd
kommunikation som kan utnyttjas till att trakassera ett brottsoffer.
Sddana sikerhetsrisker skulle 1 vissa fall kunna undanréjas genom
avlyssning eller biometrisk autentisering. Andra exempel p& nir
sikerhetsskil motiverar avlyssning eller kontroll med biometrisk
autentisering dr nir det finns skil att tro att den intagne genom
elektronisk kommunikation kommer att séka kontakt med nigon
som telefontillstdnd inte har godkints f6r. Det kan ocksd handla om
situationer nir det finns skil att tro, eller indikationer pd, att den
som ska ha elektronisk kommunikation med en intagen kan komma
att paverkas av andra att medverka till otillitna kontakter. Det kan
t.ex. vara anhdriga som utsitts for pdtryckningar av ett kriminellt
nitverk. Dirutdver kan sikerhetsskil nirmast alltid anses foreligga
for intagna pa sikerhetsavdelning. Avsikten med lagindringen ir att
samma slags sikerhetsskil som redan idag ger grund f6r avlyssning
ska beaktas vid bedémningen om det finns skil for kontroll med
biometrisk autentisering.

Det kan férekomma fall nir sikerhetsriskerna ir av sidan
beskaffenhet att det krivs bide avlyssning och kontroll med
biometrisk autentisering for att den elektroniska kommunikationen
ska kunna idga rum. Det dr Kriminalvirden som gér beddmningen av
om det ir tillrickligt att avlyssna ett samtal eller kontrollera det med
biometrisk autentisering eller om bigge Aatgirderna behover
anvindas samtidigt.
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De som ska kommunicera med varandra ska 1 f6rvig informeras
om avlyssning och kontroll med biometrisk autentisering kommer
att anvindas.

I andra stycket finns ett forbud mot avlyssning av elektronisk
kommunikation mellan en intagen och en advokat som bitrider den
intagne 1 en rittslig angeligenhet. Samma forbud giller enligt den
nya lydelsen av bestimmelsen idven betriffande kontroll med
biometrisk autentisering.

8 kap.
1§

Fotografi, fingeravtryck och réstprov fir tas av en intagen for biometrisk
autentisering eller annan identifiering av honom eller henne.
Med fingeraviryck avses dven handavtryck.

Paragrafen reglerar upptagning av biometriska underlag frin den
som ir intagen 1 fingelse. Bestimmelsen har behandlats i avsnitt
14.3. En motsvarande reglering finns 1 3 § lagen om anvindning av
biometri inom delar av Kriminalvirdens verksamhet. Det hinvisas
dirfor till den kommentaren i relevanta delar.

I forsta stycket gors ett tilligg enligt vilket dven fingeravtryck och
rostprov far upptas. Upprikningen dr uttémmande och det ir alltsd
inte tilldtet att uppta nigra andra biometriska underlag in de som
anges 1 bestimmelsen. Vad som avses med fotografi framgir i
kommentaren till 3 § lagen om anvindning av biometri inom delar
av Kriminalvirdens verksamhet.

P& samma vis som i 3 § lagen om anvindning av biometri inom
delar av Kriminalvirdens verksamhet far de biometriska underlagen
upptas for indamilet biometrisk autentisering, angiende det
begreppet se kommentaren till den bestimmelsen, och annan
identifiering. Nir det giller annan identifiering handlar det 1
fingelseverksamheten om situationer dir det kan finnas behov fér
Kriminalvdrden att identifiera intagna genom manuella metoder,
t.ex. innan teknik har hunnit implementeras inom Kriminalvirden
eller om tekniska 16sningar tillfilligtvis inte fungerar. I sddana
situationer kan Kriminalvirdens personal behéva anvinda ett
sedvanligt fotografi fér en okulir jimforelse. Med annan
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identifiering avses ocksd sékning med biometriska uppgifter som har
tagits fram ur t.ex. ett fotografi bland Kriminalvirdens egna
uppgifter. Ett sddant tillvigagingssitt kan behévas for att identifiera
personer som t.ex. har orsakat ordningsstdrningar pd en rastgird
eller vem som limnade ett visst utrymme senast. Vid sddana tillfillen
kommer Kriminalvrden att behéva anvinda den biometriska
uppgiften, t.ex. ett avsatt fingeravtryck i en lisare i ett passagesystem
eller en inspelad rést frin en ljudupptagning, och med hjilp av
biometriska uppgifter soka bland Kriminalvirdens uppgifter for att
identifiera vem de biometriska uppgifterna tillhér.

Av 10 § forsta stycket 4 och 29 § forsta stycket polislagen foljer
att en kriminalvirdstjinsteman under vissa forutsittningar fir an-
vinda vald for att genomféra Atgirden. Se kapitel 9 dir denna
reglering behandlas nirmare.

For att Kriminalvirden ska f3 anvinda biometrisk autentisering
krivs, enligt 2 kap. 3 § Kriminalvirdens brottsdatalag, dven att
behandling av de biometriska uppgifter som aktualiseras r absolut
noédvindig fér indamélet med behandlingen. Att anvinda biometrisk
autentisering f6r att inom Kriminalvdrden verifiera démdas identitet
ir en dtgird som generellt sett fr anses vara absolut nédvindig. Se
vidare den bedémning som goérs 1 avsnitt 18.2.1. Huruvida
anvindningen av en viss teknisk 16sning gér behandlingen absolut
nodvindig far emellertid avgoras fran fall il fall och bedémningen
kommer att vara beroende av bl.a. vilken teknik som anvinds och
hur dtkomst till uppgifter regleras.

Av andra stycket framgir att med fingeravtryck avses idven
handavtryck. Begreppet har dirmed samma innebord som 1 28 kap.
14 § rittegdngsbalken, 1 kap. 5 § polisens brottsdatalag och 8 kap
7a§ fingelselagen, d.v.s. att dven handavtryck omfattas av
begreppet. Overvigandena finns i avsnitt 14.3.3.

la§

Réstprov far tas av en person som ska ha elektronisk kommunikation med en
intagen, for biometrisk autentisering 1 samband med elektronisk
kommunikation, nér forutsittningar for kontroll med biometrisk antentisering
enligt 7 kap. 5 § foreligger.

En upptagning enligt forsta stycket far endast vidtas mot ndgon som dr
under femton dr om det dr Limpligt.
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Paragrafen, som ir ny, reglerar nir upptagning av biometriska
underlag frdn personer som ska ha elektronisk kommunikation med
en intagen, fir ske. Bestimmelsen har behandlats 1 avsnitt 17.3.

Enligt forsta stycket far rostprov tas upp av andra personer in
intagna under vissa forutsittningar. Det dr bara det biometriska
underlaget réstprov som fir upptas. Bestimmelsen ir uttémmande
och det ir med stéd av den inte tilldtet att uppta nigra andra
biometriska underlag in réstprov.

Bestimmelsen omfattar personer som ska ha elektronisk
kommunikation med intagna. Det ror sig om bla. anhériga,
familjemedlemmar, vinner och andra personer som den intagne vill
ha kontakt med. Det finns emellertid vissa kontakter som aldrig kan
vara aktuella att kontrollera med biometrisk autentisering. I de fallen
finns inte heller skil for att uppta rostprov. Det handlar om kontakt
mellan en intagen och en advokat, en svensk myndighet eller ett
internationellt organ som har av Sverige erkind behorighet att ta
emot klagomadl frin enskilda. Dirmed avses t.ex. den europeiska
domstolen f6r de minskliga rittigheterna och FN:s kommitté mot
tortyr. Det motsvarar vad som anges 1 7 kap. 6 § om forsindelser
som inte fir granskas.

Genom hinvisningen till 7 kap. 5 § tydliggors att réstprov endast
far tas upp nir det av sikerhetsskil ir nédvindigt att kontrollera den
elektroniska kommunikationen genom biometrisk autentisering. Se
kommentaren till 7 kap. 5 § {6r vidare beskrivning av vad som menas
med sikerhetsskil. Sikerhetsskil mdiste alltsd foreligga dels vid
upptagningen av rostprov, dels vid varje tillfille av elektronisk
kommunikation.

I bestimmelsen anges att upptagning av biometriska underlag
endast fir ske f6r indam4let biometrisk autentisering. Vad som avses
med biometrisk autentisering framgdr av kommentaren till 3 § lagen
om anvindning av biometri inom delar av Kriminalvdrdens
verksamhet. Bestimmelsen ger alltsd Kriminalvirden méjlighet att
anvinda réstprov for att genom tekniska losningar utféra biometrisk
autentisering 1 syfte att verifiera att en viss person dr samma person
som limnade det ursprungliga biometriska underlaget. Rostprov
fr&n andra dn intagna fir inte upptas f6r ndgot annat indamal. Det ir
alltsd inte tillitet att med stéd av bestimmelsen ta upp réstprov frin
andra in intagna for annan identifiering. Det innebir att
Kriminalvirden inte kommer att i anvinda réstproven f6r sokning
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1 sina egna uppgifter. Vad giller réstprov frin intagna s& gors sddan
upptagning med stdd av bestimmelsen i 8 kap. 1 §.

I vissa fall kan det vara oproportionerligt att ta réstprov. S3 kan
vara fallet nir den intagne endast ska verkstilla ett kortare
fingelsestraff och den elektroniska kommunikationen inte kommer
att bestd av mer in ett kontakttillfille. Om det 1 sddana situationer
gdr att genomfora den elektroniska kommunikationen genom
avlyssning bér den metoden anvindas i stillet.

Av andra stycket f6ljer att upptagning av réstprov frin barn som
ir under femton &r endast f&r ske om det dr limpligt. Generellt fir
alltsd rostprov upptas frdn den person som ska ha elektronisk
kommunikation med en intagen oavsett personens &lder. Det finns
emellertid situationer nir en sidan upptagning inte l3ter sig goras
med hinsyn till att barnet ir s3 litet att det inte f6rmér limna nigot
rostprov. I de fallen dr en upptagning naturligtvis inte limplig.

7a§

Fingeravtryck, salivprov f6r dna-analys och fotografi av ansikte ska tas av
en intagen vid verkstillighet av en dom eller ett beslut pd fingelse, om
sddana uppgifter om den intagne inte finns i biometriregister som fors
enligt lagen (2018:1693) om polisens behandling av personuppglfter inom
brottsdatalagens omrdde. Upptagningen ska goras s3 snart som mojligt
efter det att verkstilligheten har inletts.

Fingeravtryck, salivprov f6r dna-analys och fotografi av ansikte fir tas
pd nytt, om det finns sirskilda skal.

Med fingeravtryck avses dven handavtryck.

Upptagningen ska utféras av Kriminalvirden eller, om det ir limpligare,
Polismyndigheten. Om Kriminalvirden utfér upptagningen ska underlagen
och de biometriska uppgifter som tas fram ur dessa forstoras av
Kriminalvirden omedelbart efter det att underlagen har tagits emot av
Polismyndigheten.

Bestimmelserna giller inte vid verkstillighet av beslut om férvandling
av boter enligt botesverkstillighetslagen (1979:189) 1 de fall férvandlings-
straffet endast avser brott dir fingelse inte ingdr i straffskalan. Bestimmel-
serna giller inte heller vid verkstillighet av beslut om férvandling av vite
enligt den lagen.

Bestimmelsen har behandlats i1 avsnitt 14.3.3. Genom tilligget

tydliggérs vad som redan fir anses gilla; att med fingeravtryck avses
dven handavtryck.
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25.4  Forslaget till lag om andring i hdkteslagen
(2010:611)

3 kap.
49

En intagen fir std i férbindelse med en annan person genom elektronisk
kommunikation i den utstrickning det limpligen kan ske.

Elektronisk kommunikation fir vigras om den kan dventyra sikerheten
pd ett sitt som inte kan avhjilpas genom avlyssning eller kontroll med
biometrisk autentisering enligt 5 §. Om den intagne har utsett en férsvarare
som inte uppfyller de krav som stills i 21 kap. 5§ forsta stycket
rittegdngsbalken, fir dock elektronisk kommunikation mellan den intagne
och forsvararen endast vigras om det ir nddvindigt for att avvirja fara for
ndgons liv, fysiska hilsa eller frihet.

Elektronisk kommunikation mellan en intagen och hans eller hennes
offentliga férsvarare fir inte vigras. Detsamma giller elektronisk
kommunikation mellan en intagen och en férsvarare som den intagne har
utsett om férsvararen uppfyller de krav som stills 1 21 kap. 5§ férsta
stycket rittegingsbalken.

Paragrafen innehiller bestimmelser om en intagens ritt att std 1
forbindelse med en annan person genom elektronisk
kommunikation och nir sdan kommunikation kan vigras. Motiven
tll dndringarna har redovisats 1 avsnitt 17.3. Bestimmelsen
korresponderar med bestimmelsen 1 5§ dir det framgdr att
elektronisk kommunikation fir avlyssnas och kontrolleras med
biometrisk autentisering. En motsvarande bestimmelse finns 7 kap.
4 § fingelselagen.

[ andra stycket gors ett tilligg som motsvarar vad som féreslds i
7 kap. 4 § fingelselagen och det hinvisas till den kommentaren.

5§

Elektronisk kommunikation mellan en intagen och en annan person fir
avlyssnas och kontrolleras med biometrisk autentisering, om det ir
nddvindigt av sikerhetsskil. De som ska kommunicera med varandra ska i
férvig informeras om sddan avlyssning och kontroll.

Elektronisk kommunikation mellan en intagen och hans eller hennes
forsvarare fir inte avlyssnas eller kontrolleras med biometrisk autentisering.
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Paragrafen reglerar forutsittningarna fér kontroll av elektronisk
kommunikation. Bestimmelsen korresponderar med 4 § dir det
anges att en intagen har ritt till elektronisk kommunikation men att
sddan kan vigras om den kan dventyra sikerheten pd ett sitt som inte
kan avhjilpas genom avlyssning eller kontroll med biometrisk
autentisering. Motiven till bestimmelsen har redovisats i avsnitt
17.3. En motsvarande bestimmelse finns i 7 kap. 5 § fingelselagen
och det hinvisas till den kommentaren.

Nir det giller sikerhetsskil som motiverar avlyssning eller
kontroll med biometrisk autentisering eller t.o.m. kan utgéra skl
for att vigra elektronisk kommunikation, kan sddana féreligga 1
samma situationer som redovisas i kommentaren till 7 kap. 5§
fingelselagen. Diaremot kan det inte, pd det vis som anges f6r intagna
pd sikerhetsavdelning, regelmissigt anses foreligga sikerhetsskil fér
intagna pd sikerhetshikte. P4 ett sddant hikte kan nimligen dven
intagna som inte utgdr sirskilda sikerhetsrisker placeras varfor en
bedémning alltid behdver goras for varje enskilt fall.

Vad giller upptagning av réstprov frin intagna hinvisas till
kommentaren avseende 4 kap. 1 § och nir det giller upptagning av
rostprov frin andra dn intagna hinvisas till kommentaren avseende

4 kap. 1a8§.

4 kap.
1§

Kriminalvdrden fir ta fotografi, fingeravtryck och rostprov av en intagen for
biometrisk autentisering eller annan identifiering av honom eller henne.

Med fingeravtryck avses dven handaviryck.

Upptagning enligt denna bestimmelse far inte genomféras om det kan antas
att den intagne kommer att vara intagen 1 hikte eller annan forvaringslokal
endast under begrinsad tid.

Paragrafen, som ir ny, reglerar upptagning av biometriska underlag
frdn den som ir intagen 1 hikte. Bestimmelsen har behandlats 1
avsnitt 15.3. En motsvarande reglering finns 1 3§ lagen om
anvindning av biometri inom delar av Kriminalvirdens verksamhet.
Det hinvisas dirfor till den kommentaren i relevanta delar.

I forsta stycket anges att det dr Kriminalvirden som fir ta upp
biometriska underlag. Avsikten ir att tydliggora att reglerna om
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upptagning av biometriska underlag i hikteslagen endast giller
Kriminalvirden och inte nigon annan myndighet som tillimpar
hikteslagen. Begrinsningen innebir att upptagning av biometriska
underlag ir tilliten inom Kriminalvirdens ordinarie verksamhet men
dven den verksamhet som Kriminalvirden genom 6verenskommelse
med polisen pd vissa stillen bedriver f6r polisens rikning.

Nir det 1 6vrigt giller forsta och andra stycket motsvarar de vad
som foreslds 1 8 kap. 1§ fingelselagen och det hinvisas till den
kommentaren.

I tredje stycket framgdr att upptagning av biometriska underlag
inte fir komma 1 friga om det kan antas att personen kommer att
vara frihetsberévad under begrinsad tid. Med uttrycket begrinsad
tid avses en tidsrymd om maximalt ett till tvd dygn. Det handlar
alltsd om frihetsberdvanden som hos Kriminalvirden ir kortvariga
till sin natur och dir en upptagning av biometriska underlag inte
framstdr som proportionerlig. Som exempel kan anges
frihetsberévanden enligt lag om omhindertagande av berusade
personer m.m., lag om vird av missbrukare, lag med sirskilda
bestimmelser om vird av unga, lag om verkstillighet av sluten
ungdomsvdrd, lag om psykiatrisk tvingsvdrd och lag om
rittspsykiatrisk  vird. Frihetsberévanden enligt nyssnimnda
regelverk fir hos Kriminalvirden i praktiken aldrig vara annat in
kortvariga och det kan dirfor regelmissigt antas att sidana
frihetsberévanden kommer att bestd under begrinsad tid.

En person som ir gripen ska enligt 24 kap. 8 § rittegdngsbalken
héras si snart som mojligt och gripande anmilas till 3klagare
skyndsamt. I praktiken tillimpas 23 kap. 9 § rittegingsbalken av
vilken framgdr en skyldighet att stanna kvar f6r férhor 1 upp till sex
timmar och, om det ir av synnerlig vikt att den som kan misstinkas
for brottet dr tillginglig for fortsatt forhor, skyldighet att kvarstanna
1 ytterligare sex timmar. Direfter miste ett beslut om anhéllande
fattas om personen i friga ska vara fortsatt frihetsberévad.

Gripna personer kommer alltsi som huvudregel att kunna
kvarhillas maximalt tolv timmar. Eftersom ett gripande kan komma
att vara endast under en begrinsad tid boér det som huvudregel inte
vara aktuellt att ta upp ndgra biometriska underlag di. Det fir i stillet
ske om ett beslut om anhillande fattas. Ett anhillande fir bestd
under tre dygn, jimfor 24 kap. 12 § rittegidngsbalken, och dirmed
har den begrinsade tid som avses 1 bestimmelsen passerat.
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Kriminalvirden behover 1 de fallen inte gora nigon bedémning av
troligheten 1 att anhillandet bestdr under hela den tillitna
tidsperioden. Detsamma giller en person som ir hiktad. I de fallen
kan Kriminalvirden alltid ta upp biometriska underlag.

la$

Kriminalvdrden fir ta rostprov av en person som ska ha elekironisk
kommunikation med en intagen, for biometrisk autentisering i samband med
elektronisk kommunikation, ndr forutsittningar for kontroll med biometrisk
autentisering enligt 3 kap. 5 § foreligger.

En upptagning enligt forsta stycket far endast vidtas mot ndgon som dr
under femton dr om det dr Limpligt.

Paragrafen, som ir ny, reglerar nir upptagning av biometriska
underlag frén personer som ska ha elektronisk kommunikation med
en intagen fir ske. Bestimmelsen har behandlats 1 avsnitt 17.3. En
motsvarande reglering finns i 8 kap. 1 a § fingelselagen. Det hinvisas
dirfor till den kommentaren.

I forsta stycket anges att det dr Kriminalvirden som fir ta upp
biometriska underlag. Avsikten ir att tydliggora att reglerna om
upptagning av biometriska underlag i hikteslagen endast giller
Kriminalvirden och inte nigon annan myndighet som tillimpar
hikteslagen. Begrinsningen innebir att upptagning av biometriska
underlag ir tilldten inom Kriminalvirdens ordinarie verksamhet men
dven den verksamhet som Kriminalvirden genom 6verenskommelse
med polisen pd vissa stillen bedriver f6r polisens rikning.

25.5 Forslaget till lag om andring i
kriminalvardsdatalagen (2018:1235)

6§

Det 4r férbjudet att utféra sékningar i syfte att i fram ett urval av personer
grundat pd kinsliga personuppgifter.

Sokforbudet hindrar inte sékning 1 personuppgifter i sikerhetsregistret
1 syfte att f8 fram ett urval av personer grundat pd etniskt ursprung,
politiska 3sikter, religios eller filosofisk dvertygelse eller uppgifter som ror
hilsa, sexualliv eller sexuell liggning.

Sokforbudet hindrar inte sékning i personuppgifter i syfte att fa fram ett
urval av personer grundat pd biometriska uppgifter.
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Genom tilligget 1 tredje stycket blir det tillitet f6r Kriminalvirden
att gora sokningar med biometriska uppgifter. Overvigandena finns
1avsnitt 15.3.

Enligt forsta stycket dr det forbjudet att utféra sokningar 1 syfte
att f4 fram ett urval av personer grundat pd kinsliga personuppgifter.
I andra stycket anges att sokfoérbudet 1 férsta stycket inte hindrar
sokning 1 Kriminalvirdens sikerhetsregister 1 syfte att {3 fram ett
urval av personer grundat pd etniskt ursprung, politiska &sikter,
religios eller filosofisk overtygelse eller uppgifter som ror hilsa,
sexualliv eller sexuell liggning.

Enligt tilligget 1 tredje stycket fir sékningar goras 1 syfte att fa
fram ett urval av personer grundat iven pi biometriska uppgifter.
S&dana sokningar ir inte begrinsade till sikerhetsregistret och kan
aktualiseras av framfér allt sikerhetsskil. Det handlar om att
Kriminalvirden efter en sikerhetsincident kan behéva identifiera
t.ex. vem som 1 en passagekontroll avsatt sitt fingeravtryck vid en
viss tidpunkt. S6kning kan ocksg vara motiverat for att med hjilp av
en rostupptagning séka bland tidigare upptagna réstprov for att
identifiera vem, ocksi di i forsta hand vid en sikerhetsincident, som
talar pd en inspelning.

Mojligheten att gora sokningar enligt bestimmelsen giller enligt
5 § kriminalvirdsdatalagen forutsatt att det dr absolut nédvindigt
for syftet med behandlingen.

25.6 Forslaget till lag om andring i lagen
(2018:1699) om kriminalvardens behandling av
personuppgifter inom brottsdatalagens omrade

3 kap.
5§

Sokforbudet 1 2 kap. 14§ brottsdatalagen (2018:1177) hindrar inte
sokningar 1 syfte att i fram ett urval av personer grundat pd etniskt
ursprung, politiska dsikter, religios eller filosofisk 6vertygelse eller
uppgifter som ror hilsa, sexualliv, sexuell liggning eller biometriska
uppgifter om sdékningen gors 1 personuppgifter som har gjorts gemensamt
tillgingliga med stéd av 2 § 1, 2, 3 eller 5.
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I bestimmelsen regleras nir Kriminalvirden fir anvinda kinsliga
personuppgifter vid sékning 1 gemensamt tillgingliga uppgifter.
Genom tilligget tilldts Kriminalvirden att soka dven pd biometriska
uppgifter. Overvigandena finns i avsnitt 14.3, 15.3 och 16.3.

I paragrafen gors undantag frin sokférbudet i 2 kap. 14§
brottsdatalagen. Enligt tilligget far sokningar goras i syfte att fi fram
ett urval av personer grundat dven pd biometriska uppgifter. Sddana
sokningar aktualiseras av framfér allt sikerhetsskil. Det handlar om
att Kriminalvirden efter en sikerhetsincident kan behéva identifiera
t.ex. vem som i en passagekontroll avsatt sitt fingeravtryck vid en
viss tidpunkt. S6kning kan ocksd vara motiverat for att med hyilp av
en rostupptagning sdka bland tidigare upptagna rostprov for att
identifiera vem som talar pd en inspelning, ocksd di i f6rsta hand
efter en sikerhetsincident. P4 samma vis kan det vara motiverat att
anvinda en bild frin en kameradvervakningsupptagning for att
underséka om en person som befinner sig pd ett anstaltsomrdde ir
en intagen eller en okind person.

En forutsittning for att f gora sékningen ir emellertid enligt
2kap. 3§ Kriminalvirdens brottsdatalag att den ir absolut
nddvindigt f6r indamélet med behandlingen.

5 kap.
10§

Biometriska uppgifter som har tagits fram {or biometrisk autentisering av
en person som démts till en pdfolid som ska verkstillas inom
Kriminalvdrden, fir inte behandlas lingre in tre minader efter att den
senaste pdfoliden helt har verkstillts eller upphért av annat skil.

I paragrafen anges en sirskild lingsta tid for behandling av
biometriska uppgifter. Fér sddana uppgifter giller alltsd inte dvriga
bestimmelser 1 kapitlet om lingsta tid for behandling.
Overvigandena finns i avsnitt 20.4.

Genom indringen i bestimmelsen gors regeln om lingsta tid for
behandling tillimplig f6r biometriska uppgifter som har tagits fram
frdn en démd person, oavsett om personen har verkstillt ett
fingelsestraff eller en annan pifoljd. Med biometriska uppgifter
avses de s.k. biometriska mallarna, som tas fram ur biometriska
underlag for att verifiera en persons identitet med hjilp av

500



Ds 2025:31 Foérfattningskommentar

biometrisk autentisering. Se mer om begreppen biometriska
underlag, biometriska uppgifter och biometrisk autentisering i
kommentaren till 3 § lagen om lagen om anvindning av biometri
inom delar av Kriminalvirdens verksambhet.

De biometriska uppgifterna fr alltsd inte behandlas lingre in tre
mdnader efter det att den senaste paféljden helt har verkstillts eller
upphort av annat skil. Lingsta tid for behandling av de biometriska
underlagen framgar av 3 eller 6 §§.

11§

Biometriska uppgifter som bar tagits fram for biometrisk autentisering av en
person som har varit anhdllen eller hiktad och som inte bar domis till en
pafolid som ska verkstillas inom Kriminalvdrden, fir inte bebandlas lingre in
tre mdnader efter det att anhillandet eller hiktningen hivdes.

I paragrafen, som ir ny, anges en sirskild lingsta tid f6r behandling
av biometriska uppgifter som har tagits fram fér biometrisk
autentisering av personer som har varit anh8llna respektive hiktade
och som inte har domts till en pdféljd som ska verkstillas inom
Kriminalvirden. For sidana uppgifter giller alltsd inte 6vriga
bestimmelser 1 kapitlet om lingsta td foér behandling.
Overvigandena finns i avsnitt 20.4.

Bestimmelsen giller biometriska uppgifter bide frin den som har
varit anhdllen och den som har varit hiktad.

Den lingsta tid som anges 1 paragrafen omfattar biometriska
uppgifter som har tagits fram for att anvindas som jimférelse vid
biometrisk autentisering. Med biometriska uppgifter avses de s.k.
biometriska mallar, som tas fram ur biometriska underlag for att
verifiera en persons identitet med hjilp av biometrisk autentisering.
Se mer om begreppen biometriska underlag, biometriska uppgifter
och biometrisk autentisering i kommentaren till 3 § lagen om
anvindning av biometri inom delar av Kriminalvirdens verksamhet.

De biometriska uppgifterna fir inte behandlas lingre in tre
ménader efter det att anhillandet eller hiktningen hivdes. Det
innebir t.ex. att uppgifter betriffande en hiktad person som férsitts
pid fri fot medan férundersdékning fortfarande pigdr inte fir
behandlas efter tre manader frin det att anhéllandet eller hiktningen
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hivdes, dven om det vid det tillfillet fortfarande ir oklart om
personen kommer att démas eller inte.

De biometriska underlagen fir emellertid behandlas enligt
reglerna 1 4§ och 8§, d.v.s. som lingst 1 fem ar efter det att
hiktningen hivdes fér en hiktad person och tio &r efter det att
anhillandet hivdes for en anhillen person. Det innebir att de
biometriska underlagen under hela den tiden kan behandlas for att
ta fram (nya) biometriska uppgifter, vilket aktualiseras om en person
som har slippts frin hikte och fitt sina biometriska uppgifter
raderade sedermera ska verkstilla ett fingelsestraff eller pafsl;jd.

Det kan diremot finnas skil att uppta de biometriska underlagen
pa nytt. S3 kan vara fallet om personen t.ex. har indrat utseende. En
upptagning far i s fall ske med stdd av bestimmelser 1 fingelselagen
eller bestimmelser i regelverken rérande paféljder inom frivirden.

Nir det giller biometriska uppgifter frén en person som ska vara
kvar 1 hikte till dess fingelsestraffet fir verkstillas eller som déms
inom tre minader frin det att anhdllandet eller hiktningen hivdes,
fir de biometriska uppgifterna fortfarande behandlas medan
personen verkstiller ett fingelsestraff eller en paféljd. De
uppgifterna far d& inte behandlas lingre in vad som framgr av 10 §.

12§

Uppgifter om en person som, i syfte att verkstilla ett fingelsestraff eller en
péfolid, bar instillt sig hos Kriminalvdrden men inte kunnat identifiera sig och
som efter en jimforelse enligt 4 § lag (2026:000) om anvindning av biometr:
inom delar av Kriminalvdrdens verksambet, fortfarande inte bar kunnat
identifieras, far inte lingre behandlas.

I paragrafen, som ir ny, anges en sirskild lingsta tid for behandling
av uppgifter om en person som, i syfte att verkstilla ett fingelsestraff
eller en pafoljd, instillt sig hos Kriminalvirden men inte kunnat
identifiera sig. For sddana uppgifter giller alltsd inte 6vriga
bestimmelser 1 kapitlet om lingsta tid for behandling.
Overvigandena finns i avsnitt 20.4.

Om det efter en jimforelse av uppgifter inte gir att identifiera
personen och det inte heller genom férnyade férsék pd andra sitt
gdr att identifiera personen som den personen utger sig for att vara,
kan verkstillighet inte inledas. I det fallet har Kriminalvirden ingen
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ritt att behandla personuppgifter om personen. Biometriska
underlag, biometriska uppgifter och eventuella andra uppgifter som
behandlas om personen fir d4 inte lingre behandlas.

13§

Réstprov och biometriska uppgifter som har tagits fram for biometrisk
autentisering enligt 8 kap. 1 a § fingelselagen (2010:610), far inte bebandlas
lingre dn den tidpunkt di den intagne, som den elektroniska
kommunikationen bar skett med, friges frin anstalt.

I paragrafen, som ir ny, anges lingsta tid f6r behandling av réstprov
och biometriska uppgifter som har tagits fram for biometrisk
autentisering enligt 8 kap. 1a § fingelselagen av en person som ska
ha elektronisk kommunikation med en intagen. Overvigandena
finns 1 avsnitt 20.4.

Med biometriska uppgifter avses de s.k. biometriska mallar, som
tas fram ur biometriska underlag f6r att verifiera en persons identitet
med hjilp av biometrisk autentisering. Se mer om begreppen
biometriska underlag, biometriska uppgifter och biometrisk
autentisering 1 kommentaren till 3 § lagen om lagen om anvindning
av biometri inom delar av Kriminalvirdens verksambhet.

Av integritetsskil bor varken biometriska underlag eller
biometriska uppgifter av den som har elektronisk kommunikation
med en intagen fi behandlas efter den tidpunkt d& den intagne har
frigetts frin anstalt. Bestimmelsen om lingsta tid for behandling
giller dirfor bidde det biometriska underlaget (réstprovet) som
sddant och de biometriska uppgifter som har tagits fram ur
rostprovet.

Det kan uppstd situationer dir behovet av att behandla andra
personers rostprov och biometriska uppgifter upphor innan den
intagne friges. Det handlar om situationer nir uppgifterna av andra
skil inte lingre behover behandlas, som att personen inte lingre vill
eller kan delta i elektronisk kommunikation med den intagne. I de
fallen kan Kriminalvirden enligt dataskyddsregelverket behéva
upphora behandlingen av uppgifterna tidigare.

Bestimmelsen giller réstprov och biometriska uppgifter av de
personer som har elektronisk kommunikation med en intagen. Nir
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det giller lingsta tid f6r behandling av motsvarande uppgifter
gillande en intagen giller reglerna i3 och 6 §§.

14§

Biometriska uppgifter som har tagits fram for biometrisk autentisering enligt
4 kap 1 a § hikteslagen (2010:611), fr inte lingre behandlas om anbdllandet
eller  hikiingen av den intagne med wilken den elektroniska
kommunikationen har skett, hévs.

I paragrafen, som ir ny, anges lingsta tid foér behandling av
biometriska uppgifter som har tagits fram fér biometrisk
autentisering enligt 4 kap. 1 a § hikteslagen av en person som har
elektronisk kommunikation med en intagen. Overvigandena finns i
avsnitt 20.4.

Med biometriska uppgifter avses de s.k. biometriska mallar, som
tas fram ur biometriska underlag f6r att verifiera en persons identitet
med hjilp av biometrisk autentisering. Se mer om begreppen
biometriska underlag, biometriska uppgifter och biometrisk
autentisering 1 kommentaren till 3 § lagen om lagen om anvindning
av biometri inom delar av Kriminalvirdens verksamhet.

Av integritetsskil bor inte biometriska uppgifter av den som har
elektronisk kommunikation med en intagen 8 behandlas efter den
tidpunkt di anhillandet eller hiktningen av den intagne har hivts.
En sirskild regel for lingsta tid av behandling av biometriska
underlag (réstprov) framgir dock av 15 §.

Det kan uppstd situationer dir behovet av att behandla andra
personers biometriska uppgifter upphor innan det att ett anhdllande
eller hiktning hivs. Det handlar om situationer nir uppgifterna av
andra skil inte lingre behdver behandlas, som att personen inte
lingre vill eller kan delta 1 elektronisk kommunikation med den
intagne. I de fallen kan Kriminalvirden enligt dataskyddsregelverket
behova radera uppgifterna tidigare.

Om hiktningen inte hivs utan den intagne ska stanna kvar 1 hikte
till dess fingelsestraffet far verkstillas f&r de biometriska uppgifterna
om den andre personen fortfarande behandlas nir den intagne
sedermera ska verkstilla fingelsestraffet. De uppgifterna fir d3 inte
behandlas lingre in vad som framgir av 13 §.
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Bestimmelsen giller biometriska uppgifter av de personer som
har elektronisk kommunikation med en intagen. Nir det giller
lingsta tid for behandling av motsvarande uppgifter gillande en
intagen giller reglerna 13 och 4 §§.

15§

Réstprov som har tagits med stod av 4 kap. 1 a § hikteslagen (2010:611) far
inte behandlas lingre én tvd dr fran det att anbdllandet eller hiktningen av den
intagne med vilken den elektroniska kommunikationen bar skett, hivdes.

Réstproven far dock inte lingre behandlas om den intagne, med vilken den
elektroniska kommunikationen har skett, inom tvddrsperioden frikinns eller
doms till en annan pdfolid in fingelse.

Om den intagne, med vilken den elektroniska kommunikationen har skett,
paborjar verkstillighet av fingelse i kriminalvdrdsanstalt inom tvddrsperioden
far rostprovet bebandlas i enlighet med vad som anges i 13 §.

I paragrafen, som ir ny, anges lingsta tid fér behandling av réstprov
som har upptagits enligt 4 kap. 1 a § hikteslagen av en person som
har elektronisk kommunikation med en intagen. Overvigandena
finns 1 avsnitt 20.4.

Av forsta stycket framgir att rostprov frin den som har haft
elektronisk kommunikation med en intagen, inte fir behandlas
lingre dn tvd ir efter det att anhdllandet eller hiktningen av den
intagne med vilken elektronisk kommunikation har skett, har hivts.
Det rider alltsd skillnad 1 lingsta tilldtna tid f6r behandling vad giller
rostprovet som sidant (d.v.s. underlaget) och de biometriska
uppgifter som har tagits fram ur rostprovet. Lingsta tid for
behandling avseende de biometriska uppgifterna framgér av 14 §.

Skilet till ordningen med separata lingsta tillitna tider foér
behandling ir att det ska finnas en mojlighet for Kriminalvirden att
fortsatt kunna behandla réstprovet om det visar sig att den intagne
ska verkstilla ett fingelsestraff. Syftet med ordningen ir att en
intagens anhérig som har limnat réstprov for elektronisk
kommunikation pd hiktet inte ska behéva limna rostprov pd nytt
fér sddan kommunikation i anstalt. Férst om det gir lingre tid dn
tvd &r mellan hiktning och verkstillighet blir det aktuellt att ta upp
rostprovet pd nytt.

Om hiktningen inte hivs utan den intagne ska stanna kvar 1 hikte
till dess fingelsestraffet far verkstillas fir rostprovet frin den andre
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personen fortfarande behandlas nir den intagne sedermera ska
verkstilla fingelsestraffet. Den uppgiften fir di inte behandlas
lingre dn vad som framgarav 13 §.

Av andra stycket framgir att den tviirsregel som uppstills 1
forsta stycket inte lingre giller om den intagne frikinns eller doms
till en annan pafsljd dn fingelse. I de tvd fallen kommer réstprovet
frdn den som tidigare har haft elektronisk kommunikation med en
intagen inte lingre att behovas. Det saknas dirfor anledning att
fortsatt behandla uppgiften.

I tredje stycket anges att rostprovet fortsatt far behandlas om den
intagne, med vilken den elektroniska kommunikationen har skett,
piborjar verkstillighet av fingelsestraff inom tviirsperioden. I de
fallen fir uppgiften inte behandlas lingre in vad som framgarav 13 §.

25.7 Forslaget till lag om dndring i lagen (2020:616)
om verkstallighet av ungdomsévervakning

9a§

Fotografi, fingeravtryck och rostprov far tas av den domde for biometrisk
autentisering eller annan identifiering av honom eller henne.
Med fingeravtryck avses dven handaviryck.

Paragrafen, som ir ny, reglerar upptagning av biometriska underlag
frén den som ir démd till ungdomsoévervakning. Bestimmelsen har
behandlats i avsnitt 16.3. En motsvarande reglering finns i 3 § lagen
om anvindning av biometri inom delar av Kriminalvirdens
verksamhet. Det hinvisas till den kommentaren i relevanta delar.

25.8 Forslaget till lag om andring i lagen
(2025:1053) om verkstéllighet av fangelsestraff
med elektronisk dvervakning

2 kap.
6§

Vid verkstillighet enligt denna lag ska Kriminalvirden foreligga den démde
att instilla sig f6r upptagning av fingeravtryck, salivprov {ér dna-analys och
fotografi av ansikte om sidana uppgifter om den démde inte finns i
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biometriregister som fors enligt lagen (2018:1693) om polisens behandling
av personuppgifter inom brottsdatalagens omrdde. Upptagningen ska goras
s& snart som mojligt efter det att verkstilligheten har inletts. Av
foreliggandet ska det framg3 att beslutet om verkstillighet kan komma att
upphivas om foreliggandet inte {6ljs.

Med fingeravtryck avses dven handavtryck.

Kriminalvidrden fir foreligga den démde att instilla sig fér sidan
upptagning pi nytt, om det finns sirskilda skil.

Upptagningen ska utféras av Polismyndigheten.

Bestimmelsen har behandlats 1 avsnitt 16.3. Genom tilligget tydlig-
gors vad som redan fir anses gilla; att med fingeravtryck avses dven
handavtryck.

7§

Fotografi, fingeravtryck och rostprov fir tas av den domde fér biometrisk
autentisering eller annan identifiering av honom eller henne.

Med fingeravtryck avses dven handavtryck.

En upptagning enligt denna bestimmelse fir endast anvindas om den stir
i rimlig proportion till syftet med upptagningen. Om en mindre ingripande
drgird dr tillricklig ska den anvindas.

Paragrafen reglerar upptagning av biometriska underlag frin den
som ska verkstilla ett fingelsestraff med elektronisk évervakning 1
sin egen bostad eller kontrollerat boende. Bestimmelsen har
behandlats 1 avsnitt 16.3. En motsvarande reglering finns i 3 § lagen
om anvindning av biometri inom delar av Kriminalvirdens
verksamhet. Det hinvisas till den kommentaren i relevanta delar.

I tredje stycket klargdrs att upptagning av biometriska underlag
ska provas mot den s.k. proportionalitetsprincipen. Kravet pad
proportionalitet omfattar sdvil ett beslut om en kontroll- eller
tvdngsdtgird som genomfdrandet av den.

Proportionalitetsprincipen innebdr att varje kontroll- och
tvdngsdtgird som vidtas ska féregds av en intresseavvigning, i syfte
att préva om oligenheterna med &tgirden stir i rimlig proportion till
vad som stdr att vinna med den. En bedémning av itgirdens art,
styrka, rickvidd och varaktighet miste dirfér goras 1 varje enskilt
fall. En sidan intresseavvigning kan leda till att en 8tgird inte alls ska
vidtas, om den bedéms fi skadeverkningar som inte dr rimliga 1
forhillande till vad som efterstrivas.
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Uppdrag att foresla utdbkade
mojligheter att anvéanda biometri |
Kriminalvardens verksamhet

Sammanfattning

En utredare ges i uppdrag att se dver de rittsliga forutsittningarna
for en utdkad anvindning av biometri 1 Kriminalvirdens verksamhet.
Syftet med 6versynen ir att sikerstilla att Kriminalvirden har
tillgdng till limpliga och flexibla biometriska verktyg for att kunna
bedriva en s& effektiv verksamhet som mgjligt samtidigt som
sikerheten stirks. Utredaren ska foresld de forfattningsindringar
som behovs. Uppdraget ska redovisas senast den 7 november 2025.

Behovet av en utredning

Den organiserade brottsligheten ir ett av vir tids storsta samhills-
problem. For att vinda utvecklingen pigér ett intensivt reformarbete
inom kriminalpolitikens omrdde. Det har lett till bide att fler
frihetsberdvas och att frihetsberévande pafoljder pagir under lingre
tid. Den utvecklingen f6rvintas fortsitta.

Mot den bakgrunden pigir en omfattande utbyggnad av antalet
hiktes- och anstaltsplatser. Aven om det inom Kriminalvirden
samtidigt planeras f6r en betydande okning av antalet anstillda
kommer dkningen av antalet intagna i hikten och anstalter innebira
att bemanningstitheten kommer att sinkas. Aven andra tgirder
mdste alltsd till for att Kriminalvdrden ska kunna svara upp mot de
nya krav som stills pd verksamheten. Ett led 1 det ir att pa ett bittre
sitt dn idag ta tillvara de mojligheter till effektivisering som
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digitaliseringen av samhillet och den tekniska utvecklingen 1 dvrigt
fort med sig.

Biometri ir ett samlingsnamn f6r sidan automatiserad teknik som
syftar till att identifiera en person eller avgéra om en pistddd
identitet dr riktig. En biometrisk autentisering innebir att en
elektronisk mitning gors av ndgons fysiska karaktirsdrag, t.ex. av
fingeravtryck, nithinna eller ansiktsgeometri (se prop. 2021/22:119,
s. 173). Biometrisk autentisering anvinds idag i ménga olika
sammanhang fér att bekrifta en persons identitet eller behérighet,
t.ex. for att 1sa upp mobiltelefoner och surfplattor eller i samband
med tilltride till en fastighet.

Mojligheten att identifiera personer med hjilp av biometriska
uppgifter har kommit att {3 allt storre betydelse ocksd inom det
kriminalpolitiska omridet. Genom jimférelser av dna-profiler,
fingeravtryck, ansiktsbilder, réstupptagningar och liknande okar
mojligheterna att identifiera den som har begitt ett brott. I oktober
2024 limnade regeringen 1 propositionen Biometri i
brottsbekimpningen ett antal férslag som innebir utokade
mojligheter att  anvinda  biometriska uppgifter 1 den
brottsbekimpande verksamheten (prop. 2024/25:37).

Inom Kriminalvirden skulle méjligheten att identifiera framfor
allt intagna med hjilp av biometriska uppglfter kunna innebira
effektiviseringar och  kostnadsbesparingar 1 myndlghetens
verksamhet, inte minst genom att det skulle forenkla vissa
arbetsmoment som kriver betydande personalresurser. Genom att
frigora dessa resurser skulle ocksi sikerheten i1 den 6vriga
verksamheten kunna stirkas. Det saknas dock idag rittsliga
forutsittningar for Kriminalvirden att anvinda sig av biometrisk
autentisering.

I departementspromemorian En modernare lagstiftning foér
kriminalvirdens personuppgiftsbehandling (Ds 2023:21) limnades
dirfor forslag som skulle gora det mojligt f6r Kriminalvirden att
anvinda ett digitalt fotografi av den som démts till fingelse for att
bekrifta dennes identitet genom biometrisk autentisering. S&dan
identifiering skulle, enligt promemorian, utgéra ett effektivt verktyg
for att bekrifta en persons identitet 1 samband med
straffverkstilligheten. Det giller t.ex. sikerstillande av identiteten
vid de nykterhetskontroller som gors vid intensivévervakning med
elektronisk kontroll. Identiteten sikerstills idag genom fysiska
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besok hos den démde, men skulle med hjilp av biometrisk
autentisering kunna ske pid distans. Ocks3 1 samband med
transporter av personer som domts till fingelse och wvid
forflyttningar av intagna inom en anstalt skulle identifiering med
hjilp av biometrisk autentisering innebira en effektivisering av
verksamheten.

Kriminalvirden har kommit in med en framstillan till regeringen
om utdkade mojligheter for Kriminalvirden att behandla
biometriska personuppgifter." Enligt myndigheten ir det angeliget
att de forslag som limnades i departementspromemorian genomf{érs
s& snart som mojligt samtidigt som regeringen skyndsamt bér utreda
de rittsliga forutsittningarna foér att Kriminalvirden ska kunna
anvinda fler biometriska uppgifter i verksamheten.

Kriminalvirden lyfter fram att det i ett antal situationer finns ett
behov av att anvinda inte bara ansiktsfotografier utan ocksd andra
biometriska underlag — sisom fingeravtryck och rostprov — for
identifiering av intagna. Myndigheten pekar ocksi pi att vissa
verksamhetsaktiviteter dir biometrisk autentisering skulle vara till
stor nytta for verksamheten inte omfattas (eller mojligen inte
omfattas) av promemorians forslag. Myndigheten menar vidare att
motsvarande behov av automatiserad identifiering finns dven inom
hiktesverksamheten och 1 samband med drogprov och andra
kontroller som sker vid verkstillighet av annan paféljd dn fingelse,
sdsom ungdomsoévervakning och skyddstillsyn.

Arbetet med en lagridsremiss i anledning av de forslag som
limnades i departementspromemorian En modernare lagstiftning
féor  kriminalvirdens personuppgiftsbehandling  pigir inom
Regeringskansliet. Det stdr dock klart att Kriminalvirdens behov av
att anvinda biometrisk autentisering 1 verksamheten ir mer
omfattande in vad forslagen i promemorian ger utrymme for.
Forutsittningarna for att mojliggdra detta bor dirfor utredas.

Uppdraget

En utredare ges i uppdrag att se over de rittsliga férutsittningarna
foér en utdkad anvindning av biometri i Kriminalvirdens verksamhet.

! Kriminalvirdens framstillan rorande utdkade mojligheter f6r Kriminalvirden att behandla
biometriska personuppgifter, 2024-06-11, KV 2024-11879.
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Utredaren ska limna fullstindiga forfattningstérslag. Syftet med
oversynen ir att sikerstilla att Kriminalvirden har tillgdng till
limpliga och flexibla biometriska verktyg for att kunna bedriva en s3
effektiv verksamhet som méojligt samtidigt som sikerhetens stirks.
Utredaren ska sirskilt beakta det som framgir av Kriminalvirdens
framstillan till regeringen.

Utredaren ska noga viga verksamhetens behov mot den enskildes
ritt till skydd foér sin personliga integritet och géra en
integritetsanalys. Utredaren ska analysera och sikerstilla att de
forslag som limnas ir forenliga med regeringsformen och Sveriges
internationella dtaganden.

Konsekvensbeskrivning

Utéver vad som framgir av férordningen (2024:183) om
konsekvensutredningar ska férslag pd hur eventuella 6kade
kostnader bor finansieras limnas. Utredaren ska ocksd redovisa
forslagens konsekvenser f6r Kriminalvirdens verksamhet.

Kontakter och redovisning av uppdraget

Utredaren ska ha en nira dialog med Kriminalvirden och inhimta
synpunkter frin Polismyndigheten och andra berérda myndigheter
och organisationer 1 den omfattning det behévs. Utredaren ska dven
hilla sig informerad om det arbete som bedrivs inom
Regeringskansliet pd det omride som uppdraget avser. Uppdraget
ska redovisas senast den 7 november 2025.

512



Departementsserien 2025

Kronologisk férteckning

—_

. Hyra anstaltsplatser utomlands. Ju.

2.Moderna — en ny myndighet f6r
modern konst, arkitektur och design.
Ku.

. Sveriges forsvarsmaterieldirektor.
En ny inriktning. Fé.

w

4. En ny lag om unga lagévertridare. Ju.

5. Genomférande av direktivet om
skydd fér personer som deltar i den
offentliga debatten. Ju.

6. En indamailsenlig hantering av
tillstdnd och tillsyn av explosiva
varor. Fo.

7. Polisens anvindning av AI for
ansiktsigenkinning i realtid. Ju.

. Administrativa sanktioner

oo

i socialférsikringen. S.

. Ett nationellt mobilférbud i de
obligatoriska skolformerna och
fritidshemmet. U.

Nel

10. En indamélsenlig hantering av
tillstdnd och tillsyn av explosiva varor
- slutredovisning. Fo.

1

—

. En tydlig beslutsordning for
deltagande i Natos samlade
verksamhet fér avskrickning
och forsvar. Fo.

12. Nordisk verkstillighet
i1 brottmal. Ju.

13. Ritt att installera laddpunkt
hemma. Ju.

14. Kompletterande bestimmelser till
EU:s férordning om &verféring av
straffrittsliga forfaranden. Ju.

15. Nya regler om aktier pi multilaterala
handelsplattformar. Ju.

16. Nigra frigor om ersittning vid
gemensamhetsinrittningar. Ju.

17. Forbittrade forutsittningar f6r IVO

— forslag for att motverka oseridsa och

kriminella aktérer inom hilso- och
sjukvirden. S.

18. Nya regler om ansdkningsférfarandet
for vissa uppehills- och arbetstillstind.
Ju.

19. Slutredovisning av uppdraget
om fdrstirkningsteam inom
socialtjinsten. S.

20. Utdkade befogenheter for civil-
anstillda vid Polismyndigheten
att utreda brott. Ju.

2

—_

. Forbdttrade forutsittningar for
operativt militirt samarbete. F6.

22. Sweden’s tenth national report under
the Convention on Nuclear Safety. KN.

23. Spellagens tillimpningsomride. Fi.

24. Utdelningsbart éverskott i inkomst-
pensionssystemet . S.

25. En betald polisutbildning. Ju.

26. Administrativa sanktioner i den arbets-

marknadspolitiska verksamheten och
iarbetsldshetsforsikringen. S.

2

~N

Atgirder for att sikerstilla veterinir
beredskap under jourtid. LI

28. Stirkt trygghet i bostadsritter. Ju.

29. Tredjelandsleverantérers tilltride
till upphandlingsférfaranden. Fi.

30. Migrations- och asylpakten.
Volym 1 & 2. Ju.

31. Utdkade mojligheter f6r Kriminal-
varden att anvinda biometri m.m. Ju.
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Systematisk férteckning

Finansdepartementet
Spellagens tillimpningsomride. [23]
Tredjelandsleverantdrers tilltride

till upphandlingsférfaranden. [29]

Forsvarsdepartementet

Sveriges forsvarsmaterieldirektor.
En ny inriktning. [3]

En indamilsenlig hantering av tillstdnd
och tillsyn av explosiva varor. [6]

En dndamé&lsenlig hantering av tillstind
och tillsyn av explosiva varor
— slutredovisning. [10]
En tydlig beslutsordning for
deltagande i Natos samlade
verksamhet fér avskrickning
och férsvar. [11]
Forbittrade férutsittningar f6r operativt
militirt samarbete. [21]

Justitiedepartementet

Hyra anstaltsplatser utomlands.[1]

En ny lag om unga lagévertridare. [4]

Genomférande av direktivet om skydd for
personer som deltar i den offentliga
debatten. [5]

Polisens anvindning av AT fér
ansiktsigenkinning i realtid. [7]

Nordisk verkstillighet
i brottma3l. [12]

Ritt att installera laddpunkt
hemma. [13]

Kompletterande bestimmelser till EU:s
férordning om &verféring av straff-
rittsliga férfaranden. [14]

Nya regler om aktier pd multilaterala
handelsplattformar. [15]

Nigra frégor om ersittning vid
gemensamhetsinrittningar. [16]

Nya regler om ansokningsférfarandet for
vissa uppehills- och arbetstillstdnd.

(18]

Utokade befogenheter for civilanstillda
vid Polismyndigheten att utreda brott.
(20]

En betald polisutbildning. [25]

Stirkt trygghet i bostadsritter. [28]

Migrations- och asylpakten.

Volym 1 & 2. [30]
Utskade méjligheter for Kriminalvdrden
att anvinda biometri m.m. [31]

Klimat- och néringslivsdepartementet

Sweden’s tenth national report under the
Convention on Nuclear Safety. [22]

Kulturdepartementet

Moderna — en ny myndighet f6r modern
konst, arkitektur och design. [2]

Landsbygds- och infrastrukturdepartementet

Atgirder for att sikerstilla veterinir bered-
skap under jourtid. [27]

Socialdepartementet

Administrativa sanktioner
i socialférsikringen. [8]

Forbittrade férutsittningar for IVO
— forslag for att motverka oseriésa och
kriminella aktdrer inom hilso- och
sjukvdrden. [17]

Slutredovisning av uppdraget
om férstirkningsteam inom
socialtjinsten. [19]

Utdelningsbart éverskott 1 inkomst-
pensionssystemet . [24]

Administrativa sanktioner i den arbets-
marknadspolitiska verksamheten och
1arbetsléshetsforsikringen. [26]



Utbildningsdepartementet

Ett nationellt mobilférbud i de
obligatoriska skolformerna och
fritidshemmet. [9]
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